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[bookmark: _Toc72938390]INTRODUCTION
[bookmark: _Toc72938391][bookmark: _Toc435315878]PURPOSE AND BACKGROUND
[bookmark: _Toc72938392]PURPOSE
[bookmark: _Toc435315879][bookmark: _Toc72938393]The purpose of this RFB is to invite Suppliers (hereinafter referred to as “bidders”) to submit quotations for the Supply of Cisco Network Technology Refresh including professional services to configure the supplied network components including Cisco Smartnet support for 36 (Thirty-six) months.
BACKGROUND
[bookmark: _Toc72938394]The Government Pensions Administration Agency (GPAA) standardised on the Cisco brand for network equipment, routers, switches, voice communications and network security for interoperability and easier integration. 
Some of the Cisco network equipment procured by the GPAA during 2014 reached the point where extended maintenance and support for these components that reached End of Support/Life (EOS/L) can no longer be procured.
This will cause connectivity issues for the GPAA and Government Employees Pension Fund (GEPF) should these components fail and no support is available because the offices/points of contact of the GPAA/GEPF are at 17 (seventeen) different locations across the country.  All of these offices are linked to the GPAA’s head office via the GPAA’s Multi-Protocol Label Switching (MPLS) network.
SCOPE OF BID
[bookmark: _Toc72938395]SCOPE OF WORK
(1) The scope of work by the bidders is to –
(a) Supply a Cisco technology refresh for the cisco components list in Table 1 below.  The technology refresh should include Cisco Smartnet support for a period of 36 (Thirty-Six) months.
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Table 1: List of Products
	Item No
	Item Name/Part Number
	Goods/Service description
	Service Duration (Months)
	QTY

	1
	 
	SUPPLY CISCO NETWORK REFRESH TECHNOLOGY
	
	

	1.1
	N9K-C9336C-FX2
	Nexus 9300 Series, 36p 40/100G QSFP28
	36
	4

	1.1.1
	CON-SNT-N9336FX2
	SNTC-8X5XNBD Nexus 9300 Series, 36p 40/100G QSFP28
	
	4

	1.1.2
	MODE-NXOS
	Dummy PID for mode selection
	
	4

	1.1.3
	NXK-AF-PI
	Dummy PID for Airflow Selection Port-side Intake
	
	4

	1.1.4
	NXOS-9.3.5
	Nexus 9500, 9300, 3000 Base NX-OS Software Rel 9.3.5
	
	4

	1.1.5
	NXK-ACC-KIT-1RU
	Nexus 3K/9K Fixed Accessory Kit,  1RU front and rear removal
	
	4

	1.1.6
	NXA-PAC-1100W-PI2
	Nexus AC 1100W PSU -  Port Side Intake
	
	8

	1.1.7
	CAB-C13-CBN
	Cabinet Jumper Power Cord, 250 VAC 10A, C14-C13 Connectors
	
	8

	1.1.8
	NXA-FAN-65CFM-PI
	Nexus Fan, 65CFM, port side intake airflow
	
	12

	1.1.9
	C1E1TN9300XF-3Y
	Data Center Networking Essentials Term N9300 XF, 3Y
	
	4

	1.1.10
	SVS-B-N9K-ESS-XF
	EMBEDDED SOLN SUPPORT SWSS FOR ACI NEXUS 9K
	
	4

	1.2
	C8300-2N2S-6T
	Cisco Catalyst C8300-2N2S-6T Router
	36
	17

	1.2.1
	CON-SSSNC-C8302S6T
	SOLN SUPP NCD Cisco Catalyst C8300-2N2S-6T Router
	
	17

	1.2.2
	MEM-C8300-8GB
	Cisco Catalyst 8300 Edge 8GB memory
	
	17

	1.2.3
	M2USB-16G
	Cisco Catalyst 8000 Edge M.2 USB 16GB
	
	17

	1.2.4
	C-RFID-2R
	Cisco Catalyst 8000 Edge RFID - 2RU
	
	17

	1.2.5
	C8300-RM-19-2R
	Cisco Catalyst 8300 Rack mount kit - 19" 2R
	
	17

	1.2.6
	C8300-NIM-BLANK
	Cisco Catalyst 8300 Edge NIM Blank
	
	34

	1.2.7
	C8300-SM-BLANK
	Cisco Catalyst 8300 Edge SM Blank
	
	34

	1.2.8
	C8300-PIM-BLANK
	Cisco Catalyst 8300 Edge PIM Blank
	
	17

	1.2.9
	C8300-FAN-2R
	Cisco Catalyst 8300 Edge Fan Tray, 2RU
	
	17

	1.2.10
	NETWORK-PNP-LIC
	Network Plug-n-Play Connect for zero-touch device deployment
	
	17

	1.2.11
	C-POE-COVER
	Cover for empty POE slot on Cisco Catalyst Edge 8300
	
	34

	1.2.12
	IOSXE-CTRL-MODE
	IOS XE SD-WAN boot up mode for Unified image
	
	17

	1.2.13
	SC8KBEUK9-175
	UNIVERSAL
	
	17

	1.2.14
	PWR-CC1-650WAC
	Cisco C8300 2RU AC  Power supply
	
	34

	1.2.15
	CAB-C13-ACB
	AC Power Cord (Brazil), C13, NBR 14136, 2.1M
	
	34

	1.2.16
	SDWAN-UMB-ADV
	Cisco Umbrella for DNA Advantage
	
	17

	1.2.17
	SDWAN-CLOUD-PF
	Cisco SDWAN Cloud Deployment Option
	
	17

	1.2.18
	C8000-HSEC
	U.S. Export Restriction Compliance license for C8000 series
	
	17

	1.2.19
	DNA-C-T1-A-3Y
	Cisco DNA Advantage Cloud Lic 3Y - upto 200M (Aggr, 400M)
	
	17

	1.2.20
	SVS-CDNA-T1-A3Y
	Solution Support for SW - DNA Advantage Cloud Lic, T1, 3Y
	
	17

	1.2.21
	DSTACK-T1-A
	Cisco DNA Advantage Stack - upto 200M (Aggr, 400M)
	
	17

	1.2.22
	NWSTACK-T1-A
	Cisco Network Advantage Stack - upto 200M (Aggr, 400M)
	
	17

	1.3
	SNS-3655-K9
	Medium Secure Network Server for ISE Applications
	36
	2

	1.3.1
	CON-SSSNT-SNS3655K
	SOLN SUPP 8X5XNBD Medium Secure Network Server for ISE App
	
	2

	1.3.2
	SNS-CPU-4116
	2.1 GHz 4116/85W 12C/16.50MB Cache/DDR4 2400MHz
	
	2

	1.3.3
	SNS-HD600G10K12N
	600GB 12G SAS 10K RPM SFF HDD
	
	8

	1.3.4
	SW-36X5-ISE-K9
	Cisco ISE Software Load on SNS-36x5-K9 appliance
	
	2

	1.3.5
	SNS-PSU1-770W
	770W power supply
	
	4

	1.3.6
	SNS-PCIE-IRJ45
	Intel i350 Quad Port 1Gb Adapter
	
	2

	1.3.7
	SNS-RAID-M5
	Cisco 12G Modular RAID controller with 2GB cache
	
	2

	1.3.8
	R2XX-RAID10
	Enable RAID 10 Setting
	
	2

	1.3.9
	SNS-MR-X16G1RT-H
	16GB DDR4-2933-MHz RDIMM/1Rx4/1.2v
	
	12

	1.3.10
	CAB-C13-CBN
	Cabinet Jumper Power Cord, 250 VAC 10A, C14-C13 Connectors
	
	4

	1.4
	DN2-HW-APL
	Cisco DNA Center Appliance (Gen 2) - 44 Core
	36
	3

	1.4.1
	CON-SSSNT-DN2HWPL
	SOLN SUPP 8X5XNBD DNA Center Appliance (Gen 2)
	
	3

	1.4.2
	DNA-SW-2.1.2
	Cisco DNA Center SW 2.1.2
	
	3

	1.4.3
	CAB-C13-CBN
	Cabinet Jumper Power Cord, 250 VAC 10A, C14-C13 Connectors
	
	6

	1.4.4
	DN2-PCIE-ID10GF
	Intel X710-DA2 dual-port 10G SFP+ NIC
	
	3

	1.4.5
	DN2-SD-64G-S
	64GB SD Card for UCS Servers
	
	3

	1.4.6
	DN2-PSU1-770W
	Cisco UCS 770W AC Power Supply for Rack Server
	
	6

	1.4.7
	DN2-TPM2-002
	Trusted Platform Module 2.0 for UCS servers
	
	3

	1.4.8
	DN2-RAID-M5
	Cisco 12G Modular RAID controller with 2GB cache
	
	3

	1.4.9
	DN2-MSTOR-SD
	Mini Storage Carrier for SD (holds up to 2)
	
	3

	1.4.10
	DN2-PCIE-IQ10GF
	Intel X710 quad-port 10G SFP+ NIC
	
	3

	1.4.11
	DN2-SD19T61X-EV
	1.9TB 2.5 inch Enterprise Value  6G SATA SSD
	
	24

	1.4.12
	DN2-SD480G6I1X-EV
	480GB 2.5 inch Enterprise Value  6G SATA SSD
	
	6

	1.4.13
	DN2-CPU-I6238
	Intel 6238 2.1GHz/140W 22C/30.25MB  DCP DDR4 2933 MHz
	
	6

	1.4.14
	DN2-MR-X32G2RT-H
	32GB DDR4-2933-MHz RDIMM/2Rx4/1.2v
	
	24

	1.4.15
	DN2-HW-APL-LIC
	DNAC Appliance License - 44 Core
	
	3

	1.5
	WSA-S395-K9
	WSA S395 Web Security Appliance
	36
	2

	1.5.1
	CON-SSSNT-WSAS395S
	SOLN SUPP 8X5XNBD WSA S395 Web Security Appliance
	
	2

	1.5.2
	CAB-C13-C14-2M
	Power Cord Jumper, C13-C14 Connectors, 2 Meter Length
	
	4

	1.5.3
	SF-WSA-10.6.0-K9
	WSA Async OS v10.6.0
	
	4

	1.5.4
	CCS-PSU1-770AC
	Cisco Content Sec AC Power Supply 770W for x95 appliance
	
	2

	1.5.5
	CCS-HDD-600GB10K
	Content Sec x95 600GB 12G SAS 10K RPM SFF HDD
	
	8

	1.5.6
	CCS-TPM2-002
	Cisco Content Security Trusted Platform Module TPM 2.0
	
	2

	1.5.7
	CCS-CPU-I5218
	Content Sec 2.3 GHz 5218/125W 16C/22MB Cache/DDR4 2666MHz
	
	2

	1.5.8
	CCS-MEM-X-16GB
	ContentSecx95 16GBDDR4-2933MHzRDIMM/PC4-23400/slrank/x4/1.2v
	
	4

	1.5.9
	CCS-MRAID-M5
	Cisco Content Sec SAS Modular Raid Controller 2GB Cache
	
	2

	1.5.10
	CCS-PCIE-IRJ45
	Cisco Content Sec quad port 1G Copper PCI
	
	2

	1.5.11
	WSA-HTTPS-LIC
	WSA HTTPS Inspection License
	
	2

	1.5.12
	WSA-PROXY-LIC
	WSA Proxy and Dynamic Vectoring and Scanning License
	
	2

	1.5.13
	WSA-L4TM-LIC
	WSA L4 Traffic Monitoring License
	
	2

	1.5.14
	WSA-CASM-LIC
	WSA Cisco AnyConnect Secure Mobility License
	
	2

	1.6
	ESA-C395-K9
	ESA C395 Email Security Appliance
	36
	2

	1.6.1
	CON-SSSNT-ESAC395K
	SOLN SUPP 8X5XNBD ESA C395 Email Security Appliance
	
	2

	1.6.2
	CCS-PSU1-770AC
	Cisco Content Sec AC Power Supply 770W for x95 appliance
	
	4

	1.6.3
	CAB-C13-C14-2M
	Power Cord Jumper, C13-C14 Connectors, 2 Meter Length
	
	4

	1.6.4
	SF-ESA-11.5.0-K9
	ESA Async OS v11.5.0
	
	2

	1.6.5
	CCS-HDD-600GB10K
	Content Sec x95 600GB 12G SAS 10K RPM SFF HDD
	
	4

	1.6.6
	CCS-TPM2-002
	Cisco Content Security Trusted Platform Module TPM 2.0
	
	2

	1.6.7
	CCS-CPU-I4216
	Content Sec 2.1 GHz 4216/100W 16C/22MB Cache/DDR4 2400MHz
	
	2

	1.6.8
	CCS-MEM-X-16GB
	ContentSecx95 16GBDDR4-2933MHzRDIMM/PC4-23400/slrank/x4/1.2v
	
	2

	1.6.9
	CCS-MRAID-M5
	Cisco Content Sec SAS Modular Raid Controller 2GB Cache
	
	2

	1.6.10
	CCS-MESSAGING-LIC
	Cisco Content Security Messaging License
	
	2

	1.6.11
	ESA-BOUNCE-LIC
	ESA Bounce Verification License
	
	2

	1.6.12
	CCS-PCIE-IRJ45
	Cisco Content Sec quad port 1G Copper PCI
	
	2

	1.7
	FMC4600-K9
	Cisco Firepower Management Center 4600 Chassis
	36
	2

	1.7.1
	CON-SSSNT-FMC4600K
	SOLN SUPP 8X5XNBD Cisco Firepower Management Center 4600 C
	
	2

	1.7.2
	SF-FMC-6.4-K9
	Cisco Firepower Management Center Software v6.4
	
	2

	1.7.3
	FMC-M5-PS-AC-770W
	Cisco FMC 770W AC Power Supply
	
	4

	1.7.4
	CAB-C13-C14-AC
	Power cord, C13 to C14 (recessed receptacle), 10A
	
	4

	1.7.5
	FMC-M5-MRAID-12G
	Cisco FMC 12G Modular RAID controller with 2GB cache
	
	2

	1.7.6
	FMC-M5-SD-32G
	Cisco FMC 32GB SD Card Module
	
	2

	1.7.7
	FMC-M5-TPM-2.0
	Cisco FMC Trusted Platform Module 2.0
	
	2

	1.7.8
	FMC-M5-MSTOR-SD
	Cisco FMC Mini Storage Carrier Card for SD (holds up to 2)
	
	2

	1.7.9
	FMC-M5-HDD-1.2TB
	Cisco FMC 1.2TB 12G SAS 10K RPM SFF HDD
	
	20

	1.7.10
	FMC-M5-CPU-I4214
	Cisco FMC 2.4 GHz 4214 Processor, 12MB Cache, 12 Core
	
	4

	1.7.11
	FMC-M5-MEM-X-16GB
	Cisco FMC 16GB DDR4-2933-MHz RDIMM/PC4-21300/Single Rank
	
	16

	1.7.12
	FMC-M5-NIC-SFP
	Cisco FMC X710-DA2 dual-port 10G SFP+ NIC
	
	2

	1.7.13
	SFP-10G-SR
	10GBASE-SR SFP Module
	
	4

	1.8
	FPR4115-FTD-HA-BUN
	Cisco Firepower 4115 Threat Defense Chss,Subs HA Bundle
	36
	1

	1.8.1
	FPR4115-NGFW-K9
	Cisco Firepower 4115 NGFW Appliance, 1U, 2 x NetMod Bays
	
	2

	1.8.2
	CAB-9K10A-SA
	Power Cord, 250VAC 10A SABS 164/1 Plug, South Africa
	
	4

	1.8.3
	SF-F4K-TD6.4-K9
	Cisco Firepower Threat Defense software v6.4 for FPR4100
	
	2

	1.8.4
	SF-F4KFXOS2.6.1-K9
	Cisco Firepower Extensible Operating System v2.6.1 - FPR4100
	
	2

	1.8.5
	SFP-10G-SR
	10GBASE-SR SFP Module
	
	16

	1.8.6
	FPR4K-SSD400-
	Firepower 4000 Series 400GB SSD for FPR-4125
	
	2

	1.8.7
	FPR4K-SSD-BBLKD
	Firepower 4000 Series SSD Slot Carrier
	
	2

	1.8.8
	FPR4K-NM-BLANK
	Firepower 4000 Series Network Module Blank Slot Cover
	
	4

	1.8.9
	FPR4K-PWR-AC-1100
	Firepower 4000 Series 1100W AC Power Supply
	
	2

	1.8.10
	FPR4K-S-FAN-
	Firepower 4000 Series Fan - Siingle
	
	12

	1.8.11
	FPR4K-RACK-MNT
	Firepower 4000 Series Rack Mount Kit
	
	2

	1.8.12
	FPR4K-ACC-KIT2
	FPR4K Hardware Accessory Kit
	
	2

	1.8.13
	GLC-TE
	1000BASE-T SFP transceiver module for Category 5 copper wire
	
	2

	1.8.14
	CON-SSSNT-FPR4115N
	SOLN SUPP 8X5XNBD Cisco Firepower 4115 NGFW Appliance, 1U,
	
	2

	1.8.15
	FPR4K-PWR-AC-1100
	Firepower 4000 Series 1100W AC Power Supply
	
	2

	1.8.16
	L-FPR4115T-TMC=
	Cisco FPR4115 Threat Defense Threat, Malware and URL License
	
	2

	1.8.17
	L-FPR4115T-TMC-3Y
	Cisco FPR4115 Threat Defense Threat, Malware and URL 3Y Subs
	
	2

	1.9
	FPR4115-FTD-HA-BUN
	Cisco Firepower 4115 Threat Defense Chss,Subs HA Bundle
	36
	1

	1.9.1
	FPR4115-NGFW-K9
	Cisco Firepower 4115 NGFW Appliance, 1U, 2 x NetMod Bays
	
	2

	1.9.2
	CAB-9K10A-SA
	Power Cord, 250VAC 10A SABS 164/1 Plug, South Africa
	
	2

	1.9.3
	SF-F4K-TD6.4-K9
	Cisco Firepower Threat Defense software v6.4 for FPR4100
	
	2

	1.9.4
	SF-F4KFXOS2.6.1-K9
	Cisco Firepower Extensible Operating System v2.6.1 - FPR4100
	
	2

	1.9.5
	SFP-10G-SR
	10GBASE-SR SFP Module
	
	16

	1.9.6
	FPR4K-SSD400-
	Firepower 4000 Series 400GB SSD for FPR-4125
	
	2

	1.9.7
	FPR4K-SSD-BBLKD
	Firepower 4000 Series SSD Slot Carrier
	
	2

	1.9.8
	FPR4K-NM-BLANK
	Firepower 4000 Series Network Module Blank Slot Cover
	
	4

	1.9.9
	FPR4K-PWR-AC-1100
	Firepower 4000 Series 1100W AC Power Supply
	
	2

	1.9.10
	FPR4K-S-FAN-
	Firepower 4000 Series Fan - Siingle
	
	12

	1.9.11
	FPR4K-RACK-MNT
	Firepower 4000 Series Rack Mount Kit
	
	2

	1.9.12
	FPR4K-ACC-KIT2
	FPR4K Hardware Accessory Kit
	
	2

	1.9.13
	GLC-TE
	1000BASE-T SFP transceiver module for Category 5 copper wire
	
	2

	1.9.14
	CON-SSSNT-FPR4115N
	SOLN SUPP 8X5XNBD Cisco Firepower 4115 NGFW Appliance, 1U,
	
	2

	1.9.15
	FPR4K-PWR-AC-1100
	Firepower 4000 Series 1100W AC Power Supply
	
	2

	1.9.16
	L-FPR4115T-TMC=
	Cisco FPR4115 Threat Defense Threat, Malware and URL License
	
	2

	1.9.17
	L-FPR4115T-TMC-3Y
	Cisco FPR4115 Threat Defense Threat, Malware and URL 3Y Subs
	
	2

	1.10
	SMA-M395-K9
	SMA M395 Security Management Appliance
	36
	1

	1.10.1
	CON-SSSNT-SMAM3959
	SOLN SUPP 8X5XNBD SMA M395 Security Management Appliance 
	
	1

	1.10.2
	CAB-C13-C14-2M
	Power Cord Jumper, C13-C14 Connectors, 2 Meter Length
	
	2

	1.10.3
	SF-SMA-11.1.0-K9
	SMA Async OS v11.1.x
	
	1

	1.10.4
	CCS-PSU1-770AC
	Cisco Content Sec AC Power Supply 770W for x95 appliance
	
	2

	1.10.5
	CCS-HDD-600GB10K
	Content Sec x95 600GB 12G SAS 10K RPM SFF HDD
	
	8

	1.10.6
	CCS-TPM2-002
	Cisco Content Security Trusted Platform Module TPM 2.0
	
	1

	1.10.7
	CCS-CPU-I4216
	Content Sec 2.1 GHz 4216/100W 16C/22MB Cache/DDR4 2400MHz
	
	1

	1.10.8
	CCS-MEM-X-16GB
	ContentSecx95 16GBDDR4-2933MHzRDIMM/PC4-23400/slrank/x4/1.2v
	
	1

	1.10.9
	CCS-MRAID-M5
	Cisco Content Sec SAS Modular Raid Controller 2GB Cache
	
	1

	1.10.10
	CCS-MESSAGING-LIC
	Cisco Content Security Messaging License
	
	1

	1.10.11
	CCS-PCIE-IRJ45
	Cisco Content Sec quad port 1G Copper PCI
	
	1

	1.11
	CSEMAIL-SEC-SUB
	Cisco Secure Email XaaS Subscription
	36
	1

	1.11.1
	SVS-EMAIL-SUP-B
	BASIC SUPPORT FOR EMAIL SECURITY
	
	1

	1.11.2
	SMA-EMGT-LIC
	SMA Centralized Email Management Reporting License
	
	1700

	1.11.3
	SEC-AUTO-PUI-LIC
	Cisco Security
	
	1

	1.12
	WEB-SEC-SUB
	Cisco Web Security XaaS Subscription
	36
	1

	1.12.1
	SMA-WMGT-LIC
	SMA Centralized Web Management Reporting License
	
	1700

	1.12.2
	SVS-WEB-SUP-B
	Basic Support for Web Security
	
	1

	1.13
	GLC-TE=
	1000BASE-T SFP transceiver module for Category 5 copper wire
	
	4

	1.14
	A-FLEX-3
	Collaboration Flex Plan 3.0
	36
	1

	1.14.1
	SVS-FLEX-SUPT-BAS
	Basic Support for Flex Plan
	
	1

	1.14.2
	A-FLEX-NUM-MC
	NU Webex Meetings - Meetings
	
	125

	1.14.3
	A-FLEX-WXA-WXMT-NU
	Webex Assistant for Webex Meetings - NU (1)
	
	10

	1.14.4
	A-AUD-VOIP
	Included VoIP (1)
	
	1

	1.14.5
	A-AUD-EDGEAUD-USER
	Webex Edge Audio (1)
	
	125

	1.14.6
	A-AUD-TOLLDIALIN
	Meetings Toll Dial-In Audio (1)
	
	125

	1.14.7
	A-FLEX-WXA-MTG-ENT
	Webex Assistant for Meetings Entitlement
	
	10

	1.14.8
	A-FLEX-NBR-STG
	Webex Cloud Recording Storage Entitlement
	
	125

	1.14.9
	A-FLEX-MTGC-ENT
	Meetings Entitlement
	
	125

	1.14.10
	A-FLEX-FILESTG-ENT
	File Storage Entitlement
	
	2500

	1.14.11
	A-FLEX-PROPACK-ENT
	Pro Pack for Cisco Control Hub Entitlement
	
	125

	1.14.12
	A-FLEX-MSG-NU-ENT
	Messaging Named User Entitlement (1)
	
	125

	1.14.13
	A-FLEX-C-DEV-REG
	Cloud Device Registration
	
	18





(b) Provide professional services (directly from Cisco) to install, connect and configure the refreshed components optimally to maximise the protection of the data assets of the GPAA/GEPF.
(2) The scope of work excludes the following – 
(a) There are no specific exclusions.
[bookmark: _Toc72938396]DELIVERY ADDRESS

(1) The goods or services must be supplied or provided at the following physical address(es); OR

	No
	Physical Address
	GPS Coordinates (optional)


	1. [bookmark: _Toc435315881]
	Arcadia, PRETORIA
	

	2. 
	Gallo Manor, Sandton
	


[bookmark: _Toc9938003][bookmark: _Toc72938397]
(2) The goods and services must be provided at the physical locations 34 Hamilton St, Arcadia, Pretoria, 0083
CUSTOMER INFRASTRUCTURE AND ENVIRONMENT REQUIREMENTS
(3) The GPAA standardised on the Cisco brand for all its network components.  The network equipment provides both for connectivity and network security.
The GPAA currently have a Cisco Enterprise Agreement (EA) and also Cisco Smartnet support on all the Cisco network and network security components that have not yet reach EOSL. 
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1. [bookmark: _Toc9938004][bookmark: _Toc72938398]REQUIREMENTS

[bookmark: _Toc9938005][bookmark: _Toc72938399]PRODUCT/ SERVICE / SOLUTION REQUIREMENTS
ITEM 1: Cisco network and network security components, including Smartnet support on all the components that are being refreshed.
2. List of components included in the refresh is provided in Table 1 above. 
ITEM 2: Professional services (directly from Cisco) to install, connect and configure the refreshed components optimally to maximise the protection of the data assets of the GPAA/GEPF.
[bookmark: _Toc435315887][bookmark: _Toc72938401]BID EVALUATION STAGES
1. The bid evaluation process consists of several stages that are applicable according to the nature of the bid as defined in the table below.
1. The bidder must qualify for each stage to be eligible to proceed to the next stage of the evaluation.

	Stage
	Description
	Applicable for this bid YES/NO

	Stage 1	
	Administrative pre-qualification verification
	YES

	Stage 2A
	Technical Mandatory requirement evaluation
	YES

	Stage 3
	Special Conditions of Contract verification
	YES

	Stage 4	
	Price / B-BBEE evaluation
	YES



[bookmark: _Toc435315888][bookmark: _Toc72938402]ADMINISTRATIVE PRE-QUALIFICATION
[bookmark: _Toc72938403][bookmark: _Toc435315889]ADMINISTRATIVE PRE-QUALIFICATION REQUIREMENTS
[bookmark: _Toc72938404]ADMINISTRATIVE PRE-QUALIFICATION VERIFICATION
1. The bidder must comply with ALL of the bid pre-qualification requirements in order for the bid to be accepted for evaluation.
If the Bidder failed to comply with any of the administrative pre-qualification requirements, or if SITA is unable to verify whether the pre-qualification requirements are met, then SITA reserves the right to-
(a) Reject the bid and not evaluate it, or
(b) Accept the bid for evaluation, on condition that the Bidder must submit within 7 (seven) days any supplementary information to achieve full compliance, provided that the supplementary information is administrative and not substantive in nature.
[bookmark: _Toc435315890][bookmark: _Toc72938405]ADMINISTRATIVE PRE-QUALIFICATION REQUIREMENTS
(1)  Submission of bid response: The bidder has submitted a bid response documentation pack –  
(a) that was delivered at the correct physical or postal address and within the stipulated date and time as specified in the “Invitation to Bid” cover page, and;
(b) in the correct format as one original document, two copies and a copy on memory stick. 
(2) Attendance of briefing session: There will no briefing session.
(3) Registered Supplier. The bidder is, in terms of National Treasury Instruction Note 3 of 2016/17, registered as a Supplier on National Treasury Central Supplier Database (CSD).
[bookmark: _Toc435315892][bookmark: _Toc72938406]
TECHNICAL MANDATORY
[bookmark: _Toc72938407]INSTRUCTION AND EVALUATION CRITERIA
1. The bidder must comply with ALL the requirements as per section 6.2 below by providing substantiating evidence in the form of documentation or information, failing which it will be regarded as “NOT COMPLY”.
1. The bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. During evaluation, SITA reserves the right to treat substantiation evidence that cannot be located in the bid response as “NOT COMPLY”.
1. The bidder must complete the declaration of compliance as per section 6.3 below by marking with an “X” either “COMPLY”, or “NOT COMPLY” with ALL of the technical mandatory requirements, failing which it will be regarded as “NOT COMPLY”.
1. The bidder must comply with ALL the TECHNICAL MANDATORY REQUIREMENTS in order for the bid to proceed to the next stage of the evaluation.
1. No URL references or links will be accepted as evidence.

[bookmark: _Toc435315893][bookmark: _Ref455335758][bookmark: _Toc72938408][bookmark: _Toc435315895]TECHNICAL MANDATORY REQUIREMENTS
	TECHNICAL MANDATORY REQUIREMENTS
	Substantiating evidence of compliance
(used to evaluate bid)
	Evidence reference
(to be completed by bidder)

	1. BIDDER CERTIFICATION / AFFILIATION REQUIREMENTS
(a) If the procurement is not from Cisco directly, the bidder must be an active Cisco partner or a Cisco distributor/Cisco implementer in South Africa.
	Attach to ANNEX B documentation a formal letter from Cisco to confirm that the Bidder is a Cisco partner/distributor/implementation partner in South Africa.

Note: SITA reserves the right to verify the information provided.
	<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.1>

	(b) If the procurement is not from Cisco directly, the bidder must be a Cisco implementer in South Africa and configured similar network and network security components during the past three years.
	Attach to ANNEX B two formal letters from two clients where Cisco components as specified in Table 1 were implemented and configured successfully during the past 3 (Three) years.


NOTE: SITA reserves the right to verify the information provided.
	<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.2>



[bookmark: _Toc435315904][bookmark: _Ref455335890][bookmark: _Toc72938409]DECLARATION OF COMPLIANCE
	
	Comply
	Not Comply

	The bidder declares by indicating with an “X” in either the “COMPLY” or “NOT COMPLY” column that –

11. The bid complies with each and every TECHNICAL MANDATORY REQUIREMENT as specified in SECTION 6.2 above; AND
11. Each and every requirement specification is substantiated by evidence as proof of compliance.
	
	


[bookmark: _Toc435315906]

[bookmark: _Toc435315921]
[bookmark: _Toc72938413]SPECIAL CONDITIONS OF CONTRACT (SCC)
[bookmark: _Toc72938414]SPECIAL CONDITIONS OF CONTRACT
[bookmark: _Ref455588818][bookmark: _Ref455588837][bookmark: _Toc72938415] INSTRUCTION
1. The successful supplier will be bound by Government Procurement: General Conditions of Contract (GCC) as well as this Special Conditions of Contract (SCC), which will form part of the signed contract with the successful Supplier. However, SITA/GPAA reserves the right to include or waive the condition in the signed contract.
1. [bookmark: _Ref455588887]SITA/GPAA reserves the right to –
13. Negotiate the conditions, or
13. Automatically disqualify a bidder for not accepting these conditions.
(c)  Award to multiple bidders. 
1. [bookmark: _Toc435315923][bookmark: _Ref455338564]In the event that the bidder qualifies the proposal with own conditions, and does not specifically withdraw such own conditions when called upon to do so, SITA will invoke the rights reserved in accordance with subsection 9.1(2) above.
1. The bidder must complete the declaration of acceptance as per section 8.3 below by marking with an “X” either “ACCEPT ALL” or “DO NOT ACCEPT ALL”, failing which the declaration will be regarded as “DO NOT ACCEPT ALL” and the bid will be disqualified.
[bookmark: _Ref455589115][bookmark: _Ref455589123][bookmark: _Ref455589162][bookmark: _Toc72938416]SPECIAL CONDITIONS OF CONTRACT
1. CONTRACTING CONDITIONS
16. Formal Contract. The Supplier must enter into a formal written Contract (Agreement) with GPAA internal
16. Right of Award. SITA/GPAA reserves the right to award the contract for required goods or services to multiple Suppliers.
16. Right to Audit. SITA reserves the right, before entering into a contract, to conduct or commission an external service provider to conduct a financial audit or probity to ascertain whether a qualifying bidder has the financial wherewithal or technical capability to provide the goods and services as required by this tender.
1. DELIVERY ADDRESS. The supplier must deliver the required products or services at as indicated in Section 2.2, Delivery Address.



1. DELIVERY SCHEDULE
18. The Supplier is responsible to perform the work as outlined in the following Breakdown Structure (WBS): 
	WBS
	Statement of Work
	Delivery Timeframe

	1. 
	Delivery of the Cisco technology refresh components/appliances as listed in Table 1.
	Within 60 (Sixty) days from date of purchase order.

	2. 
	Install and configure the Cisco components/appliances as listed in Table 1.
	120 (One hundred and Twenty) days from date of purchase order.


[bookmark: _Toc435315901]
1. CERTIFICATION, EXPERTISE AND QUALIFICATION
19. The Supplier must utilise at least three (3) technical employees who are Cisco certified in terms of the Cisco security solutions and routers and switches as listed in Table 1 for the entire installation and configuration phase of the contract.
19. The Supplier represents that, 
1. it has the necessary expertise, skill, qualifications and ability to undertake the work required in terms of the Statement of Work or Service Definition and;
1. it is committed to provide the Products or Services; and
1. [bookmark: _Toc448483301][bookmark: _Toc448483304]perform all obligations detailed herein without any interruption to the Customer.
19. The Supplier must provide the service in a good and workmanlike manner and in accordance with the practices and high professional standards used in well-managed operations performing services similar to the Services;
19. The Supplier must perform the Services in the most cost-effective manner consistent with the level of quality and performance as defined in Statement of Work or Service Definition;
19. Original Equipment Manufacturer (OEM) or Original Software Manufacturer (OSM) work. The Supplier must ensure that work or service is performed by a person who is certified by Original Equipment Manufacturer or Original Software Manufacturer.

1. LOGISTICAL CONDITIONS
20. [bookmark: _Toc448483118]Hours of work, 07h00 – 17h00.  
20. Provision to be made for work to be done outside normal business hours and weekends during the installation and configuration phase.
20. In the event that GPAA grants the Supplier permission to access GPAA's Environment including hardware, software, internet facilities, data, telecommunication facilities and/or network facilities remotely, the Supplier must adhere to GPAA's relevant policies and procedures (which policy and procedures are available to the Supplier on request) or in the absence of such policy and procedures, in terms of, best industry practice.
20. Tools of Trade. The Supplier must bring their necessary tools of trade in order for them to perform their duties adequately. 
20. On-site and Remote Support. The Supplier must give off-site and remote support, and only when off-site support is not sufficient, then on-site support will be required upon approval by a GPAA representative. 
20. Support and Help Desk. Not applicable.
1. SKILLS TRANSFER AND TRAINING
21. The Supplier must work in conjunction with the current ICT Infrastructure support team of the GPAA which is currently SITA.
1. REGULATORY, QUALITY AND STANDARDS
22. The Supplier must for the duration of the contract ensure compliance with ISO/IEC General Quality Standards, ISO27001, and Protection of Personal Information Act (POPIA).
22. The Supplier must for the duration of the contract ensure compliance with General Quality Standards, ISO 9001
1. PERSONNEL SECURITY CLEARANCE
23. The Supplier personnel who are required to work with GOVERNMENT CLASSIFIED information or access government RESTRICTED areas must be a South African Citizen and at the expense of the Supplier be security vetted (pre-employment screening, criminal record screening and credit screening).
23. The Supplier must ensure that the security clearances of all personnel involved in the Contract remains valid for the period of the contract.
23. The Supplier must provide proof of security vetting
1. CONFIDENTIALITY AND NON-DISCLOSURE CONDITIONS
(d) The Supplier, including its management and staff, must before commencement of the Contract, sign a non-disclosure agreement regarding Confidential Information.
(e) Confidential Information means any information or data, irrespective of the form or medium in which it may be stored, which is not in the public domain and which becomes available or accessible to a Party as a consequence of this Contract, including information or data which is prohibited from disclosure by virtue of:
(i) the Promotion of Access to Information Act, 2000 (Act no. 2 of 2000);
(ii) being clearly marked "Confidential" and which is provided by one Party to another Party in terms of this Contract;
(iii) being information or data, which one Party provides to another Party or to which a Party has access because of Services provided in terms of this Contract and in which a Party would have a reasonable expectation of confidentiality;
(iv) being information provided by one Party to another Party in the course of contractual or other negotiations, which could reasonably be expected to prejudice the right of the non-disclosing Party;
(v) being information, the disclosure of which could reasonably be expected to endanger a life or physical security of a person;
(vi) being technical, scientific, commercial, financial and market-related information, know-how and trade secrets of a Party;
(vii) being financial, commercial, scientific or technical information, other than trade secrets, of a Party, the disclosure of which would be likely to cause harm to the commercial or financial interests of a non-disclosing Party; and
(viii) being information supplied by a Party in confidence, the disclosure of which could reasonably be expected either to put the Party at a disadvantage in contractual or other negotiations or to prejudice the Party in commercial competition; or
(ix) information the disclosure of which would be likely to prejudice or impair the safety and security of a building, structure or system, including, but not limited to, a computer or communication system; a means of transport; or any other property; or a person; methods, systems, plans or procedures for the protection of an individual in accordance with a witness protection scheme; the safety of the public or any part of the public; or the security of property; information the disclosure of which could reasonably be expected to cause prejudice to the defence of the Republic; security of the Republic; or international relations of the Republic; or plans, designs, drawings, functional and technical requirements and specifications of a Party, but must not include information which has been made automatically available, in terms of the Promotion of Access to Information Act, 2000; and information which a Party has a statutory or common law duty to disclose or in respect of which there is no reasonable expectation of privacy or confidentiality;
(b) Notwithstanding the provisions of this Contract, no Party is entitled to disclose Confidential Information, except where required to do so in terms of a law, without the prior written consent of any other Party having an interest in the disclosure;
(c) Where a Party discloses Confidential Information which materially damages or could materially damage another Party, the disclosing Party must submit all facts related to the disclosure in writing to the other Party, who must submit information related to such actual or potential material damage to be resolved as a dispute;
(d) Parties may not, except to the extent that a Party is legally required to make a public statement, make any public statement or issue a press release which could affect another Party, without first submitting a written copy of the proposed public statement or press release to the other Party and obtaining the other Party's prior written approval for such public statement or press release, which consent must not unreasonably be withheld.
1. [bookmark: _Toc448483285]GUARANTEE AND WARRANTIES. The Supplier warrants that:
(f) [bookmark: _Toc448483286][bookmark: _Toc402958037][bookmark: _Toc448483311][bookmark: _Toc448872276]The warranty of goods supplied under this contract remains valid for twelve (12) months after the goods, or any portion thereof as the case may be, have been delivered to and accepted at the final destination indicated in the contract, or for eighteen (18) months after the date of shipment from the port or place of loading in the source country, whichever period concludes earlier;
(g) as at Commencement Date, it has the rights, title and interest in and to the Product or Services to deliver such Product or Services in terms of the Contract and that such rights are free from any encumbrances whatsoever; 
(h) [bookmark: _Toc448483287]the Product is in good working order, free from Defects in material and workmanship, and substantially conforms to the Specifications, for the duration of the Warranty period;
(i) [bookmark: _Toc448483288]during the Warranty period any defective item or part component of the Product be repaired or replaced within 3 (three) days after receiving a written notice from GPAA;
(j) [bookmark: _Toc448483292][bookmark: _Toc448483289]the Products is maintained during its Warranty Period at no expense to GPAA; 
(k) the Product possesses all material functions and features required for GPAA’s Operational Requirements;
(l) [bookmark: _Toc448483290]the Product remains connected or Service is continued during the term of the Contract;
(m) [bookmark: _Toc448483294]all third-party warranties that the Supplier receives in connection with the Products including the corresponding software and the benefits of all such warranties are ceded to GPAA without reducing or limiting the Supplier’s obligations under the Contract;
(n) [bookmark: _Toc448483296]no actions, suits, or proceedings, pending or threatened against it or any of its third-party suppliers or sub-contractors that have a material adverse effect on the Supplier’s ability to fulfil its obligations under the Contract exist;  
(o) [bookmark: _Toc448483297]GPAA is notified immediately if it becomes aware of any action, suit, or proceeding, pending or threatened to have a material adverse effect on the Supplier’s ability to fulfil the obligations under the Contract;
(p) [bookmark: _Toc448483298]any Product sold to GPAA after the Commencement Date of the Contract remains free from any lien, pledge, encumbrance or security interest;
(q) [bookmark: _Toc448483299]GPAA’s use of the Product and Manuals supplied in connection with the Contract does not infringe any Intellectual Property Rights of any third party; 
(r) [bookmark: _Toc448483300]the information disclosed to GPAA does not contain any trade secrets of any third party, unless disclosure is permitted by such third party;
(s) [bookmark: _Toc448483302]it is financially capable of fulfilling all requirements of the Contract and that the Supplier is a validly organized entity that has the authority to enter into the Contract; 
(t) [bookmark: _Toc448483303]it is not prohibited by any loan, contract, financing arrangement, trade covenant, or similar restriction from entering into the Contract;
(u) [bookmark: _Toc448483305]the prices, charges and fees to GPAA as contained in the Contract are at least as favourable as those offered by the Supplier to any of its other customers that are of the same or similar standing and situation as GPAA; and
(v) [bookmark: _Toc448483306]any misrepresentation by the Supplier amounts to a breach of Contract. 
1. INTELLECTUAL PROPERTY RIGHTS 
(w) [bookmark: _Toc448483312][bookmark: _Ref348437513][bookmark: _Toc435315902]GPAA retains all Intellectual Property Rights in and to GPAA's Intellectual Property. As of the Effective Date, the Supplier is granted a non-exclusive license, for the continued duration of this Contract, to perform any lawful act including the right to use, copy, maintain, modify, enhance and create derivative works of GPAA's Intellectual Property for the sole purpose of providing the Products or Services to GPAA pursuant to this Contract; provided that the Supplier must not be permitted to use GPAA's Intellectual Property for the benefit of any entities other than GPAA without the written consent of GPAA, which consent may be withheld in GPAA's sole and absolute discretion. Except as otherwise requested or approved by GPAA, which approval is in GPAA's sole and absolute discretion, the Supplier must cease all use of GPAA's Intellectual Property, at of the earliest of: 
(i) [bookmark: _Toc448483313]termination or expiration date of this Contract; 
(ii) [bookmark: _Toc448483314]the date of completion of the Services; and 
(iii) [bookmark: _Toc448483315]the date of rendering of the last of the Deliverables. 
(x) [bookmark: _Toc448483316]If so required by GPAA, the Supplier must certify in writing to GPAA that it has either returned all GPAA Intellectual Property to GPAA or destroyed or deleted all other GPAA Intellectual Property in its possession or under its control.
(y) [bookmark: _Toc448483317]GPAA, at all times, owns all Intellectual Property Rights in and to all Bespoke Intellectual Property. 
(z) [bookmark: _Toc448483320]Save for the license granted in terms of this Contract, the Supplier retains all Intellectual Property Rights in and to the Supplier’s pre-existing Intellectual Property that is used or supplied in connection with the Products or Services.
(aa) Provide GPAA with the compliant safety file.
(4) SUPPLIER DUE DILIGENCE
SITA/GPAA reserves the right to conduct supplier due diligence prior to final award or at any time during the Contract period and this may include pre-announced/ non-announced site visits. During the due diligence process the information submitted by the bidder will be verified and any misrepresentation thereof may disqualify the bid or Contract in whole or parts thereof.
[bookmark: _Toc72938417]DECLARATION OF COMPLIANCE
	
	ACCEPT ALL
	DO NOT ACCEPT ALL

	1. The bidder declares to ACCEPT ALL the Special Condition of Contract as specified in section 9.2 above by indicating with an “X” in the “ACCEPT ALL” column, OR
1. The bidder declares to NOT ACCEPT ALL the Special Conditions of Contract as specified in section 9.2 above by - 
28. Indicating with an “X” in the “DO NOT ACCEPT ALL” column, and;
28. Provide reason and proposal for each of the conditions that is not accepted. 
	
	

	Comments by bidder:
Provide reason and proposal for each of the conditions not accepted as per the format:
Condition Reference:
Reason:
Proposal:




[bookmark: _Toc435315925][bookmark: _Toc72938418]COSTING AND PRICING
[bookmark: _Ref455599421][bookmark: _Toc72938419][bookmark: _Toc435315926]COSTING AND PRICING
[bookmark: _Toc72938420]COSTING AND PRICING EVALUATION
(1) In terms of Preferential Procurement Policy Framework Act (PPPFA), the following preference point system is applicable to all Bids:
(a) the 80/20 system (80 Price, 20 B-BBEE) for requirements with a Rand value of up to R50 000 000 (all applicable taxes included); or 
(b) the 90/10 system (90 Price and 10 B-BBEE) for requirements with a Rand value above R50 000 000 (all applicable taxes included).
(2) This bid will be evaluated using the preferential point system of 80/20 or 90/10, subject to the following conditions –
(a) If the lowest acceptable bid price is up to and including R50 000 000 (all applicable taxes included) then the 80/20 preferential point system will apply to all acceptable bids; or 
(b) If the lowest acceptable bid price is above R50 000 000 (all applicable taxes included) then the 90/10 preferential point system will apply to all acceptable bids;
(3) The bidder must complete the declaration of acceptance as per section 10.4below by marking with an “X” either “ACCEPT ALL”, or “DO NOT ACCEPT ALL”, failing which the declaration will be regarded as “DO NOT ACCEPT ALL” and the bid will be disqualified. 
(4) Bidder will be bound by the following general costing and pricing conditions and SITA reserves the right to negotiate the conditions or automatically disqualify the bidder for not accepting these conditions. These conditions will form part of the Contract between SITA and the bidder. However, SITA/GPAA reserves the right to include or waive the condition in the Contract.

[bookmark: _Toc435315929][bookmark: _Ref455341462][bookmark: _Toc72938421]COSTING AND PRICING CONDITIONS
1. SOUTH AFRICAN PRICING. The total price must be VAT inclusive and be quoted in South African Rand (ZAR).	
2. TOTAL PRICE
(a) All quoted prices are the total price for the entire scope of required services and deliverables to be provided by the bidder.
(b) The cost of delivery, labour, S&T, overtime, etc. must be included in this bid.
(c) All additional costs must be clearly specified.	
(5) [bookmark: _Toc435315931]BID EXCHANGE RATE CONDITIONS. The bidders must use the exchange rate provided below to enable SITA to compare the prices provided by using the same exchange rate:
	Foreign currency
	South African Rand (ZAR) exchange rate 

	1 US Dollar
	R15.33

	1 Euro
	

	[bookmark: _GoBack]1 Pound
	


[bookmark: _Ref455341955][bookmark: _Toc57764329][bookmark: _Toc72938422]		BID PRICING SCHEDULE
Note: Bidders will complete the bid pricing schedule in the Excel spreadsheet format provided and include this as part of the hard copy submission documents and on the memory stick to be submitted Refer to section 9.

[bookmark: _Toc435315930][bookmark: _Ref455338328][bookmark: _Ref455597629][bookmark: _Toc72938423]DECLARATION OF ACCEPTANCE
	
	ACCEPT ALL
	DO NOT ACCEPT ALL

	1. The bidder declares to ACCEPT ALL the Costing and Pricing conditions as specified in section 10.2 above by indicating with an “X” in the “ACCEPT ALL” column, or
1. The bidder declares to NOT ACCEPT ALL the Costing and Pricing Conditions as specified in section 9.2 above by - 
30. Indicating with an “X” in the “DO NOT ACCEPT ALL” column, and;
30. Provide reason and proposal for each of the condition not accepted. 
	
	

	Comments by bidder:
Provide the condition reference, the reasons for not accepting the condition.






[bookmark: _Toc72938424][bookmark: _Toc435315942]Terms and definitions
[bookmark: _Toc72938425]ABBREVIATIONS

[bookmark: _Toc435315946]
	GPAA
	Government Pensions Administration Agency

	PPPFA
	Preferential Procurement Policy Framework Act

	
	

	
	

	
	

	
	

	
	

	
	



[bookmark: _Toc51687858][bookmark: _Toc55568543][bookmark: _Toc57764342][bookmark: _Toc72938427]BIDDER SUBSTANTIATING EVIDENCE
[bookmark: _Toc51626306][bookmark: _Toc51687859][bookmark: _Toc55568544][bookmark: _Toc57764343][bookmark: _Toc72938428][bookmark: _Toc51626308]MANDATORY REQUIREMENT EVIDENCE
[bookmark: _Toc72938429]10.1 BIDDER CERTIFICATION / AFFILIATION REQUIREMENTS
Attach a formal letter from Cisco to confirm that the Bidder is a Cisco partner/distributor/implementation partner in South Africa here.

10.2 [bookmark: _Toc72938430]BIDDER CERTIFICATION / AFFILIATION REQUIREMENTS
Attach two formal letters from two clients where Cisco components as specified in Table 1 were implemented and configured successfully during the past 3 (Three) years.



I, the bidder (Full names) …………………………………………………………. representing (company name) ……………………………………………………………. Hereby confirm that I comply with the above Technical Mandatory Requirements and understand that it will form part of the contract and is legally binding.

Thus, done and signed at ……………………………………. On this………day of…………….….20…. 

……………………………….								
Signature
Designation:
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