[image: ]

[bookmark: _Hlk34384763]BID SPECIFICATION

STATE INFORMATION TECHNOLOGY AGENCY (SOC) LTD
Registration number 1999/001899/30


	[bookmark: _Hlk67408358]RFB REF. NO:
	RFB 2733/2023

	[bookmark: _Hlk67409835]DESCRIPTION
	[bookmark: _Hlk132219906]Provision of 24 Hours Physical Security Services at The Sita Gauteng (Centurion, Erasmuskloof, Beta, Numerus and Blenny) Offices for a period of 36 months

	PUBLICATION DATE
	13 April 2023

	[bookmark: _Hlk67409530]BRIEFING SESSION
	[bookmark: _Hlk67409882]COMPULSORY ON-SITE BRIEFING SESSION (FACE TO FACE)

DATE: 20 April 2023

TIME: 10:00 AM
[bookmark: _Hlk67407823]VENUE: Sita Erasmuskloof; Auditorium, 
459 TSITSA STREET, 
Pretoria

	CLOSING DATE FOR QUESTIONS AND ANSWERS
	28 April 2023

	RFB CLOSING DETAILS
	DATE: 09 May 2023
TIME: 11:00 (SOUTH AFRICAN TIME)
PLACE: TENDER OFFICE, PONGOLA IN APOLLO, 459 TSITSA STREET, ERASMUSKLOOF, PRETORIA (HEAD OFFICE)

	RFB VALIDITY PERIOD
	120 DAYS FROM THE CLOSING DATE


PROSPECTIVE BIDDERS MUST REGISTER ON NATIONAL TREASURY’S CENTRAL SUPPLIER DATABASE PRIOR TO SUBMITTING BIDS.
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[bookmark: _Toc131448602]INTRODUCTION
[bookmark: _Toc131448603][bookmark: _Toc435315878]PURPOSE AND BACKGROUND
[bookmark: _Toc131448604]PURPOSE
The purpose of this RFB is to invite Suppliers (hereinafter referred to as “bidders”) to submit bids for the “Provision of 24 hours/7days a week physical security services to the five (5) SITA Pretoria offices (Erasmuskloof, Numerus, Beta, Centurion and Blenny) for a period of thirty-six (36) months”.
[bookmark: _Toc131448605]BACKGROUND 
[bookmark: _Toc131448606]The agreement needs to be replaced with a new agreement for a period of (36) thirty-six months.
SITA needs a secure and safe environment in order to conduct its business activities successfully. Protection is achieved through the use of physical, procedural and psychological barriers to delay or prevent unauthorized access.
[bookmark: _Toc131448607]SCOPE OF BID
2.1	The table below provides a breakdown of the total number and grade of security personnel required, per site:
	Centurion*
	3 x Grade A site supervisors with NKP training.
27 x Grade B security officers with NKP training

	BETA*
	2 x Grade A site supervisors with NKP training 
7 x Grade B security officers with NKP training

	Numerus*
	2 x Grade A site supervisors with NKP training
14 x Grade B security officers with NKP training

	Erasmuskloof
	3 x Grade A site supervisors
24 x Grade B security officers 

	Blenny
	4 x Grade C security officers 

	Operations Manager
	1 x Grade A with NKP Training 

	Total
	11 Grade A site supervisors (8 with NKP training) 
72 Grade B security officers (53 with NKP training) 
4 Grade C security officers 

87 Resources in total  

	Note (1): 
The above complement must comply with Section 29 of the Criminal Procedure Act  in all the sites/buildings during office hours and weekend day shift in that there must always be representation of male and female guards for the purpose of searching employees, contractors and visitors.

Note (2):
*=Sites which are National Key Points (NKP)

Note (3):
Refer to the following definitions which is applicable for this Tender:
1. National Key Point (NKP):
National Key Points are by definition buildings, airports and strategic installations such as provincial legislatures and the Union Buildings that are considered worthy of tight security so as to prevent an act of damage or sabotage taking place.
 
2. Grading of Physical Security Guards:

(a)  PSIRA Grade D Security Guards
Grade D security officers’ main function is access control.

(b)  PSIRA Grade C Security Guards
A Grade C security officer’s main function is access control of a higher risk area and supervision of lower grade security officers.

(c)  PSIRA Grade B Security Guards
A Grade B security officers’ main function is access control in high-risk areas where documentation and basic computer skills might be required including:
(i) A site or shift commander.
(ii) Managing of lower grade security grading officers.
(iii) Possible inspector doing site visits.

(d)  PSIRA Grade A Security Guards
A Grade A security officers’ main function would normally be a site manager or commander including:
(i) Controlling and managing a number of functions.
(ii) Managing the security workforce
(iii) Conducting risk assessments and evaluations on site daily.
(iv) Basic investigative skills.
(v) Problem solving.
(vi) Designing security solutions.





2.2	The following is a synopsis of KPIs or primary duties of the security service provider at all SITA Gauteng offices:
2.2.1 Provide 24-hours security service, seven days a week, 365 days a year.
2.2.2 Monitor CCTV cameras, fire- and access control systems and alarms.
2.2.3 Control and monitor access of staff and visitors to the SITA buildings.
2.2.4 Control Visitor Registers by ensuring all visitors complete the register upon arrival and sign-out before departure.
2.2.5 Control Key Cabinet and Register for the issue of room keys and/or spare keys to staff.
2.2.6 Control, check and monitor all goods entering/leaving the building.
2.2.7 Search all staff and visitors upon entering/leaving the building.
2.2.8 Answer switchboard at Reception when requested/as required.
2.2.9 Take part in coordination of mandatory/impromptu fire drill exercises.
2.2.10 Perform exterior perimeter and internal building patrols on an hourly basis.
2.2.11 Shift Inspectors with a minimum of a Grade B level with Grade 12 certificates or equivalent NQF qualifications are required to visit SITA sites on a daily basis to inspect staff and follow up on issues requiring further attention. Evidence of such visits should be recorded in the occurrence books available at each site.
2.2.12    The duties for the Security Officers will be as follow:
a) Report and investigate  all incidents that will require the intervention of other law enforcement agencies until the arrival of the proper authorities.
b) Man, and assist when required at fire command centre, security command centre, security/reception counters, loading/unloading bays, car parks and other stipulated locations.
c) Conduct indoor and outdoor security patrols on an hourly basis.
d) Prevent unauthorised entry, trespass, intrusion and acts of vandalism.
e) Prevent abuse of facilities at the SITA Gauteng offices by employees (including visitors).
f) Implement crowd management procedures as and when the need arises.
g) Ensure doors are securely locked at all times.
h) Lock and unlock doors within the SITA Gauteng premises at certain times of the day as stipulated and/or directed by the responsible manager from time to time.
i) Provide security guarding services after office hours during addition and alteration works in the SITA Gauteng offices.
j) Ensure that all employees, suppliers and visitors register at the designated security/reception counters and issue visitor cards.
k) Keep track and ensure that all visitor cards are accounted for at the end of each shift. Should there be any visitor cards that are not returned at the end of each working day, the Security Supervisor shall contact the visitor to return the visitor’s card to SITA Gauteng office and report the case to the responsible manager from SITA on the next working day.
l) Conduct audit check on security passes to ensure only authorized occupants (staff, tenants, suppliers, etc.) gain access into the offices.
m) Detect any irregularities or abnormalities e.g. water seepage, flooding, sparks from light switches, oil leakage, etc. and report such incident(s) immediately to the designated representative or responsible SITA Gauteng manager.
n) Detect and remove any person(s) found loitering at the SITA Gauteng offices without a valid purpose, or conducting activities of a suspicious/unusual nature.
o) Detect and remove unauthorised vendors of food, drinks or other merchandise from SITA Gauteng offices.
p) Detect, apprehend and detain until the arrival of the SAPS, intruders and/or other persons who have been or are a potential hazard or risk to property at the SITA Gauteng offices.
q) Expel or lock out any unruly and or undesirable elements e.g. drunkards, vagrants, etc. from the SITA Gauteng offices.
r) Monitor security/fire protection systems such as access control system, CCTVs, door monitoring devices, fire alarm systems, intrusion detection systems, etc. and react/respond immediately to activations in accordance with established procedures until the arrival of the relevant authorities.
s) Form part of the SITA Gauteng offices fire-fighting and first-aid team, as required by Occupational Health and Safety Act of 1993.
t) Respond to any out-breaks of fire and act as an Emergency Response and Evacuation Team (ERT) prior to the arrival of the Fire Brigade.
u) Provide basic first aid to injured persons in the event of any fire incident or accidents within the premises if qualified to do so.
v) [bookmark: _Hlk101432561]Assist with the safe keeping of keys to SITA Gauteng offices, security areas, doors, etc. and ensure only authorised employees in line with procedures are drawing keys for official purposes. Should there be any loss of keys during the term of the agreement, the Security Service provider shall be liable to bear all costs to have the missing keys to be duplicated or to be replaced.
w) Facilitate ‘Lost and Found’ properties or assets in accordance with established procedures.
x) Provide and maintain proper and legible records of events, activities or occurrences in the following books/forms:
i) Occurrence Book.
ii) Key Register Book.
iii) Attendance Book.
iv) Deployment and Duty Roster Forms.
v) Visitor Registration Books.
vi) Work Info Notification File.
vii) Lost & Found Record File
viii) Incident reporting form.
ix) Pocket Books. 
x) Black and Red Pen.
y) Operate and/or monitor the CCTV system, access control system and visitor management system at all times.
z) Support and participate in training to ensure safety/security incidents at SITA Gauteng offices.
aa) Remove all potential fire hazards such as disused items, unauthorized structures, etc. and ensure that all fire exits, escape routes and doors are free from any obstruction, or alert the relevant authorities or designated representatives of such occurrences.
ab) Assist SITA Gauteng offices in conducting the monthly fire alarm testing and annual fire drill exercises.
ac) Report to the relevant authorities or designated representatives of people who do not smoke in the designated smoking areas.
ad) Ensure all facilities are locked down by the stipulated times.
ae) Allow access for authorized users of the auditorium and training rooms and ensure that all doors and windows of training rooms and auditorium are closed and all equipment are switched off after use.
af) Check, switch off and/or alert the company of any lights, air-conditioners and/or electrical appliances in the site that are not in use.
ag) Conduct guard patrols as and when instructed (or according to the approved guard tour proposed by the bidder) for the whole SITA Gauteng offices.
ah) Check and ensure no parking of cars at unauthorized places within and around the SITA Gauteng offices.
ai) Report to the relevant authorities or designated representatives of people who do not smoke in the designated smoking areas.
2.2.13 Duties for the Supervisors will be as follow: (On site Controller or Visiting Operational Manager)
(a) Supervise, assign and evaluate the activities of shift personnel, ensuring adherence to SITA Physical security policies and procedures.
(b) Daily written report on commencing, overview on status of shift
(c) Oversee day to day operations of the facility physical security
(d) Provide for site safety and security; devise and implement site SITA policies and procedures
(e) Conduct regular inspections and maintenance of systems and equipment; monitor fire alarm control panels and other emergency equipment after hours
(f) Handle emergencies appropriately according to established procedures; prepare and file accident reports
(g) Supervise and evaluate staff; complete employee reviews; keep accurate records of employee attendance and timesheets; provide positive direction to motivate quality performance; discipline personnel when necessary and appropriate.
(h) Interview / Induction of candidates; on-board and train new hires on site instructions.
(i) Set project goals and oversee projects to completion; schedule and track assignments. 
(j) Handle site specific sensitive information with confidentiality.
(k) Ensure compliance with company or government regulations; ensure compliance with contracted Service Level Agreements (SLAs).
(l) Plan daily assignments and conduct daily briefing for security operations. 
(m) Assess shift personnel and equipment needs.  
(n) Monitor shift operations and work to resolve problems as they arise.
(o) Evaluate, counsel and mentor shift personnel on job performance. 
(p) Monitor the training progress of new security employees and recommend updates and changes in the training program.
(q) Delegate specific tasks to security officers and inform the SITA Security manager/supervisor/shift leaders regarding potential problems/issues and recommend possible solutions.
(r) Conduct staff performance evaluations and mentor security officers as needed.
(s) Report and investigate all incidents that may require the intervention of other law enforcement agencies until the arrival of the proper authorities.
2.2.14. Duties of Operations Manager will be as follow:
Minimum Requirements:
(a) Matric/Grade 12 Certificate or equivalent.
(b) PSIRA Grade A registered with NKP training.
(c) Valid Driver’s License with own reliable transport is required. 
(d) At least 5 - 10 years’ experience in the security industry.
(e) At least 5 years’ experience in the Operational Security Management structure.
(f) Working knowledge of the Firearm Act and Firearm competency.
(g) Staff management experience is required.
(h) Computer literacy with expert knowledge of the complete Microsoft package. 
(i) Very Strong Administration skills. 
(j) Excellent Report Writing skills – You will be tested on this if shortlisted for the position.
(k) Previous Corporate Security Experience will be advantageous. 
(l) No criminal record or any pending cases. 
(m) Sound planning, administration, interpersonal communication and client liaison skills are required.  Strong leadership and organisational skills as well as good interpersonal and communication skills are essential. 
(n) [bookmark: _Hlk117180802]Knowledge of ISO 9001:2008 Quality Management or Occupational and health and safety &Regulations Act 85 of 1993 and its requirements.
(o) Maintaining good relations between service provider and the Client with regard to security services rendered. 
(p) Managing allocated areas to ensure that contractual requirements are met as stipulated by the Client. 
(q) Ensuring that all Security Officers on site meet the contractual requirements as stipulated by the Client.
(r) Constantly evaluating the service levels provided and making recommendations to the Client regarding the improvement of services. 
(s) General management and supervision of security staff to ensure that required performance is met at all times. 
(t) Dealing with all required administration matters.
(u) Liaising daily with management on various operational issues. 
(v) Liaising daily with managing directors on various Operational matters. 
(w) Ensuring that all HR related queries are dealt with promptly. 
(x) Formulate disciplinary actions - Strong HR/IR Skills.
(y) Ensuring the timeous submission of reports to both client and to the Regional Office.
(z) Submitting relevant weekly / monthly incident and general reports to Management.
(aa) Investigating incidents and reporting on such.
(ab) Pro-active planning on various sites and clients. 
(ac) Do a Security Risks Assessment twice a year with proper determined findings and recommendations to upgrade and improve security measures and daily operations.
(ad) Daily written report on commencing, overview on status of shift.
(ae) Oversee day to day operations of the facility physical security.
(af) Provide for site safety and security; devise and implement site SITA policies and procedures.
(ag) Conduct regular inspections and maintenance of systems and equipment; monitor fire alarm control panels and other emergency equipment after hours.
(ah) Handle emergencies appropriately according to established procedures; prepare and file accident reports.
(ai) Supervise and evaluate staff; complete employee reviews; keep accurate records of employee attendance and timesheets; provide positive direction to motivate quality performance; discipline personnel when necessary and appropriate.
(aj) Must have sound knowledge of the ISO 9001:2008 Management System and Occupational and health and safety &Regulations Act 85 of 1993. 
(ak) Other personality attributes: 
· Assertiveness.
· Initiative. 
· Strong leadership ability. 
(al) Presentable Core Competencies: 
· Analytical, Critical Thinking & Planning skills.
· Leadership & Self Development.
· Goal Setting & Organisational skills. 
· Driving & Managing change. 
· Driven for results.
· Interpersonal skills. 
· Communication direction & skills. 
· Development of others. 
· Customer focus.
· Teamwork.
2.3	DELIVERY ADDRESSES
The services must be supplied or provided at the following physical address (es):
	No
	Physical Address

	1
	SITA Erasmuskloof, 459 Tsitsa Street, Erasmuskloof

	2
	SITA Beta, 222 Johannes Ramokhoase, formerly known as Proes Street, Pretoria

	3
	SITA Numerus, 35 Hamilton Street, Arcadia

	4
	SITA Centurion, Appleturn, Highveld, Centurion

	5
	SITA Blenny, 01 Dequar Road Salvakop


1. REQUIREMENTS

0.1. [bookmark: _Toc9938005][bookmark: _Toc110342598]PRODUCT/ SERVICE / SOLUTION REQUIREMENTS
[bookmark: _Toc131448608]Please refer to section 2 of scope of work
[bookmark: _Toc435315887][bookmark: _Toc131448609]BID EVALUATION STAGES
1. The bid evaluation process consists of several stages that are applicable according to the nature of the bid as defined in the table below.
1. The bidder must qualify for each stage to be eligible to proceed to the next stage of the evaluation.

	Stage
	Description
	Applicable for this bid 
(YES/ NO)

	Stage 1
	Administrative pre-qualification verification 
	YES

	Stage 2A 
	Technical Mandatory requirement evaluation
	YES

	Stage 2C
	Technical Functionality requirement evaluation
	YES

	Stage 3
	Special Conditions of Contract verification
	YES

	Stage 4
	Costing and Preference evaluation
	YES




[bookmark: _Toc435315888][bookmark: _Toc131448610]ADMINISTRATIVE PRE-QUALIFICATION
[bookmark: _Toc131448611][bookmark: _Toc435315889]ADMINISTRATIVE PRE-QUALIFICATION REQUIREMENTS
[bookmark: _Toc131448612]ADMINISTRATIVE PRE-QUALIFICATION VERIFICATION
1. The bidder must comply with ALL of the bid pre-qualification requirements in order for the bid to be accepted for evaluation.
If the Bidder failed to comply with any of the administrative pre-qualification requirements, or if SITA is unable to verify whether the pre-qualification requirements are met, then SITA reserves the right to – 
(a) Reject the bid and not evaluate it, or
(b) Accept the bid for evaluation, on condition that the Bidder must submit within 7 (seven) days any supplementary information to achieve full compliance, provided that the supplementary information is administrative and not substantive in nature.
[bookmark: _Toc435315890][bookmark: _Toc131448613]ADMINISTRATIVE PRE-QUALIFICATION REQUIREMENTS
1. Submission of bid response: The bidder has submitted a bid response documentation pack –  
(a) that was delivered at the correct physical or postal address and within the stipulated date and time as specified in the “Invitation to Bid” cover page, and;
(b) [bookmark: _GoBack]in the correct format as one original document, one copy and two copies on memory stick/ USB.
1. Attendance at compulsory briefing session: A Compulsory On-site briefing session (Face to Face) is required. The bidder has to sign the briefing session attendance register using the same information (bidder company name, bidder representative person name and contact details) as submitted in the bidders response document.
1. Registered Supplier: The bidder is, in terms of National Treasury Instruction Note 3 of 2016/17, registered as a Supplier on National Treasury Central Supplier Database (CSD).

[bookmark: _Toc435315891]
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[bookmark: _Toc131448614]TECHNICAL MANDATORY REQUIREMENTS
[bookmark: _Toc131448615][bookmark: _Toc435315892]TECHNICAL MANDATORY REQUIREMENTS
[bookmark: _Toc131448616]INSTRUCTION AND EVALUATION CRITERIA
1. The bidder must comply with ALL the requirements by providing substantiating evidence in the form of documentation or information, failing which it will be regarded as “NOT COMPLY”.
1. The bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. During evaluation, SITA reserves the right to treat substantiation evidence that cannot be located in the bid response as “NOT COMPLY”.
1. The bidder must complete the declaration of compliance as per section 6.3 below by marking with an “X” either “COMPLY”, or “NOT COMPLY” with ALL of the technical mandatory requirements, failing which it will be regarded as “NOT COMPLY”.
1. The bidder must comply with ALL the TECHNICAL MANDATORY REQUIREMENTS in order for the bid to proceed to the next stage of the evaluation.
[bookmark: _Toc435315893]No URL references or links will be accepted as evidence.
[bookmark: _Ref455335758][bookmark: _Toc131448617]TECHNICAL MANDATORY REQUIREMENTS
	TECHNICAL MANDATORY REQUIREMENTS
	Substantiating evidence of compliance
(used to evaluate bid)
	Evidence reference
(to be completed by bidder)

	1. BIDDER CERTIFICATION / AFFILIATION REQUIREMENTS
a) The bidder must provide the following documents from PSIRA: 

i. [bookmark: _Hlk115260883]Company PSIRA Registration certificate









ii. Directors PSIRA Registration.








b) [bookmark: _Hlk115261073]The bidder must provide a Letter of Good Standing from the Department of Labour or an Accredited Institution. 




c) The bidder must provide the following documents from South African Police Services (SAPS): 

i) National Key Point Registration (NKP) letter from SAPS.





ii) Company SAPS Firearms listing
SAPS (South African Police Services) Listing of firearms.



d) The bidder must provide proof of Active policy schedule for professional indemnity insurance with a cover of a minimum of Ten million Rand (R10m).



	

a) The bidder must provide the following documents from PSIRA: 


i) [bookmark: _Hlk115260715]Attach to ANNEX B a copy of a valid PSIRA registration certificate which clearly indicates the bidders name, date issued and expiry date (if applicable).



ii) Attach to ANNEX B a copy of PSIRA registration for each Director. 
[bookmark: _Hlk115260982]



b) Attach to ANNEX B a copy of a valid letter of Good Standing from Department of Labour or an Accredited Institution.

c) The bidder must provide the following documents from South African Police Services (SAPS): 
i) Attach to ANNEX B a copy of a valid National Key point Registration letter from SAPS. 


ii) Attach to ANNEX B a copy of a valid letter/ documentation/ certificate of Firearms listing from SAPS.


d)  Attach to ANNEX B a proof of current or active policy schedule for professional indemnity insurance with a cover of a minimum of Ten million Rand (R10m).

Note: SITA reserves the right to verify All the information provided above.
	






<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.1.1>




<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.1.2>


<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.1.3>






<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.1.4>

<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.1.5>

<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.1.6>

	2. BIDDER EXPERIENCE AND CAPABILITY REQUIREMENTS
The bidder must have provided Physical Security Services to at least two (2) customer in the last five (5) years with a minimum number of thirty (30) guards.

	

[bookmark: _Hlk115262743]Provide in Annex B reference from at least two (2), customer to whom Physical Security Services was rendered in the last five (5) years with a minimum number of thirty (30) guards.

NOTE (1): 
SITA reserves the right to verify information provided.

Note (2):
Failure to complete Table 1 fully as indicated above will result in disqualification.

	

<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.2: Table 1>




	3. LEGISLATIVE REQUIREMENTS 
Bidders must comply with Sectoral Determination 6 in the PSIRA pricing Schedule. 
The wages and the quotation provided should NOT be less than the minimum wage rate as prescribed by the Department of Labour Sectoral Determination 6: Security Services, South Africa. Only the wage increment adjustments will be accepted based on a sectoral wage determination formula. To ensure the affordability of the prescribed minimum wage to the service provider the prevailing PSIRA rate must be complied with.

	[bookmark: _Hlk115263200]
Attach to Annexure B a comparison of the pricing submitted per grading for the guards compared to the Prescribed Sectoral Determination 6 Security Services South Africa rates as evidence of financial compliance of the bid. 


Note: SITA reserves the right to verify the information provided.
	

<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.3>

	4. [bookmark: _Hlk106090823]SPECIAL CONDITIONS OF CONTRACT
The Bidder must accept the following:
All the Special Conditions of Contract (SCC) as stated in section 8.2.
	

The Bidder must accept All the Special Conditions of Contract (SCC) as stated in section 8.2.

Note (1):
Failure to complete and submit both the documents as indicated above will result in disqualification.

	

<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.4>

	5. TECHNICAL MANDATORY, FUNCTIONAL AND SCOPE REQUIREMENTS
The bidder must confirm compliance to the Technical Mandatory, Functional and Scope requirements.
	


The bidder must confirm that they comply with the Technical Mandatory, Functional and Scope Requirements by completing ANNEX C: Addendum 1.
	


<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.5 and Annex C: Addendum 1>  


	6. THIRD PARTY RISK MANAGEMENT ASSESMENT
The bidder must confirm compliance to Third Party Risk Management Assessment.
	
The Bidder must comply to the Third-Party Risk Management Assessment requirement by completing All the questions in ANNEX D and attach it here.

NB: SITA reserves the right to verify information provided.


	


<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.6 and Annex D>



[bookmark: _Toc435315904][bookmark: _Ref455335890][bookmark: _Toc131448618]DECLARATION OF COMPLIANCE
	
	Comply
	Not Comply

	The bidder declares by indicating with an “X” in either the “COMPLY” or “NOT COMPLY” column that –

9. The bid complies with each and every TECHNICAL MANDATORY REQUIREMENT as specified in SECTION 6.2 above; AND
9. Each and every requirement specification is substantiated by evidence as proof of compliance.
	
	


[bookmark: _Toc435315906]

[bookmark: _Toc131448619][bookmark: _Toc116940328][bookmark: _Toc119257032]TECHNICAL FUNCTIONALITY EVALUATION REQUIREMENTS 
[bookmark: _Toc116940329][bookmark: _Toc119257033][bookmark: _Toc131448620]7.1	INSTRUCTION AND EVALUATION CRITERIA
(1) The bidder must complete in full all the TECHNICAL FUNCTIONALITY requirements. 
(2) The bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. During evaluation, SITA reserves the right to treat substantiation evidence that cannot be located in the bid response, as “NOT COMPLY”. The evidence needs to be attached to ANNEX B.
(3) Evaluation per requirement. The evaluation (scoring) of bidders’ responses to the requirements will be determined by the completeness, relevance and accuracy of substantiating evidence. 
(4) Each TECHNICAL FUNCTIONALITY requirement will be evaluated using the rating scale as per the criteria set in each section.
(5) Only those bids that successfully passed all of the previous evaluation stages will progress to this evaluation stage, namely Technical Functionality.
(6) Only bids that meet the minimum threshold requirements for this section will proceed to the next evaluation stage for Price/BBBEE.
(7) Weighting of requirements: The full scope of requirements will be determined by the following weights as per the table below.
	No.
	Technical Proof of Concept requirements
	Weighting

	BIDDER’S CAPABILITY

	1.
	Proof of Office Location, Communication and Emergency Preparedness* 
	35%

	2.
	Armoury compliance*
	30%

	3.
	Uniform and PPE Requirements 
	15%

	4.
	Vehicle Requirements
	20%

	TOTAL
	100 %


Note:  * The Bidder must obtain full % scores for both sections 1 and 2 above.
(8) The value scored for each requirement will be multiplied with the specified weighting for the relevant requirement.
(9) Minimum threshold. To be eligible to proceed to the next stage of the evaluation the bid must achieve a minimum threshold overall score of 70%. 
Note (1): Failure to comply with all the requirements will result in disqualification.
Note (2): SITA reserves the right to verify information / evidence provided by the Bidder.

	
(10) Each Bidder will be evaluated on each individual requirement as indicated in the table below.
	ITEM NO.
	TECHNICAL FUNCTIONALITY REQUIREMENTS
	Substantiating evidence and evidence reference to be completed by bidder. 
Evaluation per requirement: Each requirement indicated in the tables below must be completed and will be scored.

	Weighting
	Evidence reference
(to be completed by bidder)

	1
	PROOF OF OFFICE LOCATION, COMMUNICATION AND EMERGENCY PREPAREDNESS
    
Note:  The Bidder must obtain full 35% score for section 1 below.

	1.1
	PROOF OF OFFICE LOCATION

The bidder must have an office in the Gauteng Province and needs to provide the following:

(a) Valid Lease Agreement for the location in Gauteng Province 
or

(b) Proof of ownership of the building must be provided. 
or

(c)  Proof of Municipal Account not older than 12 months from the date of publication.


Note: Any document that is required must at least be valid on the date of closing of the bid.
	
Evidence:
The Bidder must provide the following documentation:

(a) Valid Lease Agreement for the location in Gauteng Province,
or
(b) Proof of ownership of the building must be provided.
or

(c)     Proof of Municipal Account not older than 12 months from the date of publication.




Evaluation:
0= Does not meet minimum requirement
5= Meets minimum    requirements

	
20%
	

<provide unique reference to locate substantiating evidence in the bid response – Annex B, section12.1>

	1.2
	COMMUNICATION
Communication capability with operational teams with the following minimum requirements:
(a) Working Landline,
or
(b) Cell Phone Communication,
or
(c) 2 Way Radios.
	
Evidence:
The Bidder must provide the following documentation as proof of their Communication capability:
(a) Working Landline- account from service provider,
or
(b) Cell Phone Communication- Mobile account,
or
(c) Evidence, pictures etc for 2 Way Radios.

Evaluation:
0= Does not meet minimum requirement
5= Meets minimum requirements


	10%
	

<provide unique reference to locate substantiating evidence in the bid response – Annex B, section12.1>

	1.3
	EMERGENCY PREPAREDNESS
Emergency preparedness procedure with the following minimum requirements: 
(a) Names and contact detail of the emergency team, 
and
(b) Response time in case of an emergency.
	
Evidence:
The Bidder must provide the following documentation: 
(a) Names and contact detail of the emergency team, 
and
(b) Response time in case of an emergency.
Evaluation:
0= Does not meet minimum requirement
5= Meets minimum requirements

	5%
	

<provide unique reference to locate substantiating evidence in the bid response – Annex B, section12.1>

	2.
	ARMOURY COMPLIANCE 
Note:  The Bidder must obtain full 30% score for section 2 below.

	
2.1.
	
The Firearm safe needs to comply   with the following minimum requirements: 
(a) A SAPS letter confirming safe is compliant.
	

Evidence:
The Bidder must provide the following documentation:
(a) A SAPS letter confirming safe is compliant.

Evaluation:
0= Does not meet minimum requirement
5= Meets minimum requirements

	

6%
	

<provide unique reference to locate substantiating evidence in the bid response – Annex B, section12.2>

	
2.2
	
Firearm Register A7 and A8.
	
Evidence:
The Bidder must provide documented proof that the bidder has both the A7 and A8 Fire arm registers for the Ammunition and firearm Control.

Evaluation:
0= Does not meet minimum requirement
5= Meets minimum requirements

	

6%
	<provide unique reference to locate substantiating evidence in the bid response – Annex B, section12.2>

	
2.3.
	
Firearm Discharged register.
	
Evidence:
The Bidder must provide documented proof that the bidder has a Firearm Discharged register. 


Evaluation:
0= Does not meet minimum requirement
5= Meets minimum requirements

	

6%
	

<provide unique reference to locate substantiating evidence in the bid response – Annex B, section12.2>

	
2.4.
	
Firearm Inspection Records.
	
Evidence:
The Bidder must provide documented proof that the bidder has a Firearm Inspection Records system from SAPS.

Evaluation:
0= Does not meet minimum requirement
5= Meets minimum requirements

	

6%
	

<provide unique reference to locate substantiating evidence in the bid response – Annex B, section12.2>

	
2.5.
	
Firearm safe work procedure with the following minimum requirements:
(a) Approved SOP for:
(i) Handing over and receiving of firearms, 
and
(ii) And storage of firearms and ammunitions.

	
Evidence:
The Bidder must provide the following documentation:
(a) Approved SOP for:
(i) Handing over and receiving of firearms, 
and
(ii) And storage of firearms and ammunitions.
Evaluation:
0= Does not meet minimum requirement
5= Meets minimum requirements
	

6%
	

<provide unique reference to locate substantiating evidence in the bid response – Annex B, section12.2>

	3.
	UNIFORM AND PPE REQUIREMENTS  

	
3.1
	
The company must provide the following evidence of appropriate uniforms and bullet proof vests for use when staff is deployed to site with the following minimum requirements: 
(a) Branded Uniform;
and;
(b) Uniform Inventory list;
and;
(c) Bullet proof vest that is SABS approved. 

	
Evidence:
The Bidder must provide the following documentation:
(a) A Catalogue, pictures and / or any supporting documents of the Branded Uniform,
and;
(b) Uniform Inventory list;
and;
(c) Proof that the bullet proof vest that will be used is SABS approved.
Evaluation:
0= Does not meet minimum requirement
5= Meets minimum requirements

	

15%
	

<provide unique reference to locate substantiating evidence in the bid response – Annex B, section12.3>

	4.
	VEHICLE REQUIREMENTS  

	
4.1
	
The company must have roadworthy vehicle /s(LDV‘s) that is currently being used for security services with the following minimum requirements:
(a) Certified copies of vehicle registration certificate for the company vehicles must be submitted,
or
(b) A lease agreement for leasing the vehicle. 

	
Evidence:
The Bidder must provide the following documentation:
(a) Certified copies of vehicle registration certificate for the company vehicles must be submitted,
or
(b) A lease agreement for leasing the vehicle. 

Evaluation:
0= Does not meet minimum requirement
5= Meets minimum requirements

	

5%
	

<provide unique reference to locate substantiating evidence in the bid response – Annex B, section12.4>

	4.2
	
Vehicle (s) to be fitted/ equipped with a tracking system.
	
Evidence:
The Bidder must provide documentation to prove that the vehicle(s) are equipped with a tracking system for example a vehicle tracking report.

Evaluation:
0= Does not meet minimum requirement
5= Meets minimum requirements

	

10%
	<provide unique reference to locate substantiating evidence in the bid response – Annex B, section12.4>

	
4.3
	
Vehicle must be branded with the company’s logo.
	
Evidence:
The Bidder must provide pictures and / or any supporting documents of the vehicle branding for the vehicles that will be used.

Evaluation:
0= Does not meet minimum requirement
5= Meets minimum requirements

	

5%
	

<provide unique reference to locate substantiating evidence in the bid response – Annex B, section12.4>





[bookmark: _Toc435315921][bookmark: _Toc131448621]SPECIAL CONDITIONS OF CONTRACT (SCC)
[bookmark: _Toc131448622][bookmark: _Ref455588818][bookmark: _Ref455588837]SPECIAL CONDITIONS OF CONTRACT
[bookmark: _Toc131448623]INSTRUCTION
1. The successful supplier will be bound by Government Procurement: General Conditions of Contract (GCC) as well as this Special Conditions of Contract (SCC), which will form part of the signed contract with the successful Supplier. However, SITA reserves the right to include or waive the condition in the signed contract.
1. [bookmark: _Ref455588887]SITA reserves the right to –
(a) Negotiate the conditions, or
(b) Automatically disqualify a bidder for not accepting these conditions. 
(c) To audit and, or verify information at any time.
(d) Conduct a Site visit and / or a due diligence prior to the award of the contract.
1. [bookmark: _Toc435315923][bookmark: _Ref455338564]In the event that the bidder qualifies the proposal with own conditions, and does not specifically withdraw such own conditions when called upon to do so, SITA will invoke the rights reserved in accordance with subsection 8.1 (2) above.
1. The bidder must complete the declaration of acceptance as per section 8.3 below by marking with an “X” either “ACCEPT ALL” or “DO NOT ACCEPT ALL”, failing which the declaration will be regarded as “DO NOT ACCEPT ALL” and the bid will be disqualified.
[bookmark: _Ref455589115][bookmark: _Ref455589123][bookmark: _Ref455589162][bookmark: _Toc131448624]SPECIAL CONDITIONS OF CONTRACT
1. CONTRACTING CONDITIONS
14. Formal Contract. The Supplier must enter into a formal written Contract (Agreement) with SITA. 
14. Right of Award. SITA reserves the right to award the contract for required goods or services to multiple Suppliers.
14. Right to Audit. SITA reserves the right, before entering into a contract, to conduct or commission an external service provider to conduct a financial audit or probity to ascertain whether a qualifying bidder has the financial wherewithal or technical capability to provide the goods and services as required by this tender.
14. The Service Provide should provide sufficient staff to prevent short postings and late comings 
14. The Security Officers must be able to communicate, read and write in English.
14. Security Officers are prohibited from reading documents or records in offices or unnecessary handling thereof.
14. No information concerning SITA activities may be furnished to the public or news media by the company and his employees.
14. The bidder must comply with all the NKP requirements and regulations.
1. DELIVERY ADDRESS
The supplier must deliver the required products or services at:
	No
	Physical Address

	
1

2

3

4

5

	SITA Offices: 
Erasmuskloof,
459 Tsitsa Street, Erasmuskloof 
Numerus
35 Hamilton Street, Arcadia
Beta,
222 Johannes Ramokhoase, formerly known as Proes Street, Pretoria
 Centurion
Appleturn, Highveld, Centurion 
Blenny
No : 1 Dequar Road Salvokop




1. SCOPE OF WORK AND DELIVERY SCHEDULE
(a) The Supplier is responsible to perform the work as outlined in section 4.

1. SERVICES AND PERFORMANCE METRICS
The services must meet the following criteria:
a. Control must be done according to name list provided by host/access control card and in accordance with the access control procedure to be provided by SITA. Visitors to the building must produce positive valid identification and be issued an access card and escorted by the host. The security officers are responsible to write the visitors details at ALL times.
b. Employees ID cards must be checked at random. Parking must be controlled by name list or access cards.
c. Equipment must be checked against removal permits and Employee ID and proper reconciliation done with the receiving site on daily basis.  Details of all assets removed must be recorded in the incident book in the event the triplicate removal book is not available.
d. Removal documentation must be in triplicate and be properly checked
e. Any irregularities/incidents must be documented and investigated and reported to the Senior Manager Physical Security 
f. Registers must be signed and kept up to date at all guard stations.
g. Patrols must   be done as per clock patrol system and documented in the occurrence book.
h. All guard stations must be kept clean and tidy.
i. Unauthorized persons must not be allowed in the guard stations 
j. All SITA employees, visitors and clients of SITA who share the accommodation with  SITA  at  the  various  buildings at  which  the  SECURITY OFFICERS render a service, must  be treated in a respectful manner.
k. The control room MUST be manned at all times by competent security officers. Monthly operation meetings must be held as part of the contract and performance management. Weekly meetings will be held as scheduled by SITA.
l. The Service Provider is responsible to provide all the services as specified in the scope of work as follow: 
(a) Availability of sufficient transport to prevent short postings and late comings to be provided by the company.
(b) Senior site manager responsible for all sites should be available in person or telephonically 24 hours a day, 365 days per year. 
(c) Quarterly risk assessment schedule developed with dates
(d) Routine and timely implementation of NKP compliance targets.
(e) Supervisors consistently lead their teams to excel
(f) Supervisors consistently demonstrate responsive leadership in non-routine, emergency and/or hazardous situations
(g) All required posts are staffed by certifiably qualified vendor personnel 100% of required time Competence & accuracy in incident reporting & records admin is consistently evident
(h) Motivate security staff with performance measures that will challenge them to increase their productivity in regular tasks.
(i) Use performance measures to manage your security operation and meet corporate challenges and mandates.
(j) Create performance measures that will establish transparency (and thus accountability) and show the true consequences of your company’s decisions about security.
(k) Use performance metrics as a way to improve protection without being dependent on actual incidents.
Key Performance Indicators (KPI’s) 
5.1	The following are the Key Performance Indicators of the primary duties that have to be delivered by the Service Provider: 
(a) Provide 24-hours security service, seven days a week, 365 days a year.
(b) Monitor CCTV cameras, fire- and access control systems and alarms.
(c) Control and monitor access of staff and visitors to the SITA buildings.
(d) Control Visitor Registers by ensuring all visitors complete the register upon arrival and sign-out before departure
(e) Control Key Cabinet and Register for the issue of room keys and/or spare keys to staff.
(f) Control, check and monitor all goods entering/leaving the building.
(g) Search all staff and visitors upon entering/leaving the building.
(h) Answer switchboard at Reception when requested/as required.
(i) Take part in coordination of mandatory/impromptu fire drill exercises.
(j) Perform exterior perimeter and internal building patrols on an hourly basis.
(k) Shift Inspectors with a minimum of a Grade B level with Grade 12 certificates or equivalent NQF qualifications are required to visit SITA sites on a daily basis to inspect staff and follow up on issues requiring further attention. Evidence of such visits should be recorded in the occurrence books available at each site.
5.2 The duties of the Security Officers will be as follows:
(i) Manned the fire command centre, security command centre, security/reception counters, loading/unloading bays, car parks and other stipulated static access control locations.
(ii) Conduct indoor and outdoor security patrols on an hourly basis.
(iii) Prevent unauthorised entry, trespass, intrusion and acts of vandalism.
(iv) Prevent abuse of facilities at the SITA Pretoria offices by either employees or and visitors.
(v) Implement crowd management procedures as and when the need arises.
(vi) Ensure doors are securely locked at all times.
(vii) Lock and unlock doors within the SITA Gauteng office premises at certain times of the day as stipulated and/or directed by the responsible manager from time to time.
(viii) Provide security guarding services after office hours during addition and alteration works in the SITA Gauteng offices.
(ix) Ensure that all employees, suppliers and visitors register at the designated security/reception counters and issue visitor cards.
(x) Keep track and ensure that all visitor cards are accounted for at the end of each shift. Should there be any visitor cards that are not returned at the end of each working day, the Security Supervisor shall contact the visitor to return the visitor’s card to SITA Gauteng specific office and report the case to the responsible manager from SITA on the next working day.
(xi) Conduct audit check on security passes to ensure only authorized occupants (staff, tenants, suppliers, etc.) gain access into the offices.
(xii) Detect any irregularities or abnormalities e.g. water seepage, flooding, sparks from light switches, oil leakage, etc. and report such incident(s) immediately to the designated representative or responsible SITA Gauteng regional manager.
(xiii) Detect and remove any person(s) found loitering at the SITA Gauteng offices without a valid purpose, or conducting activities of a suspicious/unusual nature.
(xiv) Detect and remove unauthorised vendors of food, drinks or other merchandise from SITA Gauteng offices.
(xv) Detect, apprehend and detain until the arrival of the SAPS, intruders and/or other persons who have been or are a potential hazard or risk to property at the SITA Gauteng offices.
(xvi) Expel or lock out any unruly and or undesirable elements e.g. drunkards, vagrants, etc. from the SITA Gauteng offices.
(xvii) Manage/monitor security/fire protection systems such as access control system, CCTVs, door monitoring devices, fire alarm systems, intrusion detection systems, etc. and react/respond immediately to activations in accordance with established procedures until the arrival of the relevant authorities.
(xviii) Form part of the SITA Gauteng office fire-fighting and first-aid team, as required by Occupational Health and Safety Act of 1993.
(xix) Respond to any out-breaks of fire and act as an Emergency Response and Evacuation Team (ERT) prior to the arrival of the Fire Brigade.
(xx) Provide basic first aid to injured persons in the event of any fire incident or accidents within the premises.
(xxi) Manage and safe keeping of keys to SITA offices, security areas, doors, etc. and ensure only authorised employees in line with procedures are drawing keys for official purposes. Should there be any loss of keys during the term of the agreement, the Security Service provider shall be liable to bear all costs to have the missing keys to be duplicated or to be replaced.
(xxii) Manage ‘Lost and Found’ properties or assets in accordance with established procedures.
(xxiii) Provide and maintain proper and legible records of events, activities or occurrences in the following books/forms:
(i) Occurrence Book
(ii) Key Register Book
(iii) Attendance Book
(iv) Deployment and Duty Roster Forms
(v) Visitor Registration Books
(vi) Work Info Notification File
(vii) Lost & Found Record File
(viii) Incident reporting form
(y) Operate and/or monitor the CCTV system, access control system and visitor management system at all times.
(xxiv) Support and participate in training to manage safety/security incidents at SITA Gauteng offices.
(xxv) Remove all potential fire hazards such as disused items, unauthorized structures, etc. and ensure that all fire exits, escape routes and doors are free from any obstruction, or alert the relevant authorities or designated representatives of such occurrences.
(xxvi) Assist SITA offices in conducting the monthly fire alarm testing and annual fire drill exercises.
(xxvii) Check and ensure no parking of cars at unauthorized places within and around the SITA Gauteng offices.
(xxviii) Report to the relevant authorities or designated representatives of people who do not smoke in the designated smoking areas.
(xxix) Ensure all facilities are locked down by the stipulated times.
(xxx) Allow access for authorized users of the auditorium and training rooms and ensure that all doors and windows of training rooms and auditorium are closed and all equipment are switched off after use.
(xxxi) Check, switch off and/or alert the company of any lights, air-conditioners and/or electrical appliances in the site that are not in use.
(xxxii) Conduct guard patrols as and when instructed (or according to the approved guard tour proposed by the bidder) for the whole Gauteng SITA offices. Perform exterior perimeter and internal building patrols on an hourly basis.
(xxxiii) The service aids to are to be carried on the person at all times during guard duty, such as: Hand cuffs, whistle, pocket book and pen, two way radio
(xxxiv) The bidder must provide a brochure showing all the service aids as listed.
(xxxv) Shift Inspectors Shift at Grade B level with Grade 12 certificates or equivalent NQF qualifications are required to visit SITA sites on a daily basis to inspect staff and follow up on issues requiring further attention. Evidence of such visits should be recorded in the occurrence books available at each site.
(xxxvi) Availability of sufficient staff to prevent short postings and late comings to be provided by the company.
(xxxvii) The Security Officers must be able to communicate, read and write in English.
(xxxviii) Security Officers are prohibited from reading documents or records in offices or unnecessary handling thereof.
(xxxix) No information concerning SITA activities may be furnished to the public or news media by the company and his employees.
5.3 Site Supervisor Responsibilities:
i. Supervise, assign and evaluate the activities of shift personnel, ensuring adherence to SITA Physical security policies and procedures.
ii. Oversee day to day operations of the facility physical security
iii. Provide for site safety and security; devise and implement site policies and procedures
iv. Conduct regular inspections and maintenance of systems and equipment; monitor fire alarm control panels and other emergency equipment after hours
v. Handle emergencies appropriately according to established procedures; prepare and file accident reports
vi. Supervise and evaluate staff; complete employee reviews; keep accurate records of employee attendance and timesheets; provide positive direction to motivate quality performance; discipline personnel when necessary and appropriate.
vii. Interview candidates; on-board and train new hires on site instructions.
viii. Set project goals and oversee projects to completion; schedule and track assignments.
ix. Handle site specific sensitive information with confidentiality.
x. Ensure compliance with company or government regulations; ensure compliance with contracted service level agreements (SLAs
xi. Communicate with customers regarding new services requests
xii. Plan daily assignments and conduct daily briefing for security operations. 
xiii. Assess shift personnel and equipment needs.  
xiv. Monitor shift operations and work to resolve problems as they arise.
xv. Evaluate, counsel and mentor shift personnel on job performance. 
xvi. Monitor the training progress of new security employees and recommend updates and changes in the training program.
xvii. Delegate specific tasks to security officers and department personnel and inform the SITA Security manager regarding potential problems/issues and recommend possible solutions.
xviii. Conduct staff performance evaluations and mentor security officers as needed.
xix. Manage all incidents that may require the intervention of other law enforcement agencies until the arrival of the proper authorities.
5.4  Duties of Operations Manager will be as follow:
i. Matric/Grade 12 Certificate or equivalent.
ii. PSIRA Grade A registered with NKP training.
iii. Valid Driver’s License with own reliable transport is required. 
iv. At least 5 - 10 years’ experience in the security industry.
v. At least 5 years’ experience in the Operational Security Management structure.
vi. Working knowledge of the Firearm Act and Firearm competency.
vii. Staff management experience is required.
viii. Computer literacy with expert knowledge of the complete Microsoft package. 
ix. Very Strong Administration skills. 
x. Excellent Report Writing skills – You will be tested on this if shortlisted for the position.
xi. Previous Corporate Security Experience will be advantageous. 
xii. No criminal record or any pending cases. 
xiii. Sound planning, administration, interpersonal communication and client liaison skills are required.  Strong leadership and organisational skills as well as good interpersonal and communication skills are essential. 
xiv. Knowledge of ISO 9001:2008 Quality Management or Occupational and health and safety &Regulations Act 85 of 1993 and its requirements.
xv. Maintaining good relations between service provider and the Client with regard to security services rendered 
xvi. Managing allocated areas to ensure that contractual requirements are met as stipulated by the Client 
xvii. Ensuring that all Security Officers on site meet the contractual requirements as stipulated by the Client
xviii. Constantly evaluating the service levels provided and making recommendations to the Client regarding the improvement of services 
xix. General management and supervision of security staff to ensure that required performance is met at all times 
xx. Dealing with all required administration matters
xxi. Liaising daily with management on various operational issues 
xxii. Liaising daily with managing directors on various Operational matters. 
xxiii. Ensuring that all HR related queries are dealt with promptly. 
xxiv. Formulate disciplinary actions - Strong HR/IR Skills.
xxv. Ensuring the timeous submission of reports to both client and to the Regional Office.
xxvi. Submitting relevant weekly / monthly incident and general reports to Management.
xxvii. Investigating incidents and reporting on such.
xxviii. Pro-active planning on various sites and clients. 
xxix. Do a Security Risks Assessment twice a year with proper determined findings and recommendations to upgrade and improve security measures and daily operations.
xxx. Daily written report on commencing, overview on status of shift.
xxxi. Oversee day to day operations of the facility physical security
xxxii. Provide for site safety and security; devise and implement site SITA policies and procedures
xxxiii. Conduct regular inspections and maintenance of systems and equipment; monitor fire alarm control panels and other emergency equipment after hours
xxxiv. Handle emergencies appropriately according to established procedures; prepare and file accident reports
xxxv. Supervise and evaluate staff; complete employee reviews; keep accurate records of employee attendance and timesheets; provide positive direction to motivate quality performance; discipline personnel when necessary and appropriate
xxxvi. Must have sound knowledge of the ISO 9001:2008 Management System and Occupational and health and safety &Regulations Act 85 of 1993. Other personality attributes: 
xxxvii. Assertiveness 
xxxviii. Initiative 
xxxix. Strong leadership ability 
xl. Presentable Core Competencies: 
xli. Analytical, Critical Thinking & Planning skills
xlii. Leadership & Self Development 
xliii. Goal Setting & Organisational skills 
xliv. Driving & Managing change 
xlv. Driven for results • Interpersonal skills 
xlvi. Communication direction & skills 
xlvii. Development of others 
xlviii.  Customer focus
xlix.  Teamwork
1. [bookmark: _Toc435315901]SUPPLIER PERFORMANCE REPORTING
18. The Supplier will report on a weekly basis to SITA Manager and/or Supervisor; monthly written reports are to be presented to the SITA Manager/Supervisor for the duration of the 36 -month contract.
18. Monthly meetings to be scheduled between SITA and service provider and also ADHOC meetings from both sides. 
1. CERTIFICATION, EXPERTISE AND QUALIFICATION
(a) The Supplier represents that, 
(i) it has the necessary expertise, skill, qualifications and ability to undertake the work required in terms of the Statement of Work or Service Definition and;
(ii) it is committed to provide the Products or Services; and
(iii) perform all obligations detailed herein without any interruption to the Customer.
(b) [bookmark: _Toc448483301][bookmark: _Toc448483304]The Supplier must provide the service in a good and workmanlike manner and in accordance with the practices and high professional standards used in well-managed operations performing services similar to the Services;
(c) The Supplier must perform the Services in the most cost-effective manner consistent with the level of quality and performance as defined in Statement of Work or Service Definition.
(d) Training   
All security personnel deployed must be trained in terms of the various legislative requirements (Private Security Industry Regulatory Authority, National Key Point, Firearm Control Act). All security personnel to comply with the continuation and refresher training in terms of NKP and FCA.
(e) Salaries and Payment
Security service provider shall pay security guards at least the minimum wage specified on the Sectoral Determination of the Private Security Sector, South Africa, register all security guards with the Department of Labour, UIF, COID and provident fund. 
1. LOGISTICAL CONDITIONS
a) [bookmark: _Toc448483118]Hours of work. Day shift from 06:00 to 18:00, and night shift from 18:00 to 06:00 as well as during day shifts on Saturdays, Sundays, public holidays and the SITA annual closure each year. 
b) In the event that SITA grants the Supplier permission to access SITA's Environment including hardware, software, internet facilities, data, telecommunication facilities and/or network facilities remotely, the Supplier must adhere to SITA's relevant policies and procedures (which policy and procedures are available to the Supplier on request) or in the absence of such policy and procedures, in terms of, best industry practice.
c) On-site and Remote Support. The Physical Security service for the SITA Pretoria offices is required to be on a 24 hour per day and seven days per week basis, including public holidays and SITA annual company closure. 
d) Support and Help Desk. A site inspection must be performed at a minimum of one (1) random site inspection during the day and night shift, per site.  
The duties of the visiting Contract Operational Manager: should be clearer and defined when visiting sites. E.g Compliance and Enforcing of Policies and Procedure is determined by SITA Security Management.  Including Investigation of incidents, salary disputes, compliance challenges and disciplinary action and or performance assessments.

TRANSPORTAION: supplier must ensure that shift is commencing on time by 06:00 in the morning and 18: 00 at night. Alternatively supply of transport to SITA Centurion and Erasmus Kloof, that must be include in the costing or internal company arrangement.  	
1. SECURITY SCREENING AND SECURITY CLEARANCE REQUIREMENTS 
(a) Security suitability check for individuals: SITA may, at its own discretion and in line with its policies and procedures, require employees of the supplier to be subjected to a security suitability check before commencement of a project or delivering of a service. The security suitability check is conducted by SITA in order to ensure that individuals meet the minimum-security requirements and also to verify personal information. The supplier will be required to replace any employee(s) who is found to be not suitable after the conduct of the security screening. The following documentation will be required for the security suitability check:
(i) Copy of identity document;
(ii) Copy(ies) of qualification(s) if SITA requires verification thereof;
(iii) Fingerprints – will be taken electronically;
(iv) Signed consent form for the conduct of background checks. 
(b) Security clearance: A security clearance, issued by either the SSA or Defence Intelligence (DI) is required if any employee of the supplier will have or may gain access to classified information throughout the duration of the project or in the process of delivering a service. The level of security clearance required – Confidential, Secret or Top Secret, will be determined at the sole discretion of SITA. The supplier will have to replace any employee who do not qualify for a security clearance or is found not suitable by the SSA or DI. The following documentation will be required for the security clearance process:
(i) Completed Z204 or DD1057 security clearance application form;
(ii)  Fingerprints;
(iii) Personal documentation of the applicant, including but not limited to, identity document, passport, marriage certificate (if applicable), divorce order (if applicable), qualifications, salary advice and bank statements.      
 
(10)	SHIFT ROSTER
	Item
	Designated Area
	Shift
	Per 12 Hour Shift
	Grade
	NKP
	Working   Days / Hours

	
	
	
	
	
	
	

	SITA CENTURION

	1
	SITA CENTURION
	Day
	1
	A
	YES
	7 Days / Week           06:00 - 18:00

	2
	SITA CENTURION
	Night
	1
	A
	YES
	7 Days / Week          18:00 - 06:00

	3
	SITA CENTURION
	Day
	1
	A
	YES
	5 Days / Week           06:00 - 18:00

	4
	SITA CENTURION
	Day
	14
	B
	YES
	5 Days / Week           06:00 - 18:00

	5
	SITA CENTURION
	Night
	9
	B
	YES
	7 Days / Week           18:00 - 06:00

	6
	SITA CENTURION
	Day
	9
	B
	YES
	Saturday-Sunday & Public holidays                      06:00 - 18:00

	SITA BETA

	7
	SITA BETA
	Day
	1
	A
	YES
	7 Days / Week            06:00 - 18:00

	8
	SITA BETA
	Night
	1
	A
	YES
	7 Days / Week            18:00 - 06:00

	9
	SITA BETA
	Day
	5
	B
	YES
	5 Days / Week            06:00 - 18:00

	10
	SITA BETA
	Night
	3
	B
	YES
	7 Days / Week            06:00 - 18:00

	12
	SITA BETA
	Day
	3
	B
	YES
	Saturday-Sunday & Public holidays                    06:00 - 18:00

	SITA NUMERUS

	13
	SITA NUMERUS
	Day
	1
	A
	YES
	7 Days / Week            06:00 - 18:00

	14
	SITA NUMERUS
	Night
	1
	A
	YES
	7 Days / Week            18:00 - 06:00

	15
	SITA NUMERUS
	Day
	8
	B
	YES
	5 Days / Week           06:00 - 18:00

	16
	SITA NUMERUS
	Night
	3
	B
	YES
	7 Days / Week            06:00 - 18:00

	18
	SITA NUMERUS
	Day
	3
	B
	YES
	Saturday-Sunday & Public holidays                      06:00 - 18:00

	SITA ERASMUSKLOOF

	19
	SITA ERASMUSKLOOF
	Day
	1
	A
	NO
	7 Days / Week            06:00 - 18:00

	20
	SITA ERASMUSKLOOF
	Night
	1
	A
	NO
	7 Days / Week            18:00 - 06:00

	21
	SITA ERASMUSKLOOF
	Day
	16
	B
	NO
	5 Days / Week            06:00 - 18:00

	22
	SITA ERASMUSKLOOF
	Night
	7
	B
	NO
	7 Days / Week            06:00 - 18:00

	24
	SITA ERASMUSKLOOF
	Day
	7
	B
	No
	Saturday-Sunday & Public holidays                      06:00 - 18:00

	SITA BLENNY

	31
	SITA BLENNY
	Day
	2
	C
	NO
	7 Days / Week PH 06:00 - 18:00

	32
	SITA BLENNY
	Night
	2
	C
	NO
	6 Days / Week PH 18:00 - 06:00



(11) 	THE SERVICE PROVIDER SHALL PROVIDE THE FOLLOWING EQUIPMENT:
	Item
	Equipment Required
	Quantity 

	
	
	

	1.
	Firearms (. Pistol 9mm &  Pump Action shot -gun ) 
	30

	2.
	Sufficient ammunition per firearm
	All security officers

	3.
	Two Shot guns per site (excluding Erasmuskloof and Blenny) 
	06

	4.
	Bulletproof Vests for Security officers
	30

	5.
	Firearm Holster with safety clip/flap 
	All security officers 

	6.
	Handheld Spray Guns 
	All security officers

	7.
	Torches
	20

	8.
	Patrol Systems
	10

	9.
	Base Radios   per site 
	5

	10.
	Hand Held Radios per site /per security officer 
	41

	11.
	Handheld /Metal Detectors
	11

	12.
	Cell phones per building (5 buildings)
	2 Per site 

	13.
	Occurrence Books 
	1 Per site 

	14
	Hand Cuffs per Building
	3 Per site 

	15.
	Pocket books and Black & Red Pen/pens 
	For all staff 

	16. 
	Baton  sticks 
	For all staff 

	   17. 
	Whistles
	For all staff 



(11) SUPPORT AND HELP DESK. 
A Site Inspector must be performed at a minimum of one (1) one random site inspection during the day and night shift.


(13)	REGULATORY, QUALITY AND STANDARDS
(a) The Supplier must for the duration of the contract ensure compliance with ISO9001.
(b) The Supplier must for the duration of the contract ensure compliance with PSIRA requirements.
(c) The Supplier must for the duration of the contract ensure compliance Protection of Personal Information Act (POPIA).
(d) The Supplier must for the duration of the contract take out medical insurance cover for the employees.

(14)    PERSONNEL SECURITY CLEARANCE
(a) The Supplier personnel who are required to work with GOVERNMENT CLASSIFIED information or access government RESTRICTED areas must be a South African Citizen and at the expense of the Supplier be security vetted (pre-employment screening, criminal record screening and credit screening).
(b) The Supplier must ensure that the security clearances of all personnel involved in the Contract remains valid for the period of the contract.
(c) The Supplier must provide proof of security vetting.
(d) Company security screening: The supplier may be required to undergo a company security screening conducted by the State Security Agency (SSA). Should the SSA find the supplier not suitable after the conduct of the security screening, the business relationship will be terminated. The following documentation will be required for the company security screening process to be conducted:
2. Copy of company registration documentation;
2. Copy(ies) of identity documentation of Director(s), Member(s) or Trustee(s); 
2. Copy of valid tax clearance certificate. 
(e) Security suitability check for individuals: SITA may, at its own discretion and in line with its policies and procedures, require employees of the supplier to be subjected to a security suitability check before commencement of a project or delivering of a service. The security suitability check is conducted by SITA in order to ensure that individuals meet the minimum-security requirements and also to verify personal information. The supplier will be required to replace any employee(s) who is found to be not suitable after the conduct of the security screening. The following documentation will be required for the security suitability check:
2. Copy of identity document;
2. Copy(ies) of qualification(s) if SITA requires verification thereof;
2. Fingerprints – will be taken electronically;
2. Signed consent form for the conduct of background checks. 
(f) Security clearance: A security clearance, issued by either the SSA or Defence Intelligence (DI) is required if any employee of the supplier will have or may gain access to classified information throughout the duration of the project or in the process of delivering a service. The level of security clearance required – Confidential, Secret or Top Secret, will be determined at the sole discretion of SITA. The supplier will have to replace any employee who do not qualify for a security clearance or is found not suitable by the SSA or DI. The following documentation will be required for the security clearance process:
2. Completed Z204 or DD1057 security clearance application form;
2.  Fingerprints;
2. Personal documentation of the applicant, including but not limited to, identity document, passport, marriage certificate (if applicable), divorce order (if applicable), qualifications, salary advice and bank statements.

(15)    CONFIDENTIALITY AND NON-DISCLOSURE CONDITIONS
(a)    The Supplier, including its management and staff, must before commencement of the Contract, sign a non-disclosure agreement regarding Confidential Information.
(b) 	Confidential Information means any information or data, irrespective of the form or medium in which it may be stored, which is not in the public domain and which becomes available or accessible to a Party as a consequence of this Contract, including information or data which is prohibited from disclosure by virtue of:
(c)	the Promotion of Access to Information Act, 2000 (Act no. 2 of 2000);
i. being clearly marked "Confidential" and which is provided by one Party to another Party in terms of this Contract;
ii. being information or data, which one Party provides to another Party or to which a Party has access because of Services provided in terms of this Contract and in which a Party would have a reasonable expectation of confidentiality;
iii. being information provided by one Party to another Party in the course of contractual or other negotiations, which could reasonably be expected to prejudice the right of the non-disclosing Party;
iv. being information, the disclosure of which could reasonably be expected to endanger a life or physical security of a person;
v. being technical, scientific, commercial, financial and market-related information, know-how and trade secrets of a Party;
vi. being financial, commercial, scientific or technical information, other than trade secrets, of a Party, the disclosure of which would be likely to cause harm to the commercial or financial interests of a non-disclosing Party; and
vii. being information supplied by a Party in confidence, the disclosure of which could reasonably be expected either to put the Party at a disadvantage in contractual or other negotiations or to prejudice the Party in commercial competition; or
viii. information the disclosure of which would be likely to prejudice or impair the safety and security of a building, structure or system, including, but not limited to, a computer or communication system; a means of transport; or any other property; or a person; methods, systems, plans or procedures for the protection of an individual in accordance with a witness protection scheme; the safety of the public or any part of the public; or the security of property; information the disclosure of which could reasonably be expected to cause prejudice to the defence of the Republic; security of the Republic; or international relations of the Republic; or plans, designs, drawings, functional and technical requirements and specifications of a Party, but must not include information which has been made automatically available, in terms of the Promotion of Access to Information Act, 2000; and information which a Party has a statutory or common law duty to disclose or in respect of which there is no reasonable expectation of privacy or confidentiality;
ix. Notwithstanding the provisions of this Contract, no Party is entitled to disclose Confidential Information, except where required to do so in terms of a law, without the prior written consent of any other Party having an interest in the disclosure;
x. Where a Party discloses Confidential Information which materially damages or could materially damage another Party, the disclosing Party must submit all facts related to the disclosure in writing to the other Party, who must submit information related to such actual or potential material damage to be resolved as a dispute;
xi. Parties may not, except to the extent that a Party is legally required to make a public statement, make any public statement or issue a press release which could affect another Party, without first submitting a written copy of the proposed public statement or press release to the other Party and obtaining the other Party's prior written approval for such public statement or press release, which consent must not unreasonably be withheld.
[bookmark: _Hlk95136907](16)  GENERAL
(a) The supplier will be bound by Government Procurement: General Conditions of Contract.
(b) (GCC) as well as this Special Conditions of Contract (SCC), which will form part of the signed contract with the Supplier. However, SITA reserves the right to include or waive the condition in the signed contract.
(c) SITA reserves the right to:
(i) Negotiate the conditions, or
(ii) Automatically disqualify a bidder for not accepting these conditions.
(iii) Right to Audit: SITA reserves the right, before entering into a contract, to conduct or commission an external service provider to conduct probity to ascertain whether a qualifying bidder has the technical capability to provide the goods and services as required by this tender.
(d) “The parties in this Agreement agree that the offer price of all the equipment shall be at the wholesale price or below wholesale price as agreed with the OEM. Should, at any time during the existence of the agreement that the offered price which is higher than the wholesale price or as agreed with the OEM, SITA client shall be entitled to such wholesale price with the exclusion of the mark-up which the reseller may have charged”.
NOTE: These conditions will form part of the contract obligations and suppliers are expected to comply in order for SITA to conclude an agreement with the potential suppliers. Failure to comply during finalisation of a contract may result to disqualification.
(17)	COUNTER CONDITIONS
Bidders’ attention is drawn to the fact that amendments to any of the Bid Conditions or setting of counter conditions by bidders may result in the invalidation of such bids.
(18)	FRONTING
(a) The SITA supports the spirit of Broad Based Black Economic Empowerment and recognizes that real empowerment can only be achieved through individuals and businesses conducting themselves in accordance with the Constitution and in an honest, fair, equitable, transparent and legally compliant manner. Against this background the SITA any form of fronting.
(b) The SITA, in ensuring that bidders conduct themselves in an honest manner will, as part of the bid evaluation processes, conduct or initiate the necessary enquiries/investigations to determine the accuracy of the representation made in bid documents. Should any of the fronting indicators as contained in the Guidelines on Complex Structures and Transactions and Fronting, issued by the Department of Trade and Industry, be established during such enquiry/investigation, the onus will be on the bidder / contractor to prove that fronting does not exist. Failure to do so within a period of 14 days from date of notification may invalidate the bid / contract and may also result in the restriction of the bidder/contractor to conduct business with the public sector for a period not exceeding ten (10) years, in addition to any other remedies SITA may have against the bidder/contractor concerned.
(19)	BUSINESS CONTINUITY AND DISASTER RECOVERY PLANS
The bidder confirms that they have written business continuity and disaster recovery plans that define the roles, responsibilities and procedures necessary to ensure that the required services under this bid specification is in place and will be maintained continuously in the event of a disruption to the bidder’s operations, regardless of the cause of the disruption.
(20) PREFERENCE GOAL REQUIREMENTS 
(a) The Bidder’s commitment for the Preference Goal Requirements in this tender will be legally binding and the Bidder needs to perform against their commitment for the duration of the contract which will form part of the Contractual Agreement.
(b) The Bidder must sustain, or improve the company’s BBBEE Level for the duration of the contact which will form part of the Contractual Agreement.
(a) Performance of Preference Goal Requirements will be determined annually. Bidders must submit their Preference status report to SITA indicating progress against the Bidder’s Preferential commitments within 30 days after each quarter from the commencement date of the contract.
(b) Bidders need to keep auditable substantive records / evidence and upon request by SITA must be made available for audit and, or due diligence purposes.
(c) SITA reserves the right to require from a Bidder, either before a bid is adjudicated or at any time subsequently, to substantiate any claim with regards to preferences, in any manner required by SITA.
(d) SITA reserves the right to verify information / evidence provided by the Bidder.
(e) SITA reserves the right to introduce a penalty of 1% of the overall annual year spent by SITA for the prior year if the Bidder fails to comply to paragraphs (a), (b) and (c) above.
(21) SUPPLIER DUE DILIGENCE  
[bookmark: _Toc77583939][bookmark: _Toc435315924][bookmark: _Ref455338474]SITA reserves the right to conduct supplier due diligence prior to final award or at any time during the Contract period and this may include pre-announced/ non-announced site visits. During the due diligence process the information submitted by the bidder will be verified and any misrepresentation thereof may disqualify the bid or Contract in whole or parts thereof. 
(22) THIRD-PARTY MANAGEMENT RISK ASSESMENT

21. The Bidder will provide all reasonable supporting documentation for the Third-Party Risk Management Assessment when requested to do so, as well as during contract finalisation as this is a pre-award condition of this bid.
21. Any risk identified during the assessment process will have to be mitigated and/or remediated before or during the contract finalisation phase. A detailed mitigation plan, that is acceptable to SITA, may also be required.   
21. Supplier due diligence, as contained in the Special Conditions of Contract, is also applicable to this Third-Party Risk Management process. 
[bookmark: _Toc131448625]DECLARATION OF ACCEPTANCE
	
	ACCEPT ALL
	DO NOT ACCEPT ALL

	1. The bidder declares to ACCEPT ALL the Special Condition of Contract as specified in section 8.2 above by indicating with an “X” in the “ACCEPT ALL” column. 
	
	

	NOTE: Failing to Accept ALL the Special Condition of Contract as specified in section 8.2 above will result in disqualification.





[bookmark: _Toc435315925][bookmark: _Toc131448626]COSTING AND PREFERENCE
[bookmark: _Ref455599421][bookmark: _Toc131448627][bookmark: _Toc435315926]COSTING AND PREFERENCE EVALUATION
(1) In terms of the SITA Preferential Procurement Policy (PPP), the following preference point system is applicable to all Bids:
(a) the 80/20 system (80 Price, 20 B-BBEE) for requirements with a Rand value of up to R50 000 000 (all applicable taxes included); or 
(b) the 90/10 system (90 Price and 10 B-BBEE) for requirements with a Rand value above R50 000 000 (all applicable taxes included).
(2) The applicable preference point system for this tender 90/10 preference point system, subject to the following conditions –
(a) If the lowest acceptable bid price is up to and including R50 000 000 (all applicable taxes included) then the 80/20 preferential point system will apply to all acceptable bids; or 
(b) If the lowest acceptable bid price is above R50 000 000 (all applicable taxes included) then the 90/10 preferential point system will apply to all acceptable bids;
(3) Points for this tender shall be awarded for: 
(a) Price; and
(b) Preference points for Preference Goal Requirements.
(4) The maximum points for this tender will be allocated as follows, subject to par.2.
Table: Points allocation
	Description
	80/20 Point System
	90/10 Point System

	Price
	80
	90

	Preference points for specific goals
	20
	10

	Total points for Price and preference points for specific goals
	100
	100



NOTE:
The Bidder must complete either the 90/10 or 80/20 preference point system based on the offer submitted by the Bidder in line with par. 2 above and submit proof or documentation required in terms of this tender.







[bookmark: _Toc131448628][bookmark: _Toc435315929][bookmark: _Ref455341462]COSTING 
(1) SOUTH AFRICAN PRICING
The total price must be VAT inclusive and be quoted in South African Rand (ZAR).	
(2) TOTAL PRICE
2.1 Bidder will be bound by the following general costing and pricing conditions and SITA reserves the right to negotiate the conditions or automatically disqualify the bidder for not accepting these conditions:
22. All quoted prices are the total price for the entire scope of required services and deliverables to be provided by the bidder.
22. The cost of delivery, labour, S&T, overtime, etc. must be included in this bid.
22. All additional costs must be clearly specified.
22. SITA reserves the right to negotiate pricing with the successful bidder prior to the award as well as envisaged quantities
2.2 These conditions will form part of the Contract between SITA and the bidder. However, SITA reserves the right to include or waive the condition in the Contract.
2.3 The bidder must complete the declaration of acceptance as per section 9.2 below by marking with an “X” either “ACCEPT ALL”, or “DO NOT ACCEPT ALL”, failing which the declaration will be regarded as “DO NOT ACCEPT ALL” and the bid will be disqualified. 

(3) [bookmark: _Toc77583944][bookmark: _Toc57764329][bookmark: _Toc61897851] BID PRICING SCHEDULE
Note: Bidders must complete the bid pricing schedule in the Excel spreadsheet format provided and include this as part of their submission.

(a) Bidders must complete both the following pricing schedules:
(i) Pricing Schedule 01: For a period of five (5) years
(ii) Pricing Schedule 02: Optional extension for a further three (3) years.

Note: Bidders must complete both pricing schedules, however Pricing schedule 01 will be used for the award of the tender.

Failure of complying with both items (i) and (ii) will result in disqualification.







[bookmark: _Toc435315930][bookmark: _Ref455338328][bookmark: _Ref455597629][bookmark: _Toc131448629]DECLARATION OF ACCEPTANCE
	
	ACCEPT ALL
	DO NOT ACCEPT ALL

	1. The bidder declares to ACCEPT ALL the Costing and Pricing conditions as specified in section 9 above by indicating with an “X” in the “ACCEPT ALL” column, or
1. The bidder declares to NOT ACCEPT ALL the Costing and Pricing Conditions as specified in section 9 above by - 
24. Indicating with an “X” in the “DO NOT ACCEPT ALL” column, and;
24. Provide reason and proposal for each of the condition not accepted. 
	
	

	Comments by bidder:
Provide the condition reference, the reasons for not accepting the condition.



















[bookmark: _Toc131448630]PREFERENCE REQUIREMENTS
[bookmark: _Toc131448631]9.3.1	INSTRUCTION AND POINT ALLOCATION
(1) The bidder must complete in full all the PREFERENCE requirements. 
(2) Allocation of points per requirements: The points allocation of bidders’ responses to the requirements will be determined by the completeness, relevance and accuracy of substantiating evidence. 
(3) The bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. During evaluation, SITA reserves the right to treat substantiation evidence that cannot be located in the bid response, as “NOT COMPLY”. The evidence needs to be attached to ANNEX B.
(4) Preference Goal Requirements:
(a) The Bidder must complete either the 90/10 or 80/20 preference point system based on the offer submitted by the Bidder in line with section 9, paragraph (4) and submit proof or documentation required in terms of this tender.
(b) Points will be allocated for each of the Preferential Goal Requirements for this tender as indicated in tables 1A, or 1B below, dependant on paragraph (a) above.
(c) The Bidder must indicate their commitment to claim points for each of the preference points by signing at par 4.5 in the Invitation to Bid document.
(d) Failure on the part of a bidder to submit proof or documentation required or to comply to paragraphs (b) above in terms of this tender to claim preference points for the Preference Goal Requirements for this tender, will be interpreted to mean that preference points are not claimed.
(e) The Bidder’s commitment for the Preference Goal Requirements in this tender will be legally binding and the Bidder needs to perform against their commitment for the duration of the contract which will form part of the Contractual Agreement.
(f) The Bidder must sustain, or improve the company’s BBBEE Level for the duration of the contact which will form part of the Contractual Agreement.
(g) Performance of Preference Goal Requirements will be determined annually. Bidders must submit their Preference status report to SITA indicating progress against the Bidder’s Preferential commitments within 30 days after each quarter from the commencement date of the contract.
(h) Bidders need to keep auditable substantive records / evidence and upon request by SITA must be made available for audit and, or due diligence purposes.
(i) SITA reserves the right to require from a Bidder, either before a bid is adjudicated or at any time subsequently, to substantiate any claim with regards to preferences, in any manner required by SITA.
(j) SITA reserves the right to verify information / evidence provided by the Bidder.
(k) SITA reserves the right to introduce a penalty of 1% of the overall annual year spent by SITA for the prior year if the Bidder fails to comply to paragraphs (e), (f) and (g) above.







Table 1A: Preference Goal Requirements (Preferential Goal Requirements for (90/10) system)
	Preference Goal Requirement #
	Preferential Goal Requirements
	Preferential Goal Requirements for (90/10) system

	
	Preferential Goal Requirements allocated for this  tender
	Number of points
allocated
(90/10) system
(To be completed by the organ of state)
	Substantiating evidence and evidence reference to be completed by bidder. 
Evaluation per requirement: Each requirement indicated in the table below must be completed and points will be allocated based on the evidence required below for the (90/10) system
	Evidence reference for the 
(90/10) system

	
	B-BBEE Requirements
	10,0
	 

	1) 
	B-BBEE:
Promotion of Transformational Objectives.
	10,0
	Evidence:
The Bidder must provide a copy of relevant evidence for the Preferential Goal points which the Bidder qualifies for. 

Points allocation:
Points will be allocated for bidders that meets the requirements as indicated in table 2A in section 9.3.1.
	<provide unique reference to locate (90/10) system substantiating evidence in the bid response – Annex B, section 13>

	
	
Total Point Allocation:
	10,0
	 







Table 1B: Preference Goal Requirements (Preferential Goal Requirements for (80/20) system)
	Preference Goal Requirement #
	Preferential Goal Requirements
	Preferential Goal Requirements for (80/20) system

	
	Preferential Goal Requirements allocated for this tender
	Number of points
allocated
(80/20) system
(To be completed by the organ of state)
	Substantiating evidence and evidence reference to be completed by bidder. 
Evaluation per requirement: Each requirement indicated in the table below must be completed and points will be allocated based on the evidence required below for the (80/20) system
	Evidence reference for the 
(80/20) system

	
	B-BBEE Requirements
	20,0
	 

	1) 
	B-BBEE:
Promotion of Transformational Objectives.
	20,0
	Evidence:
The Bidder must provide a copy of relevant evidence for the Preferential Goal points which the Bidder qualifies for. 

Points allocation:
Points will be allocated for bidders that meets the requirements as indicated in table 2B in section 9.3.1.
	<provide unique reference to locate (80/20) system substantiating evidence in the bid response – Annex B, section 13>

	
	

Total Point Allocation:
	20,0
	 







Table 2 A: B-BBEE Points as part of the Preference Goal requirements (Preferential Goal Requirements for (90/10) system)

Note: Bidder to select the section for points they wish to claim (Mark as Y=Yes) in the table below.
	
	
	 
	 
	Ownership of at least 51% of People who are:
	

	Reference #
	Contributor Level as defined in the Broad-Based Black Economic Empowerment Act
	Local Entity
	EME/QSEs
	Woman Owned
	Youth Owned
	Owned by People living with disabilities
	Score

	 
	(A)
	(B)
	(C)
	(D)
	(E)
	(F)
	(G)

	1
	Level 1
	0
	2
	4
	3
	1
	10

	2
	Level 1
	0
	2
	4
	3
	0
	9

	3
	Level 1
	0
	2
	4
	0
	0
	6

	4
	Level 2 and 3
	0
	1
	2
	1
	1
	5

	5
	Level 2 and 3
	0
	1
	2
	1
	0
	4

	6
	Level 2 and 3
	0
	1
	2
	0
	0
	3

	7
	Level 4 and 5
	0
	0,5
	1
	0,5
	0,5
	2,5

	8
	Level 4 and 5
	0
	0,5
	1
	0,5
	0
	2

	9
	Level 4 and 5
	0
	0,5
	1
	0
	0
	1,5

	10
	Level 6
	0
	0
	0
	0
	0
	0

	11
	Level 7
	0
	0
	0
	0
	0
	0

	12
	Level 8
	0
	0
	0
	0
	0
	0

	13
	Non-Contributor
	0
	0
	0
	0
	0
	0

	Total Maximum Score Allocation:
	
	10
	
	
	
	

	G= A+B+C+D+E+F



Table 2 B: B-BBEE Points as part of the Preference Goal requirements (Preferential Goal Requirements for (80/20) system)

Note: Bidder to select the section for points they wish to claim (Mark as Y=Yes) in the table below.

	
	
	 
	 
	Ownership of at least 51% of People who are:
	

	Reference #
	Contributor Level as defined in the Broad-Based Black Economic Empowerment Act
	Local Entity
	EME/QSEs
	Woman Owned
	Youth Owned
	Owned by People living with disabilities
	Score

	 
	(A)
	(B)
	(C)
	(D)
	(E)
	(F)
	(G)

	1
	Level 1
	0
	4
	8
	6
	2
	20

	2
	Level 1
	0
	4
	8
	6
	0
	18

	3
	Level 1
	0
	4
	8
	0
	0
	12

	4
	Level 2 and 3
	0
	2
	4
	2
	2
	10

	5
	Level 2 and 3
	0
	2
	4
	2
	0
	8

	6
	Level 2 and 3
	0
	2
	4
	0
	0
	6

	7
	Level 4 and 5
	0
	1
	2
	1
	1
	5

	8
	Level 4 and 5
	0
	1
	2
	1
	0
	4

	9
	Level 4 and 5
	0
	1
	2
	0
	0
	3

	10
	Level 6
	0
	0
	0
	0
	0
	0

	11
	Level 7
	0
	0
	0
	0
	0
	0

	12
	Level 8
	0
	0
	0
	0
	0
	0

	13
	Non-Contributor
	0
	0
	0
	0
	0
	0

	
	
	
	
	
	
	
	

	Total Maximum Score Allocation:
	
	20
	
	
	
	

	G= A+B+C+D+E+F



[bookmark: _Toc131448632][bookmark: _Toc435315942]TERMS AND DEFINITIONS
[bookmark: _Toc131448633]ABBREVIATIONS 
CAPPVA 	Control of Access to Public Premises and Vehicles Act 
COIDA	Compensation for Occupational Injuries and Diseases Act 
CSD 		Central Supplier Database.
DI		Defence Intelligence 
EME 		Exempted Micro Enterprises 
FCA		Firearm Control Act,
GCC 		General Conditions of Contract 
ICT		Information and Communication Technology
KPI		Key Performance Indicators
MPSS	 	Minimum Physical Security Standards
NKP		National Key Point Act 
OHS 		Occupational Health and Safety Act
PPP		Preferential Procurement Policy
PSIRA 	Private Security Industry Regulatory Authority
PSSPF 	Private Security Sector Provident Fund
QSE		Qualifying Small Enterprises 
SANAS   	South African National Accreditation System
SLA 		Service Level Agreement 
SSA		State Security Agency 
SSC		Special Conditions of Contract 
UIF 		Unemployment Insurance Fund 
ZAR		South African Rand 




[bookmark: _Toc435315946]













[bookmark: _Toc51687858][bookmark: _Toc55568543][bookmark: _Toc57764342][bookmark: _Toc61897856]ANNEX B: BIDDER SUBSTANTIATING EVIDENCE
[bookmark: _Toc51626306][bookmark: _Toc51687859][bookmark: _Toc55568544][bookmark: _Toc57764343][bookmark: _Toc61897857][bookmark: _Toc131448634][bookmark: _Toc51626308]MANDATORY REQUIREMENT EVIDENCE
[bookmark: _Toc73980751][bookmark: _Toc61897858]11.1	BIDDER CERTIFICATION / AFFILIATION REQUIREMENTS
The Bidder must provide the following documentation to comply with the Bidder Certification / Affiliation Requirements as per Mandatory Requirement 1 in section 6.2 and as listed in the table below and attach it here:
(a) Attach the required documentation for each of the following listed requirements below here.

	Reference Number:
	BIDDER CERTIFICATION / AFFILIATION REQUIREMENTS

	Mandatory Requirement
	Reference Number:

	
	a) The bidder must provide the following documents from PSIRA: 

	
	

	11.1.1
	i. Company PSIRA Registration certificate

	i. Attach a copy of a valid PSIRA registration certificate which clearly indicates the bidders name, date issued and expiry date (if applicable) here.

	<Annex B, section 11.1.1>

	11.1.2
	ii. Directors PSIRA Registration.

	ii. Attach a copy of PSIRA registration for each Director here. 
	<Annex B, section 11.1.2>

	11.1.3
	b) The bidder must provide a Letter of Good Standing from the Department of Labour or an Accredited Institution. 




	Attach a copy of a valid letter of Good Standing from Department of Labour here.




	<Annex B, section 11.1.3>

	11.1.4
	The bidder must provide the following documents from South African Police Services (SAPS): 
i) National Key Point Registration (NKP) letter from SAPS.


	


i) Attach a copy of a valid National Key point Registration letter from SAPS here. 
	<Annex B, section 11.1.4>

	11.1.5
	The bidder must provide the following documents from South African Police Services (SAPS): 
ii) Company SAPS Firearms listing SAPS (South African Police Services) Listing of firearms.

	


ii) Attach a copy of a valid letter/ documentation/ certificate of Firearms listing from SAPS here.
	<Annex B, section 11.1.5>

	11.1.6
	The bidder must provide the following documents from South African Police Services (SAPS): 
iii) The bidder must provide proof of Active policy schedule for professional indemnity insurance with a cover of a minimum of Ten million Rand (R10m).
	



iii) Attach to ANNEX B a proof of current or active policy schedule for professional indemnity insurance with a cover of a minimum of Ten million Rand (R10m) here.
	<Annex B, section 11.1.6>



Note: SITA reserves the right to verify All the information provided above.

[bookmark: _Toc73980752]11.2	BIDDER EXPERIENCE AND CAPABILITY REQUIREMENTS
	Complete Table 1 below, noting that:
(a) The bidder must provide reference from at least two (2) customers to whom Physical Security Services was rendered in the last five (5) years with a minimum number of thirty (30) guards.
(b) Project end-date must be current or not older than five (5) years from date this bid is advertised,
(c) Scope of work must be related.

Table 1: References
	No
	Company name
	Reference Person Name, Tel and/or email
	Project Scope of work 
	Project Start and End-date

	1
	<Company name>
	<Person Name>
<Tel>
<email>
	< Provide details of the project scope for Physical Security Services that was rendered> 
	Start Date:
End Date:

	2
	<Company name>
	<Person Name>
<Tel>
<email>
	< Provide details of the project scope for Physical Security Services that was rendered> 
	Start Date:
End Date:


NOTE (1): 
SITA reserves the right to verify information provided.

Note (2):
Failure to complete Table 1 fully as indicated above will result in disqualification.

11.3	LEGISLATIVE REQUIREMENTS 
Attach a comparison of the pricing submitted per grading for the guards compared to the Prescribed Sectoral Determination 6 Security Services South Africa rates as evidence of financial compliance of the bid here. 
[bookmark: _Toc113993508][bookmark: _Toc114605994]11.4	SPECIAL CONDITIONS OF CONTRACT
The Bidder must accept All the Special Conditions of Contract (SCC) as stated in section 8.2.

Note (1):
Failure to complete and submit the documents as indicated above will result in disqualification.
[bookmark: _Toc119257050][bookmark: _Hlk118666170]11.5	TECHNICAL MANDATORY, FUNCTIONAL AND SCOPE REQUIREMENTS 
The bidder must confirm that they comply with the Technical Mandatory, Functional and Scope Requirements by completing ANNEX C: Addendum1 and attach it here.

NOTE: Failing to comply with all the aspect of this section will result in disqualification.
Yes = Comply
No = not comply (Thus, disqualified)

[bookmark: _Toc109161084][bookmark: _Toc113303782]11.6	THIRD PARTY RISK MANAGEMENT ASSESMENT
The Bidder must comply to the Third-Party Risk Management Assessment requirement by completing All the questions in ANNEX D and attach it here.

[bookmark: _Toc124797681][bookmark: _Toc131448635]TECHNICAL FUNCTIONALITY REQUIREMENTS
The Bidder needs to attach the required Evidence for the Technical Functional Requirements as indicted in section 7 here.

12.1	PROOF OF OFFICE LOCATION                                              
The Bidder needs to attach the required evidence here. Provide unique reference to locate substantiating evidence in the bid response here.

12.2	ARMOURY COMPLIANCE
The Bidder needs to attach the required evidence here. Provide unique reference to locate substantiating evidence in the bid response here.

12.3	UNIFORM AND PPE REQUIREMENTS
The Bidder needs to attach the required evidence here. Provide unique reference to locate substantiating evidence in the bid response here.

12.4	Vehicle Evaluation
The Bidder needs to attach the required evidence here. Provide unique reference to locate substantiating evidence in the bid response here.
[bookmark: _Toc131448636]PREFERENTIAL GOAL REQUIREMENTS
The Bidder must:

(a) PREFERENTIAL GOAL REQUIREMENTS

(i) The Bidder must complete either the 90/10 or 80/20 preference point system based on the offer submitted by the Bidder in line with section 9, paragraph (4) and submit proof or documentation required in terms of this tender and attach it here.
(ii) Bidder to select the section for points they wish to claim (Mark as Y=Yes) in either tables 2A or 2B in section 9.3, Dependant on which preference system the Bidder selects in line with section 9, paragraph (4).

and,

(b) Indicate their commitment to claim points for each of the preference points by signing at par 4.5 in the Invitation to Bid document.

NOTE (1):
Failure on the part of a bidder to comply to paragraphs (a) and (b) above, will be interpreted to mean that preference points are not claimed.

[bookmark: _Toc95080535][bookmark: _Toc98034237][bookmark: _Toc119257054]ANNEXC:	ADDENDUM 1

NB:  The bidder must confirm that they comply with the following Technical Mandatory, Functional and Scope Requirements as indicated below as this will be legal contractual binding:

	Serial no.
	Technical Mandatory, Functional and Scope Requirements 
	Indicate
Comply=Yes /
Not Comply =No

	1.
	Proof of Office Location in Gauteng Province

	1.1
	Valid Lease Agreement, Alternatively, proof of ownership of building in the company’s name, or Proof of Municipal Account not older than 12 months from the date of publication.
	


	1.2
	Communication capability with operational teams.
	

	1.3
	Emergency preparedness procedure.
	

	2.
	Armoury compliance

	2.1
	Firearm safe that is SABS approved.
	

	2.2
	Firearm Register A7 and A8.
	

	2.3
	Firearm Discharged register.
	

	2.4
	Firearm inspection.
	

	2.5
	Firearm safe work procedure.
	



NOTE:   Failing to comply with all the aspect of this section will result in disqualification.
 Yes = Comply
 No = not comply (Thus, disqualified)

I, the bidder (Full names) …………………………………………………. representing (company name) ……………………………………………………………... Hereby confirm that I comply with the above Technical Mandatory Requirements and understand that it will form part of the contract and is legally binding.
Thus, done and signed at ……………………………………. On this………day of……………….20…. 

……………………………….								
Signature
Designation:

ANNEX D:	THIRD-PARTY RISK MANAGEMENT (TPRM) ASSESMENT
1. INSTRUCTIONS
(1) In terms of the approved SITA Third-Party Risk Management Framework, all Bidders responding to this bid must complete the following section by answering ALL the questions. 
(2) By completing the Third-Party Risk Management Assessment, the Bidder agrees to provide all reasonable supporting documentation when requested to do so, as well as during contract finalisation as this is a pre-award condition of this bid.
(3) Any risk identified during the assessment process will have to be mitigated and/or remediated before or during the contract finalisation phase. A detailed mitigation plan, that is acceptable to SITA, may also be required.   
(4) Supplier due diligence, as contained in the Special Conditions of Contract, is also applicable to this Third-Party Risk Management process. 
(5) The following 6 (six) risk elements will be assessed:
(a) Company risk: 10 questions; 
(b) Financial risk: 6 questions; 
(c) Operational risk: 8 questions; 
(d) Governance and compliance risk: 6 questions; 
(e) Information security and privacy risk: 7 questions;
(f) Reputational risk: 6 questions. 
1. EVALUATION CRITERIA 
(1) Company risk
(a) Questions 2, 3, 6, 8, 9, 10: 
	Evaluation criteria 
	Score

	Yes
	0

	Partially meet requirements
	0.5

	No 
	1



(b) Questions 4, 5:
	Evaluation criteria 
	Score

	Yes
	1

	Partially meet requirements
	0.5

	No
	0



(c) Question 7:
	Evaluation criteria 
	Score

	Yes, actively operating for more than 5 years 
	1

	2-5 Years actively operating 
	0.5

	No, actively operating for less than 2 years 
	0



(2) All questions for all other risk elements: 
	Evaluation criteria 
	Score

	Yes
	1

	Partially meet requirements
	0.5

	No
	0


1. THIRD PARTY RISK ASSESSMENT 
The assessment of bidders’ responses to the questions will be determined by the completeness (i.e. all questions answered), undertaking signed (where required) and accuracy of substantiating evidence, when requested. Please note that SITA reserves the right to verify the information provided.
	Question to assess each risk element  
	Bidders response: 
Mark relevant box with an “X”   


	Company Risk 

	(1) Have you listed all related party transactions to be declared between you and SITA or its department in SBD9?
	YES
	PARTIALLY
	NO

	(2) Are you currently involved in litigation against SITA – or do you foresee litigation being instituted within the next 6 months?  
	YES
	PARTIALLY
	NO

	(3) Are there any law suits or ongoing litigation that could affect this transaction in any way or the bidder as an ongoing concern? 
	YES
	PARTIALLY 
	NO

	(4) Is customer service delivery or contract performance actively monitored by you?
	YES
	PARTIALLY
	NO

	(5) Do you have formal strategic planning processes in place?
	YES
	PARTIALLY
	NO

	(6) Are any of your directors or shareholders Prominent Influential People (PIP) or Politically Exposed Persons (PEP)?
	YES
	PARTIALLY
	NO

	(7) Has your company been actively operating as a going concern for more than 5 years? 
	YES
	2-5 YEARS
	LESS THAN 2 YEARS

	(8) Is the company busy with a re-organisational/restructuring process that may impact this transaction?
	YES
	PARTIALLY
	NO

	(9) Are any of your suppliers located in a region where geopolitical risk exposure is high? 
	YES
	PARTIALLY
	NO

	(10) Has any current director of the bidder ever served as a director of a company during a period where a Government contract was cancelled? 
	YES
	PARTIALLY
	NO

	Financial Risk 

	(1) Did you have positive revenue growth in the past three (3) years?
	YES
	PARTIALLY
	NO

	(2) Is the proposed bid price going to be less than 40% of your total annual revenue for the previous financial year?
	YES
	PARTIALLY
	NO

	(3) Is the financial health of your company in good standing? 
	YES
	PARTIALLY
	NO

	(4) Were your Annual Financial Statement (AFS) unqualified in the last financial year?
	YES
	PARTIALLY
	NO

	(5) Do you have sufficient cash in the bank (2 or more months’ worth of operating cost) to operate under restricted conditions for at least 2 months?
	YES
	PARTIALLY
	NO

	(6) Do you have a clean credit record: No current or pending judgement, adverse listing, business rescue or principal sequestration listing? 
	YES
	PARTIALLY
	NO

	Operational Risk 

	(1) Do you have operational redundancy (resilience) in terms of technology and energy resources to ensure high availability of services?
	YES
	PARTIALLY
	NO

	(2) Are your dependencies for logistics either fully under your own control or managed through supplier performance management contracts? (Choose “Yes” if fully under your own control and “No” for supplier contracts) 
	YES
	PARTIALLY
	NO

	(3) Do you have operational procedure standards in place across the organisation, such as change control, release management, access control, incident management, back-up regimes and restore tests, etc?
	YES
	PARTIALLY
	NO

	(4) Do you have human resources management in place, including succession planning and mitigation against key reliance on single individuals?
	YES
	PARTIALLY
	NO

	(5) Do you have sound supply chain processes in place?
	YES
	PARTIALLY
	NO

	(6) Do you have sound third party risk management processes in place (fourth party for SITA)?
	YES
	PARTIALLY
	NO

	(7) Do you have a fully-fledged research and development (R&D) department to ensure continuous improvement?
	YES
	PARTIALLY
	NO

	(8) Do you rely on locally manufactured components or have actively managed the risk relating to lead times or delivery delays? (Choose “Yes” is you rely on locally manufactured components or can actively manage lead times and prevent delivery delays where manufacturing is not local i.e. not in South Africa)
	YES
	PARTIALLY
	NO

	Governance and Compliance Risk 

	(1) Do you comply with all legislation, including labour, health and safety regulations?
	YES
	PARTIALLY
	NO

	(2) Do you have the appropriate governance frameworks (Cobit, ITIL, King) in place with due monitoring against set standards?
	YES
	PARTIALLY
	NO

	(3) Do you have an internal audit function compliant with IIA standards (insourced, outsourced or co-sourced) in place?
	YES
	PARTIALLY
	NO

	(4) Do you follow formally documented enterprise risk management processes?
	YES
	PARTIALLY
	NO

	(5) Are all statutory requirements of the entity up to date? Specifically, the following: CIPC Returns, Tax returns, UIF and COIDA.
	YES
	PARTIALLY
	NO

	(6) Do you have comprehensive insurance in place, including cover for assets, business disruption and liability?
	YES
	PARTIALLY
	NO

	Information Security and Privacy Risk

	(1) Are your physical security perimeters appropriately safeguarded?
	YES
	PARTIALLY
	NO

	(2) Do you have video surveillance of areas that will contain SITA information/products?
	YES
	PARTIALLY
	NO

	(3) Do you conduct security and suitability verification of all employees prior to employment?
	YES
	PARTIALLY
	NO

	(4) Do you have identification verification controls in place in all your buildings?
	YES
	PARTIALLY
	NO

	(5) Are your access control protocols verified to be effective by Internal and/or External Auditors?
	YES
	PARTIALLY
	NO

	(6) Do you have Security Information and Events Management (SIEM) processes in place?
	YES
	PARTIALLY
	NO

	(7) Do you have sufficient information security and cyber arrangements in place for employees working from home?
	YES
	
PARTIALLY

	NO

	Reputational Risk 

	(1) Do you have anti-bribery and corruption, anti-money laundering and fraud prevention practices in place?
	YES
	PARTIALLY
	NO

	(2) Please confirm that neither the company, nor any of its directors has been named in any corruption scandal (choose “Yes” to confirm not being named in a corruption scandal)  
	YES

	PARTIALLY
	NO

	(3) Do you have a social responsibility programme in place?
	YES
	PARTIALLY
	NO

	(4) Do you have an environmental protection policy, including potential harmful emission or hazardous waste management?
	YES
	PARTIALLY
	NO

	(5) Do you actively manage your organisation’s energy consumption?
	YES
	PARTIALLY
	NO

	(6) Is your employment equity plan up to date and actively managed?
	YES
	PARTIALLY
	NO



1. THIRD PARTY RISK MANAGEMENT DECLARATION 
The bidder hereby makes the following declaration and confirm the following information (mark with a “X” in the corresponding column): 

	STATEMENT OF DECLARATION     
	ACCEPT AND CONFIRM

	DO NO ACCEPT AND CONFIRM 

	(1) All questions in this assessment were answered accurately. 
	


	


	(2) SITA can request additional supporting documentation, within reason, to confirm the accuracy and completeness of the information provided in this self-assessment. 
	
	



DECLARATION OF ACCEPTANCE
	
	ACCEPT ALL
	DO NOT ACCEPT ALL

	(1) The bidder declares that all information provided in this assessment is accurate. 
(2) The bidder understands that any false information may constitute misrepresentation. 
(a) SITA reserves the right to verify the information provided. 
(3) By completing the Third-Party Risk Management Assessment, the Bidder agrees to provide all reasonable supporting documentation when requested to do so, as well as during contract finalisation as this is a pre-award condition of this bid.
(4) The bidders understand and agrees that this section will form part of the contract and is legally binding.
	
	

	Any additional comments by bidder pertaining to the third-party risk assessment:



NOTE: Failing to complete all the questions, or not Accepting the Declaration of Acceptance above will result in disqualification.
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