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[bookmark: _Toc94423443]INTRODUCTION
[bookmark: _Toc94423444][bookmark: _Toc435315878]PURPOSE AND BACKGROUND
[bookmark: _Toc94423445]PURPOSE
[bookmark: _Toc435315879]The purpose of this Request for Bid (RFB) is to invite Suppliers (hereinafter referred to as “bidders”) to submit bids to:
(a) Design, develop, Test/QA, publish and document eight (8) Application Programming Interfaces 
(APIs) on the Software AG Portal and Software AG API Gateway;
(b) Design, develop, test, deploy and document a “candidate application” which utilises the 
Software AG Platform published APIs;
(c) Design and develop a Service-oriented computing Governance Framework for SITA to 
implement; and
(d) Design and development of an API Service Level Agreement template which can be used to 
contract in the following formats:
i. Provider – Custodian relationship; and
ii. Custodian – Consumer relationship.
The appointment of a Service Provider that is capable of developing and delivering the above deliverables, and the deployment of software onto the Software AG Platform within the timeframes and criteria stipulated in this Specification.
The Service Provider must have experience delivering and governing service-oriented computing solutions and services for government or large enterprises that uses similar type of technologies described in this specification.
[bookmark: _Toc94423446]BACKGROUND
In its 2021/2022 FY Annual Performance Plan (APP), the Application Programming Interface (API) was identified by SITA as one of the priorities which must be implemented to enable integration. To this end, SITA has developed the applicable architecture baseline and architecture patterns. 
SITA, as the ICT Service Provider to government, renders application development, integration, implementation, maintenance, hosting, and support services. The core principles that underline these services are; Improve service delivery to the public through the provisioning of information technology, information systems in a maintained information system security environment to departments and public bodies; and promote the efficiency of departments and public bodies through the use of information technology.
As part of its mandate, SITA is required to grow the current government digital footprint, assist the Government to transform South Africa into a digital society and improve the operational effectiveness of Government. Furthermore, Government entities utilise various tools and technologies to develop and provision applications/systems that target various platforms to automate and digitise government services and business processes. SITA has already established Government-wide Integration and e-Government Platforms which standardises API management as well as rendering of Government Services which enables G2G, G2B and G2C services.
It is envisaged that a suitable and capable Service Provider render the above stated service as stated in this specification.
[bookmark: _Toc94423447]Problem Statement
The following challenges identified are:
(a) Fragmented/silo-ed business systems and processes;
(b) Duplication of investment;
(c) Inefficient and ineffective sharing of Government ICT resources in a secure and integrated manner;
(d) Inability to analyse and act on business transactions timeously to make decisions;
(e) Unavailability of common building blocks that can be re-used in the development of services;
(f) Government utilises legacy systems that can enable and enrich citizen-facing services;
(g) Unavailability of a governance framework and suitable Service Level Agreement (SLA) template to contract between the relevant parties;
(h) No same-time view of information statutes;
(i) Current integration patterns applied, to enable data sharing, is inefficient and bureaucratic; and
(j) Lack of standardised interfaces to share common data sets and business logic.
[bookmark: _Toc94423448]Business Objectives
The objectives of the API Middleware platform project are to: 
(a) Implement a centralised platform that standardises and enables data sharing across government entities; 
(b) Implement a centralised platform that inter-connects government business processes which enables business and technical interoperability across government entities; 
(c) Improve cooperation between government entities; 
(d) Centralise monitoring and reporting capability to holistically respond to problems; 
(e) Decrease turnaround times for new services deployment; 
(f) Bring products to market faster, and more cost effective, through faster access to development environments and streamlined developer processes; 
(g) Reduce development/maintenance complexity;
(h) Improve security, with automated and repeatable processes, that serve to eliminate errors; 
(i) Develop and refine security controls from the design, and throughout the system lifecycle; and 
(j) Reduce downtime through cloud-based high availability operations.
[bookmark: _Toc94423449]SCOPE OF BID
[bookmark: _Toc94423450]SCOPE OF WORK
The objective of this tender request is to realise the scope detailed in this section to achieve the stated business objectives and resolve the business problems as stated herein. 

SITA, as the ICT service provider to government, render application development, integration, implementation, maintenance, hosting, and support services. The core principles that underline these services are:
(a) Improve service delivery to the public through the provisioning of information technology, information systems in a maintained information system security environment to departments and public bodies; and
(b) Promote the efficiency of departments and public bodies through the use of information technology.
The SITA strategic drive embraces the above principles to improve citizen experience of government services delivery through digital channels as well as improve the efficiency of government operations through the provisioning of cost-effective information and telecommunication technology products and services.

SITA established a Government-wide Integration Platform in the 20/21 financial year, which enables a standardised API management capability. SITA is required to grow the current government digital footprint, assist the Government to transform South Africa into a digital society and improve the operational effectiveness of Government.
The Scope of Work (SOW) to be performed by the successful Bidder is:
(c) Project management:
a. Project planning and initiation,
b. Establishment of project governance,
c. Project execution and monitoring,
d. Risk management and escalations,
e. Performance reporting and decision making,
f. Project financial management,
g. Project closure.
(d) Development services:
a. Analysis and design,
b. Development and quality assurance,
c. Testing,
d. Packaging and deployment,
e. Post go-live support,
f. Product documentation and artefacts,
g. Securing source code, documentation and artefacts in SITAs repositories,
h. Products to be developed:
i. One (1) OAuth API,
ii. Seven (7) business related APIs,
iii. Candidate application that uses some of the developed APIs,
iv. All APIs are required to implement logic to identify the following as part of their input parameters when the specific API is called:
1. Application ID,
2. User ID,
3. Client ID which is required to track consumption for billing,
v. All APIs are required to include, at a minimum, the following parameters as part of their payload response:
1. Error code,
2. Error message,
3. Requested data,
vi. All APIs must be made available and communicate over a secure HTTP connection,
vii. All APIs need to be authenticated before usage.
(e) Expectations and scope:
a. A minimum compliance to SITA and related Government policies, standards, procedures and guidelines:
i. MIOS,
ii. MISS,
iii. POPIA,
iv. SITA Project Management Standards,
v. SITA change management and release management procedures,
vi. SITA Quality Assurance Standards,
vii. Financial and billing regulations,
viii. SITA Security Standards and policies.
Standards for compiling the SOA Governance Framework and API Service Level Agreement Templates:
i. SOA Governance Framework:
a. The SOA Governance Framework must implement CoBIT 2019 (or version 5) and TOGAF principles 9.2.
ii. API SLA Templates:
a. The API SLA Templates must implement the ITIL (Version 4 minimum) principles relating to service contracting.
b. Project Deliverables:
i. Project Management:
1. Project Charter,
2. Project schedule,
3. Risk and issue log,
4. Status reports,
5. Change management register/log,
6. Decision log,
7. Payment schedule.
ii. Development services (Candidate application and APIs):
Note: the APIs must be deployed to the Software AG Portal and Gateway.
1. Analysis and design deliverables,
2. Solution Architecture deliverables,
3. Security architecture deliverables,
4. Infrastructure specifications,
5. Source code available via the SITA source code repository,
6. Quality assurance and test deliverables,
7. User Acceptance Certificates,
8. Documentation text required for publishing APIs on the Software AG portal to enable consumer discovery of APIs,
9. Deployment guide,
10. Deployed products into pre-production and production environments,
c. Technology stack:
i. Compliance to the SITA technology stack,
ii. SITA Cloud platform (Intel/AMD, Windows 2019, Ubuntu Linux, MySQL, and MS SQL Server),
iii. .Net or Java,
iv. APIs must implement RESTfull over secure HTTP,
v. API payload must be either in JSON or XML format,
vi. APIs must be documented, using a suitable documentation standard, which fully describes the API (functional description, technical interface, authentication requirement, payload, etc),
vii. Software AG (WebMethods integration Enterprise on Windows, WebMethods API management Enterprise on Windows, WebMethods B2B Enterprise on Windows, BigMemory Max FX addition on Linux, WebMethods Process Automation Enterprise on Linux, WebMethods transactions Enterprise),
viii. HTML5, CSS3 and JavaScript, 
ix. Angular, JQuery, PrimeFaces and ASP.Net,
d. Handover:
i. From Service Provider to SITA Application Maintenance (the technical aspects of the solution to maintain and support the various components developed),
ii. From Service Provider to Functional Application Support Service (FASS),
iii. Assist with the information for SITA to complete the following activities:
1. Configuration of the SITA ITSM system required for technical and functional calls,
2. SITA Training material required for the candidate application,
3. Development of the testing artefacts to enable the SITA tester and clients to perform the user acceptance testing (UAT),
iv. Support SITA Release Management to deploy and publish the candidate application and APIs.
e. Governance and contracting deliverables:
i. Service-oriented computing Governance Framework that is aligned to the SITA Application Delivery Manifesto,
ii. SLA Template to enable SITA to establish itself as a custodian of Government APIs that must cover the following relationships:
1. Provider – Custodian
2. Custodian – Consumer
iii. Develop API SLA presentation,
iv. Presentation to communicate the Service Oriented Computing Governance Framework,
v. The following products must be developed and handed over to SITA organisational change management for implementation:
1. Implementation impact assessment,
2. High-level implementation plan,
3. High-level communication plan,
vi. Sessions with SITA key stakeholders to communicate the service-oriented computing Governance Framework and SLA template to identify the acceptance level of these products.
vii. Assist SITA to obtain approval of the service-oriented computing Governance Framework and SLA template.
f. General:
i. Publishing the APIs on the Software AG API Portal and API Gateway,
ii. Review and update the existing architecture of the installed Government-wide Integration Platform, if applicable; and
iii. Advise SITA on any governance and development gaps relating to the SITA Applications Delivery Manifesto, if applicable.
[bookmark: _Toc94423451]CANDIDATE APPLICATION
The candidate application functionality will be based on at least 4 APIs developed, as part of this requirement (See Par 8.2 relating to the Candidate Application effort in weeks). The objectives of the application are:
(a) Demonstrate the developed APIs by using contracted APIs available via the Software AG API management service (other APIs already available on the Software AG API Gateway can also be used in addition to the minimum four (4) specified);
(b) It is a useful application that can be used by a client or SITA internally;
(c) The application can be selected to be published on the Software AG, e-Gov Portal (eservices.gov.za) or on the SITA intranet; and
(d) The APIs must utilise the OAuth capability to authenticate and authorise access.
The candidate application must utilise the e-Gov Portal user login mechanism if it is deployed to the e-Gov Portal.
SITA needs to expand its existing competency and experience to implement service-oriented solutions, utilising the tools made available by the following licensed capabilities:
(a) webMethods Integration Enterprise;
(b) webMethods API Management Enterprise;
(c) webMethods B2B Enterprise;
(d) BigMemory MAX FX Edition;
(e) webMethods Transactions Enterprise;
(f) webMethods Process Automation Enterprise; and 
(g) ARIS Business Process Management Platform.
[bookmark: _Toc94423452]EXCLUSIONS
The project scope excludes that following:
(a) SITA will be responsible for the CFI/Infrastructure to host the APIs and candidate application;
(b) SITA will be responsible for change management, training and testing activities;
(c) SITA is responsible to obtain agreement from the API Provider to access and consume their agreed-upon information;
(d) SITA is responsible to provide the high-level Business Requirement Specification (BRS) for the APIs and candidate application (for non-technical APIs); and
(e) SITA is responsible for Software licenses relating to the SITA cloud platform as specified herein.
[bookmark: _Toc94423453]DELIVERY ADDRESS
The goods or services must be supplied or provided at the following physical address(es):
	No
	Physical Address

	1
	SITA Centurion, John Vorster Drive, Centurion, Pretoria 

	2
	SITA Erasmuskloof, 459 Tsitsa Street, Erasmuskloof, Pretoria 



The goods and services must be provided at the physical locations on an as-and-when-required basis, as specified in this Bid Document.
[bookmark: _Toc9938003][bookmark: _Toc94423454][bookmark: _Toc435315881]CUSTOMER INFRASTRUCTURE AND ENVIRONMENT REQUIREMENTS
SITA has implemented its own Private Cloud solution and the technologies are specified in Section 2 above, which must be conformed to in order to deliver the products and service specifies herein.
1. [bookmark: _Toc9938004][bookmark: _Toc94423455]REQUIREMENTS

[bookmark: _Toc94423456][bookmark: _Toc9938005]PRODUCT REQUIREMENT
API Gateway is defined as a comprehensive platform responsible for managing, delivering and securing APIs. The API Gateway platform enables the provisioning of secure access to backend services through a well-defined REST API which is consistent across all services, regardless of service implementation. The REST APIs are consumed, for example, on stand-alone devices, such as mobile devices or tablets, in a browser, or through any other type of application that can make a request to an HTTP(S) endpoint. These APIs are also essential for systems integration, modernisation of legacy applications, common building blocks for application development and Big Data Solutions.
The API Gateway ultimately provides integration, acceleration, governance and security for API and SOA-based systems. Organisations, such as SITA or governments departments, can take advantage of operational benefits in relation to flexible deployment and scalability since the API platform is a serverless technology. These APIs are offered as a Software-as-a-Service (SaaS) which is established via an SLA. 
The deployment of an API Gateway platform allows developers and API service consumers consistency and ease of use. In line with SITA’s IT security policy, the built-in mechanism includes authentication, key validation which helps to protect services published online for discovery and contracting. The, API development platform provides visibility and allows API administrators and consumers to manage and control access and consumption of the applicable API.
APIs that are made available to the public and Government entities are published on the SITA API portal with related contracting, functional and technical information. Figure 1 below serves as a typical example of such a deployment and implementation.


Figure 1: API Gateway Logical Diagram
[bookmark: _Toc94423457]SOLUTION REQUIREMENT
[bookmark: _Toc94423458]CANDIDATE APPLICATION
(a) Design, development, testing, deployment and documentation of a candidate application which will be developed using some of the APIs developed (which can include APIs already published on the Government-wide integration platform);
(b) This service must be published on the e-Gov portal or suitable deployment platform;
(c) All artefacts are made available for SITA to maintain and support; and
(d) Source code of deployed products are published on the SITA source code repository.
[bookmark: _Toc94423459][bookmark: _Toc83279533]DEVELOP AND DEPLOY EIGHT (8) APIs
(a) Design, development, testing, deployment and documenting of the following APIs:
(b) OAuth API,
(c) Seven (7) business related APIs,
(d) The 8 APIs must be published on the Software AG API management platform;
(e) All artefacts are made available for SITA to maintain and support; and
(f) Source code of deployed products are published on the SITA source code repository.
[bookmark: _Toc94423460]DEVELOP SERVICE ORIENTED COMPUTING GOVERNANCE FRAMEWORK
(a) Design and develop a service-oriented computing governance framework that will enable SITA to govern the design, development, testing, deployment, documenting, contracting, maintaining and support of APIs in a standardised manner which enables effective, efficient and reliable API related services.
(b) All artefacts must be provided to SITA that will enable SITA to maintain and support the service-oriented computing governance framework products.
(c) Enable SITA to implement the service-oriented computing governance framework.
[bookmark: _Toc94423461]DEVELOP AN API SERVICE LEVEL AGREEMENT TEMPLATE
(a) Design and develop an API SLA template which will allow SITA to establish itself as a custodian of APIs between API providers and API consumers.
(b) The SLA template must cover the following types of contractual relationships for usage of APIs:
i. Provider – custodian,
ii. Custodian – consumer.
(c) The API SLA template must enable SITA to contract providers and consumers of APIs;
(d) All artefacts must be provided to SITA that will enable SITA to maintain and support the SLA template; and
(e) Enable SITA to implement the API SLA concept.
[bookmark: _Toc94423462]PROJECT AND SERVICE REQUIREMENT
The scope of work (SOW) for the bidders is to provide the proposed products and services as stated in the table below.
Table 1: Project and services requirements
	Item No:
	Key Deliverables:

	1.
	As per the Scope of work defined in Section 2 above.

	2.
	Milestone management, performance reporting and risk management.

	3.
	Project execution and delivery of products/services:
· 8 APIs
· Candidate Application
· Service-oriented Computing Governance Framework
· API SLA Template

	4.
	Project closure.


[bookmark: _Toc94423463]PRODUCT/ SERVICE / SOLUTION REQUIREMENTS
SITA has established a cross-functional programme that is responsible for instilling the service-oriented computing capability and service offering. The Successful Bidder will be required to participate in this programme as defined herein.
The key aspects relating to the Successful Bidder’s responsibilities are as follows:
(a) Achievement of the SOW within the timeframes specified; and
(b) Project management of the Successful Bidder’s responsibilities, in conjunction with the SITA Project Manager.
Transition of the services and products, including all artefacts, in relation to the hand-over from the Successful Bidder to SITA, in a manner not to disrupt or negatively impact SITA’s business objectives and/or operations.
The proposed solution must be comprehensively integrated into the technical environment, as well as the operational processes of SITA, through a formal project represented by SITA and the Successful Bidder to achieve the objectives stated herein.
[bookmark: _Toc435315887][bookmark: _Toc94423464]BID EVALUATION STAGES
1. The bid evaluation process consists of several stages that are applicable according to the nature of the bid as defined in the table below.
1. The bidder must qualify for each stage to be eligible to proceed to the next stage of the evaluation.

	Stage
	Description
	Applicable for this bid YES/NO

	Stage 1	
	Administrative pre-qualification verification
	YES

	Stage 2 
	Local Content and Production evaluation (if applicable)
	NO

	Stage 3A
	Technical Mandatory requirement evaluation
	YES

	Stage 3B
	Technical Proof of Concept requirement evaluation 
	YES

	Stage 3C
	Technical Functionality requirement evaluation
	YES

	Stage 4
	Special Conditions of Contract verification
	YES

	Stage 5	
	Price / B-BBEE evaluation
	YES



[bookmark: _Toc435315888][bookmark: _Toc94423465]ADMINISTRATIVE PRE-QUALIFICATION
[bookmark: _Toc94423466][bookmark: _Toc435315889]ADMINISTRATIVE PRE-QUALIFICATION REQUIREMENTS
[bookmark: _Toc94423467]ADMINISTRATIVE PRE-QUALIFICATION VERIFICATION
1. The bidder must comply with ALL of the bid pre-qualification requirements in order for the bid to be accepted for evaluation.
If the Bidder failed to comply with any of the administrative pre-qualification requirements, or if SITA is unable to verify whether the pre-qualification requirements are met, then SITA reserves the right to:
(a) Reject the bid and not evaluate it, or
(b) Accept the bid for evaluation, on condition that the Bidder must submit within 7 (seven) days any supplementary information to achieve full compliance, provided that the supplementary information is administrative and not substantive in nature.
[bookmark: _Toc435315890][bookmark: _Toc94423468]ADMINISTRATIVE PRE-QUALIFICATION REQUIREMENTS
(3) Submission of bid response: The bidder has submitted a bid response documentation pack –  
(a) that was delivered at the correct physical or postal address and within the stipulated date and time as specified in the “Invitation to Bid” cover page, and;
(b) in the correct format as one original document, two copies and a copy on memory stick.
(4) Attendance of briefing session: Since a Compulsory Virtual briefing session is called, the bidder has to sign the briefing session attendance register, using the same information (bidder company name, bidder representative person name and contact details) as submitted in the bidder’s response document.
(5)  Registered Supplier. The bidder is, in terms of National Treasury Instruction Note 4A of 2016/17, registered as a Supplier on National Treasury Central Supplier Database (CSD).

[bookmark: _Toc435315892][bookmark: _Toc94423469]
TECHNICAL MANDATORY REQUIREMENT
[bookmark: _Toc94423470]INSTRUCTION AND EVALUATION CRITERIA
1. The bidder must comply with ALL the requirements as per section 6.2 below by providing substantiating evidence in the form of documentation or information, failing which it will be regarded as “NOT COMPLY”.
1. The bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. During evaluation, SITA reserves the right to treat substantiation evidence that cannot be located in the bid response as “NOT COMPLY”.
1. The bidder must complete the declaration of compliance as per section 6.3 below by marking with an “X” either “COMPLY”, or “NOT COMPLY” with ALL of the technical mandatory requirements, failing which it will be regarded as “NOT COMPLY”.
1. The bidder must comply with ALL the TECHNICAL MANDATORY REQUIREMENTS in order for the bid to proceed to the next stage of the evaluation.
1. No URL references or links will be accepted as evidence.
[bookmark: _Toc435315893][bookmark: _Ref455335758][bookmark: _Toc94423471][bookmark: _Toc435315895]TECHNICAL MANDATORY REQUIREMENTS
	TECHNICAL MANDATORY REQUIREMENTS
	Substantiating evidence of compliance
(used to evaluate bid)
	Evidence reference
(to be completed by bidder)

	1. BIDDER REFERENCE REQUIREMENTS
The bidder must have done API related services/implementation, as listed below, during the past five (5) years.
Application Programming Interface (API) solution, which covers the following aspects:
a. Service-oriented architecture.
b. Design, develop and deploy APIs, web services and microservices.
c. Design, develop and deploy distributed computing solutions.
d. Manging APIs.
	Provide reference details from at least one (1) customer, or customers to whom a project or projects in providing an Application Programming Interface (API) solution, which covers the following aspects:
The bidder has implemented the below:
a. Service-oriented architecture.
b. Design, develop and deploy APIs, web services and microservices.
c. Design, develop and deploy distributed computing solutions.
d. Manging APIs.
Note (1): The reference details may be from one (1) or multiple customers as well as the same project as well as more than one (1) project as long as the aspects listed in items a, b, c, and d listed above has been addressed.
Note (2): SITA reserves the right to verify the information provided.
	


<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.1, table 1>


[bookmark: _Toc435315904][bookmark: _Ref455335890][bookmark: _Toc94423472]DECLARATION OF COMPLIANCE
	
	Comply
	Not Comply

	The bidder declares by indicating with an “X” in either the “COMPLY” or “NOT COMPLY” column that –

11. The bid complies with each and every TECHNICAL MANDATORY REQUIREMENT as specified in SECTION 6.2 above; AND
11. Each and every requirement specification is substantiated by evidence as proof of compliance.
	
	


[bookmark: _Toc94423473][bookmark: _Toc435315916][bookmark: _Hlk65230588]TECHNICAL FUNCTIONALITY EVALUATION REQUIREMENTS
[bookmark: _Toc533149221][bookmark: _Toc63806433][bookmark: _Toc94423474]INSTRUCTION AND EVALUATION CRITERIA
(1) The bidder must provide a unique reference number to the presentation (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. During evaluation, SITA reserves the right to treat substantive evidence that cannot be located in the bid response, as “NOT COMPLY”.
(2) Evaluation per requirement. The evaluation (scoring) of bidders’ responses to the requirements will be determined by the completeness, relevance and accuracy of substantiating evidence.
(3) Functionality will be evaluated by conducting the following processes:
(a) Evaluation of the Proposed Solution / Product Presentation (Stage 3B) (Par 7.1).
(4) Weighting of requirements. The score for the Proposed Solution/Product Presentation of TECHNICAL FUNCTIONALITY REQUIREMENTS will be calculated as follows:
(a) Each Bidder will be evaluated on each individual requirement as indicated in the tables in section 7.1 below.
(b) The value scored for the requirement will be multiplied with the specified weighting for the requirement to obtain the percentage achieved.
	No.
	Technical Functionality requirements
	Weighting

	1.
	Software AG WebMethods and API Management Platform Skills and Experience
	100%

	2.
	Service-Oriented Computing Governance Framework and API SLA Template Skill and Experience
	

	3.
	Skill and Experience to Govern and Project Manage the successful delivery of the full scope/requirement as specified in the Bid Specification.
	

	TOTAL
	100%


(5) Minimum threshold. The individual scores will be converted to a cumulative percentage and only those bidders that achieve or exceed the minimum threshold score of 80% will be eligible to proceed to the next stage.
(6) SITA reserves the right to verify information/evidence provided by the Bidder.
(7) SITA will inform the Bidders about the logistical arrangements regarding PRESENTATION EVALUATIONS. Bidders must be prepared to present the service offering at the premises of SITA (in Pretoria). The presentation must comprise the SOW, the approach to be followed by the Successful Bidder to deliver the products and services, high-level schedule to achieve the stated objectives within the timeframes and demonstration of their understanding of the stated requirement as well as the skillset required of the resources to be utilised for the delivery of the following:
(a) Eight (8) APIs on the stated technology stack;
(b) Candidate application;
(c) Service-Oriented Governance Framework; and 
(d) API SLA Template.
(8) The presentation must be submitted with the completed bid.
(9) NOTE: The Technical functional Requirements needs to be attached to Annex B section 11.2.
TECHNICAL FUNCTIONALITY REQUIREMENTS PRESENTATION EVALUATION
	TECHNICAL FUNCTIONALITY REQUIREMENTS
	Substantiating evidence and evaluation criteria
(used to evaluate bid)
	Weighting
	Evidence Reference

	(1) Software AG WebMethods and API Management Platform Skills and Experience
	The presentation is attached to the completed bid.
The presentation covers the full technical functional requirements stated in par 2.1 and 7.1 and the technical functional requirements stated in column one (1) as further detailed in this tender specification.
The Bidder is required to demonstrate, via a presentation, that the Bidder understands the full requirement, can explain how the full requirement will be delivered in line with the WBS (with effort in weeks as stated in Section 8.2).

	Information presented and presentation provided: 
	Score

	No, or inappropriate information provided, or presentation not submitted.
	0

	Portions of the criteria stated above in par 7.1(7), were presented and explained, but not all the criteria were fully covered or explained.
	3

	Most of the criteria stated above in par 7.1(7), were presented and explained, but not all the criteria were fully covered or explained.
	4

	All criteria, stated above in par 7.1(7), were presented and explained, and all the criteria were fully covered and explained.
	5



	#
	Possible scores available
	Actual score achieved

	
	0 or 3 or 4 or 5
	

	Sub total
	Maximum available score: 5
	__________


Score calculation:
Weighted score = (Sum of actual scores achieved/5 X 100%)
	100%
	<provide unique reference to locate substantiating evidence in the bid response – see Annex B, section 11.2>

	(2) Service-Oriented Computing Governance Framework and API SLA Template Skill and Experience
	
	
	

	(3) Skill and Experience to Govern and Project Manage the Successful Deliver of The Full Requirement Specified in The Bid Specification
	
	
	


[bookmark: _Toc435315921][bookmark: _Toc94423475]SPECIAL CONDITIONS OF CONTRACT (SCC)
[bookmark: _Toc94423476]SPECIAL CONDITIONS OF CONTRACT
[bookmark: _Ref455588818][bookmark: _Ref455588837][bookmark: _Toc94423477] INSTRUCTION
1. The supplier will be bound by Government Procurement: General Conditions of Contract (GCC) as well as this Special Conditions of Contract (SCC), which will form part of the signed contract with the successful Bidder. However, SITA reserves the right to include or waive the condition in the signed contract.
1. [bookmark: _Ref455588887]SITA reserves the right to –
13. Negotiate the conditions, or
13. Automatically disqualify a bidder for not accepting these conditions.
(a) Award to multiple bidders. 
1. [bookmark: _Toc435315923][bookmark: _Ref455338564]In the event that the bidder qualifies the proposal with own conditions, and does not specifically withdraw such own conditions when called upon to do so, SITA will invoke the rights reserved in accordance with subsection 8.1(2) above.
1. The bidder must complete the declaration of acceptance as per section 8.3 below by marking with an “X” either “ACCEPT ALL” or “DO NOT ACCEPT ALL”, failing which the declaration will be regarded as “DO NOT ACCEPT ALL” and the bid will be disqualified.
[bookmark: _Ref455589115][bookmark: _Ref455589123][bookmark: _Ref455589162][bookmark: _Toc94423478]SPECIAL CONDITIONS OF CONTRACT
1. CONTRACTING CONDITIONS
16. Formal Contract. The Successful Bidder must enter into a formal written Contract (Agreement) with SITA.
16. Right of Award. SITA reserves the right to award the contract for required goods or services to multiple Suppliers.
16. Right to Audit. SITA reserves the right, before entering into a contract, to conduct or commission an external Supplier to conduct a financial audit or probity to ascertain whether a qualifying bidder has the financial wherewithal or technical capability to provide the goods and services as required by this tender.
16. Bidder Experience, Capability/Capacity. It is the bidder’s responsibility to ensure that, at all times during the project execution, the resources allocated to the project, has the required experience, skill and capacity, to execute and produce the expected products and service components at the required quality levels and within the agreed timeframes.
16. Technical Functional Requirement. The Bidder shall deliver the full scope of work/requirements within the agreed timeframes and expected quality standards.
16. Mandatory Terms. The Bidder will deliver the products in compliance with SITA Security and Interoperability Standards as well as project management methodology. In the event that there may be any conflicting elements regarding project the project management methodologies of SITA and the bidder, the Bidder agrees that negotiations between SITA and the Bidder will resolve same prior to the contract sign-off.
1. DELIVERY ADDRESS. The successful Bidder must deliver the required products or services to delivery addresses, as indicated in Section 2.2, “Delivery Address”.
1. DELIVERY SCHEDULE
18. The Scope of Work (Section 2.1) and Requirements (Section 3) must be completed within the timeframes as set out in the Work Breakdown Structure (WBS), after commencement date, as agreed in the Contract, in order for SITA to achieve all set objectives and commitments.
18. The successful Bidder is responsible to perform the work as outlined in the following WBS to achieve the SOW and requirements within the timeframes:
WORK BREAKDOWN STRUCTURE WITH EFFORT IN WEEKS
	[bookmark: _Hlk81316912]Serial No.
	Group
	Statement of Work:
	Delivery Timeframe in Weeks
	Effort in Weeks

	1. 
	A
	Project Initiation and establishment of project governance.
	2
	4

	2. 
	A
	Project Execution, Monitoring and Reporting
	29
	12

	3. 
	A
	Project Handover
	1
	2

	4. 
	A
	Project Closure
	2
	2

	5. 
	B
	Analyse, design, develop, Test/QA and Document 8 APIs on the Software AG Portal and Software AG API Gateway
	12
	48

	6. 
	B
	Package and deploy (Publish)
	3
	3

	7. 
	B
	Post go-live support of the 8 APIs
	8
	2

	8. 
	B
	Handover of APIs, 
	2
	2

	9. 
	C
	Analyse, design, Develop, Test and document a “Candidate Application” which utilises the Software AG Platform published APIs
	12
	24

	10. 
	C
	Package and deploy
	2
	2

	11. 
	C
	Post go-live support of the candidate application
	2
	1

	12. 
	C
	Handover of candidate application
	2
	1

	13. 
	D
	Analyse, design and develop a service-oriented computing Governance Framework for SITA to implement
	12
	24

	14. 
	D
	Quality assurance and acceptance of the service-oriented computing framework
	4
	2

	15. 
	D
	Develop presentation and conduct sessions
	4
	4

	16. 
	D
	Handover of service-oriented computing framework
	2
	1

	17. 
	E
	Analyse, design and develop an API Service Level Agreement template which SITA can use for API contracting
	4
	6

	18. 
	E
	Quality assurance and acceptance of the API SLA template
	2
	2

	19. 
	E
	Develop presentation and conduct sessions
	2
	2

	20. 
	E
	Handover API SLA template
	1
	1



NOTE:
· The “Effort in Weeks” is an estimation.
· The full product must be delivered within 34 weeks.
· Although the contract is valid for 52 weeks, the products/services must be delivered as per the WBS above.



1. SERVICES AND PERFORMANCE METRICS
19. The services, stated in section 8.2.3, must be performed within the timeframes and quality depicted.
19. The following service level metrics must be adhered to during the execution of all service management aspects for the duration of the contract. 
	
	Service element 
	Service Grade
	Service Level

	1. 
	Incident response (MTTr)
	Normal
	Maximum 8 working hours to respond 

	2. 
	Incident restore (MTTR)
	Normal
	Maximum 16 working hours to restore

	3. 
	Incident response (MTTR)
	Critical
	Maximum 4 working hours to respond 

	4. 
	Incident restore (MTTR)
	Critical
	Maximum 8 working hours to restore



1. [bookmark: _Toc435315901]SCOPE OF TECHNICAL SOLUTION DEVELOPMENT
20. The products supplied must conform to the criteria as stated in this bid specification;
20. The products delivered must be integrated as a working solution, into the target environment of SITA, as defined in this document; and
20. The delivered products must conform to the quality standards and accepted by the responsible stakeholder/owner, by means of a User Acceptance Certificate. 
(5.1)	SPECIFIC IMPLEMENTATION REQUIREMENTS
The successful Bidder will be required to project manage, document, design, install, configure, test, deploy and support the API Gateway Platform established for the duration of the contract period. The implementation of the proposed components, licenses and services must be for:
(a) Group A: Project Management;
(b) Group B: Develop and implement 8 APIs; 
(c) Group C: Develop and implement a candidate application;
(d) Group D: Develop a service-oriented computing framework; and
(e) Group E: Develop an API SLA template.

The successful Bidder will be required to implement the software solution components, in the target environment (SITA Cloud Platform) in accordance with all the architecture, security and other requirements stated in this document. The specific implementation methodology is not prescribed; however, the project must conform to SITAs Enterprise Project Management Office (EPMO) guidelines. Furthermore, the project execution must comply with the SITA Release Management and SITA Change Advisory Board (CAB) procedures.

The successful Bidder will be required to assist SITA, as specified, to enable SITA to implement the service-oriented computing governance framework and related API SLA template to achieve the intended objectives underpinned by the MIOS and related SITA governances as stated in this document.

The successful Bidder will be required to establish the necessary project management structure and procedures, whilst conforming to SITA standards, to achieve the intended objectives of this tender in an orderly and disciplined manner.
1. SUPPLIER PERFORMANCE REPORTING
21. The successful Bidder will report, as prescribed in the project charter, to SITA during the design, development, installation and implementation phases of the project;
21. Written reports, as agreed in the project charter, are to be presented to SITA, on at least the progress of the preceding period, following planned period, exceptions, risks, changes and recommendations, until the project closure.
21. Meetings, as agreed in the project charter, as well as Ad Hoc meetings, to be attended by SITA and successful Bidder authorised representatives. 
21. The successful Bidder will be required to generate regular feedback, during the maintenance and support cycle, where applicable and/or as agreed in the project charter.
1. CERTIFICATION, EXPERTISE AND QUALIFICATION
22. The successful Bidder must ensure that the project is suitably resourced with the required skills and experience to achieve the intended objectives and commitments to SITA within the timeframes specified and expected quality.
22. The successful Bidder represents that, 
1. it has the necessary expertise, skill, qualifications and ability to undertake the work required in terms of the Statement of Work;
1. it is committed to provide the Products and Services; and
1. [bookmark: _Toc448483301][bookmark: _Toc448483304]perform all obligations detailed herein without any interruption to SITA.
22. The successful Bidder must provide the products and services in a good and workmanlike manner in accordance with practices and high professional standards expected.
22. The successful Bidder must perform the Services in the most cost-effective manner consistent with the level of quality and performance as defined in SOW.
22. The successful Bidder is committed and has the required skills and experience to deploy the APIs onto the Software AG Platform implemented by SITA.
1. LOGISTICAL CONDITIONS
23. [bookmark: _Toc448483118]Hours of work, 08h00 – 16h30.
23. In the event that SITA grants the successful Bidder permission to access SITA's Environment, including hardware, software, internet facilities, data, telecommunication facilities and/or network facilities remotely, the successful Bidder must adhere to SITA's relevant policies and procedures (which policies and procedures are available to the successful Bidder on request) or in the absence of such policy and procedures, in terms of, best industry practice.
23. Tools of Trade. The successful Bidder must bring their necessary tools of trade in order for them to perform their duties adequately. 
23. On-site and Remote Support. The Successful Bidder must give off-site and remote support, and only when off-site support is not sufficient, then on-site support will be required upon approval by SITA representative. 
23. Support and Helpdesk. After hours helpdesk support is required for the period of the first three months per site during weekdays including weekends and public holidays.
1. SKILLS TRANSFER AND TRAINING
24. The Successful Bidder must provide training, on the products and services, to the respective SITA resources to enable SITA to operate and support the product or solution after implementation.
1. REGULATORY, QUALITY AND STANDARDS
25. The Successful Bidder must, for the duration of the contract, ensure compliance with ISO/IEC General Quality Standards, ISO27001, and Protection of Personal Information Act (POPIA);
25. The Successful Bidder must, for the duration of the contract, ensure compliance with General Quality Standards, ISO 9001; and
25. The Successful Bidder must, for the duration of the contract, ensure that the proposed product or solution conform to the list of Government Minimum Interoperability Standards (MIOS).
1. PERSONNEL SECURITY CLEARANCE
26. The successful Bidder personnel, who are required to work with GOVERNMENT CLASSIFIED information or access government RESTRICTED areas, must be a South African Citizen and, at the expense of the successful Bidder, be security vetted (pre-employment screening, criminal record screening and credit screening).
26. The successful Bidder must ensure that the security clearances of all personnel involved in the Contract remains valid for the period of the contract.
26. The successful Bidder must provide proof of security vetting.
1. CONFIDENTIALITY AND NON-DISCLOSURE CONDITIONS
(a) The successful Bidder, including its management and staff, must before commencement of the Contract, sign a non-disclosure agreement regarding Confidential Information.
(b) Confidential Information means any information or data, irrespective of the form or medium in which it may be stored, which is not in the public domain and which becomes available or accessible to a Party as a consequence of this Contract, including information or data which is prohibited from disclosure by virtue of:
(i) the Promotion of Access to Information Act, 2000 (Act no. 2 of 2000);
(ii) being clearly marked "Confidential" and which is provided by one Party to another Party in terms of this Contract;
(iii) being information or data, which one Party provides to another Party or to which a Party has access because of Services provided in terms of this Contract and in which a Party would have a reasonable expectation of confidentiality;
(iv) being information provided by one Party to another Party in the course of contractual or other negotiations, which could reasonably be expected to prejudice the right of the non-disclosing Party;
(v) being information, the disclosure of which could reasonably be expected to endanger a life or physical security of a person;
(vi) being technical, scientific, commercial, financial and market-related information, know-how and trade secrets of a Party;
(vii) being financial, commercial, scientific or technical information, other than trade secrets, of a Party, the disclosure of which would be likely to cause harm to the commercial or financial interests of a non-disclosing Party; and
(viii) being information supplied by a Party in confidence, the disclosure of which could reasonably be expected either to put the Party at a disadvantage in contractual or other negotiations or to prejudice the Party in commercial competition; or
(ix) information the disclosure of which would be likely to prejudice or impair the safety and security of a building, structure or system, including, but not limited to, a computer or communication system; a means of transport; or any other property; or a person; methods, systems, plans or procedures for the protection of an individual in accordance with a witness protection scheme; the safety of the public or any part of the public; or the security of property; information the disclosure of which could reasonably be expected to cause prejudice to the defence of the Republic; security of the Republic; or international relations of the Republic; or plans, designs, drawings, functional and technical requirements and specifications of a Party, but must not include information which has been made automatically available, in terms of the Promotion of Access to Information Act, 2000; and information which a Party has a statutory or common law duty to disclose or in respect of which there is no reasonable expectation of privacy or confidentiality;
(c) Notwithstanding the provisions of this Contract, no Party is entitled to disclose Confidential Information, except where required to do so in terms of a law, without the prior written consent of any other Party having an interest in the disclosure;
(d) Where a Party discloses Confidential Information which materially damages or could materially damage another Party, the disclosing Party must submit all facts related to the disclosure in writing to the other Party, who must submit information related to such actual or potential material damage to be resolved as a dispute; and
(e) Parties may not, except to the extent that a Party is legally required to make a public statement, make any public statement or issue a press release which could affect another Party, without first submitting a written copy of the proposed public statement or press release to the other Party and obtaining the other Party's prior written approval for such public statement or press release, which consent must not unreasonably be withheld.
1. [bookmark: _Toc448483285]GUARANTEE AND WARRANTIES
The Successful Bidder warrants that:
(a) [bookmark: _Toc448483286][bookmark: _Toc402958037][bookmark: _Toc448483311][bookmark: _Toc448872276]The warranty of goods supplied under this contract remains valid for twelve (12) months after the goods, or any portion thereof as the case may be, have been delivered to and accepted at the final destination indicated in the contract, or for eighteen (18) months after the date of shipment from the port or place of loading in the source country, whichever period concludes earlier;
(b) as at Commencement Date, it has the rights, title and interest in and to the Product or Services to deliver such Product or Services in terms of the Contract and that such rights are free from any encumbrances whatsoever; 
(c) [bookmark: _Toc448483287]the Product is in good working order, free from Defects in material and workmanship, and substantially conforms to the Specifications, for the duration of the Warranty period;
(d) [bookmark: _Toc448483288]during the Warranty period any defective item or part component of the Product be repaired or replaced within 3 (three) days after receiving a written notice from SITA;
(e) [bookmark: _Toc448483292][bookmark: _Toc448483289]the Products is maintained during its Warranty Period at no expense to SITA; 
(f) the Product possesses all material functions and features required for SITA’s Operational Requirements;
(g) [bookmark: _Toc448483290]the Product remains connected or Service is continued during the term of the Contract;
(h) [bookmark: _Toc448483294]all third-party warranties that the Supplier receives in connection with the Products including the corresponding software and the benefits of all such warranties are ceded to SITA without reducing or limiting the Supplier’s obligations under the Contract;
(i) [bookmark: _Toc448483296]no actions, suits, or proceedings, pending or threatened against it or any of its third-party suppliers or sub-contractors that have a material adverse effect on the Supplier’s ability to fulfil its obligations under the Contract exist;  
(j) [bookmark: _Toc448483297]SITA is notified immediately if it becomes aware of any action, suit, or proceeding, pending or threatened to have a material adverse effect on the Supplier’s ability to fulfil the obligations under the Contract;
(k) [bookmark: _Toc448483298]any Product sold to SITA after the Commencement Date of the Contract remains free from any lien, pledge, encumbrance or security interest;
(l) [bookmark: _Toc448483299]SITA’s use of the Product and Manuals supplied in connection with the Contract does not infringe any Intellectual Property Rights of any third party; 
(m) [bookmark: _Toc448483300]the information disclosed to SITA does not contain any trade secrets of any third party, unless disclosure is permitted by such third party;
(n) [bookmark: _Toc448483302]it is financially capable of fulfilling all requirements of the Contract and that the Supplier is a validly organized entity that has the authority to enter into the Contract; 
(o) [bookmark: _Toc448483303]it is not prohibited by any loan, contract, financing arrangement, trade covenant, or similar restriction from entering into the Contract;
(p) [bookmark: _Toc448483305]the prices, charges and fees to SITA as contained in the Contract are at least as favourable as those offered by the Supplier to any of its other customers that are of the same or similar standing and situation as SITA; and
(q) [bookmark: _Toc448483306]any misrepresentation by the Supplier amounts to a breach of Contract. 
1. INTELLECTUAL PROPERTY RIGHTS 
(a) [bookmark: _Toc448483312][bookmark: _Ref348437513][bookmark: _Toc435315902]Intellectual property and copyright. SITA retains all intellectual property rights as well as copy rights of all products or artefacts, produced for this contract, by the successful service provider. SITA further retains the right, to at any time, request a copy of the products during the project execution. The successful service provider must ensure that all products/artefacts are secure and handed over to SITA in a maintainable format, which will be agreed upon during contracting.
(b) SITA retains all Intellectual Property Rights in and to SITA's Intellectual Property. As of the Effective Date, the Supplier is granted a non-exclusive license, for the continued duration of this Contract, to perform any lawful act including the right to use, copy, maintain, modify, enhance and create derivative works of SITA's Intellectual Property for the sole purpose of providing the Products or Services to SITA pursuant to this Contract; provided that the Supplier must not be permitted to use SITA's Intellectual Property for the benefit of any entities other than SITA without the written consent of SITA, which consent may be withheld in SITA's sole and absolute discretion. Except as otherwise requested or approved by SITA, which approval is in SITA's sole and absolute discretion, the Supplier must cease all use of SITA's Intellectual Property, at of the earliest of: 
(i) [bookmark: _Toc448483313]termination or expiration date of this Contract; 
(ii) [bookmark: _Toc448483314]the date of completion of the Services; and 
(iii) [bookmark: _Toc448483315]the date of rendering of the last of the Deliverables. 
(c) [bookmark: _Toc448483316]If so required by SITA, the Supplier must certify in writing to SITA that it has either returned all SITA Intellectual Property to SITA or destroyed or deleted all other SITA Intellectual Property in its possession or under its control.
(d) [bookmark: _Toc448483317]SITA, at all times, owns all Intellectual Property Rights in and to all Bespoke Intellectual Property. 
(e) [bookmark: _Toc448483320]Save for the license granted in terms of this Contract, the Successful Bidder retains all Intellectual Property Rights in and to the Successful Bidder’s pre-existing Intellectual Property that is used or supplied in connection with the Products or Services.
(f) Provide SITA with the compliant safety file.
1. GENERAL
(a) The supplier will be bound by Government Procurement: General Conditions of Contract.
(b) (GCC) as well as this Special Conditions of Contract (SCC), which will form part of the signed contract with the Supplier. However, SITA reserves the right to include or waive the condition in the signed contract.
(c) SITA reserves the right to:
(i) Negotiate the conditions, or
(ii) Automatically disqualify a bidder for not accepting these conditions.
(iii) Right to Audit: SITA reserves the right, before entering into a contract, to conduct or commission an external service provider to conduct probity to ascertain whether a qualifying bidder has the technical capability to provide the goods and services as required by this tender.
(d) “The parties in this Agreement agree that the offer price of all the equipment shall be at the wholesale price or below wholesale price as agreed with the OEM. Should, at any time during the existence of the agreement that the offered price which is higher than the wholesale price or as agreed with the OEM, SITA client shall be entitled to such wholesale price with the exclusion of the mark-up which the reseller may have charged”.
NOTE: These conditions will form part of the contract obligations and suppliers are expected to comply in order for SITA to conclude an agreement with the potential suppliers. Failure to comply during finalisation of a contract may result to disqualification.
1. [bookmark: _Toc268861714][bookmark: _Toc268873770][bookmark: _Toc340574975]FRONTING
31. [bookmark: _Toc268781587][bookmark: _Toc268861715]The SITA supports the spirit of Broad Based Black Economic Empowerment and recognizes that real empowerment can only be achieved through individuals and businesses conducting themselves in accordance with the Constitution and in an honest, fair, equitable, transparent and legally compliant manner. Against this background the SITA any form of fronting.
31. [bookmark: _Toc268781588][bookmark: _Toc268861716]The SITA, in ensuring that bidders conduct themselves in an honest manner will, as part of the bid evaluation processes, conduct or initiate the necessary enquiries/investigations to determine the accuracy of the representation made in bid documents. Should any of the fronting indicators as contained in the Guidelines on Complex Structures and Transactions and Fronting, issued by the Department of Trade and Industry, be established during such enquiry/investigation, the onus will be on the bidder / contractor to prove that fronting does not exist. Failure to do so within a period of 14 days from date of notification may invalidate the bid / contract and may also result in the restriction of the bidder/contractor to conduct business with the public sector for a period not exceeding ten (10) years, in addition to any other remedies SITA may have against the bidder/contractor concerned.
1. BUSINESS CONTINUITY AND DISASTER RECOVERY PLANS
The bidder confirms that they have written business continuity and disaster recovery plans that define the roles, responsibilities and procedures necessary to ensure that the required services under this bid specification is in place and will be maintained continuously in the event of a disruption to the bidder’s operations, regardless of the cause of the disruption.
(17)	SUPPLIER DUE DILIGENCE
SITA reserves the right to conduct supplier due diligence prior to final award or at any time during the Contract period and this may include pre-announced/ non-announced site visits. During the due diligence process the information submitted by the bidder will be verified and any misrepresentation thereof may disqualify the bid or Contract in whole or parts thereof.
[bookmark: _Toc94423479]DECLARATION OF COMPLIANCE
	
	ACCEPT ALL
	DO NOT ACCEPT ALL

	1. The bidder declares to ACCEPT ALL the Special Condition of Contract as specified in section 8.2 above by indicating with an “X” in the “ACCEPT ALL” column, OR
1. The bidder declares to NOT ACCEPT ALL the Special Conditions of Contract as specified in section 8.2 above by - 
34. Indicating with an “X” in the “DO NOT ACCEPT ALL” column, and;
34. Provide reason and proposal for each of the conditions that is not accepted. 
	
	

	Comments by bidder:
Provide reason and proposal for each of the conditions not accepted as per the format:
Condition Reference:
Reason:
Proposal:




[bookmark: _Toc435315925][bookmark: _Toc94423480]COSTING AND PRICING
[bookmark: _Ref455599421][bookmark: _Toc94423481][bookmark: _Toc435315926]COSTING AND PRICING
[bookmark: _Toc94423482]COSTING AND PRICING EVALUATION
(1) In terms of Preferential Procurement Policy Framework Act (PPPFA), the following preference point system is applicable to all Bids:
(a) the 80/20 system (80 Price, 20 B-BBEE) for requirements with a Rand value of up to R50 000 000 (all applicable taxes included); or 
(b) the 90/10 system (90 Price and 10 B-BBEE) for requirements with a Rand value above R50 000 000 (all applicable taxes included).
(2) This bid will be evaluated using the preferential point system of 80/20 or 90/10, subject to the following conditions –
(a) If the lowest acceptable bid price is up to and including R50 000 000 (all applicable taxes included) then the 80/20 preferential point system will apply to all acceptable bids; or 
(b) If the lowest acceptable bid price is above R50 000 000 (all applicable taxes included) then the 90/10 preferential point system will apply to all acceptable bids;
(3) The bidder must complete the declaration of acceptance as per section 9.4 below by marking with an “X” either “ACCEPT ALL”, or “DO NOT ACCEPT ALL”, failing which the declaration will be regarded as “DO NOT ACCEPT ALL” and the bid will be disqualified. 
(4) Bidder will be bound by the following general costing and pricing conditions and SITA reserves the right to negotiate the conditions or automatically disqualify the bidder for not accepting these conditions. These conditions will form part of the Contract between SITA and the bidder. However, SITA reserves the right to include or waive the condition in the Contract.
[bookmark: _Toc435315929][bookmark: _Ref455341462][bookmark: _Toc94423483]COSTING AND PRICING CONDITIONS
1. SOUTH AFRICAN PRICING. The total price must be VAT inclusive and be quoted in South African Rand (ZAR) as per the pricing schedule.
2. TOTAL PRICE
(a) All quoted prices are the total price for the entire scope of required services and deliverables to be provided by the bidder.
(b) The cost of delivery, labour, S&T, overtime, etc. must be included in this bid.
(c) All additional costs must be clearly specified.
(5) [bookmark: _Toc435315931]BID EXCHANGE RATE CONDITIONS
The bidders must use the exchange rate provided below to enable SITA to compare the prices provided by using the same exchange rate:
	Foreign currency
	South African Rand (ZAR) exchange rate 

	1 US Dollar
	R15,83

	1 Euro
	R17,96

	1 Pound
	R21,11


(6) [bookmark: _Toc72441262][bookmark: _Toc80563735][bookmark: _Ref455341955][bookmark: _Toc57764329]RATE OF EXCHANGE PRICING INFORMATION
Provide the TOTAL BID PRICE for the duration of Contract and clearly indicate the Local Price and Foreign Price, where –

a) Local Price means the portion of the TOTAL price that is NOT dependent on the Foreign Rate of Exchange (ROE) and;
b) Foreign Price means the portion of the TOTAL price that is dependent on the Foreign Rate of Exchange (ROE).
c) Exchange Rate means the ROE (ZA Rand vs foreign currency) as determined at time of bid.
[bookmark: _Toc94423484]BID PRICING SCHEDULE
Bidders must complete the bid pricing schedule in the Excel spreadsheet format provided and attach this as part of their submission.

[bookmark: _Toc435315930][bookmark: _Ref455338328][bookmark: _Ref455597629]SITA reserves the right to negotiate pricing with the successful bidder prior to the award as well as envisaged quantities.
[bookmark: _Toc94423485]DECLARATION OF ACCEPTANCE
	
	ACCEPT ALL
	DO NOT ACCEPT ALL

	1. The bidder declares to ACCEPT ALL the Costing and Pricing conditions as specified in section 9.2 above by indicating with an “X” in the “ACCEPT ALL” column, or
1. The bidder declares to NOT ACCEPT ALL the Costing and Pricing Conditions as specified in section 9.2 above by - 
36. Indicating with an “X” in the “DO NOT ACCEPT ALL” column, and;
36. Provide reason and proposal for each of the condition not accepted. 
	
	

	Comments by bidder:
Provide the condition reference, the reasons for not accepting the condition.
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[bookmark: _Toc94423486][bookmark: _Toc435315942]Terms and definitions
1. [bookmark: _Toc94423487]ABBREVIATIONS and DEFINITIONS
[bookmark: _Toc94423488]ABBREVIATIONS
[bookmark: _Toc435315946]API		Application Programming Interface
APP		Annual Performance Plan
BRS		Business Requirement Specification
CSD		Central Supplier Database
EPMO	Enterprise Project Management Office
G2B		Government to Business
G2C		Government to Citizen
G2G		Government to Government
GCC		General Conditions of Contract
HTTP		Hypertext Transfer Protocol 
ICT		Information and Communication Technology
MISS		Minimum Information System Security
MTTR	Mean Time to Resolve
MTTr		Mean Time to respond
OEM		Original Equipment Manufacture
OSM		Original Software Manufacturer
PRUS		Project Resource Utilisation System
PPPFA	Preferential Procurement Policy Framework Act
RFB 		Request for Bid
RFP		Request for Proposal
RFQ		Request for Quotation 
REST		Representation State Transfer
ROE		Rate of Exchange
SaaS		Software as a Service
SCC		Special Conditions of Contract
SITA		State Information Technology Agency
SLA		Service Level Agreement
SOA		Service-Oriented Architecture
SOW		Scope of Work
AUT		User Acceptance Testing
UI		User Interface



[bookmark: _Toc94423489]DEFINITIONS
	Agile 
	Agile is a development approach that delivers software in increments by following the principles of the Manifesto for Agile Software Development.

	Agile Project Management
	An iterative approach to delivering a software development project throughout its life cycle. It is composed of several iterations or incremental steps towards the completion of a project to promote velocity and adaptability. One of the benefits is to release value throughout the process rather than only at the end.

	Application Programming Interface (API)
	An API defines how a service is accessed programmatically. It is a software-to-software interface that defines the contract for applications to talk to each other over a network without user intervention.

	API technical contract 
	A shared understanding of the capabilities of a digital interface, that allows for applications to be programmed on it. The technical contract contains the documentation for requests responses, defines the protocol, the input and output formats, the underlying data types, the functionality and the set of definitions and protocols for building and integrating application software. 

	Continuous Delivery 
	The ability to get changes of all types, including new features, configuration changes, bug fixes and experiments, into production, safely and quickly in a sustainable way.

	Contracting date
	The date upon which contracting arrangements for the delivery according to this RFB have been secured 

	DevOps 
	DevOps is a new approach to automation and platform design that promises fast-paced, iterative IT service delivery that will reduce latency in providing new applications. It promotes collaboration between operations and development teams through a linked toolchain of technologies to facilitate change. DevOps applies the agile principles of discipline, collaboration, and early feedback to tasks such as deployment, environment configuration, monitoring, and maintenance and thereby increases end-to-end project velocity and improves operational quality. This includes the required governance structure and project management discipline and tools to enable an effective DevOps delivery approach.

	Exempt Micro Enterprise (EME)
	A business entity that is exempt from producing a BEE scorecard, with an annual turnover that is less than ZAR10m.

	Extensibility 
	The quality of being designed to allow the addition of new capabilities or functionality that enhances the system without impairing existing system functions.

	Infrastructure as a Service (IaaS) 
	A standardised, highly automated offering in which computing resources owned by a Service Provider, complemented by storage and networking capabilities, are offered to customers on demand with resources that are scalable and elastic in near real time and metered by use. 

	Interface
	A facility that allows for data exchange (updating or retrieving data) between two systems that otherwise act independently of each other.

	Minimum Interoperability Standards (MIOS)
	Minimum Interoperability Standards as provided on http://rfq.sita.co.za. 

	Large Enterprise
	A business entity with an annual turnover in excess of ZAR50 million in the BEE Codes.

	[bookmark: _Hlk54957335]Mean Time to Resolve  
	Average time for a selection of calls, measuring the time taken to change the status of the call to “Resolved”, excluding “Pending”.

	Mean Time to respond Platform as a Service (PaaS) 
	IaaS with a software stack: operating system, database, web server, etc providing software development tools for application development to users over a network. The API Gateway platform is embedded in the software stack for custom application development. 

	Product functional Support (second line)
	Functional support and problem-solving pertaining to the implemented solution, provided either remotely or on site, by the Service Provider to SITA staff, to resolve any functional problems that could not be resolved by SITA during first line support. In certain cases, this may lead into the software maintenance process to provide patches, upgrades or bug fixes for the software solution. This category of support includes any interaction that may be required with the OSM relating to Product Functional Support.

	Qualifying Small Enterprise (QSE)
	A business entity with an annual turnover between ZAR10m and ZAR50m and is measured using the QSE Scorecard.

	Scalability
	The characteristic of a system that describes its capability to cope and perform well under an increased or expanding workload or scope. E.g. the system can accommodate expansion without hampering the existing workflow; it has been designed to ensure an increase in the output or efficiency of the process.

	Software as a Service (SaaS) 
	Enables users to access application functionality as a service without concern for the underlying infrastructure details. It uses the cloud computing attributes of services-based; shared; scalable and elastic; and metered by use. 

	Software maintenance
	Providing all patches, upgrades, bug fixes and problem solving relating to the software, in order to keep a system operational and responsive after it has been placed into production. This category of support includes any interaction that may be required with the OSM relating to software maintenance.

	POPIA
	National POPI Act 



[bookmark: _Toc51687858][bookmark: _Toc55568543][bookmark: _Toc57764342][bookmark: _Toc94423490]BIDDER SUBSTANTIATING EVIDENCE
[bookmark: _Toc51626306][bookmark: _Toc51687859][bookmark: _Toc55568544][bookmark: _Toc57764343][bookmark: _Toc94423491][bookmark: _Toc51626308]11.	MANDATORY REQUIREMENT EVIDENCE
11.1 [bookmark: _Toc94423492]BIDDER EXPERIENCE AND CAPABILITY REQUIREMENTS
Complete table below, as per Section 6.2, relating to Technical Mandatory Requirements:
The Bidder must provide reference details from at least one (1) customer, or customers to whom a project oe projects in providing an Application Programming Interface (API) solution, which covers the following aspects:
0. The bidder has implemented the below:
a. Service-oriented architecture.
b. Design, develop and deploy APIs, web services and microservices.
c. Design, develop and deploy distributed computing solutions.
d. Manging APIs.
0. Project end-date must be current or not older than five (5) years from date this bid is advertised,
0. Scope of work must be related.
Note (1): The reference details may be from one (1) or multiple customers as well as the same project as well as more than one (1) project as long as the aspects listed in items a, b, c, and d listed above has been addressed.
Note (2): SITA reserves the right to verify the information provided.

Table 1: References
	No
	Company name
	Reference Person Name, Tel and/or email
	Project Scope of work 
	Project Start and End-date

	1
	<Company name>
	<Person Name>
<Tel>
<email>
	<Provide reference details from a customer, to whom a project in providing an Application Programming Interface (API) solution, which covers Service-oriented architecture was provided>
	Start Date:
End Date:

	2
	<Company name>
	<Person Name>
<Tel>
<email>
	<Provide reference details from a customer, to whom a project in providing an Application Programming Interface (API) solution, which covers Design, develop and deploy APIs, web services or microservices was provided>
	Start Date:
End Date:

	3
	<Company name>
	<Person Name>
<Tel>
<email>
	<Provide reference details from a customer, to whom a project in providing an Application Programming Interface (API) solution, which covers Design, develop and deploy distributed computing solutions was provided>
	Start Date:
End Date:

	4
	<Company name>
	<Person Name>
<Tel>
<email>
	<Provide reference details from a customer, to whom a project in providing an API solution, which covers Manging APIs was executed>
	Start Date:
End Date:




11.2 [bookmark: _Toc61897861][bookmark: _Toc89712343][bookmark: _Toc94423493]PRODUCT / SERVICE FUNCTIONAL REQUIREMENT
The Bidder must provide the evidence for the technical Functional requirements as per section 7.0 of the Bid Specification and attach it here.
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