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[bookmark: _Toc87210210]INTRODUCTION
[bookmark: _Toc87210211][bookmark: _Toc435315878]PURPOSE AND BACKGROUND
[bookmark: _Toc87210212]PURPOSE
[bookmark: _Toc435315879]The purpose of this RFB is to invite Suppliers (hereinafter referred to as “bidders”) to submit bids for the conduct of individual and corporate background checks and information verification and third-party enquiries as required by the Governance and Risk, Compliance and Integrity (GRCI) division of SITA, for a period of 4 years.  
[bookmark: _Toc87210213]BACKGROUND
As the ICT service provider to Government, SITA aims to only employ individuals with the highest level of integrity who are duly qualified to perform the duties they are appointed for. Background checks and verifications are independently conducted prior to employment in order to ensure that the minimum qualification and security requirements are met before an offer of employment is made.   

The company also have to ensure that it complies with the Employee and Supplier Vetting legislative framework governing information and personnel security in South Africa, and by doing so have to ensure that all its employees and contractors are security competent for the positions they continue to occupy or work to be undertaken on behalf of the organisation. Certain background checks and verifications are therefore conducted continuously during employment in order to ensure that all security requirements are met.    
 
SITA invites bidders to submit proposals to assist the organisation with the conduct of background checks and information verification and third-party enquiries, as outlined in detail in this bid specification.  
[bookmark: _Toc87210214]SCOPE OF BID
[bookmark: _Toc87210215]SCOPE OF WORK
The service provider must be able to provide the SITA users with an all-encompassing online platform whereby details of individuals can be uploaded to the system through an internet connection. The results of checks conducted must be available online as well and in .pdf format once the screening has been completed. Results should be emailed to the user once available and history of all checks conducted as well as the reports should be available online through a search function.  

In order to ensure that the company meets the expectations of its internal stakeholders such as Recruitment and Selection and Lines of Business, the turnaround time of all checks and verifications conducted will be contracted with the service provider and should generally not exceed 3 (three) to 4 (four) working days. Where possible, the results of checks should be provided instantaneously. 

The service provider should provide the functionality for SITA users to conduct the following checks and verifications through its online system, as a minimum requirement: 

[bookmark: _Toc506362986][bookmark: _Toc87210216]Criminal Record Checks (AFISwitch fingerprint check)
Fingerprint screening with the Sagem MorphoSmart MSO300 scanner. Provide AFISwitch accredited training and registration for users in order for SITA employees to take electronic fingerprints and conduct criminal record checks. The bidder must have a presence or footprint in all the main centres around the country in order for electronic fingerprints to be taken at satellite offices or through a network of agents. Details of footprint should be provided when the response is submitted. All fingerprints of SITA employees on the database of the current supplier must be transferred and hosted by the new service provider through AFISwitch. Bidders should provide detail of the process that will be followed to achieve this requirement. 

The bidder must be able to supply additional Sagem MorphoSmart MSO300 scanners – as and when needed - and also facilitate any repairs or maintenance of current scanners. All current Sagem MorphoSmart MSO300 scanners used by SITA must be registered for checks to be conducted through the new online platform of the bidder - serial numbers will be provided.  

The bidder must be able to conduct high volumes of criminal record checks at a time, as a special project, whereby up to 3 500 checks can be conducted and a detailed report provided containing the results of each check. The bidder will manage the upload of up to 3 500 records and compile a report on the results. SITA will only pay for the number of checks conducted. 
[bookmark: _Toc506362987][bookmark: _Toc87210217]Credit Record Checks
Credit reports obtained from recognised and reputable credit bureaus such as Experian, XDS, CompuScan and TransUnion ITC, as a minimum. Combined reports should also be available, containing information listed on all credit bureaus in one document.   

The bidder must be able to conduct credit record checks on up to 3 500 individuals at a time, as a special project, and provide a detailed report of the results. The bidder will manage the upload of up to 3 500 records and compile a report of the results. SITA will only pay for the number of checks conducted.  Detailed credit and consumer information is required, as maintained by a registered credit bureau, and not only information on defaults, bad debt written off and legal action taken. 
[bookmark: _Toc506362988][bookmark: _Toc87210218] Qualification verification
The bidder must be able to conduct independent verification of matric/Grade 12 – pre and post 1992 - as well as any other tertiary qualification, either locally or internationally. Verifications of short courses, certifications and accreditation should also be conducted. 
[bookmark: _Toc506362989][bookmark: _Toc87210219]Identity verification
The validity of the identity number should be confirmed as well as confirmation that the names and ID number corresponds with the records on the database of the Department of Home Affairs. 
[bookmark: _Toc506362990][bookmark: _Toc87210220]Director scans
The appointment of a person as a director of a public or private company must be confirmed through the use of the name and identity number. The data provided should contain the latest available information as contained on the records of CIPC, including the name and registration number of the entity, the appointment of the individual, date of appointment and status of the entity. The details of each registered entity, as contained on the records of the CIPC should also be available. 

The bidder must be able to conduct director scans on up to 3 500 individuals at a time, as a special project, and provide a detailed report on the results. The bidder will manage the upload of up to 3 500 records and compile a report of the results. SITA will only pay for the number of checks conducted.    
[bookmark: _Toc506362991][bookmark: _Toc87210221]Title Deed searches
Property ownership and title deed searches must be verified by using the name, identity number or physical address of a person. The data provided should contain the latest available information as contained on the records of the Deeds Office. The bidder must also be able to provide information on the property i.e. property description, date of purchase, purchase price, extent, name of registered owner, bond details and physical address. 

The bidder must be able to conduct title deed searches on up to 3 500 individuals at a time, as a special project, and provide a detailed report of the results from all Deeds Offices. The bidder will manage the upload of up to 3 500 records and compile a report of the results. SITA will only pay for the number of checks conducted.      
[bookmark: _Toc506362992][bookmark: _Toc87210222]Driver’s license verification
The validity and type of a driver’s license must be confirmed. 
[bookmark: _Toc506362993][bookmark: _Toc87210223]Fraud Listing check
The identity number and name of a person should be tested against the South African Fraud Prevention database and results must be reported by the bidder.  
[bookmark: _Toc506362994][bookmark: _Toc87210224]Permanent Residency verification 
The bidder must be able to verify the South African residency status of an individual. 
[bookmark: _Toc506362995][bookmark: _Toc87210225]SAQA certificate verification
The bidder must be able to verify the authenticity of a certificate issued by SAQA that confirms the NQF level of international qualifications. 
[bookmark: _Toc506362996][bookmark: _Toc87210226]Registration at the Private Security Industry Regulatory Authority (PSIRA) 
The bidder must be able to verify an individual’s registration status at PSIRA.

[bookmark: _Toc506362997][bookmark: _Toc87210227]Firearm license and competency certificate verification
The bidder must be able to verify an individual’s firearm license and competency certificate as issued and regulated by the South African Police Service.  

[bookmark: _Toc87210228]ACFE Report 
Report approved by the Association of Certified Fraud Examiners (ACFE) for use by Certified Fraud Examiners (CFE’s) for the purpose of fraud prevention, detection and/or response; 

[bookmark: _Toc87210229]Vehicle ownership
Cars registered to an individual i.e. person search as well as registered owner of a vehicle i.e. vehicle search. 

[bookmark: _Toc87210230]Social media report 
The social media presence of an individua, including potential risk factors identified through the use of social media; 

[bookmark: _Toc87210231]Company information 
Registration details, including details of directors/member/trustees for companies, closed, corporation and trusts. Credit information, linked addresses and contact details are also required.   
[bookmark: _Toc87210232]Any other available check, verification or report
Any check, verification or report not covered by the above and relevant to the duties and responsibilities of Integrity Management as well as checks, verifications or reports that are developed or become available after contracting.  

[bookmark: _Toc87210233]Online system for the processing of all checks
The bidder should provide for an online system through where all services can be accessed. An internet portal or webpage should be used and connectivity to the internet should be the only major user requirement. 

The results of the checks conducted should be available to different users i.e. accessible by multiple users. 

The system should contain all the data of all checks and verifications conducted by SITA through a history function. The functionality of re-releasing a criminal record check is a minimum requirement;

[bookmark: _Toc87210234]DELIVERY ADDRESS
	[bookmark: _Toc435315881]
	
	

	1. 
	Online platform must be accessible 24 hours a day, 7 days a week 

	2. 
	SITA Centurion
Cnr John Vorster and Apple Leaf Close, Centurion 
	


[bookmark: _Toc9938005][bookmark: _Toc87210235]PRODUCT REQUIREMENT
Online platform is required with access through the internet for all registered users who will require access to the system 24 hours a day, 7 days a week. The online platform must allow users to select the checks and verifications that they wish to perform and should indicate the cost of each check. Full reporting functionality must be available and all historical checks conducted by all users should be available for the duration of the contract. The specific checks required and the expected turnaround time per check is outlined in Annex A.3: Special Conditions of Contract.  The technology recommended should be able to track and enable transfer of historical data to the new platforms.

The bidder must also have the capability to import large data sets and generate a report on the results of the checks and /or verification conducted. 
[bookmark: _Toc87210236]SERVICE DELIVERY SCHEDULE AND PERFORMANCE METRICS

	[bookmark: _Toc435315887]No.
	Service Name
	Expected turnaround times 

	1. 
	Criminal Record Checks 
	24 to 48 hours 

	2. 
	Availability of AFISwitch agents		
	Guaranteed available slot within 5 working days

	3. 
	Credit Record Checks 
	Real time to 2 hours 

	4. 
	Identity verification 
	Real time to 2 hours 

	5. 
	Qualification verification: Matric – post 1992
	24 hours to 72 hours 

	6. 
	Qualification verification: Matric – pre 1992
	No pre-agreed service level 

	7. 
	Qualification verification: Tertiary (local)
	24 hours to a maximum of 5 working days 

	8. 
	Qualification verification: Tertiary (international) 
	No pre-agreed service level 

	9. 
	Qualification verification: Diplomas, short courses and other certificates 
	Maximum of 7 working days 

	10. 
	Driver’s License verification 
	24 hours to 72 hours

	11. 
	Fraud listing 
	Real time to 2 hours

	12. 
	Permanent residence verification
	No pre-agreed service level 

	13. 
	SAQA verification 
	24 hours to 72 hours 

	14. 
	SAPS Firearm and Competency 
	Maximum of 14 working days 

	15. 
	PSIRA registration 
	Maximum of 2 working days 

	16. 
	Director scan 
	Real time to 2 hours

	17. 
	Company searches 
	Real time to 2 hours

	18. 
	Deed search (Single Office)
	Real time to 2 hours

	19. 
	Deed search (Multiple Office) 
	Real time to 2 hours

	20. 
	Property search 
	Real time to 2 hours


[bookmark: _Toc87210237]BID EVALUATION STAGES
1. The bid evaluation process consists of several stages that are applicable according to the nature of the bid as defined in the table below.
1. The bidder must qualify for each stage to be eligible to proceed to the next stage of the evaluation.

	Stage
	Description
	Applicable for this bid YES/NO

	Stage 1	
	Administrative pre-qualification verification
	YES

	Stage 2A
	Technical Mandatory requirement evaluation
	YES

	Stage 2B
	Technical requirement evaluation
	YES

	Stage 2C
	Proof of Concept Demonstration 
	YES

	Stage 3
	Special Conditions of Contract verification
	YES

	Stage 4	
	Price / B-BBEE evaluation
	YES



[bookmark: _Toc435315888][bookmark: _Toc87210238]ADMINISTRATIVE PRE-QUALIFICATION
[bookmark: _Toc87210239][bookmark: _Toc435315889]ADMINISTRATIVE PRE-QUALIFICATION REQUIREMENTS
[bookmark: _Toc87210240]ADMINISTRATIVE PRE-QUALIFICATION VERIFICATION
1. The bidder must comply with ALL of the bid pre-qualification requirements in order for the bid to be accepted for evaluation.
If the Bidder failed to comply with any of the administrative pre-qualification requirements, or if SITA is unable to verify whether the pre-qualification requirements are met, then SITA reserves the right to-
(a) Reject the bid and not evaluate it, or
(b) Accept the bid for evaluation, on condition that the Bidder must submit within 7 (seven) days any supplementary information to achieve full compliance, provided that the supplementary information is administrative and not substantive in nature.
[bookmark: _Toc435315890][bookmark: _Toc87210241]ADMINISTRATIVE PRE-QUALIFICATION REQUIREMENTS
1. Submission of bid response: The bidder has submitted a bid response documentation pack –  
(a) that was completed and uploaded on the GCommerce system within the stipulated date and time as specified in the “Invitation to Bid” cover page. 
1. Attendance of briefing session: A Non-Compulsory virtual Briefing session will be held. The bidder has to sign the briefing session attendance register using the same information (bidder company name, bidder representative person name and contact details) as submitted in the bidder’s response document. The attendance of the briefing session is not compulsory.
(5) Registered Supplier. The bidder is, in terms of National Treasury Instruction Note 3 of 2016/17, registered as a Supplier on National Treasury Central Supplier Database (CSD).

[bookmark: _Toc435315892]
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[bookmark: _Toc87210242]TECHNICAL MANDATORY
[bookmark: _Toc87210243]INSTRUCTION AND EVALUATION CRITERIA
1. The bidder must comply with ALL the requirements as per section 6.2 below by providing substantiating evidence in the form of documentation or information, failing which it will be regarded as “NOT COMPLY”.
1. The bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. During evaluation, SITA reserves the right to treat substantiation evidence that cannot be located in the bid response as “NOT COMPLY”.
1. The bidder must complete the declaration of compliance as per section 6.3 below by marking with an “X” either “COMPLY”, or “NOT COMPLY” with ALL of the technical mandatory requirements, failing which it will be regarded as “NOT COMPLY”.
1. The bidder must comply with ALL the TECHNICAL MANDATORY REQUIREMENTS in order for the bid to proceed to the next stage of the evaluation.
1. No URL references or links will be accepted as evidence.

[bookmark: _Toc435315893][bookmark: _Ref455335758][bookmark: _Toc87210244][bookmark: _Toc435315895]TECHNICAL MANDATORY REQUIREMENTS
	TECHNICAL MANDATORY REQUIREMENTS
	Substantiating evidence of compliance
(used to evaluate bid)
	Evidence reference
(to be completed by bidder)

	1. BIDDER CERTIFICATION / AFFILIATION REQUIREMENTS
The bidder must be affiliated/accredited/contracted with all relevant data owners to conduct checks and to provide the results of information contained in the databases of third parties for all checks required in this bid. 

	The bidder must provide confirmation in the form of either letters, agreements, certificates or licenses (whichever is applicable) – which confirms that the bidder is affiliated/accredited/contracted with all of the following data owners (or their data resellers/third parties) to conduct checks and to provide the results of information contained on the databases of these institutions for all checks required in this bid:     
i. AFIS witch;
ii. Department of Education;
iii. Umalusi;
iv. South African Fraud Prevention System; 
v. Companies and Intellectual Property Commission; 
vi. Deeds Office;
vii. XDS; 
viii. Experian; 
ix. TransUnion;
x. CompuScan. 

NB:  SITA reserves the right to verify the information provided.
	<provide unique reference to locate substantiating evidence in the bid response – see Annex B 12.1>

	1. [bookmark: _Toc435315896]BIDDER EXPERIENCE AND CAPABILITY REQUIREMENTS
The bidder must have provided the background checks and verification services to at least to two (2) customers in the last five years.
	Provide to Annex B two (2) reference details from at least two (2) customers in the last five (5) years to whom a project for background checks and verifications have been conducted.

NB: SITA reserves the right to verify the information provided.

	<bidder must provide unique reference to locate substantiating evidence in the bid response see Annex B 12.2>



[bookmark: _Toc435315904][bookmark: _Ref455335890][bookmark: _Toc87210245]DECLARATION OF COMPLIANCE
	
	Comply
	Not Comply

	The bidder declares by indicating with an “X” in either the “COMPLY” or “NOT COMPLY” column that –

11. The bid complies with each and every TECHNICAL MANDATORY REQUIREMENT as specified in SECTION 6.2 above; AND
11. Each and every requirement specification is substantiated by evidence as proof of compliance.
	
	


[bookmark: _Toc435315906]


[bookmark: _Toc84881598][bookmark: _Toc85580579][bookmark: _Toc87210246][bookmark: _Toc435315916]TECHNICAL FUNCTIONALITY EVALUATION
[bookmark: _Toc457915428][bookmark: _Toc84881599][bookmark: _Toc85580580][bookmark: _Toc87210247]INSTRUCTION AND EVALUATION CRITERIA
(1) The bidder must complete in full all of the TECHNICAL FUNCTIONALITY requirements.
(12) The bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. During evaluation, SITA reserves the right to treat substantiation evidence that cannot be located in the bid response as “NOT COMPLY”.
(13) Evaluation per requirement. The evaluation (scoring) of bidders’ responses to the requirements will be determined by the completeness, relevance and accuracy of substantiating evidence. 
(14) Each TECHNICAL FUNCTIONAL requirement will be evaluated using a rating scale as per the table below:
	Evaluation criteria 
	Score

	Irrelevant (Does not meet minimum requirement)
	0

	Good (Meets minimum requirements)
	3

	Excellent (Exceeds minimum requirements)
	5


(15) Weighting of requirements: The full scope of requirements will be determined by the following weights:
	No.
	Technical Functionality requirements
	Maximum number of points
	Weighting
Maximum for section

	1.
	Online service
	5
	10%

	2.
	Secure access for multiple users linked to the same account
	5
	10%

	3.
	Segmented access authority of users
	5
	10%

	4.
	Usage report functionality
	5
	10%

	5.
	Search functionality
	5
	10%

	6.
	Transfer of fingerprints hosted by current Supplier
	5
	10%

	7.
	Capturing fingerprints and releasing it to the Criminal Record Centre for review
	5
	10%

	8.
	Capability to conduct all required checks or verifications as per specification
	5
	10%

	9.
	Information confidentiality  
	5
	10%

	10.
	National footprint 
	5
	10%

	TOTAL
	
	100 %




(16) Minimum threshold. To be eligible to proceed to the next stage of the evaluation the bid must achieve a minimum threshold score of 60%. No single category may score less than 60% of the required functionality.
(17) Provide unique reference i.e. document name/number, page and paragraph number, to locate substantiating evidence in the bid response – see Annex B, section 11.3.
(18) SITA reserves the right to verify information / evidence provided by the Bidder.
[bookmark: _Toc84881600][bookmark: _Toc85580581][bookmark: _Toc87210248]TECHNICAL FUNCTIONALITY REQUIREMENTS
Evaluation per requirement. The evaluation (scoring) of bidders’ responses to the requirements will be determined by the completeness, relevance and accuracy of substantiating evidence. NB: SITA reserves the right to verify the information provided.
	TECHNICAL FUNCTIONALITY REQUIREMENTS
	Substantiating evidence and evidence reference to be completed by bidder. 
Evaluation per requirement: Each requirement indicated in the tables below must be completed and will be scored.

	Evidence reference
(to be completed by bidder)

	1) Online service 

The service must be offered through an online platform that will allow users to login and request the required background checks and verification. Any application required to access the online service must be provided by the bidder.  

	Evidence:
Provide a Narrative,  with  supported documentation, in Complying with the online service requirements. 

Evaluation:
0=Does not meet minimum requirement
3= Meets minimum requirements
5= Exceeds minimum requirements
	<provide unique reference to locate substantiating evidence in the bid response – Annex B, section 11.3>

	2) Secure access for multiple users linked to the same account

Multiple users must be able to login to the secure portal with a username and password. 
	Evidence:
Provide a Narrative,  with  supported documentation, in providing for secure access for multiple users (minimum of 10) linked to the same account. 

Evaluation:
0=Does not meet minimum requirement
3= Meets minimum requirements
5= Exceeds minimum requirements
	<provide unique reference to locate substantiating evidence in the bid response – Annex B, section 11.3>

	3) Segmented access authority of users

Different levels of authority must be assigned to users to view information of checks or verifications conducted. A minimum requirement is user access (where a user is limited only to information of checks conducted by him/her), “supervisor access (where a user is allowed broader access to checks conducted by a group of users) and “super-user” access (where a user can access information on all checks conducted on the account).      
	Evidence:
Provide a Narrative,  with  supported documentation, in providing for segmented access whereby a user is limited only to information of checks conducted by him/her. Also confirm where a user is allowed broader access to checks conducted by a group of users i.e. “supervisor” access as well as “super-user” access.

Evaluation:
0= Does not meet minimum requirement
3= Meets minimum requirements
5= Exceeds minimum requirements
	<provide unique reference to locate substantiating evidence in the bid response – Annex B, section 11.3>

	4) Usage report functionality

A usage report functionality must be available to show the checks and verifications requested, the user who requested it and the date of request.
	Evidence:
Provide a Narrative,  with  supported documentation, to confirm that a user report will be available to show the checks and verifications requested, the user who requested it and the date of the request. 

Evaluation:
0= Does not meet minimum requirement
3= Meets minimum requirements
5= Exceeds minimum requirements
	<provide unique reference to locate substantiating evidence in the bid response – Annex B, section 11.3>

	5) Search functionality

The online system must allow a user to input an ID number to search for available data of checks previously conducted for that particular individual.

	Evidence:
Provide a Narrative,  with  supported documentation, to confirm that an online search functionality is available that will allow a user to input an ID number to search for available data of checks previously conducted for that particular individual.

Evaluation:
0=Does not meet minimum requirement
3= Meets minimum requirements
5= Exceeds minimum requirements
	<provide unique reference to locate substantiating evidence in the bid response – Annex B, section 11.3>

	6) Transfer of fingerprints hosted by current Supplier

The bidder must ensure that all current fingerprint data, hosted by the current supplier, are transferred in order to be available to SITA on the new platform for rechecking (as and when required).   

	Evidence:
Provide a Narrative,  with  supported documentation, detailing how the current fingerprints data will be transferred in order to be available to SITA on the new platform for rechecking. 

Evaluation:
0=Does not meet minimum requirement
3= Meets minimum requirements
5= Exceeds minimum requirements
	<provide unique reference to locate substantiating evidence in the bid response – Annex B, section 11.3>

	7) Capturing fingerprints and releasing it to the Criminal Record Centre for review

The online system must allow for fingerprints to be captured on the Sagem MorphoSmart MSO300 scanner and released to AFISwitch in order to conduct a criminal record check.
The bidder must also be able to conduct high volume criminal record checks, through a special project, and output the results in a single report.  

	Evidence:
Provide a Narrative,  with  supported documentation, detailing the process of capturing of fingerprints on the Sagem MorphoSmart MSO300 scanner and released to AFISwitch in order to conduct a criminal records check. Details must also be provided on how high volume criminal record check can be conducted – up to 3 500 checks to be included. 

Evaluation:
0=Does not meet minimum requirement
3= Meets minimum requirements
5= Exceeds minimum requirements
	<provide unique reference to locate substantiating evidence in the bid response – Annex B, section 11.3>

	8) Capability to conduct all required checks or verifications as per specification

A user must be able to conduct all required checks and verifications, as outlined in paragraph 2 of this specification, once logged on to the online system.    

	Evidence:
Provide a Narrative,  with  supported documentation, detailing all the background checks and verifications available on the online platform – as a minimum, the checks highlighted paragraph 2 of this specification must be available.

Evaluation:
0=Does not meet minimum requirement
3= Meets minimum requirements
5= Exceeds minimum requirements
	<provide unique reference to locate substantiating evidence in the bid response – Annex B, section 11.3>

	9) Information confidentiality  

All documents generated by SITA through background checks and verifications must be protected and encrypted to ensure confidentiality of information that are at rest, or in transit.   

	Evidence:
Provide a Narrative,  with  supported documentation, detailing how the documents are protected and encrypted to ensure confidentiality of information that are at rest, or in transit. 

Evaluation:
0=Does not meet minimum requirement
3= Meets minimum requirements
5= Exceeds minimum requirements
	<provide unique reference to locate substantiating evidence in the bid response – Annex B, section 11.3>

	10) National footprint 

The bidder must have a national footprint of AFISwitch Agents for fingerprints to be taken in all main centres of all nine provinces in the country.

	Evidence:
Provide a Narrative, with  supported documentation, in complying with the national footprint requirement, i.e. network of agents in all 9 (nine) provinces – at least one agent in each main centre of every province. 

Evaluation:
0=Does not meet minimum requirement
3= Meets minimum requirements
5= Exceeds minimum requirements
	<provide unique reference to locate substantiating evidence in the bid response – Annex B, section 11.3>




1. [bookmark: _Toc472945209]PROOF OF CONCEPT DEMONSTRATION
1.1. [bookmark: _Toc472945210]INSTRUCTION AND EVALUATION CRITERIA
Bidders which successfully obtain the minimum threshold for functionality Desktop Evaluation of 60% or higher will be requested to illustrate and demonstrate via a POC (Proof of Concept) by providing a Presentation that their solution is capable of delivering as per the scope requirements. 

1.2. [bookmark: _Toc55832529][bookmark: _Toc55917387][bookmark: _Toc84247188]       INSTRUCTION AND EVALUATION CRITERIA
(1) All of the Proof of Concept (POC) requirements must be presented and demonstrated in full.
(2) Evaluation per requirement. The evaluation (scoring) of bidders’ responses to the POC requirements will be determined by the completeness, relevance and accuracy of demonstration.
(3) POC demonstration of Technical Mandatory requirements will be evaluated. 
(4) Weighting of requirements: The full scope of POC demonstration on the technical functionality requirements will be determined by using the same Technical Functional Requirements and evaluation criteria as stated in sections 7.1 and 7.2.
(5) Minimum threshold. To be eligible to proceed to the next stage of the evaluation, the bidder must: 
For the POC demonstration by providing a presentation of Technical Functionality requirements achieve a minimum aggregate threshold score of 60%.
[bookmark: _Toc435315921]
[bookmark: _Toc87210249]SPECIAL CONDITIONS OF CONTRACT (SCC)
[bookmark: _Toc87210250]SPECIAL CONDITIONS OF CONTRACT
[bookmark: _Ref455588818][bookmark: _Ref455588837][bookmark: _Toc87210251] INSTRUCTION
1. The successful supplier will be bound by Government Procurement: General Conditions of Contract (GCC) as well as this Special Conditions of Contract (SCC), which will form part of the signed contract with the successful Supplier. However, SITA reserves the right to include or waive the condition in the signed contract.
1. [bookmark: _Ref455588887]SITA reserves the right to –
20. Negotiate the conditions, or
20. Automatically disqualify a bidder for not accepting these conditions.
(a)  Award to multiple bidders. 
1. [bookmark: _Toc435315923][bookmark: _Ref455338564]In the event that the bidder qualifies the proposal with own conditions, and does not specifically withdraw such own conditions when called upon to do so, SITA will invoke the rights reserved in accordance with subsection 8.1 (2) above.
1. The bidder must complete the declaration of acceptance as per section 8.3 below by marking with an “X” either “ACCEPT ALL” or “DO NOT ACCEPT ALL”, failing which the declaration will be regarded as “DO NOT ACCEPT ALL” and the bid will be disqualified.
[bookmark: _Ref455589115][bookmark: _Ref455589123][bookmark: _Ref455589162][bookmark: _Toc87210252]SPECIAL CONDITIONS OF CONTRACT
1. CONTRACTING CONDITIONS
23. Formal Contract. The Supplier must enter into a formal written Contract (Agreement) with SITA internal
23. Right of Award. SITA reserves the right to award the contract for required goods or services to multiple Suppliers.
23. Right to Audit. SITA reserves the right, before entering into a contract, to conduct or commission an external service provider to conduct a financial audit or probity to ascertain whether a qualifying bidder has the financial wherewithal or technical capability to provide the goods and services as required by this tender.
1. DELIVERY ADDRESS. The supplier must deliver the required products or services at as indicated in Section 2.2, Delivery Address
1. DELIVERY SCHEDULE
(a) The Supplier is responsible to perform the work and to provide the service as and when requested by SITA on an on-going basis for the duration of the contract. 
	WBS
	Statement of Work
	Delivery Timeframe

	1. 
	Not applicable for this bid. 
	

	2. 
	
	



1. SERVICES AND PERFORMANCE METRICS
26. The Supplier is responsible to provide the following services as specified in the Service Breakdown Structure (SBS): 
	SBS
	Service Element
	Service Grade
	Service Level

	1. 
	Criminal Record Checks 
	Normal 
	24 to 48 hours 

	2. 
	Availability of AFISwitch agents
	Normal 
	Guaranteed available slot within 5 working days 

	3. 
	Credit Record Checks 
	Normal
	Real time to 2 hours 

	4. 
	Identity verification 
	Normal 
	Real time to 2 hours 

	5. 
	Qualification verification: Matric – post 1992
	Normal
	24 hours to 72 hours 

	6. 
	Qualification verification: Matric – pre 1992
	Normal
	No pre-agreed service level 

	7. 
	Qualification verification: Tertiary (local)
	Normal 
	24 hours to a maximum of 5 working days 

	8. 
	Qualification verification: Tertiary (international) 
	Normal
	No pre-agreed service level 

	9. 
	Qualification verification: Diplomas, short courses and other certificates 
	Normal 
	Maximum of 7 working days 

	10. 
	Driver’s License verification 
	Normal
	24 hours to 72 hours

	11. 
	Fraud listing 
	Normal
	Real time to 2 hours

	12. 
	Permanent residence verification
	Normal 
	No pre-agreed service level 

	13. 
	SAQA verification 
	Normal 
	24 hours to 72 hours 

	14. 
	SAPS Firearm and Competency 
	Normal 
	Maximum of 14 working days 

	15. 
	PSIRA registration 
	Normal 
	Maximum of 2 working days 

	16. 
	Director scan 
	Normal 
	Real time to 2 hours

	17. 
	Company searches 
	Normal 
	Real time to 2 hours

	18. 
	Deed search (Single Office)
	Normal 
	Real time to 2 hours

	19. 
	Deed search (Multiple Office) 
	Normal 
	Real time to 2 hours

	20. 
	Property search 
	Normal 
	Real time to 2 hours




1. [bookmark: _Toc435315901]SCOPE OF TECHNICAL SOLUTION DEVELOPMENT
The solution must provide the following major functions or services:
27. Online service, available 24 hours a day, 7 days a week to request checks and verifications. 
27. Security: Secure access for multiple users linked to the same account. 
27. Security: Segmented access – users to access all results or just the results that they are authorised to access. 
27. Security: Information pertaining to checks conducted, including data on the online system, must be securely stored by the bidder at all times and may not be shared with any third party under any circumstance.  
27. User friendly – individual details should be uploaded only once where after all required checks can be requested by using tick boxes or similar function such as a drop-down list.
27. Reporting – checks conducted per user during a time period and checks conducted by the organisation during a time period and cost implication. 
27. Call centre – Fully operational call centre for backup support and enquiries during normal office hours. 
27. Hosting of fingerprints – all fingerprints taken must be hosted and available for re-release to the Criminal Record Centre wherever required.    
27. Management overview – Overview of checks conducted, statistics on results and expenditure reports.
27. Availability of checks – all required checks or verifications, as outlined in paragraph 2 of this specification, must be available. 
1. SUPPLIER PERFORMANCE REPORTING
28. Monthly performance reports must be issued by the supplier. 
28. Meeting with Account Manager as and when required. 
1. CERTIFICATION, EXPERTISE AND QUALIFICATION
29. The Supplier represents that it has the necessary expertise, skills, qualifications and ability to undertake the work required in terms of the Statement of Work or Service and that it shall be committed to the provision of the Products or Services and shall perform all obligations detailed herein without any interruption to the Customer.
29. The Supplier must be able to transfer all current fingerprint data hosted by the current supplier to its own platform and ensure that all previously completed fingerprints will be available for re-release in order for Criminal Record Checks to be conducted through AFISwitch or any other provider that the South African Police Service may appoint. 
29. [bookmark: _Hlk80878956]All current Sagem MorphoSmart MSO300 scanners used by SITA must be registered for checks to be conducted through the new online platform of the bidder. Serial numbers will be provided.  
1. LOGISTICAL CONDITIONS
30. Hours of work: 24/7 Access to online platform. Call Centre support available during office hours. 
30. In the event that SITA grants the Supplier permission to access SITA's Environment including hardware, software, internet facilities, data, telecommunication facilities and/or network facilities remotely, the Supplier shall adhere to SITA's relevant policies and procedures (which policy and procedures are available to the Supplier on request) or in the absence of such policy and procedures, in terms of, best industry practice.
30. Tools of Trade: The Supplier must provide an online system for the conduct of checks at no charge to SITA. 
30. On-site and Remote Support: The Supplier must provide remote support and where required on-site support to all SITA users. 
30. Support and Help Desk: The Supplier must provide a call centre as a first line of support. 
1. SKILLS TRANSFER AND TRAINING
31. Training on the platform can be informal. 
31. Training on the use of, and certification as Biometric Officers, in terms of AFISwitch requirements, must be formal and on site or at another agreed venue.    
1. REGULATORY, QUALITY AND STANDARDS
32. The Supplier must for the duration of the contract ensure compliance with all relevant quality and regulatory standards. 
32. The Supplier must for the duration of the contract ensure compliance with ISO/IEC General Quality Standards, ISO27001, and Protection of Personal Information Act (POPIA).
1. SECURITY CLEARANCE REQUIREMENTS 
33. Company security screening: The supplier may be required to undergo a company security screening conducted by the State Security Agency (SSA). Should the SSA find the supplier not suitable after the conduct of the security screening, the business relationship will be terminated. The following documentation will be required for the company security screening process to be conducted:
(i) Copy of company registration documentation;
(ii) Copy(ies) of identity documentation of Director(s), Member(s) or Trustee(s); 
(iii) Copy of valid tax clearance certificate. 
33. Security suitability check for individuals: SITA may, at its own discretion and in line with its policies and procedures, require employees of the supplier to be subjected to a security suitability check before commencement of a project or delivering of a service. The security suitability check is conducted by SITA in order to ensure that individuals meet the minimum security requirements and also to verify personal information. The supplier will be required to replace any employee(s) who is found to be not suitable after the conduct of the security screening. The following documentation will be required for the security suitability check:
(i) Copy of identity document;
(ii) Copy(ies) of qualification(s) if SITA requires verification thereof;
(iii) Fingerprints – will be taken electronically;
(iv) Signed consent form for the conduct of background checks. 
33. Security clearance: A security clearance, issued by either the SSA or Defence Intelligence (DI) is required if any employee of the supplier will have or may gain access to classified information throughout the duration of the project or in the process of delivering a service. The level of security clearance required – Confidential, Secret or Top Secret, will be determined at the sole discretion of SITA. The supplier will have to replace any employee who do not qualify for a security clearance or is found not suitable by the SSA or DI. The following documentation will be required for the security clearance process:
(i) Completed Z204 or DD1057 security clearance application form;
(ii) Fingerprints;
(iii) Personal documentation of the applicant, including but not limited to, identity document, passport, marriage certificate (if applicable), divorce order (if applicable), qualifications, salary advice and bank statements.         
1. CONFIDENTIALITY AND NON-DISCLOSURE CONDITIONS
(a) The Supplier, including its management and staff, must before commencement of the Contract, sign a non-disclosure agreement regarding Confidential Information.
(b) Confidential Information means any information or data, irrespective of the form or medium in which it may be stored, which is not in the public domain and which becomes available or accessible to a Party as a consequence of this Contract, including information or data which is prohibited from disclosure by virtue of:
(i) the Promotion of Access to Information Act, 2000 (Act no. 2 of 2000);
(ii) being clearly marked "Confidential" and which is provided by one Party to another Party in terms of this Contract;
(iii) being information or data, which one Party provides to another Party or to which a Party has access because of Services provided in terms of this Contract and in which a Party would have a reasonable expectation of confidentiality;
(iv) being information provided by one Party to another Party in the course of contractual or other negotiations, which could reasonably be expected to prejudice the right of the non-disclosing Party;
(v) being information, the disclosure of which could reasonably be expected to endanger a life or physical security of a person;
(vi) being technical, scientific, commercial, financial and market-related information, know-how and trade secrets of a Party;
(vii) being financial, commercial, scientific or technical information, other than trade secrets, of a Party, the disclosure of which would be likely to cause harm to the commercial or financial interests of a non-disclosing Party; and
(viii) being information supplied by a Party in confidence, the disclosure of which could reasonably be expected either to put the Party at a disadvantage in contractual or other negotiations or to prejudice the Party in commercial competition; or
(ix) information the disclosure of which would be likely to prejudice or impair the safety and security of a building, structure or system, including, but not limited to, a computer or communication system; a means of transport; or any other property; or a person; methods, systems, plans or procedures for the protection of an individual in accordance with a witness protection scheme; the safety of the public or any part of the public; or the security of property; information the disclosure of which could reasonably be expected to cause prejudice to the defence of the Republic; security of the Republic; or international relations of the Republic; or plans, designs, drawings, functional and technical requirements and specifications of a Party, but must not include information which has been made automatically available, in terms of the Promotion of Access to Information Act, 2000; and information which a Party has a statutory or common law duty to disclose or in respect of which there is no reasonable expectation of privacy or confidentiality;
(c) Notwithstanding the provisions of this Contract, no Party is entitled to disclose Confidential Information, except where required to do so in terms of a law, without the prior written consent of any other Party having an interest in the disclosure;
(d) Where a Party discloses Confidential Information which materially damages or could materially damage another Party, the disclosing Party must submit all facts related to the disclosure in writing to the other Party, who must submit information related to such actual or potential material damage to be resolved as a dispute;
(e) Parties may not, except to the extent that a Party is legally required to make a public statement, make any public statement or issue a press release which could affect another Party, without first submitting a written copy of the proposed public statement or press release to the other Party and obtaining the other Party's prior written approval for such public statement or press release, which consent must not unreasonably be withheld.
(f) The Supplier will act as “Operator”, as defined in the Protection of Personal Information Act, 2013 (Act no. 4 of 2013) in relation to SITA as the “Responsible Party” and will subsequently ensure that all compliance requirements relating to the protection of information is adhered to at all times during the duration of the contract.   
1. [bookmark: _Toc448483285]GUARANTEE AND WARRANTIES
The Supplier warrants that:
(a) [bookmark: _Toc448483286][bookmark: _Toc402958037][bookmark: _Toc448483311][bookmark: _Toc448872276]The warranty of goods supplied under this contract remains valid for twelve (12) months after the goods, or any portion thereof as the case may be, have been delivered to and accepted at the final destination indicated in the contract, or for eighteen (18) months after the date of shipment from the port or place of loading in the source country, whichever period concludes earlier;
(b) as at Commencement Date, it has the rights, title and interest in and to the Product or Services to deliver such Product or Services in terms of the Contract and that such rights are free from any encumbrances whatsoever; 
(c) [bookmark: _Toc448483287]the Product is in good working order, free from Defects in material and workmanship, and substantially conforms to the Specifications, for the duration of the Warranty period;
(d) [bookmark: _Toc448483288]during the Warranty period any defective item or part component of the Product be repaired or replaced within 3 (three) days after receiving a written notice from SITA;
(e) [bookmark: _Toc448483292][bookmark: _Toc448483289]the Products is maintained during its Warranty Period at no expense to SITA; 
(f) the Product possesses all material functions and features required for SITA’s Operational Requirements;
(g) [bookmark: _Toc448483290]the Product remains connected or Service is continued during the term of the Contract;
(h) [bookmark: _Toc448483294]all third-party warranties that the Supplier receives in connection with the Products including the corresponding software and the benefits of all such warranties are ceded to SITA without reducing or limiting the Supplier’s obligations under the Contract;
(i) [bookmark: _Toc448483296]no actions, suits, or proceedings, pending or threatened against it or any of its third-party suppliers or sub-contractors that have a material adverse effect on the Supplier’s ability to fulfil its obligations under the Contract exist;  
(j) [bookmark: _Toc448483297]SITA is notified immediately if it becomes aware of any action, suit, or proceeding, pending or threatened to have a material adverse effect on the Supplier’s ability to fulfil the obligations under the Contract;
(k) [bookmark: _Toc448483298]any Product sold to SITA after the Commencement Date of the Contract remains free from any lien, pledge, encumbrance or security interest;
(l) [bookmark: _Toc448483299]SITA’s use of the Product and Manuals supplied in connection with the Contract does not infringe any Intellectual Property Rights of any third party; 
(m) [bookmark: _Toc448483300]the information disclosed to SITA does not contain any trade secrets of any third party, unless disclosure is permitted by such third party;
(n) [bookmark: _Toc448483302]it is financially capable of fulfilling all requirements of the Contract and that the Supplier is a validly organized entity that has the authority to enter into the Contract; 
(o) [bookmark: _Toc448483303]it is not prohibited by any loan, contract, financing arrangement, trade covenant, or similar restriction from entering into the Contract;
(p) [bookmark: _Toc448483305]the prices, charges and fees to SITA as contained in the Contract are at least as favourable as those offered by the Supplier to any of its other customers that are of the same or similar standing and situation as SITA; and
(q) [bookmark: _Toc448483306]any misrepresentation by the Supplier amounts to a breach of Contract. 
1. INTELLECTUAL PROPERTY RIGHTS 
(a) [bookmark: _Toc448483312][bookmark: _Ref348437513][bookmark: _Toc435315902]SITA retains all Intellectual Property Rights in and to SITA's Intellectual Property. As of the Effective Date, the Supplier is granted a non-exclusive license, for the continued duration of this Contract, to perform any lawful act including the right to use, copy, maintain, modify, enhance and create derivative works of SITA's Intellectual Property for the sole purpose of providing the Products or Services to SITA pursuant to this Contract; provided that the Supplier must not be permitted to use SITA's Intellectual Property for the benefit of any entities other than SITA without the written consent of SITA, which consent may be withheld in SITA's sole and absolute discretion. Except as otherwise requested or approved by SITA, which approval is in SITA's sole and absolute discretion, the Supplier must cease all use of SITA's Intellectual Property, at of the earliest of: 
(i) [bookmark: _Toc448483313]termination or expiration date of this Contract; 
(ii) [bookmark: _Toc448483314]the date of completion of the Services; and 
(iii) [bookmark: _Toc448483315]the date of rendering of the last of the Deliverables. 
(b) [bookmark: _Toc448483316]If so required by SITA, the Supplier must certify in writing to SITA that it has either returned all SITA Intellectual Property to SITA or destroyed or deleted all other SITA Intellectual Property in its possession or under its control.
(c) [bookmark: _Toc448483317]SITA, at all times, owns all Intellectual Property Rights in and to all Bespoke Intellectual Property. 
(d) [bookmark: _Toc448483320]Save for the license granted in terms of this Contract, the Supplier retains all Intellectual Property Rights in and to the Supplier’s pre-existing Intellectual Property that is used or supplied in connection with the Products or Services.
(e) Provide SITA with the compliant safety file.
1. SUPPLIER DUE DILIGENCE
SITA reserves the right to conduct supplier due diligence prior to final award or at any time during the Contract period and this may include pre-announced/ non-announced site visits. During the due diligence process the information submitted by the bidder will be verified and any misrepresentation thereof may disqualify the bid or Contract in whole or parts thereof.

[bookmark: _Toc87210253]DECLARATION OF COMPLIANCE
	
	ACCEPT ALL
	DO NOT ACCEPT ALL

	1. The bidder declares to ACCEPT ALL the Special Condition of Contract as specified in section 9.2 above by indicating with an “X” in the “ACCEPT ALL” column, OR
1. The bidder declares to NOT ACCEPT ALL the Special Conditions of Contract as specified in section 9.2 above by - 
39. Indicating with an “X” in the “DO NOT ACCEPT ALL” column, and;
39. Provide reason and proposal for each of the conditions that is not accepted. 
	
	

	Comments by bidder:
Provide reason and proposal for each of the conditions not accepted as per the format:
Condition Reference:
Reason:
Proposal:




[bookmark: _Toc435315925][bookmark: _Toc87210254]COSTING AND PRICING
[bookmark: _Ref455599421][bookmark: _Toc87210255][bookmark: _Toc435315926]COSTING AND PRICING
[bookmark: _Toc87210256]COSTING AND PRICING EVALUATION
(1) In terms of Preferential Procurement Policy Framework Act (PPPFA), the following preference point system is applicable to all Bids:
(a) the 80/20 system (80 Price, 20 B-BBEE) for requirements with a Rand value of up to R50 000 000 (all applicable taxes included); or 
(b) the 90/10 system (90 Price and 10 B-BBEE) for requirements with a Rand value above R50 000 000 (all applicable taxes included).
(2) This bid will be evaluated using the preferential point system of 80/20, subject to the following conditions –
(a) If the lowest acceptable bid price is up to and including R50 000 000 (all applicable taxes included) then the 80/20 preferential point system will apply to all acceptable bids; or 
(b) If the lowest acceptable bid price is above R50 000 000 (all applicable taxes included) then the 90/10 preferential point system will apply to all acceptable bids;
(3) The bidder must complete the declaration of acceptance as per section 9.3 below by marking with an “X” either “ACCEPT ALL”, or “DO NOT ACCEPT ALL”, failing which the declaration will be regarded as “DO NOT ACCEPT ALL” and the bid will be disqualified. 
(4) Bidder will be bound by the following general costing and pricing conditions and SITA reserves the right to negotiate the conditions or automatically disqualify the bidder for not accepting these conditions. These conditions will form part of the Contract between SITA and the bidder. However, SITA reserves the right to include or waive the condition in the Contract.

[bookmark: _Toc435315929][bookmark: _Ref455341462][bookmark: _Toc87210257]COSTING AND PRICING CONDITIONS
(1) SOUTH AFRICAN PRICING
The total price must be VAT inclusive and be quoted in South African Rand (ZAR).	
(2) TOTAL PRICE
(a) All quoted prices are the total price for the entire scope of required services and deliverables to be provided by the bidder.
(b) The cost of delivery, labour, S&T, overtime, etc. must be included in this bid.
(c) All additional costs must be clearly specified.	
(d) SITA will pay the bidder for each check or verification conducted (i.e. per output), training attended or Sagem MorphoSmart MSO300 supplied or repaired during a particular period. 


NOTE:
No upfront cost will be paid to the service provider for the registration of users or equipment on its online platform or for initial training to use the new platform. 
(e) In the event that a Sole or Government Gazetted supplier – such as Umalusi, Department of Education or AFISwitch - implements an extraordinary price increase, the supplier will provide written proof of such increase to SITA and will be allowed to amend its pricing with the same increase.   
SITA reserves the right to negotiate pricing with the successful bidder prior to the award as well as envisaged quantities

(2) [bookmark: _Ref455341955][bookmark: _Toc57764329]BID PRICING SCHEDULE
[bookmark: _Toc87210258][bookmark: _Toc435315930][bookmark: _Ref455338328][bookmark: _Ref455597629]Bidders must complete the bid pricing schedule in the Excel spreadsheet format provided and upload this as part of their submission on the GCommerce system. 

[bookmark: _Toc87210259]DECLARATION OF ACCEPTANCE
	
	ACCEPT ALL
	DO NOT ACCEPT ALL

	1. The bidder declares to ACCEPT ALL the Costing and Pricing conditions as specified in section 10.2 above by indicating with an “X” in the “ACCEPT ALL” column, or
1. The bidder declares to NOT ACCEPT ALL the Costing and Pricing Conditions as specified in section 10.2 above by - 
41. Indicating with an “X” in the “DO NOT ACCEPT ALL” column, and;
41. Provide reason and proposal for each of the condition not accepted. 
	
	

	Comments by bidder:
Provide the condition reference, the reasons for not accepting the condition.






[bookmark: _Toc87210260][bookmark: _Toc435315942]Terms and definitions
1. [bookmark: _Toc87210261]ABBREVIATIONS
B-BBEE	Broad Based Black Economic Empowerment 
CIPC		Companies and Intellectual Property Commission 
GCC     	General Conditions of Contract
ICT		Information and Communication Technology
NQF     	National Qualification Framework
PPPFA	Preferential Procurement Policy Framework Act
PSIRA		Private Security Industry Regulatory Authority 
RFB		Request for Bid 
RSA		Republic of South Africa 
SABS   	South African Bureau of Standard
SAPS    	South African Police Services
SAQA   	South African Qualifications Authority
SARB  	South African Reserve Bank
SBD     	Standard Bidding Document
SBS      	Service Breakdown Structure
SCC      	Special Conditions of Contract
VAT     	Value Added Tax
ZAR    	Zuid-Afrikaans Rand
[bookmark: _Toc506363033][bookmark: _Toc87210262]DEFINITIONS

“Academic verification” means confirming that a qualification was obtained at the declared institution. Academic qualification includes matric/Grade 12, Diplomas, Certificates, Degrees and Post Graduate Degree – obtained both locally and internationally.   

“ID verification” means confirming that the identity name and number corresponds to what is contained on the database of the Department of Home Affairs 	and that the identity document is valid and issued to the individual in question.

“Credit Check” means confirming the individual’s current credit record standing, credit exposure and detailed consumer related information, as contained on the databases of TransUnion ITC, XDS, Compuscan and Experian.

“Criminal Record Check” means verifying an individual’s current criminal record 	status through the information contained on the database of the Criminal Record Centre of the South African Police Service. The verification process entails submitting a set of electronic fingerprints to the Criminal Record Centre (via AFISwitch) and obtaining a detailed breakdown of any convictions as well as pending criminal cases.

“Driver’s License verification” means confirming that an individual’s driver’s license was issued and is valid as well as listing any possible endorsements attached to the license. Verification should be conducted for each code or type of license held by the individual.

“Fraud Listing” means a check conducted to determine whether an individual is listed on any database linking him/her to possible fraudulent actions or transactions. 

“Permanent Residency” means a check conducted to confirm that an individual has permanent residency in South Africa if he/she is not a citizen of the Republic of South Africa.

“Deed Search” means a search conducted through the databases of all Deeds Offices nationwide to confirm property ownership details of an individual. All searches are conducted with an identity number, surname and initials of an individual. The address of a particular property should also be provided by conducting a search on the stand number and township.  

“Director Scan” means a search conducted through the database of the Companies and Intellectual Property Commission’s database to confirm whether an individual is a director of a company or a member of a closed corporation. All searches are conducted with an identity number, surname and initials of an individual.

“Company Report” means a summary of all available public information pertaining to a private or public company or Closed Corporation, including directors/members, registered address etc. 

“Sagem MSO 300 Fingerprint Scanner” means the Criminal Record Centre 	approved scanner used for taking electronic fingerprints with the aim of determining the current criminal record status of an individual.

“SAQA certificate verification” means the verification of a certificate issued by SAQA that confirms that the qualification was reviewed, recognised and evaluated to be on a particular NQF level.  


[bookmark: _Toc435315946]

[bookmark: _Toc51687858][bookmark: _Toc55568543][bookmark: _Toc57764342][bookmark: _Toc87210263]BIDDER SUBSTANTIATING EVIDENCE
1. [bookmark: _Toc51626306][bookmark: _Toc51687859][bookmark: _Toc55568544][bookmark: _Toc57764343][bookmark: _Toc87210264][bookmark: _Toc51626308]MANDATORY REQUIREMENT EVIDENCE
[bookmark: _Toc87210265]BIDDER CERTIFICATION / AFFILIATION REQUIREMENTS
Attach documentation to provide confirmation in the form of either letters, agreements, certificates or licenses (whichever is applicable) – which confirms that the bidder is affiliated/accredited/contracted with all of the following data owners (or their data resellers/third parties) to conduct checks and to provide the results of information contained on the databases of these institutions for all checks required in this bid here:    
i.  AFIS witch;
ii. Department of Education;
iii. Umalusi;
iv. South African Fraud Prevention System; 
v. Companies and Intellectual Property Commission; 
vi. Deeds Office;
vii. XDS; 
viii. Experian; 
ix. TransUnion;
x. CompuScan. 
[bookmark: _Toc51626309][bookmark: _Toc51687862][bookmark: _Toc55568546][bookmark: _Toc57764345][bookmark: _Toc87210266]BIDDER EXPERIENCE AND CAPABILITY REQUIREMENTS
1. Complete table below, noting that:
a) Bidder must provide details from at least two (2) customers to whom a project for background checks and verifications have been provided;
b) Project end-date must be current or not older than 5 years from date this bid is advertised;
c) Scope of work must be related;

Table 1: References
	No
	Company name
	Reference Person Name, Tel and/or email
	Project Scope of work 
	Project Start and End-date

	1
	<Company name>
	<Person Name>
<Tel>
<email>
	< Provide reference from a customer to whom a project for background checks and verifications was conducted> 
	Start Date:
End Date:

	2
	<Company name>
	<Person Name>
<Tel>
<email>
	< Provide reference from a customer to whom a project for background checks and verifications was conducted>
	Start Date:
End Date:



13.3 [bookmark: _Toc78272134][bookmark: _Toc81303080][bookmark: _Toc84247208][bookmark: _Toc85580600][bookmark: _Toc87210267]TECHNICAL FUNCTIONALITY AND PROOF OF CONCEPT REQUIREMENTS
The bidder must attach the substantive evidence for the Technical Functionality Requirements as indicated in section 7.0 here.
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