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ANNEXURE 1

[bookmark: _Toc455753515][bookmark: _Toc482624996]TECHNICAL AND PRICING REQUIREMENTS

[bookmark: _Toc455671958][bookmark: _Toc455753516][bookmark: _Toc482624997]        BIDDERS MUST SUBMIT ANNEXURE 1 TOGETHER WITH THE MAIN BID DOCUMENT
	RFB Ref. No:
	RFB: 2535-2021

	RFB DESCRIPTION:
	[bookmark: _Hlk93417839]Appoint a service provider able to supply the required Professional Services to host the Digital Public Service Awards for GovTech 2020 for a period of two (2) years

	PUBLICATION DATE: 
	20 January 2022

	[bookmark: _GoBack]CLOSING DATE FOR QUESTIONS:
	27 January 2022

	CLOSING DATE:
	Date:     18 February 2022
Time:     11h00 (South African Time)
Venue:  Tender office, Pongolo in Apollo, 459 Tsitsa Street, Erasmuskloof Pretoria (Head Office)

	BID VALIDITY PERIOD
	120 Days from the Closing Date


NOTE: 1. PROSPECTIVE BIDDERS MUST BE REGISTERED ON NATIONAL TREASURY’S CENTRAL SUPPLIER DATABASE (CSD) PRIOR TO SUBMITTING BIDS.
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ANNEX A.1: [bookmark: _Toc72179794][bookmark: _Toc435315878]INTRODUCTION
[bookmark: _Toc72179795]PURPOSE
The purpose of RFB is to invite Suppliers (hereinafter referred to as “bidders”) to submit bids for the “Supply of Professional Services (Digital Public Service Awards) for GovTech 2022-2023”.
[bookmark: _Toc435315879][bookmark: _Toc72179796]BACKGROUND
The government technology (GovTech) conference is an annual strategic and a prime public sector ICT forum attracting participants and stakeholders from across spheres of Government, the ICT Industry and the civil society, drawn together on a multi layered platform that enables connecting, learning, sharing and collaborating in the improvement of service delivery to citizens. Essentially the conference is a convergence of strategic conversations regarding service delivery obstacles and the technology solutions that can be applied to address those in response.

Now in its 14th year, GovTech underscores the State IT Agency's commitment to provide an ICT thought leadership platform on digital transformation journey, showcase the latest technologies, solutions and trends, but also bring together diverse stakeholders across the public and private sectors. Designed "by government for government," GovTech is a substantive, value-packed learning opportunity strategically developed to meet the current needs of business decision makers and ICT professionals from all spheres of government. It is also a platform that is used to recognize ICT leadership and innovation as well as facilitate knowledge sharing and exchange of ideas.  By bringing together speakers and delegates from both the private and the public sector, GovTech enables support for implementation of the public sector ICT agenda for service delivery.

Over the years and with correct positioning, GovTech ceased to be an end in itself (i.e. an event) but instead has become part of the government’s journey of digital transformation, aligned to the business problem statement/s of government. The discussions and their associated outcomes have become streamlined to government business requirements ensuring that post-GovTech projects are more strategic, well-informed and responsive to the programme of action of government, positively impacting on service delivery and unlocking value. 

With government agenda deepening on digitization and creation of skills sets of the future, GovTech 2021 continues as a platform to engage, assess and provide input to various policy instruments and thinking, considering the impact of digital transformation through fourth industrial revolution technologies.  The focus will be also on lessons learnt from the implementation of the digital transformation strategies as well as the promotion of the digital culture within the public service and the society in general.  

The venue for the conference will hybrid and any province and online over the 2year period.

[bookmark: _Toc72179797]SCOPE OF BID
[bookmark: _Toc535856791][bookmark: _Toc72179798]SCOPE OF WORK
In keeping with the vision of SITA “to be the lead ICT Agency in public service delivery, GovTech presents the ideal platform for SITA to promote and profile innovation and transformation through products, solutions and service delivery. 

The Digital Public Service Awards provides a platform to recognise excellence and acknowledge institutions and individuals from all spheres of government and the ICT sector who have utilised technology to improve the lives of all citizens.  In so doing, the Awards process will promote successful solutions and the application of projects that contribute to improved service delivery.

SITA will require a service provider to support and deliver the Public Services Digital Awards. This will broadly cover the following areas: 
(i) [bookmark: _Toc72179799]Process for the Public service Digital awards; 
(ii) [bookmark: _Toc72179800]Coordinate and provide Support of the awards ceremony at gala dinner;
(iii) [bookmark: _Toc72179801]Media profiling of winners;
(iv) Create multimedia for the awards;
(v) Sourcing of trophies and certificates;
(vi) [bookmark: _Toc72179802]Coordinate the Pay-out of prize money;
(vii) [bookmark: _Toc72179803]Reporting.
[bookmark: _Toc72179804]Hackathon Awards
[bookmark: _Toc72179805]Provide certificates and trophies for Hackathon Winners
i. Media profiling of winners;
ii. Create multimedia for the winners;
iii. Coordinate the Pay-out of prize money.
[bookmark: _Toc72179806]SMME awards
Provide certificates and trophies for the winners.	
[bookmark: _Toc72179807]DELIVERY ADDRESS 
[bookmark: _Toc72179808]The services are required to be provided at the designated ICC pre, during and post conference. 
	No
	Physical Address
	GPS Coordinates (optional)

	1
	Durban ICC, 45 Bram Fischer Road, Durban, 4001 and Online
	GPS Coordinates: S 29 51.141 / E 31 01.407

	2
	Cape Town ICC, Corner of Heerengracht & Rua Bartholomeu Dias, Foreshore, Cape Town, 8001 and Online
	N -33 55’30” / E 18 25’27”

	3
	Any Province and Online (GovTech online) 
	

	
	
	


[bookmark: _Toc435315881][bookmark: _Toc72179809]CURRENT LOB ENVIRONMENT
[bookmark: _Toc435315882]Once appointed the service provider will report to and work with SITA Strategic Stakeholder Management (SSM) Department, a unit that contributes to the delivery of the SITA mandate by providing support to the development and implementation of strategies to achieve SITA strategic objectives as per the SITA 5year strategic plan 2020-2025. The Head of Department: SSM is accountable for end to end management of the GovTech Conference. 

[bookmark: _Toc72179810]SERVICE REQUIREMENT 

The service provider will be required to provide complete support from project conceptualisation to delivery of the Digital Public Service Awards.   
[bookmark: _Toc72179811] Process of the awards
a) Promotion and awareness creation of the awards in partnership with the GovTech brand manager;
b) Coordinating the adjudication process (i.e. with SITA, identifying and appoint judges and communicating with the judges);
c) Work with SITA to develop Adjudication Terms and Conditions;
d) Adjudication process and Judges communication;
e) Ensure that the Adjudicators receive letters of appointment with the adjudication process to take place;
f) Ensure that the winners are informed that they have won and appraised on the award ceremony procedure.
g) Sourcing of nominees (using marketing communication tactics);
h) Coordinate the process of selection of awardees;
i) Coordinate all logistical requirements for adjudication committee members and the nominees with regards to attending the awards ceremony (travel and accommodation);
j) Perform secretariat functions for the adjudication committees;
k) Assist with implementing processes and systems for the awards;
l) Develop and manage the nomination process and campaign;
m) Organize and manage the nominations and the selection for the awards and the awarding process;
n) Provide support for the selection and sourcing of nomination process;
o) Coordinate the sourcing of auditing services for the nomination and final awards processes;
p) Manage the sourcing of the trophies and certificates; (including the branding of the trophies and certificates);
q) Identify individuals who will assist in the handing out of the awards; 
r) Manage the sourcing and issuing of the prizes;
s) Compile content on the awards for use on websites;
t) Wording/engraving for the Trophies.
[bookmark: _Toc72179812][bookmark: _Toc435315887]Coordinate and provide Support of the awards ceremony 
a) Manage and oversee the smooth running of the awards process ;
b) At the Digital Awards run the event (logistics and set up pertaining to the Digital Awards);
c) Multi Media Introduction of Digital Awards;
d) Prepare the audio and visual slides for the award intros;
e) Brief the prize winners on the process to receive the awards during the ceremony (know what is expected and how things will work at the event);
f)  Coordinate the interviews with the winners after the event;
g) Ensure that winners are appropriately seated in close proximity to the stage; 
h) Work with SITA to:
i. Develop a procedure for the awards ceremony;
ii. Prepare the media clip/ (voice over script for the awards);
iii. Develop scripting of the Digital Awards;
iv. Work with the PR and media management team to share information about the awards.
[bookmark: _Toc72179813]Media profiling of winners
The service provider will:
a) Provide content on the profiles of prize winners to branding and promotions service provider;
b) ensure that all winners and adjudication panel members are optimally profiled.
c) Prepare the video clip work of the winners.
[bookmark: _Toc72179814]Pay-out of prize money 
The service provider will: 
a) Communicate the payment terms and conditions including the procedure to the winners;
b) Develop a payment tracking tool;
c) Manage payments of prize money to the prize winners in conjunction with designated project manager;
d) Regularly update the payment tracking tool.
[bookmark: _Toc72179815]Reporting 
Compile the Digital Public Service awards closeout report which covers highlights, lowlights, and lessons learned /recommendations.

[bookmark: _Toc72179816]BID EVALUATION STAGES
The bid evaluation process consists of several stages that are applicable according to the nature of the bid as defined in the table below.
	Stage
	Description
	Applicable for this bid (YES/ NO)

	Stage 1	
	Administrative pre-qualification verification
	YES

	Stage 2A
	Technical Mandatory requirement evaluation
	YES

	Stage 2B
	Non-mandatory requirement evaluation
	YES

	Stage 3
	Special Conditions of Contract verification
	YES

	Stage 4	
	Price / B-BBEE evaluation
	YES


   The bidder must meet all mandatory requirements and minimum threshold (if required in the bid document) to be eligible to proceed to the next stage of the evaluation.
ANNEX A.2: [bookmark: _Toc435315888][bookmark: _Toc72179817]ADMINISTRATIVE PRE-QUALIFICATION
[bookmark: _Toc72179818][bookmark: _Toc435315889]ADMINISTRATIVE PRE-QUALIFICATION REQUIREMENTS
[bookmark: _Toc72179819]ADMINISTRATIVE PRE-QUALIFICATION VERIFICATION
1. The bidder must comply with ALL of the bid pre-qualification requirements in order for the bid to be accepted for evaluation.
2. If the Bidder failed to comply with any of the administrative pre-qualification requirements, or if SITA is unable to verify whether the pre-qualification requirements are met, then SITA reserves the right to – 
(a) Reject the bid and not evaluate it, or
(b) Accept the bid for evaluation, on condition that the Bidder must submit within 7 (seven) days any supplementary information to achieve full compliance, provided that the supplementary information is administrative and not substantive in nature.
[bookmark: _Toc435315890][bookmark: _Toc72179820]ADMINISTRATIVE PRE-QUALIFICATION REQUIREMENTS
1. Submission of bid response: The bidder has submitted a bid response documentation pack –  
(a) that was delivered at the correct physical or postal address and within the stipulated date and time as specified in the “Invitation to Bid” cover page, and;
(b) in the correct format as one original document, one copy and two copies on memory stick / USB. 
4. Attendance of briefing session: Non compulsory briefing session required.
5. [bookmark: _Toc435315891]Registration on National Treasury Central Supplier Database: The bidder is, in terms of National Treasury Instruction Note 3 of 2016/17, registered as a Supplier on National Treasury Central Supplier Database (CSD).











ANNEX A.3: [bookmark: _Toc72179821]TECHNICAL MANDATORY REQUIREMENTS
[bookmark: _Toc58407636][bookmark: _Toc72179822][bookmark: _Toc435315892]TECHNICAL MANDATORY REQUIREMENTS
[bookmark: _Toc72179823]INSTRUCTION AND EVALUATION CRITERIA
1. The bidder must comply with ALL the requirements by providing substantiating evidence in the form of documentation or information, failing which it will be regarded as “NOT COMPLY”.
2. The bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. During evaluation, SITA reserves the right to treat substantiation evidence that cannot be located in the bid response as “NOT COMPLY”.
3. The bidder must complete the declaration of compliance as per section 9.2 below by marking with an “X” either “COMPLY”, or “NOT COMPLY” with ALL of the technical mandatory requirements, failing which it will be regarded as “NOT COMPLY”.
4. The bidder must comply with ALL the TECHNICAL MANDATORY REQUIREMENTS in order for the bid to proceed to the next stage of the evaluation.
5. [bookmark: _Toc72179824][bookmark: _Toc435315893][bookmark: _Ref455335758]No URL references or links will be accepted as evidence. 
[bookmark: _Toc72179825]TECHNICAL MANDATORY REQUIREMENTS
	TECHNICAL MANDATORY REQUIREMENTS
	Substantiating evidence of compliance
(used to evaluate bid)
	Evidence reference
(to be completed by bidder)

	(1) BIDDER EXPERIENCE AND CAPABILITY REQUIREMENTS.
The bidder must have provided the following services: entries campaign, nominations, adjudication and coordination of the awards ceremony for at least one client with a minimum of 5 awards categories in the last 10 years.

	

Provide reference from a customer to whom the service (5 awards categories) was rendered as evidence of having delivered the services in the last 10 years.
	
	<provide unique reference to locate substantiating evidence in the bid response – see Annex B14.1 – Table 1 >




[bookmark: _Toc435315904][bookmark: _Ref455335890][bookmark: _Toc72179826]DECLARATION OF COMPLIANCE
	
	Comply
	Not Comply

	The bidder declares by indicating with an “X” in either the “COMPLY” or “NOT COMPLY” column that –

5. The bid complies with each and every TECHNICAL MANDATORY REQUIREMENT as specified in SECTION 9.2 above; AND
5. Each and every requirement specification is substantiated by evidence as proof of compliance.
	
	


[bookmark: _Toc435315906]
-

ANNEX A.4: [bookmark: _Toc72179827]TECHNICAL FUNCTIONALITY MANDATORY EVALUATION REQUIREMENTS
[bookmark: _Toc72179828]TECHNICAL FUNCTIONALITY MANADATORY REQUIREMENTS 
[bookmark: _Toc72179829]INSTRUCTION AND EVALUATION CRITERIA
1. The bidder must complete in full all of the TECHNICAL FUNCTIONALITY requirements.
2. Where necessary, the bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. During evaluation, SITA reserves the right to treat substantiation evidence that cannot be located in the bid response as “NOT COMPLY”.
3. Evaluation per requirement. The evaluation (scoring) of bidders’ responses to the requirements will be determined by the completeness, relevance and accuracy of substantiating evidence. Each TECHNICAL FUNCTIONALITY MANDATORY requirement will be evaluated using a rating –as indicated per functionality requirement.
4. Weighting of requirements: The full scope of requirements will be determined by the following weights:
	No.
	Technical Non-mandatory requirements
	Weighting

	1.
	Capability of bidder to deliver management of awards services for any event
	20%

	2.
	Experience in promotion of the awards to solicit maximum participation
	20%

	3.
	Demonstrate the ability to have successfully attracted prospective entrants per category
	20% 

	4.
	Demonstrate ability to coordinate the adjudication processes
	20%

	5.
	Provision of evidence for awards previously managed
	20%

	TOTAL
	100 %



5. Minimum threshold. To be eligible to proceed to the next stage of the evaluation the bid must achieve a minimum threshold score of 68%.

10.2 [bookmark: _Toc435315909][bookmark: _Toc72179830] TECHNICAL FUNCTIONALITY MANDATORY REQUIREMENTS
	TECHNICAL FUNCTIONALITY MANDATORY REQUIREMENTS
	Substantiating evidence of compliance
(used to evaluate bid)
	Weighting
%
	Evidence reference
(to be completed by bidder)

	BIDDER EXPERIENCE AND CAPABILITY REQUIREMENTS

	(a) The bidder must reflect capability to deliver the scope of work required 
	(a) The bidder must provide their company profile which covers: 
(i) CVs of key proposed team members who are experienced to deliver awards processes - Capability
Evaluation:
0 = No company profile provided
3 = Company profile provided without the CVs
5 = Company profile with CVs of capable key proposed experienced members

	 20


	<provide unique reference to locate substantiating evidence in the bid response see Annex B, section 15>

	DEMONSTRABLE EXPERIENCE TO SUCCESSFULLY SUPPORT DIGITAL AWARDS
	

	(b) The bidder must reflect experience in promotion of the awards to solicit maximum participation
	The bidder must provide a sample promotion plan which reflects 5 examples of communication channels utilised.
Evaluation:
0 = no promotion plan and no examples  
3= Promotion plan with five examples
5 = Promotion plan with >5 examples

	20
	<provide unique reference to locate substantiating evidence in the bid response see Annex B, section 15>

	(c) The bidder must demonstrate the ability to have successfully attracted prospective entrants per category.
	The bidder to provide an example of an award event (incl. the name of the award event) which reflects the following elements:
(i) names of the award categories (5)
(ii) number of entrants per category (7)
Evaluation:
0 = no example provided / example provided without required elements
3 = An event with 5 award categories and 7 entrants per category
5 = An event with >5 award categories and >7 entrants per category

	20
	<provide unique reference to locate substantiating evidence in the bid response see Annex B, section 15>

	(d) The bidder must demonstrate ability to coordinate the adjudication process (i.e. identifying judges and communicating with the judges).
	The bidder must provide a sample communication and criteria for the selection of the adjudication team per award category for the event previously completed as per point c above
Evaluation: 
0 = no sample communication and criteria provided 
3 = sample communication and criteria provided for 5 award categories
5 = sample communication and criteria provided for >5 award categories. 
	20
	<provide unique reference to locate substantiating evidence in the bid response see Annex B, section 15>

	(e) The bidder must provide video footage of the award previously managed.

	The Bidder must provide USB with the following content:
i. Calling out of the nominees
ii. Handing out of the awards
Evaluation:
0 = no disk or USB provided/disc or USB provided with irrelevant content
 5 = disk or USB provided with relevant content

	20
	<provide unique reference to locate substantiating evidence in the bid response – 


NB:  SITA reserves the right to verify the information provided
ANNEX A.5: [bookmark: _Toc58407644][bookmark: _Toc72179831]SPECIAL CONDITIONS OF CONTRACT (SCC)
[bookmark: _Toc72179832]SPECIAL CONDITIONS OF CONTRACT
[bookmark: _Ref455588818][bookmark: _Ref455588837][bookmark: _Toc72179833]INSTRUCTION
1. The successful supplier will be bound by Government Procurement: General Conditions of Contract (GCC) as well as this Special Conditions of Contract (SCC), which will form part of the signed contract with the successful Supplier. However, SITA reserves the right to include or waive the condition in the signed contract.
1. [bookmark: _Ref455588887]SITA reserves the right to –
(a) Negotiate the conditions, or
(b) Automatically disqualify a bidder for not accepting these conditions. 
1. [bookmark: _Toc435315923][bookmark: _Ref455338564]In the event that the bidder qualifies the proposal with own conditions, and does not specifically withdraw such own conditions when called upon to do so, SITA will invoke the rights reserved in accordance with subsection 11.1(2) above.
1. The bidder must complete the declaration of acceptance as per section 11.3 below by marking with an “X” either “ACCEPTS ALL” or “DO NOT ACCEPT ALL”, failing which the declaration will be regarded as “DO NOT ACCEPT ALL” and the bid will be disqualified.
[bookmark: _Ref455589115][bookmark: _Ref455589123][bookmark: _Ref455589162][bookmark: _Toc72179834]SPECIAL CONDITIONS OF CONTRACT
1. CONTRACTING CONDITIONS
10. Formal Contract. The Supplier must enter into a formal written Contract (Agreement) with SITA.
10. Right of Award. SITA reserves the right to award the contract for required goods or services to multiple Suppliers.
10. Right to Audit. SITA reserves the right, before entering into a contract, to conduct or commission an external service provider to conduct a financial audit or probity to ascertain whether a qualifying bidder has the financial wherewithal or technical capability to provide the goods and services as required by this tender.
1. DELIVERY ADDRESS. The supplier must deliver the required products or services at
(a) The physical locations as specified in section 4.1
1. SCOPE OF WORK AND DELIVERY SCHEDULE 
The Supplier is responsible to perform the work as outlined in the following Work Breakdown Structure (WBS):
	WBS
	Statement of Work for GovTech 
	Delivery Timeframe 
for 2022-2023

	1. 
	Process for the awards  
	Feb 

	2. 
	Support during awards ceremony 
	April

	3. 
	Media profiling of winners
	Feb

	4. 
	Sourcing of trophies and certificates
	Feb

	5. 
	Pay-out of prize money 
	April

	6. 
	Reporting 
	Feb


[bookmark: _Toc435315901]
1. SUPPLIER PERFORMANCE REPORTING
13. The service provider will report performance to the GovTech Programme Manager. 
13. The service provider will be required to provide reports, including presentations on status of the project on a weekly basis / as required. 
13. All reporting will be aligned to SITA approved templates.
1. CERTIFICATION, EXPERTISE AND QUALIFICATION
(a) The Supplier represents that, 
(i) it has the necessary expertise, skills, qualifications and ability to undertake the work required in terms of the Statement of Work or Service Definition and;
(ii) it is committed to provide the Services; and
(iii) perform all obligations detailed herein without any interruption to SITA.
(b) [bookmark: _Toc448483301][bookmark: _Toc448483304]The Supplier must provide the service in a good and workmanlike manner and in accordance with the practices and high professional standards used in well-managed operations performing services similar to the Services;
(c) The Supplier must perform the services in the most cost-effective manner consistent with the level of quality and performance as defined in Statement of Work or Service Definition.
1. LOGISTICAL CONDITIONS
(a) [bookmark: _Toc448483118]The service provider will be expected to deliver Digital award service requirements as per scope of work in the designated province. 
(b) In the event that SITA grants the Supplier permission to access SITA's Environment including hardware, software, internet facilities, data, telecommunication facilities and/or network facilities remotely, the Supplier must adhere to SITA's relevant policies and procedures (which policy and procedures are available to the Supplier on request) or in the absence of such policy and procedures, in terms of, best industry practice.
(c) Tools of Trade. The Supplier must bring own tools of trade. 
(d) On-site and Remote Support. The Supplier must be available on-site. 


16. REGULATORY, QUALITY AND STANDARDS
(a) The Supplier must for the duration of the contract ensure compliance with ISO/IEC General Quality Standards, ISO9001
(b) The Supplier must for the duration of the contract ensure compliance with Protection of Personal Information Act, 2013 (POPIA).

17. SECURITY SCREENING AND SECURITY CLEARANCE REQUIREMENTS 
(a) Company security screening: The supplier may be required to undergo a company security screening conducted by the State Security Agency (SSA). Should the SSA find the supplier not suitable after the conduct of the security screening, the business relationship will be terminated. The following documentation will be required for the company security screening process to be conducted:
(i) Copy of company registration documentation;
(ii) Copy(ies) of identity documentation of Director(s), Member(s) or Trustee(s); 
(iii) Copy of valid tax clearance certificate. 
(b) Security suitability check for individuals: SITA may, at its own discretion and in line with its policies and procedures, require employees of the supplier to be subjected to a security suitability check before commencement of a project or delivering of a service. The security suitability check is conducted by SITA in order to ensure that individuals meet the minimum-security requirements and also to verify personal information. The supplier will be required to replace any employee(s) who is found to be not suitable after the conduct of the security screening. The following documentation will be required for the security suitability check:
(i) Copy of identity document;
(ii) Copy(ies) of qualification(s) if SITA requires verification thereof;
(iii) Fingerprints – will be taken electronically;
(iv) Signed consent form for the conduct of background checks. 
(c) Security clearance: A security clearance, issued by either the SSA or Defence Intelligence (DI) is required if any employee of the supplier will have or may gain access to classified information throughout the duration of the project or in the process of delivering a service. The level of security clearance required – Confidential, Secret or Top Secret, will be determined at the sole discretion of SITA. The supplier will have to replace any employee who do not qualify for a security clearance or is found not suitable by the SSA or DI. The following documentation will be required for the security clearance process:
(i) Completed Z204 or DD1057 security clearance application form;
(ii)  Fingerprints;
(iii) Personal documentation of the applicant, including but not limited to, identity document, passport, marriage certificate (if applicable), divorce order (if applicable), qualifications, salary advice and bank statements.  
       
1. CONFIDENTIALITY AND NON-DISCLOSURE CONDITIONS
(a) The service provider must before commencement of the Contract, sign a non-disclosure agreement regarding Confidential Information.
(b) Confidential Information means any information or data, irrespective of the form or medium in which it may be stored, which is not in the public domain and which becomes available or accessible to a Party as a consequence of this Contract, including information or data which is prohibited from disclosure by virtue of:
(i) the Promotion of Access to Information Act, 2000 (Act no. 2 of 2000);
(ii) being clearly marked "Confidential" and which is provided by one Party to another Party in terms of this Contract;
(iii) being information or data, which one Party provides to another Party or to which a Party has access because of Services provided in terms of this Contract and in which a Party would have a reasonable expectation of confidentiality;
(iv) being information provided by one Party to another Party in the course of contractual or other negotiations, which could reasonably be expected to prejudice the right of the non-disclosing Party;
(v) being information, the disclosure of which could reasonably be expected to endanger a life or physical security of a person;
(vi) being technical, scientific, commercial, financial and market-related information, know-how and trade secrets of a Party;
(vii) being financial, commercial, scientific or technical information, other than trade secrets, of a Party, the disclosure of which would be likely to cause harm to the commercial or financial interests of a non-disclosing Party; and
(viii) being information supplied by a Party in confidence, the disclosure of which could reasonably be expected either to put the Party at a disadvantage in contractual or other negotiations or to prejudice the Party in commercial competition; or
(ix) information the disclosure of which would be likely to prejudice or impair the safety and security of a building, structure or system, including, but not limited to, a computer or communication system; a means of transport; or any other property; or a person; methods, systems, plans or procedures for the protection of an individual in accordance with a witness protection scheme; the safety of the public or any part of the public; or the security of property; information the disclosure of which could reasonably be expected to cause prejudice to the defence of the Republic; security of the Republic; or international relations of the Republic; or plans, designs, drawings, functional and technical requirements and specifications of a Party, but must not include information which has been made automatically available, in terms of the Promotion of Access to Information Act, 2000; and information which a Party has a statutory or common law duty to disclose or in respect of which there is no reasonable expectation of privacy or confidentiality;
(c) Notwithstanding the provisions of this Contract, no Party is entitled to disclose Confidential Information, except where required to do so in terms of a law, without the prior written consent of any other Party having an interest in the disclosure;
(d) Where a Party discloses Confidential Information which materially damages or could materially damage another Party, the disclosing Party must submit all facts related to the disclosure in writing to the other Party, who must submit information related to such actual or potential material damage to be resolved as a dispute;
(e) Parties may not, except to the extent that a Party is legally required to make a public statement, make any public statement or issue a press release which could affect another Party, without first submitting a written copy of the proposed public statement or press release to the other Party and obtaining the other Party's prior written approval for such public statement or press release, which consent must not unreasonably be withheld.
1. [bookmark: _Toc402958037][bookmark: _Toc448483311][bookmark: _Toc448872276]INTELLECTUAL PROPERTY RIGHTS 
(a) [bookmark: _Toc448483312][bookmark: _Ref348437513]SITA retains all Intellectual Property Rights in and to SITA's Intellectual Property. As of the Effective Date, the Supplier is granted a non-exclusive license, for the continued duration of this Contract, to perform any lawful act including the right to use, copy, maintain, modify, enhance and create derivative works of SITA's Intellectual Property for the sole purpose of providing the Products or Services to SITA pursuant to this Contract; provided that the Supplier must not be permitted to use SITA's Intellectual Property for the benefit of any entities other than SITA without the written consent of SITA, which consent may be withheld in SITA's sole and absolute discretion. Except as otherwise requested or approved by SITA, which approval is in SITA's sole and absolute discretion, the Supplier must cease all use of SITA's Intellectual Property, at of the earliest of: 
(i) [bookmark: _Toc448483313]termination or expiration date of this Contract; 
(ii) [bookmark: _Toc448483314]the date of completion of the Services; and 
(iii) [bookmark: _Toc448483315]the date of rendering of the last of the Deliverables. 
(b) [bookmark: _Toc448483316]If so required by SITA, the Supplier must certify in writing to SITA that it has either returned all SITA Intellectual Property to SITA or destroyed or deleted all other SITA Intellectual Property in its possession or under its control.
(c) [bookmark: _Toc448483317]SITA, at all times, owns all Intellectual Property Rights in and to all Bespoke Intellectual Property. 
(d) [bookmark: _Toc448483320][bookmark: _Toc435315924][bookmark: _Ref455338474]Save for the license granted in terms of this Contract, the Supplier retains all Intellectual Property Rights in and to the Supplier’s pre-existing Intellectual Property that is used or supplied in connection with the Products or Services.
1. SUPPLIER DUE DILIGENCE
SITA reserves the right to conduct supplier due diligence prior to final award or at any time during the Contract period and this may include pre-announced/ non-announced site visits. During the due diligence process the information submitted by the bidder will be verified and any misrepresentation thereof may disqualify the bid or Contract in whole or parts thereof

[bookmark: _Toc72179835]DECLARATION OF ACCEPTANCE
	
	ACCEPT ALL
	DO NOT ACCEPT ALL

	1. The bidder declares to ACCEPT ALL the Special Condition of Contract as specified in section 11.2 above by indicating with an “X” in the “ACCEPT ALL” column, OR
1. The bidder declares to NOT ACCEPT ALL the Special Conditions of Contract as specified in section 11.2  above by - 
22. Indicating with an “X” in the “DO NOT ACCEPT ALL” column, and;
22. Provide reason and proposal for each of the conditions that is not accepted. 
	
	

	Comments by bidder:
Provide reason and proposal for each of the conditions not accepted as per the format:
Condition Reference:
Reason:
Proposal:




ANNEX A.6: [bookmark: _Toc58407650][bookmark: _Toc72179836]COSTING AND PRICING
[bookmark: _Ref455599421][bookmark: _Toc72179837][bookmark: _Toc435315926]COSTING AND PRICING
[bookmark: _Toc72179838]COSTING AND PRICING EVALUATION
(1) In terms of Preferential Procurement Policy Framework Act (PPPFA), the following preference point system is applicable to all Bids:
(a) the 80/20 system (80 Price, 20 B-BBEE) for requirements with a Rand value of up to R50 000 000 (all applicable taxes included); or 
(b) the 90/10 system (90 Price and 10 B-BBEE) for requirements with a Rand value above R50 000 000 (all applicable taxes included).
(2) This bid will be evaluated using the preferential point system of 80/20, subject to the following conditions –
(a) If the lowest acceptable bid price is up to and including R50 000 000 (all applicable taxes included) then the 80/20 preferential point system will apply to all acceptable bids; or 
(b) If the lowest acceptable bid price is above R50 000 000 (all applicable taxes included) then the 90/10 preferential point system will apply to all acceptable bids;
(3) The bidder must complete the declaration of acceptance as per section 12.3 below by marking with an “X” either “ACCEPT ALL”, or “DO NOT ACCEPT ALL”, failing which the declaration will be regarded as “DO NOT ACCEPT ALL” and the bid will be disqualified. 
(4) Bidder will be bound by the following general costing and pricing conditions and SITA reserves the right to negotiate the conditions or automatically disqualify the bidder for not accepting these conditions. These conditions will form part of the Contract between SITA and the bidder. However, SITA reserves the right to include or waive the condition in the Contract.
Note:
a) Bidder must complete the pricing as per the attached spread sheet pricing schedule
b) Line Prices are all VAT EXCLUDING, and TOTAL PRICE is VAT INCLUSIVE	
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ANNEX A.7: [bookmark: _Toc509508233][bookmark: _Toc435315942]Terms and definitions
[bookmark: _Toc509508234][bookmark: _Toc72179839]ABBREVIATIONS
BBBEE	Broad Based Black Economic Empowerment
CSD		Central Supplier Database
DICC		Durban International Convention Centre
ICT		Information and Communication Technology
IT 		Information Technology
PPPFA	Preferential Procurement Policy Framework Act
RFP		Request for proposal 
SCM		Supply Chain Management 
SITA 		State Information Technology Agency
SLA		Service Level Agreement
SMME 	Small Medium Micro Enterprise
SRM 		Stakeholder Relationship Management

ANNEX B: [bookmark: _Toc72179840]BIDDER SUBSTANTIATING EVIDENCE
[bookmark: _Toc51626306][bookmark: _Toc51687859][bookmark: _Toc55568544][bookmark: _Toc57764343][bookmark: _Toc61897857][bookmark: _Toc72179841][bookmark: _Toc51626308] MANDATORY REQUIREMENT EVIDENCE
[bookmark: _Toc51626309][bookmark: _Toc51687862][bookmark: _Toc55568546][bookmark: _Toc57764345][bookmark: _Toc61897860][bookmark: _Toc72179842]BIDDER EXPERIENCE AND CAPABILITY REQUIREMENTS
Complete table below, noting that:
a) The bidder must provide reference from a customer to whom the Awards Ceremony Service was delivered in the last 10 years.
b) Project end-date must be current or not older than 10 years from date this bid is advertised,
c) Scope of work must be related.

Table 1: References
	No
	Company name
	Reference Person Name, Tel and/or email
	Project Scope of work 
	Project Start and End-date

	1
	<Company name>
	<Person Name>
<Tel>
<email>
	[bookmark: _Hlk72180024]< Provide reference from a customer to whom the Awards Ceremony Service was provided> 
	Start Date:
End Date:



TECHNICAL FUNTIONALITY REQUIREMENT EVIDENCE
The bidder must attach the substantiating evidence for the Technical Functionality Requirements here
[bookmark: _Toc61897862][bookmark: _Toc72179843]ANNEX C: ADDENDUM 1
NB:  The bidder must confirm that they comply with the following Technical Mandatory Functional Requirements as indicated below as this will be legal contractual binding:
	   #
	                   Service Requirements 
	Indicate
 Yes= Comply/ 
No= Not comply

	1. 
	Process for the Public service Digital awards
	

	2. 
	Coordinate and provide Support of the awards ceremony at gala dinner
	

	3. 
	Media profiling of winners
	

	4. 
	Create multimedia for the awards
	

	5. 
	Sourcing of trophies and certificates
	

	6. 
	Coordinate the Pay-out of prize money
	

	7. 
	Reporting
	




I, the bidder (Full names) …………………………………………………………. representing (company name) …………………………………………………………….. Hereby confirm that I comply with the above Technical Mandatory Requirements and understand that it will form part of the contract and is legally binding.

Thus done and signed at …………………………………….. on this………day of……………..….20…. 

……………………………….								
Signature
Designation:
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