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1. [bookmark: _Toc155690736][bookmark: _Toc394775451][bookmark: _Toc394778358][bookmark: _Toc498843318][bookmark: _Toc505652265]Introduction and Background
[bookmark: _Toc155690737]1.1 Purpose
The purpose of this RFB is to invite Suppliers (hereinafter referred to as “bidders”) to submit bids for the “Supply of Cisco Network Technology Refresh including professional services to configure the supplied network security components for a period of thirty six (36) months”.
[bookmark: _Toc146827125]1.2	Background
The Government Pensions Administration Agency (GPAA) implemented Cisco network equipment, routers, switches, voice communications and network security for purposes of interoperability and easier integration. 
Some of the Cisco network equipment procured by the GPAA during 2014 reached the point where extended maintenance and support for these components that reached End of Support/Life (EOS/L) can no longer be procured.
This will cause connectivity issues for the GPAA and Government Employees Pension Fund (GEPF) should these components fail and no support is available because the offices/points of contact of the GPAA/GEPF are at 17 (seventeen) different locations across the country.  All of these offices are linked to the GPAA’s head office via the GPAA’s Multi-Protocol Label Switching (MPLS) network.
2. [bookmark: _Toc155690738]Scope of Bid
[bookmark: _Toc155690739]2.1 Scope of Work
The scope of work for the bidders is as follow:
(a) The bidder must supply the network and network security components as per below Table 1: “List of Components”, including the hardware maintenance and support for 36 (Thirty-Six) months. 
(b) The bidder must sub-contract professional services from Cisco South Africa (Pty) Ltd to install, connect and configure the refreshed components optimally to maximise the protection of the data assets of the GPAA/GEPF
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Table 1: List of Products

	
	
	
	
	
	
	
	
	

	Line Number
	 
	Part Number
	Smart Account Mandatory
	Description
	Service Duration (Months)
	Estimated Lead Time (Days)
	Pricing Term
	Qty

	Group Name: 3K Switches (Nexus 9300 switches)
	 

	1.0
	3K Switches
	N9K-C9336C-FX2
	-
	Nexus 9300 Series, 36p 40/100G QSFP28
	---
	14
	 
	4

	1.0.1
	 
	CON-SSSNT-N9336FX2
	-
	SOLN SUPP 8X5XNBD Nexus 9300 Series, 36p 40/100G QSFP28
	36
	N/A
	 
	4

	1.1
	 
	MODE-NXOS
	-
	Mode selection between ACI and NXOS
	---
	21
	 
	4

	1.2
	 
	NXK-AF-PI
	-
	Dummy PID for Airflow Selection Port-side Intake
	---
	14
	 
	4

	1.3
	 
	NXOS-9.3.5
	-
	Nexus 9500, 9300, 3000 Base NX-OS Software Rel 9.3.5
	---
	21
	 
	4

	1.4
	 
	NXK-ACC-KIT-1RU
	-
	Nexus 3K/9K Fixed Accessory Kit,  1RU front and rear removal
	---
	14
	 
	4

	1.5
	 
	NXA-PAC-1100W-PI2
	-
	Nexus AC 1100W PSU -  Port Side Intake
	---
	14
	 
	8

	1.6
	 
	CAB-C13-CBN
	-
	Cabinet Jumper Power Cord, 250 VAC 10A, C14-C13 Connectors
	---
	7
	 
	8

	1.7
	 
	NXA-FAN-65CFM-PI
	-
	Nexus Fan, 65CFM, port side intake airflow
	---
	14
	 
	12

	1.8
	 
	C1E1TN9300XF-3Y
	Yes
	Data Center Networking Essentials Term N9300 XF, 3Y
	---
	3
	 
	4

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 12 Months   |   Billing Model - Prepaid Term

	1.9
	 
	SVS-B-N9K-ESS-XF
	-
	EMBEDDED SOLN SUPPORT SWSS FOR ACI NEXUS 9K
	---
	3
	 
	4

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 12 Months   |   Billing Model - Prepaid Term

	Group Name: Security
	 

	2.0
	Security
	SNS-3755-K9
	-
	Medium Secure Network Server for ISE Applications
	---
	21
	 
	1

	2.0.1
	 
	CON-SSSNT-SN3755K9
	-
	SOLN SUPP 8X5XNBD Medium Secure Network Server for ISE Ap
	36
	N/A
	 
	1

	2.1
	 
	SNS-HD600G10K12NM6
	-
	600GB 12G SAS 10K RPM SFF HDD
	---
	21
	 
	4

	2.2
	 
	SNS-CPU-I4316
	-
	Intel 4316 2.3GHz/150W 20C/30MB DDR4 2667MHz
	---
	21
	 
	1

	2.3
	 
	SNS-MR-X16G1RW
	-
	16GB RDIMM SRx4 3200 (8Gb)
	---
	21
	 
	6

	2.4
	 
	SNS-TPM-002C
	-
	TPM 2.0, TCG, FIPS140-2, CC EAL4+ Certified, for M6 servers
	---
	21
	 
	1

	2.5
	 
	SW-37X5-ISE-K9
	-
	Cisco ISE Software Load on SNS-36x5-K9 appliance
	---
	21
	 
	1

	2.6
	 
	SNS-RAID-220M6
	-
	Cisco 12G SAS RAID Controller w/4GB FBWC (16 Drv) w/1U Brkt
	---
	21
	 
	1

	2.7
	 
	CAB-C13-CBN
	-
	Cabinet Jumper Power Cord, 250 VAC 10A, C14-C13 Connectors
	---
	7
	 
	2

	2.8
	 
	SNS-PCIE-IQ10GF
	-
	Intel X710 quad-port 10G SFP+ NIC
	---
	21
	 
	1

	2.9
	 
	SNS-PSU1-1050W
	-
	1050W power supply
	---
	35
	 
	2

	 
	 
	Virtualised Email Security Appliances (Replacement for ESA-C395). NOTE: Main SKU shows Qty 1 - quantity inside line item is 2x servers

	3.0
	Security
	UCS-M6-MLB
	-
	UCS M6 RACK, BLADE MLB
	---
	14
	 
	1

	3.1
	 
	UCSC-C220-M6S
	-
	UCS C220 M6 Rack w/o CPU, mem, drives, 1U wSFF HDD backplane
	---
	14
	 
	2

	3.1.0.1
	 
	CON-SSSNT-UCSCSC22
	-
	SOLN SUPP 8X5XNBD UCS C220 M6 Rack
	36
	N/A
	 
	2

	3.1.1
	 
	CIMC-LATEST
	-
	IMC SW (Recommended) latest release for C-Series Servers.
	---
	14
	 
	2

	3.1.2
	 
	UCSX-TPM-002C
	-
	TPM 2.0, TCG, FIPS140-2, CC EAL4+ Certified, for M6 servers
	---
	14
	 
	2

	3.1.3
	 
	UCSC-RAIL-M6
	-
	Ball Bearing Rail Kit for C220 & C240 M6 rack servers
	---
	14
	 
	2

	3.1.4
	 
	UCSC-BBLKD-S2
	-
	UCS C-Series M5 SFF drive blanking panel
	---
	14
	 
	16

	3.1.5
	 
	UCS-DIMM-BLK
	-
	UCS DIMM Blanks
	---
	14
	 
	62

	3.1.6
	 
	UCSC-HSLP-M6
	-
	Heatsink for 1U/2U LFF/SFF GPU SKU
	---
	14
	 
	2

	3.1.7
	 
	UCSC-FBRS-C220M6
	-
	C220M6 HH Riser3 blank
	---
	14
	 
	2

	3.1.8
	 
	CBL-SAS-C220M6
	-
	C220M6 SAS cable (1U); (Pismo HBA)
	---
	14
	 
	2

	3.1.9
	 
	UCSC-RIS2H-220M6
	-
	C220 M6 Riser2 HH; x16;  LPBkt; (CPU2)
	---
	14
	 
	2

	3.1.10
	 
	UCS-CPU-I4309Y
	-
	Intel 4309Y 2.8GHz/105W 8C/12MB DDR4 2667MHz
	---
	14
	 
	2

	3.1.11
	 
	UCS-MR-X32G1RW
	-
	32GB RDIMM SRx4 3200 (16Gb)
	---
	14
	 
	2

	3.1.12
	 
	UCSC-SAS-220M6
	-
	Cisco 12G SAS HBA for (16 drives) w/1U Brkt
	---
	14
	 
	2

	3.1.13
	 
	UCS-HD600G10K12N
	-
	600GB 12G SAS 10K RPM SFF HDD
	---
	14
	 
	4

	3.1.14
	 
	UCSC-PSU1-1050W
	-
	UCS 1050W AC PSU Platinum (Not EU/UK Lot 9 Compliant)
	---
	35
	 
	4

	3.1.15
	 
	CAB-C13-C14-2M
	-
	Power Cord Jumper, C13-C14 Connectors, 2 Meter Length
	---
	35
	 
	4

	3.1.16
	 
	UCS-SID-INFR-OI
	-
	Other Infrastructure
	---
	14
	 
	2

	3.1.17
	 
	UCS-SID-WKL-OW
	-
	Other Workload
	---
	14
	 
	2

	3.2
	 
	DC-MGT-OPTOUT
	-
	Intersight Opt Out
	---
	7
	 
	1

	3.2.1
	 
	OPTOUT-OTHER
	-
	Customer using alternate systems mgt. tool: Other
	---
	3
	 
	1

	4.0
	Security
	WSA-S395-K9
	-
	WSA S395 Web Security Appliance
	---
	21
	 
	2

	4.0.1
	 
	CON-SSSNT-WSAS395S
	-
	SOLN SUPP 8X5XNBD WSA S395 Web Security Appliance
	36
	N/A
	 
	2

	4.1
	 
	CAB-C13-C14-2M
	-
	Power Cord Jumper, C13-C14 Connectors, 2 Meter Length
	---
	35
	 
	4

	4.2
	 
	SF-WSA-10.6.0-K9
	-
	WSA Async OS v10.6.0
	---
	21
	 
	2

	4.3
	 
	CCS-PSU1-770AC
	-
	Cisco Content Sec AC Power Supply 770W for x95 appliance
	---
	21
	 
	4

	4.4
	 
	CCS-HDD-600GB10K
	-
	Content Sec x95 600GB 12G SAS 10K RPM SFF HDD
	---
	21
	 
	8

	4.5
	 
	CCS-TPM2-002
	-
	Cisco Content Security Trusted Platform Module TPM 2.0
	---
	21
	 
	2

	4.6
	 
	CCS-CPU-I5218
	-
	Content Sec 2.3 GHz 5218/125W 16C/22MB Cache/DDR4 2666MHz
	---
	21
	 
	2

	4.7
	 
	CCS-MRAID-M5
	-
	Cisco Content Sec SAS Modular Raid Controller 2GB Cache
	---
	21
	 
	2

	4.8
	 
	CCS-PCIE-IRJ45
	-
	Cisco Content Sec quad port 1G Copper PCI
	---
	21
	 
	2

	4.9
	 
	WSA-HTTPS-LIC
	-
	WSA HTTPS Inspection License
	---
	21
	 
	2

	4.10
	 
	WSA-PROXY-LIC
	-
	WSA Proxy and Dynamic Vectoring and Scanning License
	---
	21
	 
	2

	4.11
	 
	WSA-L4TM-LIC
	-
	WSA L4 Traffic Monitoring License
	---
	21
	 
	2

	4.12
	 
	WSA-CASM-LIC
	-
	WSA Cisco AnyConnect Secure Mobility License
	---
	21
	 
	2

	4.13
	 
	CCS-MEM-A-16GB
	-
	ContentSecx95 16GBDDR4-3200MHzRDIMM/PC4-23400/slrank/x4/1.2v
	---
	21
	 
	4

	5.0
	Security
	CSEMAIL-SEC-SUB
	-
	Cisco Secure Email XaaS Subscription
	---
	N/A
	 
	1

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term   |   Requested Start Date - 22-Nov-2023   |   Requested End Date - 21-Nov-2026

	5.3
	 
	SEC-AUTO-PUI-LIC
	-
	Cisco Security
	---
	21
	1
	1

	5.2
	 
	SMA-EMGT-LIC
	Yes
	SMA Centralized Email Management Reporting License
	---
	3
	12
	1700

	5.1
	 
	SVS-EMAIL-SUP-B
	-
	BASIC SUPPORT FOR EMAIL SECURITY
	---
	3
	1
	1

	6.0
	Security
	WEB-SEC-SUB
	-
	Cisco Web Security XaaS Subscription
	---
	N/A
	 
	1

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term   |   Requested Start Date - 22-Nov-2023   |   Requested End Date - 21-Nov-2026

	6.2
	 
	SVS-WEB-SUP-B
	-
	Basic Support for Web Security
	---
	N/A
	1
	1

	6.1
	 
	SMA-WMGT-LIC
	Yes
	SMA Centralized Web Management Reporting License
	---
	3
	12
	1700

	 
	 
	Virtualised Security Management Appliance for ESA and WSA  ( Replacement for SMA-M395)

	7.0
	Security
	UCS-M6-MLB
	-
	UCS M6 RACK, BLADE MLB
	---
	14
	 
	1

	7.1
	 
	UCSC-C220-M6S
	-
	UCS C220 M6 Rack w/o CPU, mem, drives, 1U wSFF HDD backplane
	---
	14
	 
	1

	7.1.0.1
	 
	CON-SSSNT-UCSCSC22
	-
	SOLN SUPP 8X5XNBD UCS C220 M6 Rack
	36
	N/A
	 
	1

	7.1.1
	 
	CIMC-LATEST
	-
	IMC SW (Recommended) latest release for C-Series Servers.
	---
	14
	 
	1

	7.1.2
	 
	UCSX-TPM-002C
	-
	TPM 2.0, TCG, FIPS140-2, CC EAL4+ Certified, for M6 servers
	---
	14
	 
	1

	7.1.3
	 
	UCSC-RAIL-M6
	-
	Ball Bearing Rail Kit for C220 & C240 M6 rack servers
	---
	14
	 
	1

	7.1.4
	 
	UCSC-BBLKD-S2
	-
	UCS C-Series M5 SFF drive blanking panel
	---
	14
	 
	8

	7.1.5
	 
	UCS-DIMM-BLK
	-
	UCS DIMM Blanks
	---
	14
	 
	31

	7.1.6
	 
	UCSC-HSLP-M6
	-
	Heatsink for 1U/2U LFF/SFF GPU SKU
	---
	14
	 
	1

	7.1.7
	 
	UCSC-FBRS-C220M6
	-
	C220M6 HH Riser3 blank
	---
	14
	 
	1

	7.1.8
	 
	CBL-SAS-C220M6
	-
	C220M6 SAS cable (1U); (Pismo HBA)
	---
	14
	 
	1

	7.1.9
	 
	UCSC-RIS2H-220M6
	-
	C220 M6 Riser2 HH; x16;  LPBkt; (CPU2)
	---
	14
	 
	1

	7.1.10
	 
	UCS-CPU-I4309Y
	-
	Intel 4309Y 2.8GHz/105W 8C/12MB DDR4 2667MHz
	---
	14
	 
	1

	7.1.11
	 
	UCS-MR-X32G1RW
	-
	32GB RDIMM SRx4 3200 (16Gb)
	---
	14
	 
	1

	7.1.12
	 
	UCSC-SAS-220M6
	-
	Cisco 12G SAS HBA for (16 drives) w/1U Brkt
	---
	14
	 
	1

	7.1.13
	 
	UCS-HD18TB10K4KN
	-
	1.8TB 12G SAS 10K RPM SFF HDD (4K)
	---
	14
	 
	2

	7.1.14
	 
	UCSC-PSU1-1050W
	-
	UCS 1050W AC PSU Platinum (Not EU/UK Lot 9 Compliant)
	---
	35
	 
	2

	7.1.15
	 
	CAB-C13-C14-2M
	-
	Power Cord Jumper, C13-C14 Connectors, 2 Meter Length
	---
	35
	 
	2

	7.1.18
	 
	RHEL-2S2V-3A
	-
	Red Hat Enterprise Linux (1-2 CPU,1-2 VN); 3-Yr Support Req
	---
	14
	 
	1

	7.1.18.0.1
	 
	CON-ISV1-EL2S2V3A
	-
	ISV 24X7 RHEL Server 2Socket-OR-2Virtual; ANNUAL List Price
	36
	N/A
	 
	1

	7.1.16
	 
	UCS-SID-INFR-OI
	-
	Other Infrastructure
	---
	14
	 
	1

	7.1.17
	 
	UCS-SID-WKL-OW
	-
	Other Workload
	---
	14
	 
	1

	7.2
	 
	DC-MGT-OPTOUT
	-
	Intersight Opt Out
	---
	7
	 
	1

	7.2.1
	 
	OPTOUT-OTHER
	-
	Customer using alternate systems mgt. tool: Other
	---
	3
	 
	1

	8.0
	Security
	FMC4700-K9
	-
	Cisco Secure Firewall Management Center 4700 Chassis
	---
	154
	 
	2

	8.0.1
	 
	CON-SSSNT-FMC4700K
	-
	SOLN SUPP 8X5XNBD Cisco Secure Firewall Management Center
	36
	N/A
	 
	2

	8.1
	 
	FMC-M6-PS-AC-1050W
	-
	Cisco FMC 1050W AC Power Supply
	---
	35
	 
	4

	8.2
	 
	CAB-250V-10A-ID
	-
	AC Power Cord - 250V, 10A , India
	---
	7
	 
	4

	8.3
	 
	SF-FMC-7.4.0-K9
	-
	Cisco Secure Firewall Management Center Software v7.4.0
	---
	21
	 
	2

	8.4
	 
	FMC-M6-P-I8D25GF
	-
	Cisco FMC Intel E810XXVDA2 2x25/10 GbE SFP28 PCIe NIC
	---
	21
	 
	2

	8.5
	 
	FMC-M6-HDD-240GB
	-
	Cisco FMC 240GB SATA M.2
	---
	21
	 
	4

	8.6
	 
	FMC-M6-HWRAID
	-
	Cisco FMC M6 Boot optimized M.2 Raid controller
	---
	21
	 
	2

	8.7
	 
	FMC-M6-TPM-2.0
	-
	Cisco FMC Trusted Platform Module 2.0
	---
	21
	 
	2

	8.8
	 
	FMC-M6-MEM-X-16GB
	-
	Cisco FMC 16GB 16GB RDIMM SRx4 3200 (8Gb)
	---
	21
	 
	16

	8.9
	 
	FMC-M6-MRAID-12G
	-
	Cisco FMC 12G Modular RAID controller with 2GB cache
	---
	21
	 
	2

	8.10
	 
	FMC-M6-HDD-1.2TB
	-
	Cisco FMC M6 1.2TB 12G SAS 10K RPM SFF HDD
	---
	21
	 
	20

	8.11
	 
	FMC-M6-O-ID10GC
	-
	Cisco FMC Intel X710T2LOCPV3G1L 2x10GbE RJ45 OCP3.0 NIC
	---
	21
	 
	2

	8.12
	 
	FMC-M6-OCP3-KIT
	-
	Cisco FMC C2XX OCP 3.0 Interposer W/Mech Assy
	---
	42
	 
	2

	8.13
	 
	FMC-M6-CPU-A7352
	-
	Cisco FMC AMD 2.3GHz 7352 155W 24C/128MB Cache DDR4 3200MHz
	---
	21
	 
	2

	9.0
	Security
	FPR4115-FTD-HA-BUN
	-
	Cisco Firepower 4115 Threat Defense Chss,Subs HA Bundle
	---
	N/A
	 
	1

	9.1
	 
	FPR4115-NGFW-K9
	Yes
	Cisco Firepower 4115 NGFW Appliance, 1U, 2 x NetMod Bays
	---
	21
	 
	2

	9.1.0.1
	 
	CON-SSSNT-FPR4115N
	-
	SOLN SUPP 8X5XNBD Cisco Firepower 4115 NGFW Appliance, 1U,
	36
	N/A
	 
	2

	9.1.13
	 
	FPR4K-PWR-AC-1100
	-
	Firepower 4000 Series 1100W AC Power Supply
	---
	21
	 
	2

	9.1.1
	 
	CAB-9K10A-SA
	-
	Power Cord, 250VAC 10A SABS 164/1 Plug, South Africa
	---
	28
	 
	4

	9.1.2
	 
	SF-F4K-TD6.4-K9
	-
	Cisco Firepower Threat Defense software v6.4 for FPR4100
	---
	21
	 
	2

	9.1.3
	 
	SF-F4KFXOS2.6.1-K9
	-
	Cisco Firepower Extensible Operating System v2.6.1 - FPR4100
	---
	21
	 
	2

	9.1.4
	 
	SFP-10G-SR
	-
	10GBASE-SR SFP Module
	---
	14
	 
	16

	9.1.5
	 
	FPR4K-SSD400-
	-
	Firepower 4000 Series 400GB SSD for FPR-4125
	---
	21
	 
	2

	9.1.6
	 
	FPR4K-SSD-BBLKD
	-
	Firepower 4000 Series SSD Slot Carrier
	---
	21
	 
	2

	9.1.7
	 
	FPR4K-NM-BLANK
	-
	Firepower 4000 Series Network Module Blank Slot Cover
	---
	21
	 
	4

	9.1.8
	 
	FPR4K-PWR-AC-1100
	-
	Firepower 4000 Series 1100W AC Power Supply
	---
	21
	 
	2

	9.1.9
	 
	FPR4K-S-FAN-
	-
	Firepower 4000 Series Fan - Siingle
	---
	21
	 
	12

	9.1.10
	 
	FPR4K-RACK-MNT
	-
	Firepower 4000 Series Rack Mount Kit
	---
	21
	 
	2

	9.1.11
	 
	FPR4K-ACC-KIT2
	-
	FPR4K Hardware Accessory Kit
	---
	21
	 
	2

	9.1.12
	 
	GLC-TE
	-
	1000BASE-T SFP transceiver module for Category 5 copper wire
	---
	14
	 
	2

	9.2
	 
	L-FPR4115T-TMC=
	Yes
	Cisco FPR4115 Threat Defense Threat, Malware and URL License
	---
	3
	 
	2

	9.2.1
	 
	L-FPR4115T-TMC-3Y
	-
	Cisco FPR4115 Threat Defense Threat, Malware and URL 3Y Subs
	36
	N/A
	 
	2

	10.0
	Security
	FPR4115-FTD-HA-BUN
	-
	Cisco Firepower 4115 Threat Defense Chss,Subs HA Bundle
	---
	N/A
	 
	1

	10.1
	 
	FPR4115-NGFW-K9
	Yes
	Cisco Firepower 4115 NGFW Appliance, 1U, 2 x NetMod Bays
	---
	21
	 
	2

	10.1.0.1
	 
	CON-SSSNT-FPR4115N
	-
	SOLN SUPP 8X5XNBD Cisco Firepower 4115 NGFW Appliance, 1U,
	36
	N/A
	 
	2

	10.1.13
	 
	FPR4K-PWR-AC-1100
	-
	Firepower 4000 Series 1100W AC Power Supply
	---
	21
	 
	2

	10.1.1
	 
	CAB-9K10A-SA
	-
	Power Cord, 250VAC 10A SABS 164/1 Plug, South Africa
	---
	28
	 
	4

	10.1.2
	 
	SF-F4K-TD6.4-K9
	-
	Cisco Firepower Threat Defense software v6.4 for FPR4100
	---
	21
	 
	2

	10.1.3
	 
	SF-F4KFXOS2.6.1-K9
	-
	Cisco Firepower Extensible Operating System v2.6.1 - FPR4100
	---
	21
	 
	2

	10.1.4
	 
	SFP-10G-SR
	-
	10GBASE-SR SFP Module
	---
	14
	 
	16

	10.1.5
	 
	FPR4K-SSD400-
	-
	Firepower 4000 Series 400GB SSD for FPR-4125
	---
	21
	 
	2

	10.1.6
	 
	FPR4K-SSD-BBLKD
	-
	Firepower 4000 Series SSD Slot Carrier
	---
	21
	 
	2

	10.1.7
	 
	FPR4K-NM-BLANK
	-
	Firepower 4000 Series Network Module Blank Slot Cover
	---
	21
	 
	4

	10.1.8
	 
	FPR4K-PWR-AC-1100
	-
	Firepower 4000 Series 1100W AC Power Supply
	---
	21
	 
	2

	10.1.9
	 
	FPR4K-S-FAN-
	-
	Firepower 4000 Series Fan - Siingle
	---
	21
	 
	12

	10.1.10
	 
	FPR4K-RACK-MNT
	-
	Firepower 4000 Series Rack Mount Kit
	---
	21
	 
	2

	10.1.11
	 
	FPR4K-ACC-KIT2
	-
	FPR4K Hardware Accessory Kit
	---
	21
	 
	2

	10.1.12
	 
	GLC-TE
	-
	1000BASE-T SFP transceiver module for Category 5 copper wire
	---
	14
	 
	2

	10.2
	 
	L-FPR4115T-TMC=
	Yes
	Cisco FPR4115 Threat Defense Threat, Malware and URL License
	---
	3
	 
	2

	10.2.1
	 
	L-FPR4115T-TMC-3Y
	-
	Cisco FPR4115 Threat Defense Threat, Malware and URL 3Y Subs
	36
	N/A
	 
	2

	Group Name: HQ LAN
	 

	11.0
	HQ Lan
	DN3-HW-APL
	-
	Cisco Catalyst Center Appliance (Gen 3) - 32 Core
	---
	181
	 
	3

	11.0.1
	 
	CON-L1NCD-DN3HBAPL
	-
	CX LEVEL 1 8X7NCD Cisco DNA Center Appliance (Gen 3) - 32
	36
	N/A
	 
	3

	11.1
	 
	DNA-SW-2.3.7
	-
	Cisco DNA Center SW 2.3.7
	---
	171
	 
	3

	11.2
	 
	DN3-HW-APL-LIC
	Yes
	Cisco Catalyst Center Appliance License- 32 Core
	---
	178
	 
	3

	11.3
	 
	CAB-250V-10A-ID
	-
	AC Power Cord - 250V, 10A , India
	---
	7
	 
	6

	11.4
	 
	DN3-CPU-I6326
	-
	Intel 6326 2.9GHz/185W 16C/24MB DDR4 3200MHz
	---
	35
	 
	6

	11.5
	 
	DN3-MR-X32G2RW
	-
	32GB RDIMM DRx4 3200 (8Gb)
	---
	35
	 
	24

	11.6
	 
	DN3-SD19T6S1X-EV
	-
	1.9TB 2.5in Enter Value 6G SATA Samsung SSD
	---
	35
	 
	18

	11.7
	 
	DN3-SD19TKA1X-EV
	-
	1.9TB 2.5 inch Enterprise Value 12G SAS SSD
	---
	35
	 
	6

	11.8
	 
	DN3-SD960G6S1X-EV
	-
	960GB 2.5in Enter Value 6G SATA Samsung SSD
	---
	35
	 
	6

	11.9
	 
	DN3-RAID-220M6
	-
	Cisco 12G SAS RAID Controller w/4GB FBWC (16 Drv) w/1U Brkt
	---
	35
	 
	3

	11.10
	 
	DN3-PSU1-2300W
	-
	Cisco UCS 2300W AC Power Supply for Rack Servers Titanium
	---
	35
	 
	6

	11.11
	 
	DN3-GPURKIT-C220
	-
	GPU Riser Bracket assy kit C220 / C225 1U
	---
	35
	 
	3

	11.12
	 
	DN3-TPM-002C
	-
	TPM 2.0, TCG, FIPS140-2, CC EAL4+ Certified, for M6 servers
	---
	35
	 
	3

	11.13
	 
	DN3-P-I8Q25GF
	-
	Cisco-Intel E810XXVDA4L 4x25/10 GbE SFP28 PCIe NIC
	---
	35
	 
	3

	11.14
	 
	DN3-P-I8D25GF
	-
	Cisco-Intel E810XXVDA2 2x25/10 GbE SFP28 PCIe NIC
	---
	35
	 
	3

	12.0
	HQ Lan
	GLC-TE=
	-
	1000BASE-T SFP transceiver module for Category 5 copper wire
	---
	14
	 
	4

	Group Name: Webex Cloud
	 

	13.0
	Webex Cloud
	A-FLEX-3
	-
	Collaboration Flex Plan 3.0
	---
	N/A
	 
	1

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term   |   Requested Start Date - 22-Nov-2023   |   Requested End Date - 21-Nov-2026

	13.1
	 
	A-FLEX-C-DEV-ENT
	-
	Cloud Device Registration Entitlement
	---
	35
	1
	18

	13.2
	 
	A-FLEX-NBR-STG
	-
	Webex Cloud Recording Storage Entitlement
	---
	35
	1
	125

	13.3
	 
	A-FLEX-MTGC-ENT
	-
	Meetings Entitlement
	---
	21
	1
	125

	13.4
	 
	A-FLEX-FILESTG-ENT
	-
	File Storage Entitlement
	---
	N/A
	1
	2500

	13.5
	 
	A-FLEX-PROPACK-ENT
	-
	Pro Pack for Cisco Control Hub Entitlement
	---
	35
	1
	125

	13.6
	 
	A-FLEX-MSG-NU-ENT
	-
	Messaging Named User Entitlement (1)
	---
	35
	1
	125

	13.7
	 
	A-FLEX-NUM-MC
	-
	NU Webex Meetings - Meetings
	---
	21
	1
	125

	13.8
	 
	A-FLEX-C-DEV-REG
	-
	Cloud Device Registration
	---
	21
	1
	18

	13.9
	 
	A-AUD-VOIP
	-
	Included VoIP (1)
	---
	35
	1
	1

	13.10
	 
	A-AUD-EDGEAUD-USER
	-
	Webex Edge Audio (1)
	---
	35
	1
	125

	13.11
	 
	A-AUD-TOLLDIALIN
	-
	Meetings Toll Dial-In Audio (1)
	---
	35
	1
	125

	13.12
	 
	SVS-FLEX-SUPT-BAS
	-
	Basic Support for Flex Plan
	---
	N/A
	1
	1

	Group Name: Branch Routers
	 

	14.0
	Branch Routers
	C8300-2N2S-6T
	-
	Cisco Catalyst C8300-2N2S-6T Router
	---
	28
	 
	17

	14.0.1
	 
	CON-SSSNT-C8302S6T
	-
	SOLN SUPP 8X5XNBD Cisco Catalyst C8300
	36
	N/A
	 
	17

	14.29
	 
	MEM-C8300-8GB
	-
	Cisco Catalyst 8300 Edge 8GB memory
	---
	28
	 
	17

	14.1
	 
	M2USB-16G
	-
	Cisco Catalyst 8000 Edge M.2 USB 16GB
	---
	28
	 
	17

	14.2
	 
	C-RFID-2R
	-
	Cisco Catalyst 8000 Edge RFID - 2RU
	---
	28
	 
	17

	14.3
	 
	C8000-HSEC
	Yes
	U.S. Export Restriction Compliance license for C8000 series
	---
	28
	 
	17

	14.4
	 
	C8300-RM-19-2R
	-
	Cisco Catalyst 8300 Rack mount kit - 19" 2R
	---
	28
	 
	17

	14.5
	 
	C8300-NIM-BLANK
	-
	Cisco Catalyst 8300 Edge NIM Blank
	---
	28
	 
	17

	14.6
	 
	C8300-SM-BLANK
	-
	Cisco Catalyst 8300 Edge SM Blank
	---
	42
	 
	34

	14.7
	 
	C8300-PIM-BLANK
	-
	Cisco Catalyst 8300 Edge PIM Blank
	---
	28
	 
	17

	14.8
	 
	C8300-FAN-2R
	-
	Cisco Catalyst 8300 Edge Fan Tray, 2RU
	---
	28
	 
	17

	14.9
	 
	NETWORK-PNP-LIC
	Yes
	Network Plug-n-Play Connect for zero-touch device deployment
	---
	3
	 
	17

	14.10
	 
	C-POE-COVER
	-
	Cover for empty POE slot on Cisco Catalyst Edge 8300
	---
	28
	 
	34

	14.26
	 
	TE-R-SW
	-
	TE agent for IOSXE on Enterprise Routing
	---
	28
	 
	17

	14.11
	 
	IOSXE-CTRL-MODE
	-
	IOS XE SD-WAN boot up mode for Unified image
	---
	28
	 
	17

	14.12
	 
	PWR-CC1-650WAC
	-
	Cisco C8300 2RU AC  Power supply
	---
	28
	 
	34

	14.31
	 
	CAB-C13-C14-2M
	-
	Power Cord Jumper, C13-C14 Connectors, 2 Meter Length
	---
	35
	 
	34

	14.13
	 
	NIM-LTEA-LA
	-
	CAT6 LTE Advanced NIM for LATAM and APAC
	---
	28
	 
	17

	14.14
	 
	FW-7430-LTE-GN
	-
	FW Switching Load for 7430 Generic
	---
	28
	 
	17

	14.15
	 
	4G-AE010-R
	-
	Single Unit antenna Extension Base (10 foot cable included)
	---
	28
	 
	34

	14.16
	 
	LTE-ANTM-D
	-
	LTE articulating dipole antenna 698-960,1448-1511,1710-2690
	---
	28
	 
	34

	14.28
	 
	LTE-ANTM-D
	-
	LTE articulating dipole antenna 698-960,1448-1511,1710-2690
	---
	28
	 
	17

	14.27
	 
	SC8KBEUK9-1711
	-
	UNIVERSAL
	---
	28
	 
	17

	14.30
	 
	CAB-CONSOLE-USB
	-
	Console Cable 6ft with USB Type A and mini-B
	---
	14
	 
	17

	14.18
	 
	SVS-CDNA-T1-A3Y
	-
	Solution Support for SW - DNA Advantage Cloud Lic, T1, 3Y
	---
	3
	 
	17

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term

	14.17
	 
	DNA-C-T1-A-3Y
	Yes
	Cisco DNA Advantage Cloud Lic 3Y - upto 200M (Aggr, 400M)
	---
	N/A
	 
	17

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term

	14.19
	 
	DSTACK-T1-A
	Yes
	Cisco DNA Advantage Stack - upto 200M (Aggr, 400M)
	---
	3
	 
	17

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term

	14.20
	 
	NWSTACK-T1-A
	Yes
	Cisco Network Advantage Stack - upto 200M (Aggr, 400M)
	---
	3
	 
	17

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term

	14.21
	 
	TE-EMBED-WANI
	Yes
	Cisco ThousandEyes WAN Insights Embedded
	---
	3
	 
	17

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term

	14.22
	 
	SDWAN-UMB-ADV
	Yes
	Cisco Umbrella for DNA Advantage
	---
	3
	 
	17

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term

	14.23
	 
	SDWAN-CLOUD-PF
	-
	Cisco SDWAN Cloud Deployment Option
	---
	3
	 
	17

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term

	14.24
	 
	C83-2N2S-6T-PF
	Yes
	C8300-2N2S-6T Platform Selection for DNA Subscription
	---
	3
	 
	17

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term

	14.25
	 
	IOSXE-CTRL-MODE-PF
	-
	IOS XE SD-WAN boot up mode for Unified image -Deployment Opt
	---
	3
	 
	17

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term

	15.0
	Branch Routers
	L-CONTROLLER-ADD
	Yes
	Subscription for Cisco SD-WAN Controller provisioning
	---
	7
	 
	1

	15.1
	 
	CISCO-CLOUD
	Yes
	Cisco Cloud hosted Controllers provisioning
	---
	3
	 
	1

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term   |   Requested Start Date - 24-Nov-2023   |   Requested End Date - 23-Nov-2026

	15.2
	 
	C-D-VM-S-3Y
	Yes
	Complimentary Cisco Cloud Hosted vManage small-node 3-yr sub
	---
	N/A
	 
	1

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term   |   Requested Start Date - 24-Nov-2023   |   Requested End Date - 23-Nov-2026

	15.3
	 
	C-D-VS-3Y
	Yes
	Complimentary Cisco Cloud Hosted vSmart node 3-yr sub
	---
	N/A
	 
	2

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term   |   Requested Start Date - 24-Nov-2023   |   Requested End Date - 23-Nov-2026

	15.4
	 
	C-D-VB-3Y
	Yes
	Complimentary Cisco Cloud Hosted vBond node 3-yr sub
	---
	N/A
	 
	2

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term   |   Requested Start Date - 24-Nov-2023   |   Requested End Date - 23-Nov-2026

	15.5
	 
	SDWAN-CNTRL-PF
	Yes
	Network Plug-nPlay Connect Controller Provisioning for SDWAN
	---
	3
	 
	1

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term   |   Requested Start Date - 24-Nov-2023   |   Requested End Date - 23-Nov-2026

	15.6
	 
	SSP-SDWAN
	Yes
	Self-service portal Controller Provisioning for SDWAN
	---
	3
	 
	1

	 
	 
	Initial Term - 36.00 Months   |   Auto Renewal Term - 0 Months   |   Billing Model - Prepaid Term   |   Requested Start Date - 24-Nov-2023   |   Requested End Date - 23-Nov-2026







[bookmark: _Toc155690740]2.2 Delivery address
(1)	The address where the required goods / services / works must be delivered is at the following physical address(es).
Table 2: Physical address
	No
	Physical Address
	GPS Coordinates (optional)


	1. 
	Arcadia, PRETORIA
	

	1. 
	Gallo Manor, Sandton
	


 
[bookmark: _Toc155690741]2.3 Customer Infrastructure and environment requirements
The GPAA use the Cisco brand for all its network components.  The network equipment provides both for connectivity and network security.
[bookmark: _Toc155690742]3. Requirements
[bookmark: _Toc155690743]3.1	Product / Service / Solution Requirements
[bookmark: _Toc155690744]3.1.1 Cisco network and network security components
(a) Cisco network and network security components, including Smartnet support on all the components that are being refreshed.
(b) List of components included in the refresh is provided in Table 1 above.
[bookmark: _Toc155690745]3.1.2 Professional services (sub- contracted from Cisco)
[bookmark: _Hlk144211341]Professional services (sub- contracted from Cisco) to install, connect and configure the refreshed components optimally to maximise the protection of the data assets of the GPAA/GEPF.


[bookmark: _Toc155690746]4.Bid Evaluation Stages
The Bid evaluation process consists of the following stages, according to the nature of the and the Bidder must qualify for each stage to be eligible to proceed to the next stage of the evaluation. 
Table 3: Bid Evaluation Stages
	Stage
	Description
	Applicable for this bid YES/NO

	Stage 1	
	Administrative responsiveness
	YES

	Stage 2 
	Technical Mandatory responsiveness 
	YES

	Stage 3
	Special Conditions of Contract verification
	YES

	Stage 4
	Cost and Preference evaluation
	YES



[bookmark: _Toc155690747]4.1 Administrative responsiveness (Stage 1)
[bookmark: _Toc155690748]4.1.1 Attendance of briefing session
(a) A Non-Compulsory Virtual Briefing session will be held. The bidder must sign the briefing session attendance register using the same information (bidder company name, bidder representative person name and contact details) as submitted in the bidder’s response document. 
[bookmark: _Toc155690749]4.1.2 Registered Supplier
(a) Only responses from bidders who are registered as a Supplier on National Treasury’s Central Supplier Database (CSD) in terms of National Treasury’s Instruction Note 4A of 2016/17 will be considered for award on this RFB.
(b) In the case of joint ventures or consortiums the bidder must demonstrate that at least one of the parties to the bid response attended the briefing session.
[bookmark: _Toc155690750]4.2 Technical returnable documents
[bookmark: _Toc155690751]4.2.1 Instruction and evaluation criteria
(a) The bidder must comply with ALL the requirements as per the Technical Mandatory Requirements below by providing substantiating evidence in the form of documentation or information, failing which it will be regarded as “NOT COMPLY”.
(b) The bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. 
(c) The bidder must comply with ALL the TECHNICAL MANDATORY REQUIREMENTS in order for the bid response to proceed to the next stage of the evaluation.







[bookmark: _Toc155690752]4.2.2 Technical mandatory requirements (Stage 2)
Table 4: Technical Mandatory Requirements
	Mandatory Requirements
	Substantiating evidence of compliance (used to evaluate bid)
	Evidence reference (to be completed by bidder)

	1. Bidder Certification/ Affiliation Requirements


	(a)	The bidder must be an active Cisco partner or a Cisco distributor in South Africa.
	[bookmark: _Hlk147224222]The Bidder must provide and attach to ANNEX A valid documentation (a formal letter from Cisco, or certificate or licence) to confirm that the Bidder is a Cisco partner/distributor in South Africa.

NOTE (1): 
SITA reserves the right to verify the information provided.

	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section  6.1.1>

	(b)	The bidder must sub-contract Cisco South Africa (Pty) Ltd to provide professional services to install, connect and configure the refreshed Cisco Equipment (as per table 1: List of components).
	The bidder must provide and attach to Annex A, a formal letter or supporting documents from Cisco to confirm that the professional services will be provided by Cisco South Africa (Pty) Ltd. 


NOTE (1): 
SITA reserves the right to verify information provided.

	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1.2>




[bookmark: _Toc155690753]4.3 Special Conditions of Contract Verification (Stage 3)
(a) The successful supplier will be bound by Government Procurement: General Conditions of Contract (GCC) as well as this Special Conditions of Contract (SCC), which will form part of the signed contract with the successful Supplier. However, SITA reserves the right to include or waive the condition in the signed contract.
(b) SITA reserves the right to:
(i) Negotiate the conditions; or
(ii) Automatically disqualify a bidder for not accepting these conditions; or
(iii) Award to multiple bidders; or
(iv) Not to award; or 
(v) To do a partial award.
(c) In the event that the bidder qualifies the proposal with own conditions and does not specifically withdraw such own conditions when called upon to do so, SITA will invoke the rights reserved in accordance with subsection 4.3. (b) above.

[bookmark: _Toc155690754]4.3.1 Special Conditions of Contract
1.	Contracting Conditions
(a) Formal Contract - The supplier must enter into a formal written contract (agreement) with GPAA.
(b) Right to Audit: GPAA reserves the right, before entering into a contract, to conduct or commission an external service provider to conduct a financial audit or probity to ascertain whether a qualifying bidder has the financial wherewithal or technical capability to provide the goods and services as required by this tender.
1. Delivery Address
(a) The supplier must deliver the required products or services at as indicated in Section 2.2, Delivery Address
1. Services and Performance Metrics
(a) The scope of work (Section 2) must be completed within thirty-six (36) months;
(b) The Bidder is responsible to perform the work as outlined in the following Breakdown Structure (WBS): 
	WBS
	Statement of Work
	Delivery Timeframe

	1. 
	Delivery of the Cisco technology refresh components/appliances as listed in Table 1.
	Within 60 (Sixty) days from date of purchase order.

	2. 
	Install and configure the Cisco components/appliances as listed in Table 1.
	120 (One hundred and Twenty) days from date of purchase order.



1. Logistical Conditions
(a) Hours of Work  
(i) Office hours are defined as business working hours of the customer and is Mondays to Fridays between 07:00 and 17:00
(ii) After hours of the customer during week days are from 17:00 to 07:00
1. Personnel Security Clearance
(a) The Bidder personnel who are required to work with information related to NATIONAL SECURITY must have a valid South African security clearance or must apply within 30 days of the signed contract for a security clearance to the level of CONFIDENTIAL at the expense of the Bidder from the South African State Security Agency or duly authorised Personnel Security Vetting entity of SA Government.
(b) The bidder personnel….
(c) As an interim, an oath of secrecy must be signed by the technician /resources on condition that proof is supplied that the submission is made for a security clearance of confidential.
1.  Confidentiality and non -disclosure conditions
(a) The Supplier, including its management and staff, must before commencement of the Contract, sign a non-disclosure agreement regarding Confidential Information
(b) Confidential Information means any information or data, irrespective of the form or medium in which it may be stored, which is not in the public domain and which becomes available or accessible to a Party as a consequence of this Contract, including information or data which is prohibited from disclosure by virtue of:
(i) the Promotion of Access to Information Act, 2000 (Act no. 2 of 2000);
(ii) being clearly marked "Confidential" and which is provided by one Party to another Party in terms of this Contract;
(iii) being information or data, which one Party provides to another Party or to which a Party has access because of Services provided in terms of this Contract and in which a Party would have a reasonable expectation of confidentiality;
(iv) being information provided by one Party to another Party in the course of contractual or other negotiations, which could reasonably be expected to prejudice the right of the non-disclosing Party;
(v) being information, the disclosure of which could reasonably be expected to endanger a life or physical security of a person;
(vi) being technical, scientific, commercial, financial and market-related information, know-how and trade secrets of a Party;
(vii) being financial, commercial, scientific or technical information, other than trade secrets, of a Party, the disclosure of which would be likely to cause harm to the commercial or financial interests of a non-disclosing Party; and
(viii) being information supplied by a Party in confidence, the disclosure of which could reasonably be expected either to put the Party at a disadvantage in contractual or other negotiations or to prejudice the Party in commercial competition; or
(ix) information the disclosure of which would be likely to prejudice or impair the safety and security of a building, structure or system, including, but not limited to, a computer or communication system; a means of transport; or any other property; or a person; methods, systems, plans or procedures for the protection of an individual in accordance with a witness protection scheme; the safety of the public or any part of the public; or the security of property; information the disclosure of which could reasonably be expected to cause prejudice to the defence of the Republic; security of the Republic; or international relations of the Republic; or plans, designs, drawings, functional and technical requirements and specifications of a Party, but must not include information which has been made automatically available, in terms of the Promotion of Access to Information Act, 2000; and information which a Party has a statutory or common law duty to disclose or in respect of which there is no reasonable expectation of privacy or confidentiality;
(c) Notwithstanding the provisions of this Contract, no Party is entitled to disclose Confidential Information, except where required to do so in terms of a law, without the prior written consent of any other Party having an interest in the disclosure;
(d) Where a Party discloses Confidential Information which materially damages or could materially damage another Party, the disclosing Party must submit all facts related to the disclosure in writing to the other Party, who must submit information related to such actual or potential material damage to be resolved as a dispute;
(e) Parties may not, except to the extent that a Party is legally required to make a public statement, make any public statement or issue a press release which could affect another Party, without first submitting a written copy of the proposed public statement or press release to the other Party and obtaining the other Party's prior written approval for such public statement or press release, which consent must not unreasonably be withheld.
1. Guarantee and warranties
(a) The supplier confirms that:
(i) The warranty of goods supplied under this contract remains valid for the duration of the contract after the goods were delivered, installed and commissioned with a sign off, including the clients signature
(ii) as at Commencement Date, it has the rights, title and interest in and to the Product or Services to deliver such Product or Services in terms of the Contract and that such rights are free from any encumbrances whatsoever;
(iii) the Product is in good working order, free from Defects in material and workmanship, and substantially conforms to the Specifications, for the duration of the Warranty period;
1. Intellectual Property Rights
(a) SITA retains all Intellectual Property Rights in and to SITA's Intellectual Property. As of the Effective Date, the Supplier is granted a non-exclusive license, for the continued duration of this Contract, to perform any lawful act including the right to use, copy, maintain, modify, enhance and create derivative works of SITA's Intellectual Property for the sole purpose of providing the Products or Services to SITA pursuant to this Contract; provided that the Supplier must not be permitted to use SITA's Intellectual Property for the benefit of any entities other than SITA without the written consent of SITA, which consent may be withheld in SITA's sole and absolute discretion. Except as otherwise requested or approved by SITA, which approval is in SITA's sole and absolute discretion, the Supplier must cease all use of SITA's Intellectual Property, at of the earliest of:
(i) termination or expiration date of this Contract; 
(ii) the date of completion of the Services; and 
(iii) the date of rendering of the last of the Deliverables
(b) If so required by SITA, the Supplier must certify in writing to SITA that it has either returned all SITA Intellectual Property to SITA or destroyed or deleted all other SITA Intellectual Property in its possession or under its control
(c) SITA, at all times, owns all Intellectual Property Rights in and to all Bespoke Intellectual Property. 
(d) Save for the license granted in terms of this Contract, the Supplier retains all Intellectual Property Rights in and to the Supplier’s pre-existing Intellectual Property that is used or supplied in connection with the Products or Services
(e) Provide SITA with the compliant Occupational Health and Safety File (required on site for period of installation and proof of compliance).
1. Counter Conditions
(a) Bidders’ attention is drawn to the fact that amendments to any of the Bid Conditions or setting of counter conditions by bidders may result in the invalidation of such bids.
1. Fronting
(a) The SITA supports the spirit of Broad Based Black Economic Empowerment and recognizes that real empowerment can only be achieved through individuals and businesses conducting themselves in accordance with the Constitution and in an honest, fair, equitable, transparent and legally compliant manner. Against this background the SITA any form of fronting.
(a) The SITA in ensuring that bidders conduct themselves in an honest manner will, as part of the bid evaluation processes, conduct or initiate the necessary enquiries/investigations to determine the accuracy of the representation made in bid documents. Should any of the fronting indicators as contained in the Guidelines on Complex Structures and Transactions and Fronting, issued by the Department of Trade and Industry, be established during such enquiry/investigation, the onus will be on the bidder / contractor to prove that fronting does not exist. Failure to do so within a period of 14 days from date of notification may invalidate the bid / contract and may also result in the restriction of the bidder/contractor to conduct business with the public sector for a period not exceeding ten (10) years, in addition to any other remedies SITA may have against the bidder/contractor concerned.
1. Business Continuity and Disaster Recovery Plans
(a) The bidder confirms that they have written business continuity and disaster recovery plans that define the roles, responsibilities and procedures necessary to ensure that the required services under this bid specification is in place and will be maintained continuously in the event of a disruption to the bidder’s operations, regardless of the cause of the disruption.
1.  Supplier Due Diligence
(a) SITA reserves the right to conduct supplier due diligence prior to final award or at any time during the Contract period and this may include pre-announced / non-announced site visits. During the due diligence process the information submitted by the bidder will be verified and any misrepresentation thereof may disqualify the bid or Contract in whole or parts thereof.
1. Preference Goal Requirements conditions 
(a) The Bidder’s commitment for the Preference Goal Requirements in this tender will be legally binding and the Bidder needs to perform against their commitment for the duration of the contract which will form part of the Contractual Agreement.
(b) The Bidder must sustain, or improve the company’s BBBEE Level for the duration of the contact which will form part of the Contractual Agreement.
(c) Performance of Preference Goal Requirements will be determined annually. Bidders must submit their Preference status report to GPAA indicating progress against the Bidder’s Preferential commitments within 30 days after each quarter from the commencement date of the contract.
(d) Bidders need to keep auditable substantive records / evidence and upon request by GPAA must be made available for audit and, or due diligence purposes.
(e) SITA reserves the right to require from a Bidder, either before a bid is adjudicated or at any time subsequently, to substantiate any claim with regards to preferences, in any manner required by SITA.
(f) SITA reserves the right to verify information / evidence provided by the Bidder.
(g) GPAA reserves the right to introduce a penalty of 1% of the overall annual year spent by GPAA for the prior year if the Bidder fails to comply to paragraphs (a), (b) and (c) above.


[bookmark: _Toc106894479][bookmark: _Toc155690755]4.3.2 Declaration of compliance and acceptance SCC
I (we), the bidder hereby declare that I (we) accept ALL the Special Conditions of Contract as specified in par 4.3.1 above and shall comply with all stated obligations:

Name of Bidder:_____________________________	Signature: _________________________

Date:______________



[bookmark: _Toc155690756]4.4 Price and Preference Points Evaluation (Stage 4)
[bookmark: _Toc72938420][bookmark: _Toc144983053]4.4.1	COSTING AND PRICING EVALUATION
(1) In terms of the SITA Preferential Procurement Policy (PPP), the following preference point system is applicable for this Bid:
(a) the 80/20 system (80 Price, 20 Specific Goals) for requirements with a Rand value of up to R50 000 000 (all applicable taxes included); or 
(b) the 90/10 system (90 Price and 10 Specific Goals) for requirements with a Rand value above R50 000 000 (all applicable taxes included).
(2) The Bidder must complete either the 80/20 or 90/10 preference point system based on the offer submitted by the Bidder and submit proof of documentation required in terms of this tender.
(3) SITA reserve the right to apply either the 80/20, or 90/10 preference point system based on the following conditions:
3. If the lowest acceptable bid price is up to and including R50 000 000 (all applicable taxes included) then the 80/20 preferential point system will apply to all acceptable bids; or
3. If the lowest acceptable bid price is above R50 000 000 (all applicable taxes included) then the 90/10 preferential point system will apply to all acceptable bids;
1. Points will be allocated for each of the Preferential Goal Requirements for this tender as indicated in table 5, dependant on paragraphs (2) and (3) above.
1. Points for this tender shall be awarded for: 
0. Price; and
0. Preference points for specific goals.
The maximum points for this tender will be allocated as follows, subject to paragraph 4 above.

						Table 5: Points allocation
	Description
	Points
Table 1A*
	Points
Table 1B*

	Price
	80
	90

	Preference points for specific goals
	20
	10

	Total points for Price and preference points for specific goals
	100
	100



Note: 
*		Refer to Tables 1A and table 1B in Annex A.4. B-BBBEE POINTS AS PART OF THE PREFERENTIAL GOAL REQUIREMENTS attached.
(6) The Bidder must complete the declaration of acceptance as per section 4.4.3 below by marking with an “X” either “ACCEPT ALL” or “DO NOT ACCEPT ALL”, failing which the declaration will be regarded as “DO NOT ACCEPT ALL” and the bid will be disqualified. 
(7) The Bidder will be bound by the following general costing and pricing conditions and SITA reserves the right to negotiate the conditions or automatically disqualify the Bidder for not accepting these conditions.  These conditions will form part of the Contract between the GPAA and the Bidder.  However, the GPAA reserves the right to include or waive the condition in the Contract.

[bookmark: _Toc435315929][bookmark: _Ref455341462][bookmark: _Toc72938421][bookmark: _Toc144983054]4.4.2	COSTING AND PRICING CONDITIONS
(1) SOUTH AFRICAN PRICING
The total price must be VAT inclusive and be quoted in South African Rand (ZAR).
(2) TOTAL PRICE
(a) All quoted prices are the total price for the entire scope of required services and deliverables to be provided by the bidder.
(b) The cost of delivery, labour, S&T, overtime, etc. must be included in this bid.
(c) All additional costs must be clearly specified.
(d) The Bidder must clearly indicate the payment terms in the Bid Pricing Schedule. Failure to provide the payment terms will be deemed as Payable Monthly in Arrears.
(3) BID EXCHANGE RATE CONDITIONS
The bidders must use the exchange rate provided below to enable SITA to compare the prices provided by using the same exchange rate:

	Foreign currency
	South African Rand (ZAR) exchange rate 

	1 US Dollar
	R18,61

	1 Euro
	R19,90

	1 Pound
	R22,84



Note (1):
The ROE indicated above is to ensure a competitive bidding process.

Note (2):
[bookmark: _Toc72938422]The ROE will be fluctuating. The details of the ROE fluctuation will be negotiated during the contracting stage.

(4) [bookmark: _Toc144983055]BID PRICING SCHEDULE
Note: Bidders must complete the bid pricing schedule in the Excel spreadsheet format provided and include this as part of their submission.










[bookmark: _Toc72938423][bookmark: _Toc144983056]4.4.3	DECLARATION OF ACCEPTANCE
	
	Accept All
	Do Not Accept All

	(1) The bidder declares to ACCEPT ALL the Costing and Pricing conditions as specified in section 4.4.2 above by indicating with an “X” in the “ACCEPT ALL” column, or
(2) The bidder declares to NOT ACCEPT ALL the Costing and Pricing Conditions as specified in section 4.4.2 above by - 
(a) Indicating with an “X” in the “DO NOT ACCEPT ALL” column, and;
(b) Provide reason and proposal for each of the condition not accepted. 
	
	

	Comments by bidder:
Provide the condition reference, the reasons for not accepting the condition.




[bookmark: _Toc132177814][bookmark: _Toc155690757]4.5	PREFERENCE REQUIREMENTS
[bookmark: _Toc126513533]4.5.1 INSTRUCTION AND POINT ALLOCATION
(1) The bidder must complete in full all the PREFERENCE requirements. 
(2) Allocation of points per requirements: The point’s allocation of bidders’ responses to the requirements will be determined by the completeness, relevance and accuracy of substantiating evidence. 
(3) Points will be allocated for each PREFERENCE requirement as per the criteria set in tables 1A, or 1B, in Annex A.4. B-BBBEE POINTS AS PART OF THE PREFERENTIAL GOAL REQUIREMENTS attached based on the offer submitted by the Bidder.
(4) The bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. During evaluation, SITA reserves the right to treat substantiation evidence that cannot be located in the bid response, as “NOT COMPLY”. The evidence needs to be attached to ANNEX B.
(5) Preference Goal Requirements:
(a) The Bidder must complete either the 90/10 or 80/20 preference point system based on the offer submitted by the Bidder and submit proof or documentation required in terms of this tender.
(b) Points will be allocated for each of the Preferential Goal Requirements for this tender as indicated in table 6 below, dependant on paragraph (a) above.
(c) The Bidder must indicate their commitment to claim points for each of the preference points by signing at par 4.5 in the Invitation to Bid document.
(d) Failure on the part of a bidder to submit proof or documentation required or to comply to paragraph (d) above in terms of this tender to claim preference points for the Preference Goal Requirements for this tender, will be interpreted to mean that preference points are not claimed.
(e) Failure on the part of a bidder to submit proof or documentation required in terms of this tender to claim preference points for the Preference Goal Requirements for this tender, will be interpreted to mean that preference points are not claimed.
(f) The Bidder’s commitment for the Preference Goal Requirements in this tender will be legally binding and the Bidder needs to perform against their commitment for the duration of the contract which will form part of the Contractual Agreement.
(g) The Bidder must sustain, or improve the company’s BBBEE Level for the duration of the contact which will form part of the Contractual Agreement.
(h) Performance of Preference Goal Requirements will be determined annually. Bidders must submit their Preference status report to GPAA indicating progress against the Bidder’s Preferential commitments within 30 days after each quarter from the commencement date of the contract.
(i) Bidders need to keep auditable substantive records / evidence and upon request by GPAA must be made available for audit and, or due diligence purposes.
(j) SITA reserves the right to require from a Bidder, either before a bid is adjudicated or at any time subsequently, to substantiate any claim with regards to preferences, in any manner required by SITA.
(k) SITA reserves the right to verify information / evidence provided by the Bidder. 
(l) GPAA reserves the right to introduce a penalty of 1% of the overall annual year spent by GPAA for the prior year if the Bidder fails to comply to paragraphs (f), (g) and (h) above.


Table 6: Preference Goal Requirements (Specific Goals)

	

Preference Goal Requirement  #
	

Preferential  Goal Requirements
(Specific Goals)

	
	Preferential Goal Requirements allocated for this  tender
	Substantiating evidence and evidence reference to be completed by bidder. 
Evaluation per requirement: Each requirement indicated in the table below must be completed and points will be allocated based on the  evidence required below:
	Evidence reference 

	
	B-BBEE Requirements
	 

	1)
	B-BBEE Requirements:
Promotion of Transformational Objectives.
	Evidence:
Refer to section 9.2 in Annex A for the evidence required and to be provided by the Bidder.

Points allocation:
Points will be allocated for bidders that meets the requirements as indicated in tables 1A and table 1B in Annex A.4. B-BBBEE POINTS AS PART OF THE PREFERENTIAL GOAL REQUIREMENTS attached 
based on the offer submitted by the Bidder and submit proof or documentation required in terms of this tender.


	<provide unique reference to locate  substantiating evidence in the bid response – Annex A, section 6.2>









[bookmark: _Toc155690758]Bidder substantiating evidence
6. Technical Mandatory Requirement Evidence
[bookmark: _Toc155690759]6.1 Bidder Certification / Affiliation Requirements
6.1.1 	The Bidder must provide and attach to ANNEX A valid documentation (a formal letter from Cisco, or certificate or licence) to confirm that the Bidder is a Cisco partner/distributor in South Africa.
NOTE (1): 
SITA reserves the right to verify the information provided.

and

6.1.2	The bidder must provide and attach to Annex A a formal letter or supporting documents from Cisco to confirm that the professional services will be provided by Cisco South Africa (Pty) Ltd. 
NOTE (1): 
SITA reserves the right to verify information provided.
[bookmark: _Toc155690760][bookmark: _Toc127847398]6.2 PREFERENTIAL GOAL REQUIREMENTS
The Bidder must:
(a) PREFERENTIAL GOAL REQUIREMENTS
(i) Provide a copy of relevant proof of B-BBEE status level of contributor as defined in the Broad-Based Black Economic Empowerment Act as set out in table 6 in section 4.5.1 and attach it here.
The Bidder must:
(i) Complete tables 1A and table 1B in Annex A.4 attached based on the offer submitted by the Bidder and submit proof or documentation required in terms of this tender and attach the completed Annex A.4 here;
and
(ii) Provide a copy of relevant evidence for the Preferential Goal points which the Bidder qualifies for as set out in table 1A and Table 1B in Annex A.4 and attach it here.
and
NOTE (1): 
SITA/ GPAA reserves the right to verify information provided.
and,
(b) Indicate their commitment to claim points for each of the preference points by signing at par 4.5 in the Invitation to Bid document.
NOTE (1):
[bookmark: _Toc127123852]Failure on the part of a bidder to comply to paragraphs (a) and (b) above, will be interpreted to mean that preference points are not claimed.

[bookmark: _Toc146048550][bookmark: _Toc155690761][bookmark: _Toc435315942]ATTACHMENTS
[bookmark: _Toc137062776][bookmark: _Toc146048551]Refer to the following attached document(s):
(1) ANNEX A.4. B-BBBEE POINTS AS PART OF THE PREFERENTIAL GOAL REQUIREMENTS
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