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TERMS OF REFERENCE

APPOINTMENT OF A PANEL OF SERVICE PROVIDERS TO PROVIDE EVENTS SECURITY SERVICES AT THE DEPARTMENT OF SCIENCE AND INNOVATION PLANNED EVENTS 

PERIOD: 3 YEARS 









1. BACKGROUND 

1.1 The Department of Science and Innovation (DSI) is situated at the Council for Scientific and Industrial Research (CSIR) Campus in building 53 Meiring Naude Road, Brummeria. As a government department, the DSI must have and maintain platforms that will allow for engagements with all stakeholders, the science community, government, industry, and civil society at large, on matters related to science and technology within the country.

1.2 The DSI hosts several public participation programmes (imbizo) as well as events such as the National Science Week (NSW) - an annual initiative of the DSI aiming to exhibit and communicate awareness in science. This is an annual celebration of the role and value of science and technology in people’s daily lives and brings about various stakeholders and/or role players conducting science-based activities.  

1.3 Added to the above, the are other events such as the South African Women in Science Awards (SAWISA) which is an annual countrywide celebration that recognizes and rewards excellence by women scientists and researchers, and profiles them as role models for younger women. The Science Forum, which aims to ignite a vibrant discussion on the role of science in society, between all stakeholders, the scientific community, government, industry, and civil society at large, is also one of the events that is held on an annual basis.

1.4 Events hosted by the DSI – some which are ad hoc in nature- are held in various provinces – urban and rural areas to ensure increased engagement with stakeholders, the science community, government, industry, and civil society at large.  The DSI ensures close working relations with the political office, provincial and local government in the planning of events hosted by the DSI.

1.5 In hosting these events, the DSI is required to comply with the Safety at Sport and Recreational Events Act 2 of 2010 (SASREA ACT 2 of 2010). The appointment of a panel of event security service providers for DSI planned events will assist the DSI in ensuring compliance with sections 4.4(a) and 23 of the SASREA 2 of 2010 as well as the Occupational Health and Safety Act 85 of 1993.  

2.	PROBLEM STATEMENT

2.1	The DSI works closely with the political office in the planning of events hosted by the DSI. Most of these events are attended by various stakeholders from the scientific community, government, industry, and civil society at large.
 
2.2	The DSI, in hosting these events, has a duty to ensure the safety and security of persons attending events.  With events being hosted in the various provinces within the Republic of South Africa, it has in most instances been a struggle for the DSI to get events security service providers in some of the provinces where the events are held. 

2.3	The SASREA Act No. 2 of 2010 sets out to ensure the safety of people attending events as well as their property thus compelling the DSI to ensure compliance in the delivery of safe and secure events.

3. PURPOSE AND OBJECTIVE

3.1 The purpose and objective of the Terms of Reference is to appoint a panel of suitably qualified service providers – from the various provinces within the borders of South Africa - with the requisite expertise, capacity, and competence to provide events security services at events hosted by the DSI.

3.2 The DSI must plan for safe and secure events thus avoiding incidents that may cause reputational damage to the DSI and the government at large.


4. SCOPE OF THE PROJECT

4.1 The appointed events security services providers shall be expected, but not limited to:
4.1.1  Attend DSI events planning meetings held within the borders of the RSA. 
4.1.2 Cooperate with the appointed events safety officer in addressing any health and safety concerns that may hamper the delivery of a safe and secure event.
4.1.3 Once appointed, ensure the deployment of the required number of security officers at events hosted by DSI, who will render the following services:
4.1.3.1.1 access control duties as directed by the security personnel of the DSI.
4.1.3.1.2 patrol all the areas of the event site to prevent criminal and suspicious activities.
4.1.3.1.3 guard and protect equipment and material in the events venues, against damage, theft, and vandalism, including guarding of the events venue during set-up and break-up (where requested to do so).
4.1.3.1.4 protect staff and patrons attending the DSI hosted events by preventing or minimizing risk of injury, including death.
4.1.3.1.5 apprehend any suspicious person on the events premises and act as mandated and required in terms of the laws of the RSA.
4.1.3.1.6 report any suspicious action or unusual occurrence as well as illegal incidents to the events security site supervisor who will report same to the Venue Operations Centre (VOC) for further handling.
4.1.3.1.7 monitor security threats and risks within the premises, provide an early warning to the VOC.
4.1.4 Ensure that a senior person from the security service providers company is a member of the VOC and that this person compiles and presents a security plan to the VOC.  This person must ensure that a copy of the security plan is submitted to the appointed events safety officer when requested to do so. 
4.1.5 Ensure that all staff members and patrons attending the DSI events, comply with all security measures implemented at the events. 
4.1.6 Ensure the allocation of clearly identified uniform to the security officers deployed to the DSI events and that all security officers wear their Private Security Industry Regulation Act (PSIRA) registration cards.
4.1.7 Ensure that the security supervisor deployed to DSI events has access to a vehicle in case such is needed for security related matters involving the service providers’ company.
4.1.8 Assist patrons to evacuate the events venue during emergency situations.
4.1.9 Ensure that security officers deployed at DSI events assist in directing patrons to the allocated parking areas and that patrols in these areas are conducted.   
4.1.10 Work closely and successfully with all emergency safety teams arranged on site (Marshals, DSI Security, SAPS, Disaster Management, Fire & Emergency Medical Services etc.).
4.1.11 Perform any other services relevant for the safety and security of patrons attending DSI events within the borders of the RSA.

[bookmark: _Toc422752291]4.2.	Deliverables and payment schedules 

4.2.1	The service providers appointed as a panel of events security service providers, shall be expected to:
(i)    assist the DSI in controlling and limiting the DSI’s exposure to possible threats and risks that may harm and or endanger the health and lives of events attendees.
(ii)  assist in ensuring that the necessary safety and security measures are implemented and observed by patrons attending events.  
(iii)  ensure that a security plan is in place for the events hosted by the DSI.
(iv)	ensure that a security plan is presented to the security cluster and a copy is handed over to the appointed events safety officer on the last day of event.

4.2.2	All payments shall be processed after services have been rendered and within 30 days from date invoice is received from the service provider.

4.3	Project Plan and Resource Plan

4.3.1 No project plan is required for this service, however a security plan detailing how the security measures requested herein will be discharged, shall be submitted by the service provider.

5. EVALUATION PROCESS

5.1 The DSI will evaluate the proposals based on 4 phases as follows:
	Phase 1
	Phase 2
	Phase 3
	Phase 4

	Compliance Screening  
	Mandatory Administrative
Requirements
	Functionality Evaluation 

	Pricing and Specific Goals 




5.1.1 Phase 1: Compliance Screening 
5.1.1.1 During Phase 1, a short list will be established, and the shortlisted service providers will be evaluated at phase 2.  Service providers must meet all the mandatory administrative requirements below to proceed to phase 2; failure to submit the following will result in disqualification.  Service provider is required to:
5.1.1.1.1 be registered on the Central Supplier Database (CSD) held by National Treasury. 
5.1.1.1.2 submit completed and signed SBD forms.
5.1.1.1.3 accept the ToR by placing service provider’s initials on each page.
5.1.1.1.4 accept terms and conditions of the Bid, by placing service provider's initials on each page of the General Conditions of Contract (GCC).
5.1.1.1.5 submit an electronic version (1 USB) and 1 hardcopy.
  



5.1.2 Phase 2: Mandatory Requirements
5.1.2.1 Below is a list of mandatory requirements. 
5.1.2.1.1 5 recommendation letters (reference letters) from current or past clients. These letters must be in the clients’ letterhead and must indicate the (i) type of event (e.g imbizo, summit, conference etc), (ii) duration of the contract held (current or past), (iii) value of the contracts mentioned above and (iv) number of patrons that attended each event.
5.1.2.1.2 The service provider must be registered in terms of Section 20 of the PSIRA. Proof of current registration must be attached as well as a letter of good standing.
5.1.2.1.3 Proof of registration with PSIRA - security officers employed by the service provider’s company.
5.1.2.1.4 Proof that the Directors of the company are registered with PSIRA as Grade A and / or Grade B security officers. 
5.1.2.1.5 Proof of Compensation for Occupational Injuries and Disease Act (COIDA) letter of good standing.
5.1.2.1.6 Proof of registration with the Private Security Sector Provident Fund or letter of good standing.
5.1.2.1.7 Detailed company profile that outlines the years of experience in providing the services required herein and an understanding of working relations with other security cluster institutions in delivering safe and secure events.
5.1.2.1.8 Security officers to be deployed for providing the services required herein must at least have 4 years’ experience of providing event security services. CVs of these officers must be attached, accompanied by certified copies of training received (not older than 3 months).
5.1.2.1.9 Proof of Insurance taken out to cater for cases where any claims, costs, loss and /or damage ensuing from its obligations arise and ensure that such insurance remains operational for the duration of this agreement – 3 years. 

Proposals that do not meet all the above requirements will be disqualified and not evaluated further.
5.1.3 Phase 3: Functionality
a) The functionality evaluation will be conducted by the end-user which comprises of various skilled and experienced members from diverse professional disciplines. The evaluation process will be based on functionality criteria.

b) The functionality evaluation shall be based on a threshold and service providers who do fail to achieve a minimum of 60 points on this phase of evaluation, will not be considered for further evaluation (Phase 4: Pricing and Specific Goals).

c) The following rating values for evaluation will be used:


i. Each panel member will rate each individual criterion on the score sheets as indicated for each phase, using the following scale:
	Value
	Description

	5 – Excellent
	Exceeds the functionality requirements

	4 – Very Good
	Above average compliance to the requirements

	3 – Good
	Satisfactory and meets the requirements

	2 – Average
	Partial compliance to the requirements

	1 – Poor
	Unacceptable, does not meet set criteria



ii. The value scored for each criterion will be multiplied with the specified weighting for the relevant criterion to obtain the marks scored for each criterion. These marks will be added and expressed as a fraction of the best possible score for all criteria.
iii. The scores will be converted to a percentage and ONLY service providers that have met or exceeded the minimum threshold for a phase will be evaluated in terms of the next phase.
iv. Service providers must, as part of their bid documents, submit supporting documentation for all technical requirements. The panel responsible for scoring the respective bids will evaluate and score all bids based on their submissions and the information provided.
v. Service providers will not rate themselves, but need to ensure that all information is supplied as required. The DSI panel members will evaluate and score all responsive bids and will verify all documents submitted by the service providers.
vi. The criteria to be used for determining functionality scores is as follows:

	PHASE 3:  FUNCTIONALITY 


	Rating:	1 = Poor	2 = Average	3 = Good	4 = Very good	5 = Excellent

	CRITERIA

	WEIGHTS

	1. Company Experience.
provide company’s profile detailing the years of experience of the company in providing the services required herein. The profile must be able to show the company’s understanding on working with other security cluster institutions in delivering a safe and secure event, failure to provide this information shall result in no allocation of a score in this criteria of evaluation.. 

	1 year experience
	2 years’ experience
	3 years’ experience
	4 years’ experience
	5 years’ experience

	1
	2
	3
	4
	5



	


30









	2. Experience of security officers ‘supervisor.
Provide a detailed CV that outlines the relevant experience of a supervisor.  The CV must indicate the list of events that the supervisor was deployed to, duration of the event, number of patrons who attended the event.  At least 4 years’ experience is required in this criterion.

	0-year experience
	1 year experience
	2 years’ experience
	3 years’ experience
	4 years’ experience

	1
	2
	3
	4
	5




	



10








	3. Experience of Security Officers. 
Security Officers to be dedicated to this project must have at least 4 years’ relevant experience. The CV must provide a list of events each officer is/was appointed deployed to, period of deployment and the number of patrons that attended each event.  The experience of officers shall be combined to determine an average score for purposes of scoring this criterion.

	0-year experience
	1 year experience
	2 years’ experience
	3 years’ experience
	4 years’ experience

	1
	2
	3
	4
	5



	




30




	CRITERIA

	WEIGHTS

	4. Reference Letters
Submit a minimum of five (5) contactable references (letters) not older than five years on a letter head from the service providers’ clients where the events security services were rendered.  These letters must provide information on the following:
a) Type of event (e.g imbizo, summit, conference etc).
b) Duration of the contract held (current or past)
c) Value of the contracts mentioned in (b) above.
d) Number of patrons that attended each event.


	1 reference letter meeting the above requirements
	2 reference letters meeting the above requirements
	3 reference letters meeting the above requirements
	4 reference letters meeting the above requirements
	5 reference letters meeting the above requirements

	1
	2
	3
	4
	5




Any reference letter that does not provide information requested above, will not be considered.


	
30

	TOTAL SCORE
	100

	MINIMUM THRESHOLD SCORE
	60 



5.1.4 Phase 4: Pricing and Specific Goals

5.1.4.1 Price inclusive of VAT will be evaluated as indicated below.
a)	In terms of regulation 4 of the Preferential Procurement Regulations, 2022 pertaining to the Preferential Procurement Policy Framework Act, 2000 (Act 5 of 2000), responsive bids will be adjudicated by the DSI on the 80/20 preference point system in terms of which points are awarded to service providers based on:

· The bid price (maximum 80 points)
· Specific Goals mentioned below in Table1 (maximum 20 points)

Service providers can only claim specific goal credentials, by providing a detailed company ownership certificate.

b)	The following formula will be used to calculate the points for price in respect of service providers with a rand value equal to or above R30 000.00 up to R50 000 000.00:

Ps = 80 [image: ]

Where

Ps = Points scored for price of tender under consideration;
Pt = Price of tender under consideration;
Pmin = Price of lowest acceptable tender.

c)	A maximum of 20 points will be awarded to a tenderer for the specific goal (at least 51% ownership) specified for the tender, as per the table below:
Table 1 – Specific goals
	The specific goals allocated points                  in terms of this tender:
	Number of points allocated (80/20 system)

	EMEs and QSEs 
	

	Companies owned by black people
	5

	Companies owned by women
	5

	Companies owned by youth
	5

	Companies owned by people with disabilities
	5



i. A bidder must submit proof of its Specific goals’ status.
ii. Bidder to claim points if their specific goal(s) ownership is at least 51 %.
iii. A bidder failing to submit proof of Specific goals’ status or failing to meet the Specific goals, may not be disqualified, but (a) may only score points out of 80 for price; and (b) score 0 points out of 20 for Specific goals.
iv. The points scored by a bidder for Specific goals in accordance with the preceding paragraphs 6.4(c) must be added to the points scored for price under paragraph 6.4(b).
v. The points scored must be rounded off to the nearest two decimal places.
vi. If the price offered by a tenderer scoring the highest points is not market-related, the Department may not award the bid to that tenderer.
· The Department may negotiate a market-related price with the tenderer scoring the highest points or cancel the tender.
· If the tenderer does not agree to a market-related price, the Department may negotiate a market-related price with the tenderer scoring the second highest points or cancel the tender.
· If the tenderer scoring the second highest points does not agree to a market-related price, the Department may negotiate a market-related price with the tenderer scoring the third highest points or cancel the tender.
· If a market-related price is not agreed in all the respects, the Department must cancel the tender.
vii. If two or more tenderers score an equal total number of points, the contract must be awarded to the tenderer that scored the highest points for specific goals. (2) If two or more tenderers score equal total points in all respects, the award must be decided by the drawing of lots.
viii. A contract may, on reasonable and justifiable grounds, be awarded to a bid that did not score the highest number of points.

5.1.4.2 This bid and all contracts will be subjected to the General Conditions of Contract (GCC) issued in accordance with the Treasury Regulations 16A published in terms of the Public Finance Management Act, 1999 (Act 1 of 1999).  The Special Conditions of Contract are supplementary to that of the General Conditions of Contract.  Where, however, the Special Conditions of Contract conflict with the General Conditions of Contract, the Special Conditions of Contract prevail.

5.1.4.3 Service Providers must submit proposals based on the pricing format below. The price proposal must be on the service providers’ letterhead.

	DESCRIPTION
	QUANTITY
	RATE PER DAY/HOUR
	TOTAL 

	Security Supervisor (Grade D)

	1 
	R
	R

	Security Officer (Grade C)

	1
	R
	R

	Cost for attending planning, security cluster and other meetings 
	1 hour
	R
	R

	Cost for the Compilation of events security plan
	1 
	R
	R

	Cost of Equipment
	1 x Handcuffs
1 x Baton
1 x Flashlight 
1 x Hand-held radio
1 x Pocketbook
1 x Pens (black,red) 

	R
	R

	Other – please specify

	
	R
	R

	TOTAL (excluding vat)

	
	R
	R

	Vat @ 15%

	
	R
	R

	TOTAL (including vat)

	
	R
	R




5.1.4.4 It is important for service providers to indicate in advance provinces where they might be willing to offer the services required herein however, proposals shall be requested with the consideration of “locality” (service providers within a particular province) and on rotation basis before considering service providers who are outside a province where the event will be held.  In case a particular province does not have the services required herein, it is only then that the DSI will request the services from other provinces to mitigate against the possibility of the DSI hosting events without the required measures.
5.1.4.5 Considering the above, service providers are requested to indicate in the table below, the provinces in which they are willing to offer the services required herein, noting that there is no limit on the number of provinces a service provider can submit a proposal for.
	ITEM NO. 
	PROVINCE 
	MY COMPANY IS WILLING TO OFFER THE REQUIRED EVENTS SECURITY SERVICES IN THE FOLLOWING PROVINCE/S (please indicate with a X) 

	1
	Eastern Cape
	

	2
	Free State
	

	3
	Gauteng
	

	4
	KwaZulu-Natal
	

	5
	Limpopo
	

	6
	Mpumalanga
	

	7
	Northern Cape
	

	8
	North West
	

	9
	Western Cape 
	



5.1.4.6 It is understood that rates for security officers differ from one province to another and that where there are upcoming events, price quotations with the total number of security officers required and equipment, shall be requested from the database of a panel that we intend to establish. An approved TOR shall be submitted to the selected panel of service providers to allow for submission of proper and informed quotations.
5.1.4.7 Prices quoted shall remain fixed for the first year of the contract and shall escalate (after consideration and written approval by the DSI) on the anniversary of the contract in line with the relevant sectorial determinations.
5.1.4.8 The rates quoted shall include all costs associated with providing services as per the scope of work applicable for the events hosted at that time – including VAT, and the price shall be quoted in South African rands.
5.1.4.9 Services required herein shall be rendered upon receipt of an official purchase order from DSI.

6 DURATION, TIMEFRAMES AND FORMAL CONTRACT

6.1 The DSI intends to sign a three-year contract with the panel of service providers for the provision of events security services. 
6.2 During the three-year contract period, the service providers shall be requested to submit quotations as and when there are events to allow the DSI to determine the costs for the services required (e.g., dates of event, period the medical services are required, etc.). 
6.3 The State Security Agency shall screen all the personnel employed by the service provider and this shall be done as and when the services of the service provider are procured at any of the DSI planned events. 
6.4 It is the service providers’ responsibility to ensure that a positive screening / clearance is obtained by the company and its personnel. If the principal contractor appoints a sub-contractor, the same provision shall apply to the sub-contractor.

7 PROJECT MANAGEMENT

7.1 Although a contract will be signed with service providers who qualify for inclusion in the panel of service providers, the services will be required as and when there are events that require events security services.
7.2 Service Providers will only be required to assist the DSI with implementing safety and security measures at DSI events and such services shall be for the duration of the event.
7.3 The DSI security official allocated to a particular event, shall therefore project manage the services provided by the security service provider, from start of the event until the last day of the event.  

8 AWARDING OF THE BID

8.1 Once the bid is awarded:
 
8.1.1 Service Providers shall:
8.1.1.1 be expected to be compliant with tax matters as per CSD or e-Filling.
8.1.1.2 conduct business in a courteous and professional manner.
8.1.1.3 comply with all relevant employment legislation and applicable bargaining council agreements, including UIF, PAYE, etc. 
8.1.1.4 Ensure the deployment of Grade C and / or Grade D security officers at DSI events.
8.1.1.5 Ensure that security officers deployed to events hosted by the DSI are properly uniformed and that each officer is allocated the following work tools (if requested by the DSI):
a) Handcuffs
b) Baton
c) Flashlight 
d) Hand-held (two-way) radio
e) Pocketbook
f) Pens (black and red) 
8.1.1.6 Ensure that security officers deployed to the DSI events are duly registered with PSIRA and that the officers always display their PSIRA registration cards. The DSI reserves the right to verify the registration of any security officer deployed to the DSI events and further reserves the right to remove any security officer who is not properly uniformed and / or is not registered with PSIRA.  
8.1.1.7 Ensure that all security officers deployed to the DSI events comply with the safety measures in place. 
8.1.1.8 Ensure that all security officers are deployed to their posts on time and that no post if left unmanned.
8.1.1.9 Ensure that where shift work is required at events hosted by the DSI, security officers are deployed on time for their shifts to avoid posts being left unmanned.
8.1.1.10 At its own expense, take out sufficient insurance against any claims, costs, loss and /or damage ensuing from its obligations and shall ensure that such insurance remains operational for the duration of the contract period.

8.1.2 The DSI shall:
8.1.2.1 Manage the contract in a professional manner.
8.1.2.2 Provide appropriate information as and when required and only in situations where it is required by the service provider to fulfill their duties.
8.1.2.3 Not accept any responsibility for any damage suffered by the service provider or their staff for the duration of the contract.
8.1.2.4 Not tolerate any unfair labor practices between service provider and their staff that happen during the execution of the project activities.
8.1.2.5 Not accept any responsibility for accounts/expenses incurred by the service provider that were not agreed upon by the contracting parties.

8.1.3 The DSI and the service provider shall enter into a service level agreement (SLA).
8.1.3.1 The SLA shall be signed with a representative of the appointed service provider.
8.1.3.2 The agreed timelines, performance indicators and budget shall form part of the SLA.
8.1.3.3 The original Terms of Reference and agreed amendments shall be an annexure to the SLA.
8.1.3.4 The DSI shall make payments equal to the order amount and within 30 days from the date the invoice received.

9 FRONTING

9.1 DSI, in compliance with regulations, supports the spirit of Broad- Based Black Economic Empowerment and recognizes that real empowerment can only be achieved through individuals and businesses conducting themselves in accordance with the Constitution and in an honest, fair, equitable, transparent, and legally compliant manner. Against this background the DSI condemns any form of fronting.
9.2 DSI, in ensuring that service providers conduct themselves in an honest manner will, as part of the bid evaluation processes, conduct, or initiate the necessary enquiries/investigations to determine that accuracy of the representation made in bid documents. Should any of the fronting indicators as contained in the Guidelines on Complex Structures and Transactions and Fronting, issued by the Department of Trade and Industry (DTI), be established during such enquiry/investigation, the onus will be on the service provider/contractor to prove that fronting does not exist. Failure to do so within 14 days from date of notification may invalidate the bid/contract and may also result in restriction of the service provider/contractor to conduct business with the public sector for a period not exceeding ten years, in addition to any other remedies DSI may have against the service provider/contractor concerned.

10 PROPRIETARY RIGHTS

10.1 The proprietary rights with regards to copyright, patents and other similar rights that may arise from the service provider carrying out the assignment belong to the DSI.
10.2 The DSI will have unrestricted access to all material, data, and information.
10.3 The service provider shall deliver any or all such material, data, and information to the DSI upon request.
10.4 The service provider shall agree that all rights, to be acknowledged, understood, and adhered to by the service provider on acceptance of bid including, without limitation, all intellectual and property rights in and any material, data or information including computer programmes, e- data and documentation related to the project belong to the DSI.

11 PROHIBITION OF RESTRICTIVE PRACTICES

11.1 In terms of section 4(1) of the Competition Act No. 89 of 1998, as amended, an agreement between, or concerted practice by, firms, or a decision by an association of firms, is prohibited if it is between parties in a horizontal relationship and if a service provider(s) is (are) or a contractor(s) was/were involved in:
a) Directly or indirectly fixing a purchase or selling price or any other trading condition
b) Dividing markets by allocating customers, suppliers, territories, or specific types of goods or
c) services; or
d) Collusive bidding.

11.2 If a service provider(s) or contractor(s), in the judgement of the purchaser, has/have engaged in any of the restrictive practices referred to above, the purchaser may, without prejudice to any other remedy provided for, invalidate the bid(s) for such item(s) offered or terminate the contract in whole or in part and refer the matter to the Competition Commission for investigation and possible imposition of administrative penalties as contemplated in the Competition Act No. 89 of 1998.

11.3 Any communication either by facsimile, letter or electronic mail or any other form of correspondence to any official or representative of DSI, other than SCM officials, in respect of this bid between the closing date and the award of the bid by the service provider is prohibited.

11.4 The Supplier shall not cede this Agreement without the written permission of DSI.

11.5 The Supplier shall not, without the prior written consent of DSI, subcontract the rendering of the Services to a third party.

12 BRIEFING SESSION (if applicable)

12.1 An information session will be held on 20 February 2024 on an online platform, from 10:00 – 12:00.  Prospective service providers are therefore required to attend the session to get clarity on the department’s specifications. Service Providers interested in attending the proposed briefing session must notify the DSI Supply Chain Management via e-mail prior to 19 February 2024 (tenders@dst.gov.za).

13 SUBMISSION OF PROPOSALS

13.1 All proposals must be Emailed to tenders@dst.gov.za:

13.2 Proposals must be clearly marked as follows:
Bid No:  RFP08/2023-24
Description:  Panel of security services
	Bid Closing date and Time: 29 February 2024 at 11h00
Name and Address of Service provider
NB: Please note that a proposal will not be considered for evaluation if it is submitted late. Late tenders will be returned; where applicable.

14 COMMUNICATION

14.1 Any questions are to be submitted not later than 05 Days  before the closing date of the Bid. Questions received after this date will not be entertained by DSI. All questions and answers will be published at www.dst.gov.za/tenders section.

14.2 After the closing date, only the Supply Chain Management (SCM) Unit will communicate with service providers for, among others, where bid clarity is sought, to obtain information or to extend the validity period.  See sub-par 11 for prohibited practice.

14.3 The results of a bid will be published in the same media as the advertisement and therefore communication will only be sent to successful service providers.

14.4 Supply Chain Management enquiries must be directed to Demand & Acquisition Management via email to tenders@dst.gov.za 












PART A: CLIENT BASE
(submit a typed document with the following details, on your company letterhead)
	Name of client / organization where  services were executed 
	Place / Area and Province where event was held
	Type of event (e.g conference, imbizo, summit etc) 
	Duration of contract 
	Number of event attendees 
	Value of Contract / Service 
	Contact persons and telephone numbers of your client

	1.
	Department of Justice and Constitutional Development 
	Carnavon
	Imbizo
(Public Participation Programme)
	3 days 
	700
	R250,000.00
	Mr Kit Katlong
(012) 861 4039
071 9999 999

	2.
	

	
	
	
	
	
	

	3.
	

	
	
	
	
	
	

	4.
	

	
	
	
	
	
	

	5.
	

	
	
	
	
	
	

	6.
	

	
	
	
	
	
	

	7.
	

	
	
	
	
	
	

	8.
	
	

	
	
	
	
	

	9.
	
	
	

	
	
	
	

	10.
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