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[bookmark: _Toc212643929][bookmark: _Toc394775451][bookmark: _Toc394778358][bookmark: _Toc498843318][bookmark: _Toc505652265]Introduction
[bookmark: _Toc212643930]Purpose
The purpose of this Request for Bid (RFB) is to invite Suppliers (hereinafter referred to as “bidders”) to submit bids for the procurement of a Risk Management System including installation, configuration, reporting, development, maintenance and support for a period of three years, for the KZN Provincial Treasury.

[bookmark: _Toc212643931] Background
The Provincial Internal Audit Services (PIAS) in the KwaZulu-Natal Provincial Treasury Department (KZNPT) is looking for a tool to improve the visibility, efficiency, and consistency of risk management work across the KwaZulu-Natal Provincial Departments and Municipalities. The aim is to strengthen the Governance, Risk and Compliance (GRC) environment by integrating all three areas to equip the KwaZulu-Natal Provincial Administration with the necessary solutions to manage risks with efficacy.
[bookmark: _Toc212643932]Scope of Bid
[bookmark: _Toc212643933]Scope of Work
The scope of work for the bidders is as follows:
The scope of work is to ensure that the risk management system is designed to manage the risk registers of various KZN Provincial Departments and Municipalities, ensuring the ability to maintain separate risk register/s for each Department and Municipality, while also enabling consolidated reporting at the KZN Provincial level to build comprehensive provincial risk profile/s. The system must meet, at a minimum, the following risk management requirements:

	Item
	Details

	Installation
	On premise installation
On Cloud installation (incl. subscription costs for SaaS, hosting costs etc.)

	Configuration
	System parameter configurations
Template and other functional configurations
User configurations including user access.
Configurations of user reports and system generated reports including dashboards.

	Migration of existing company data
	Migration of data
Backup and recovery 

	User administration
	On-boarding of users (incl. new users), groups etc.
User groups configurations and rights. 

	User training
	Administration training (per admin)
User training (per user)
Training manuals and documentation

	User and System support
	Office hours/remote/telephonic hours costs
On-site support costs
A full breakdown of costs must be included such as disbursements or call-out fee.

	Project Administration
	All project plan activities as listed under project methodology

	Handover 
	Handover process



[bookmark: _Toc212643934]Delivery address
The address where the required goods / services / works must be delivered is:
TREASURY HOUSE
145 Chief Albert Luthuli Street
Pietermaritzburg
3201
[bookmark: _Toc212643935]Requirements
[bookmark: _Toc212643936]Technical Product/Service/Solution Requirements

	Main Criteria
	Sub-Criteria

	Risk Management













	Proven risk management system: The solution must be a tried and tested risk management system, ensuring reliability and effectiveness.

	
	Adherence to best practices: The system should be aligned with universally accepted risk management methodologies and standards.

	
	Comprehensive risk process management: The system must support the recording and management of the entire risk management process by using workflows, methodologies, templates, and frameworks specific to the KZN provincial risk management. This includes capturing, storing, and reporting risk data effectively.

	
	Dashboard functionality: The system must include dashboard capabilities to enable real-time monitoring and insights. This should support the creation of visual elements such as pie charts, graphs, and other data visualisation tools to enhance data interpretation and decision-making.

	
	Strategic alignment: The system capabilities must include recording strategic objectives (e.g., impact/outcome statements), key performance indicators (KPI’s), key risk indicators (KRIs), defining risk appetite, linking risks to strategic objectives, identifying root causes, consequences, and controls, risk rating models/matrices/tables and developing risk mitigation plans.

	
	Risk assessment and rating: The system should support both inherent (likelihood and impact ratings) and residual risk assessments, by including appropriate rating mechanisms aligned with the KZN provincial risk management framework or universally recognised best practices.

	
	Action plan management: The system should enable the assignment of risk owners and action owners, along with the setting of due dates and revised due dates. It should also capture and document reasons for any revisions to ensure transparency and accountability in risk mitigation plans.

	
	Progress tracking: The system should include tools to effectively monitor and track the progress of action plans, ensuring timely updates and accountability. The system should cater for the level of completion of the action plans, and the ability to draw a report on all action plans and their status of implementation.  The system should also be able to provide the ageing of overdue action plans, as well as draw a trend analysis for implemented action plans with no change in risk ratings. 

	
	Notifications and alerts: The system should include notification capabilities to inform action and risk owners about tasks, actions, escalations, and updates on mitigation strategies, ensuring timely communication and follow-up.

	
	Data management flexibility: The system should support the seamless export and import of risk registers and risk profiles to and from external working documents, such as Excel spreadsheets with ratings, to minimise duplication of effort. This process should be straightforward and user-friendly. Additionally, the system must include offline synchronisation capabilities to ensure functionality in offline environments.

	
	Audit trail: The system must include a built-in audit trail for transparency and accountability.

	
	Data organisation by financial year: The system must support structured data storage and retrieval by financial year, enabling efficient organisation and access to historical and current records. The system should allow for the ability to compare data from older years to a current year.

	
	Knowledge base for risk management: The system must include a comprehensive repository of risks to standardise definitions, reduce duplication, and establish consistent naming conventions (standardised way to write/record a risk). Additionally, it should assist users in identifying transversal risks and corresponding mitigation strategies, promoting consistency and efficiency in risk management practices. This repository should be accessible to update while data is being built through additional risk assessments.

	
	Support for multiple domain structures: The system must be capable of maintaining and managing multiple risk domain structures for each provincial department and municipality.

	
	Reporting: The system must be able to provide the standard/transversal risk reports that are extractable from the domains, etc. The standard reports would be the risk register of the organisation/business unit, risks per risk category (e.g strategic, financial, environmental, etc), risks per type of risk assessment (e.g. fraud risks, supply chain management risk, etc), risk category, top 20 risks, action plan report that provides due date and status of implementation, comparison between the previous quarter top 20 to the current quarter top 20, heat map reports, risks from highest to lowest in terms  of residual risk rating or inherent risk rating. There should be the ability for the KZN PT’s administrator of the system to make changes to report structure and/or allow for report building through system design capabilities, but these will be limited. 



[bookmark: _Toc212643937]Service Elements
[bookmark: _Toc212643938]Full-Service Agreement
[bookmark: _Toc212643939]Time and Material (T&M Ad hoc services)
[bookmark: _Toc212643940]Software Training Costs, inclusive of training the KZNPT’s administrator to build reports etc per above.
[bookmark: _Toc212643941] System Support and Maintenance Costs
[bookmark: _Toc212643942]Office hours/remote/telephonic hours costs
[bookmark: _Toc212643943]On-site support costs
[bookmark: _Toc212643944]S&T costs
[bookmark: _Toc212643945]Response time and distance
[bookmark: _Toc212643946]Office hours/remote/telephonic hours 
[bookmark: _Toc212643947]  On-site support 
[bookmark: _Toc212643948]Fault logging management
[bookmark: _Toc212643949]Incident and Request Management
[bookmark: _Toc212643950]Bid Evaluation Stages
The bid evaluation process consists of six stages, according to the nature of the bid. A bidder must qualify for each stage to be eligible to proceed to the next stage of the evaluation. The stages are:
[bookmark: _Toc212687186]Table 1: Bid Evaluation Stages
	Stage
	Description
	Applicable for this bid YES

	Stage 1	
	Mandatory Administrative Responsiveness
	YES

	Stage 2 
	Technical Mandatory Requirements 
	YES

	Stage 3
	Technical Functionality Requirements
	YES

	Stage 4
	Proof of Concept Requirements
	YES

	Stage 5
	Special Conditions of Contract verification
	YES

	Stage 6
	Price and Preference Points Evaluation
	YES



[bookmark: _Toc212643951]Mandatory Administrative Responsiveness (Stage 1)
[bookmark: _Toc212643952] Attendance of briefing session
(a) A Compulsory virtual briefing session will be held. The bidder must sign the briefing session attendance register using the same information (bidder company name, bidder representative person name and contact details) as would be submitted in the bidder’s response document. Any bidder who fails to attend the compulsory briefing session will be disqualified.
(b) In the case of joint ventures, at least one representative must attend the briefing session.
(c) In the case of consortiums, at least one of the parties must attend the briefing session.
[bookmark: _Toc212643953]  Registered Supplier
(a) Only responses from bidders who are registered as a Supplier on National Treasury’s Central Supplier Database (CSD) in terms of National Treasury’s Instruction Note 4A of 2016/17 will be considered for award on this RFB.
[bookmark: _Toc212643954]Technical returnable documents
[bookmark: _Toc212643955]Instruction and evaluation criteria
(a) The bidder must comply with ALL the requirements as per the TECHNICAL MANDATORY REQUIREMENTS (section 4.2.2 below) by providing substantiating evidence in the form of documentation or information, failing which it will be regarded as “NOT COMPLY”.
(b) The bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. 
(c) [bookmark: _Hlk212113950]The bidder must comply with ALL the TECHNICAL MANDATORY REQUIREMENTS in order for the bid response to proceed to the next stage of the evaluation.

[bookmark: _Toc212643956]  Technical mandatory requirements (Stage 2)
[bookmark: _Toc212687187]Table 2: Technical Mandatory Requirements
	Mandatory Requirements
	
	

	1. Bidder Certification/ Affiliation Requirements

	The bidder must be an OEM/OSM accredited reseller or a registered partner to provide the Risk Management System.
	[bookmark: _Hlk208557906]Attach to ANNEX A, a copy of valid documentation (certificate or letter) indicating that the bidder is an OSM/OEM accredited reseller or registered partner to provide the Risk Management System.

The letter or certificate must have the following information.
(a) The name of the registered bidder.
(b) Date to which the letter or certificate was issued.
(c) Letter must be in writing, dated, signed and on a letterhead of the entity that issued it.

NOTE (1): 
SITA/Department reserves the right to verify information provided.
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, 5.1>

	2. Bidder Experience and Capability Requirements

	The bidder must have provided the installation, configuration, reporting, development including maintenance and support for a Risk Management System Solution to at least two customers in the past five years from the publication date of this bid. 

	Provide to ANNEX A, reference details and reference letter/s from two (2) customers to whom the installation, configuration, reporting, development including maintenance and support for Risk Management System Solution was delivered in the past five years from the publication date of this bid.

NOTE (1): 
The Bidder must provide all the following information when completing Table 11:
1. Company name; and
2. Contact person, telephone and/or e-mail address; and
3. Project scope of work; and
4. Project start and end date. 

NOTE (2): 
The reference letter/s should be on the referees’ company letterhead and include all of the following information:
1. Company Name; and
2. Contact person, telephone and/or e-mail address; and
3. Project scope of work; and
4. Project start and end date. 

[bookmark: _Hlk212643846]NOTE (3): 
Failure to complete Table 11 fully and to submit reference letters as indicated above will result in disqualification.
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, par 5.2, table 11

	3.  Special conditions of contract

	Bidder must accept ALL the Special Conditions of contract.
	[bookmark: _Hlk178773702]The Bidder must accept ALL the Special Conditions of Contract by completing and signing the declaration of Acceptance in the Declaration of Compliance and Acceptance under the Special Conditions (Section 4.3.2).
NOTE (1): 
Failure to accept ALL the Special Conditions of Contract will result in disqualification.
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, par 5.3

	4. SITA Certification Requirements

	The Bidder must confirm compliance to SITA certification on proposed solution.
	The bidder must fully complete and submit the MIOS Certification Requirements in Annex B. Further to this, the Bidder is required to submit additional information as follows:

a) In the case of a “YES” answer in Annex B, the independent certificate(s) to substantiate the declaration. 
 
Or 

b) In the case of a “N/A” answer in Annex B, sufficient motivation as to why the standard is not deemed applicable.

NOTE (1):
[bookmark: _Hlk202963605]An empty declaration (no answer provided), or a "N/A" answer without sufficient motivation, will be regarded as a “NO” answer and will be considered non-compliant.

NOTE (2):
SITA reserves the right to verify the information provided
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, par 5.4, Annex B


[bookmark: _Toc150417129][bookmark: _Toc170367924]
[bookmark: _Toc212643957]  Technical Functionality Evaluation Requirements (Stage 3)
(a) The bidder must complete in full all the TECHNICAL Functionality requirements.
(b) The bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. During the evaluation, SITA/Department reserves the right to treat substantiation evidence that cannot be located in the bid response, as “NOT COMPLY”.
(c) The evaluation (scoring) of bidders’ responses to the requirements will be determined by the completeness, relevance and accuracy of substantiating evidence.
(d) The weighting of requirements: The full scope of requirements will be determined by the following functional requirements as per the table below.

[bookmark: _Toc212687188][bookmark: _Hlk208556321]Table 3: Technical Functionality Evaluating Rating Scale
	[bookmark: _Hlk131424169]Evaluation criteria (Refer to the relevant Evaluation Score for each section in table 5 below.)
	Score

	Irrelevant Response - No information was provided, or information provided does not meet the minimum requirements.
	0

	Partial Response – Some information was provided but is insufficient information as per minimum requirements.
	1

	Good Response - Meets the minimum requirements.
	3



(e) [bookmark: _Hlk25054983]The minimum threshold per functional environment will also the evaluated as per the table below.
[bookmark: _Toc212687189]Table 4: Technical Functionality Weighting Requirements
	[bookmark: _Hlk212640318]No.
	Technical Functionality Requirements (per environment)
	Weighting

	1.
	Project Management Methodology
	7

	2.
	Experience of a Project Manager
	5 

	3.
	Experience of a Key Account Manager
	1

	4.
	Creation of Risk Register
	5

	5.
	Audit Trail capability
	10

	6.
	Cloud-based solution
	10

	7.
	Reporting dashboards, extraction of reports, data analytics and AI
	8

	8.
	Ease of use and navigation:
	2

	9.
	Web-based accessibility (Inclusive compatibility across browsers and devices)
	9

	10.
	Online and offline accessibility
	9

	11.
	User-driven development
	3

	12.
	System integration, inclusive of file import/export, data analytics and Third-Party API for Import/Export API
	10

	13.
	Document upload and storage for different file types (e.g visio, pdf, excel, word, jpeg, etc)
	2

	14
	Workshop mode
	2

	15
	Review and version control:
	2

	16.
	Email notifications:
	2

	17.
	Risk matrix and prioritisation:
	2

	18.
	Risk appetite and tolerance dashboard
	2

	19.
	Role-based access control
	5 

	20.
	System Documentation
	2

	21. 
	Integration of Artificial Intelligence
	2

	TOTAL
	100%



(f) Minimum threshold. To be eligible to proceed to the next stage of the evaluation the bidder must achieve a minimum threshold score of 75%.  This threshold will be calculated by multiplying the scores per each functional requirement as per table 5 by the corresponding Weighting as per table 4.
(g) SITA reserves the right to verify information/evidence provided by the Bidder. 

[bookmark: _Toc212687190]Table 5:  Technical Functionality Requirements
	No.
	TECHNICAL FUNCTIONALITY REQUIREMENTS 
	Substantiating evidence and evaluation criteria
(used to evaluate bid)
	Weighting
	Substantiation reference
(to be completed by bidder)

	R1.
	Project Management Methodology

The Bidder must submit a project management methodology plan which covers the following elements, and detailed comprehensive information on how each of the elements will be undertaken. 
 
R1.1.  Minimum Requirements:
(a) Project methodology to be used:
(b) Migration of existing data from current system:
(c) Installation, configuration, and integration of the proposed system: 
(d) User Training:
(e) Post implementation (completion certifications):
(f) Handover:
(g) Initiation Stage:
(h) Planning Stage:
(i) Execution Stage:
(j) Monitoring and Control Stage:
(k) Closure Stage:
(l) Detailed project boundaries regarding what is included and isn't included:
(m) All dependencies included:
(n) All critical paths identified:
(o) Payment milestones in relation to work breakdown structures:
(p) All costing per each Work Breakdown Structures and Tasks.
	The Bidder must submit a project management methodology plan which covers the elements mentioned and detailed comprehensive information on how each of the elements will be undertaken:

Evaluation criteria
0 = No Information provided in line with the minimum requirement.

1 = Not all the minimum required information as bulleted under R1.1 was submitted by the bidder.

3= Meets the minimum requirements: 
The Project Management Methodology Plan submitted covers all the listed elements on the left column.







	        7
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R2.
	Experience of a Project Manager
The bidder must allocate a Project Manager who will be responsible for end-to-end management of the solution.

R2.1.  Minimum Requirements:
· A minimum of 2 years’ experience in managing risk management system solutions
· A Project Management Certificate (Project Management Professional (PMP) or Prince 2 Practitioner or Agile Certified Practitioner or Certified associate in project management (CAPM)).
	[bookmark: _Hlk208559299]The Bidder to submit the CV of the Project Manager and a certified copy of a Project Management Certificate

0 = No Information provided in line with the minimum requirements.

1 = Not all the minimum required information as bulleted under R2.1 was submitted by the bidder.

3 = Meets minimum requirements on experience in managing audit management system solution plus a Project Management Certificate.
	5
	< provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R3.
	Experience of the Key Account Manager:
The bidder must allocate a Key Account Manager who will be responsible for Accounts Management.

R3.1.  Minimum Requirements:
· A minimum of 2 years’ experience in Accounts Management related to Risk Management Systems 
· At least one of the managed accounts should have been of a value of at least R1 million per year.

	[bookmark: _Hlk208559388]The Bidder to submit the CV of the Account Manager which indicates a minimum of 2 years’ experience in Accounts Management related to Risk Management Systems of at least R1 million per year.

Evaluation criteria
0 = No Information provided in line with the minimum requirements.

1 = Not all the minimum information required as bulleted under R3.1 was submitted by the bidder.

3 = Meets minimum requirements on experience in Accounts Management and Project Amounts.
	1
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R4.
	Creation of risk registers:
The system must support the creation of new risk registers, allowing for effective documentation, storage, and management of risk-related data.  

R4.1.  Minimum Requirements:
· The bidder must submit a sample risk register and documentation, (detailing comprehensive information) which shows that the system supports the creation of new risk registers, allowing for effective documentation, storage, and management of risk-related data.

	The bidder to submit a sample risk register and documentation, (detailing comprehensive information) which shows that the system supports the creation of new risk registers, allowing for effective documentation, storage, and management of risk-related data.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

3= Meets the minimum requirements: The sample Risk Register provided supports the creation of new risk registers.
	5
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R5.
	Audit trail capability
The system must include full audit trail functionality to ensure transparency and accountability, tracking all changes made within the system, including user actions, modifications, and updates, with details on who made the changes and when.

R5.1 Minimum Requirements:
The system must include:
· Full audit trail functionality to ensure transparency and accountability, 
· Audit trails of all changes made within the system
· Audit trails of user actions, modifications, and updates, with details on who made the changes and when.
· The system administrator is able to print audit trail reports of all changes

	The bidder to submit a sample Audit Trail documentation which shows that the system includes full audit trail functionality to ensure transparency and accountability, tracking all changes made within the system, including user actions, modifications, and updates, with details on who made the changes and when.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

1 = Not all the minimum required information as bulleted under R5.1 was submitted by the bidder.

3 = Meets the minimum requirements: The sample Audit Trail documentation provided shows that the system performs all listed capability.
	10
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	6.
	Cloud-based solution:
The system should be hosted on a secure cloud platform to provide scalability, accessibility, and reliability.

R6.1.  Minimum Requirements:
The bidder submitted a sample Cloud-based Solution documentation which shows how the system will be hosted on a secure cloud platform to provide scalability, accessibility, and reliability.

	The bidder to submit a sample Cloud Based Solution documentation which shows clearly how the system will be hosted on a secure cloud platform to provide scalability, accessibility, and reliability.

Evaluation criteria:
0= No Information provided in line with the minimum requirements.
3 = Meets the minimum requirements: Sample Cloud-based Solution documentation provided y shows how the system will be hosted on a secure cloud platform to provide scalability, accessibility, and reliability.
	10
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	7.
	Reporting dashboards, extraction of reports, data analytics: 
R7.1.  Minimum Requirements:
The System must:
· provide interactive dashboards and detailed reporting capabilities to support data-driven decision-making.
· be able to provide the standard/transversal risk reports that are extractable from the domains, etc. 
· standard reports would be the risk register of the organisation/business unit
· risks per risk category (e.g strategic, financial, environmental, etc)
·  risks per type of risk assessment (e.g. fraud risks, supply chain management risk, etc)
· risk category, top 20 risks
· action plan reports that provides due date and status of implementation
· comparison between the previous quarter top 20 to the current quarter top 20
· heat map reports
· risks from highest to lowest in terms of residual risk rating or inherent risk rating
· have the ability for the KZN PT’s administrator of the system to make changes to report structure and/or allow for report building through system design capabilities, but these can be limited.
· Cater for the level of completion of the action plan
· have ability to draw a report on all action plans and their status of implementation.
· be able to provide the ageing of overdue action plans
· draw a trend analysis for implemented action plans with no change in risk ratings.
· allow for the ability to compare data from older years to current year.
· The system should support data analysis
·  provide AI analysis either as an embedded module within the system or has ability to interface with other stand-alone applications
	The bidder to submit a sample of Reporting dashboards documentation which shows the system interacting dashboards and detailed reporting capabilities (refer details under reporting dashboards, extraction of reports, data analysis and AI) to support data-driven decision-making.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

1 = Not all the minimum required information as bulleted under R7.1 was submitted by the bidder.

3 = Meets all minimum requirements as per bulleted under R7.1.
	8
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R8.
	Ease of use and navigation: 

The system should be intuitive and user-friendly to minimise learning curves and maximise usability.

R8.1.  Minimum Requirements:
The bidder must submit a brochure that shows that the system is intuitive, user-friendly and minimises learning curves and maximise usability.

	The bidder to submit a brochure that shows that the system is intuitive and user-friendly to minimise learning curves and maximise usability.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

3 = Meets the minimum requirements: A brochure provided shows that the system is intuitive, user-friendly and minimises learning curves and maximise usability.
	2
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R9.
	Web-based accessibility inclusive of compatibility across browsers and devices: 

The system should ensure secure, browser-based access to the system from any location.
The system must support a variety of end-user devices and browser software to enhance accessibility and usability.

R9.1.  Minimum Requirements:
The bidder must submit a brochure that shows the Web-based accessibility and secure, browser-based access to the system from any location. The system must also support a variety of end-user devices and browser software to enhance accessibility and usability.
	The bidder to submit a brochure that shows the Web-based accessibility and secure, browser-based access to the system from any location. The system must also support a variety of end-user devices and browser software to enhance accessibility and usability.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

3 = Meets the minimum requirements: The brochure provided shows a secure Web-based accessibility and through different browsers and devices.
	9
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R10.
	Online and offline accessibility: 
The system should function offline and automatically synchronise data when reconnected online.

R10.1.  Minimum Requirements:
The bidder must submit a brochure that shows that the system can function offline and automatically synchronise data when reconnected online.

	The bidder to submit a brochure that shows that the system can function offline and automatically synchronise data when reconnected online.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

3 = Meets the minimum requirements: The brochure provided shows that the system can function offline and automatically synchronise data when reconnected online.
	9
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R11.
	User-driven development: 
Support ongoing development and enhancements by a dedicated development team, ensuring the system evolves with user needs.

R11.1.  Minimum Requirements:
The bidder submitted a brochure that supports ongoing development and enhancements by a dedicated development team, ensuring the system evolves with user needs.

	The bidder to submit a brochure that supports ongoing development and enhancements by a dedicated development team, ensuring the system evolves with user needs.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

3 = Meets minimum requirements: The brochure provided shows that the system has support for on-going development and enhancements by a dedicated development team, ensuring the system evolves with user needs.
	3
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R12.
	System integration, inclusive of file import/export, data analytics, AI and Third-Party API for Import/Export API 
The system should integrate with other systems, such as internal audit systems, to ensure seamless data flow across platforms. The system should support data analysis and, AI analysis either as an embedded module within the system or has ability to interface with other applications. The system to integrate through third-party APIs to facilitate the import and export of data ensuring seamless and automated data transfer.

R12.1.  Minimum Requirements:
The system must:
· integrate with other systems, such as internal audit systems, to ensure seamless data flow across platforms. 
· support data analysis and AI analysis either as an embedded module within the system or has ability to interface with other applications.
·  integrate through third-party APIs to facilitate the import and export of data ensuring seamless and automated data transfer.
· Be able to import/export data files in csv or other standard formats
.
	The bidder to submit a brochure that shows that the system can import and export documentation/files, support data analysis and AI analysis.  The system can interface/integrate with other applications (such as internal audit systems) including using APIs to facilitate the import and export of data. File formats include MS Office and other formats.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

1 = Not all the minimum required information as bulleted under R12.1 was submitted by the bidder.

3 = Meets Minimum Requirements: The brochure provided shows that the system can integrate with other systems.
	10
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R13.
	Document upload and storage: 

The system should allow uploading and secure storage of evidence, compliance training information, risk management plans, and reports and other documentation like Visio, PowerPoint, Excel, Word, Acrobat PDF, JPEG, etc, to facilitate integration with other documentation.

R13.1.  Minimum Requirements:
The bidder submitted a brochure that shows that the system can upload and securely store information as evidence through a number of file formats. 


	The bidder to submit a brochure that shows that the system can upload and securely store information as evidence through a number of file formats. 

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

3 = Meets minimum requirement: The brochure provided shows that the system can upload and securely store information from different file formats.
	2
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R14.
	Workshop mode: 
The system should include a workshop mode to facilitate collaborative risk identification, analysis, and evaluation. This mode should allow multiple users to work together in real-time, share insights, and collectively assess and prioritise risks.

R14.1.  Minimum Requirements:
The bidder submitted a brochure that shows that the system includes a workshop mode to facilitate collaborative risk identification, analysis, and evaluation.
	The bidder to submit a brochure that shows that the system includes a workshop mode to facilitate collaborative risk identification, analysis, and evaluation. This mode should allow multiple users to work together in real-time, share insights, and collectively assess and prioritise risks.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

3 = Meets minimum requirement:  The brochure provided shows that the system includes a workshop mode to facilitate collaborative risk identification, analysis, and evaluation.
	2
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R15.
	Review and version control: 
The system should provide tools for reviewing work and implementing version control, ensuring that an accurate history of changes is maintained. This feature will allow users to track revisions, compare different versions, and revert to previous versions when necessary.

R15.1.  Minimum Requirements:
The bidder to submit a brochure that shows that the system can provide tools for reviewing work and implementing version control, ensuring that an accurate history of changes is maintained and users can also track revisions, compare different versions, and revert to previous versions when necessary.
	The bidder to submit a brochure that shows that the system can provide tools for reviewing work and implementing version control, ensuring that an accurate history of changes is maintained and users can also track revisions, compare different versions, and revert to previous versions when necessary.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

3 = Meets minimum requirements: The brochure provided shows that the system can provide tools for reviewing work and implementing version control.
	2
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R16.
	Email notifications: 
The system should send automated email notifications to risk and task/action owners regarding the implementation of mitigation plans by their target dates. Additionally, it should provide prompt notifications for overdue mitigation plans to ensure timely follow-up and action.

R16.1.  Minimum Requirements:
The bidder to submit a brochure that shows that the system can send automated email notifications to risk and task/action owners regarding the implementation of mitigation plans by their target dates and also prompt notifications for overdue mitigation plans to ensure timely follow-up and action. 
	The bidder to submit a brochure that shows that the system can send automated email notifications to risk and task/action owners regarding the implementation of mitigation plans by their target dates and also prompt notifications for overdue mitigation plans to ensure timely follow-up and action. 

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

3 = Meets minimum requirements: The brochure provided shows that the system can send automated email notifications.
	2
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R17.
	Risk matrix and prioritisation: 
The system should include a risk matrix functionality to prioritise risks based on their likelihood and impact. It should also generate summaries for different risk categories, such as operational, strategic, and project risks, to assist in decision-making and resource allocation.

R17.1.  Minimum Requirements:
The bidder must submit a brochure that shows that the system includes a risk matrix functionality to prioritise risks based on their likelihood, impact and also generate summaries for different risk categories, such as operational, strategic, and project risks, to assist in decision-making and resource allocation.

	The bidder to submit a brochure that shows that the system includes a risk matrix functionality to prioritise risks based on their likelihood, impact and also generate summaries for different risk categories, such as operational, strategic, and project risks, to assist in decision-making and resource allocation.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

3 = Meets Minimum Requirements: The brochure provided shows that the system includes a risk matrix functionality to prioritise risks.
	2
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R18.
	Risk appetite and tolerance dashboard: 
The system should provide dashboards that allow users to monitor and analyse risk appetite and tolerance levels, offering real-time insights into risk exposure and enabling informed decision-making.

R18.1.  Minimum Requirements:
The bidder must submit a brochure that shows that the system can provide dashboards to monitor and analyse risk appetite and tolerance levels, offering real-time insights into risk exposure and enabling informed decision-making.

	The bidder to submit a brochure that shows that the system can provide dashboards to monitor and analyse risk appetite and tolerance levels, offering real-time insights into risk exposure and enabling informed decision-making.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

3 = Meets minimum requirement: The brochure provided shows that the system can provide dashboards to monitor and analyse risk appetite and tolerance levels.
	2
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R19.
	Role-based access control: 
The system should allow the assignment of access rights based on user roles, ensuring that each user has the appropriate level of access to data and functionality. 

R19.1.  Minimum Requirements:
The bidder must submit a brochure which shows that the system can access rights based on user roles, ensuring that each user has the appropriate level of access to data and functionality
	The bidder to submit a brochure that shows that the system can access rights based on user roles, ensuring that each user has the appropriate level of access to data and functionality. 

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

3 = Meets Minimum Requirements: The brochure provided shows that the system can access rights based on user roles, ensuring that each user has the appropriate level of access to data and functionality. 
	5
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R20.
	System Documentation: 
System documentation should be developed, provided and kept up to date. This includes technical documentation: system configuration, user administration, functional documentation: how to use and navigate the system from a user perspective. These documents would need to be kept updated in subsequent years.

R20.1.  Minimum Requirements:
· System documentation should be developed, provided and kept up to date. 
· This includes technical documentation
· system configuration documentation
· user administration documentation
· functional documentation on how to use and navigate the system from a user perspective. 
· All above documentation must be updated annually or when there are system upgrades
.
	The bidder to submit technical and function documentation of the system with a process on how to keep them updated.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

1 = Not all the minimum required information as bulleted under R20.1 was submitted by the bidder.

3 = The bidder submitted a technical and functional documentation of the system with a process on how to keep them updated.

	2
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>

	R21.
	AI Integration: 
The system should have AI functionality built-in to assist with Predictive analytics, reporting, early warning triggers and automation.

R21.1.  Minimum Requirements:
The bidder must submit a brochure indicating the range of AI functions that the system offers
	The bidder to submit a brochure on the range of AI functions that the system offers.

Evaluation criteria:
0 = No Information provided in line with the minimum requirements.

3= The brochure submitted shows a range of AI functions offered by the system.
	2
	provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.5>



[bookmark: _Toc212643958]  Demonstration / Presentation /Proof of Concept Requirements (Stage 4)
(a) Only those bids that successfully passed all the previous evaluation stages will progress to this evaluation stage, namely Demonstration / Presentation / Proof of Concept.
(b) The bidder will be required to do a Demonstration / Presentation / Proof of Concept of their proposed solution as per Stage 4 that contains the ability to support the business objectives in relation to the required technology infrastructure and the required components.
(c) The evaluation panel may request demonstration or explanation regarding any or all aspect of the technical Functionality requirements
(d) The score for the Demonstration / Presentation / Proof of Concept will be calculated as follows:
(i) Each of the Sixteen (16) functional requirement Score, as per table 7 will be multiplied by the corresponding Weighting as per table 6.
(e) Each Bidder must PRESENT and will be evaluated on the understanding of the solution requirement and presenting the most fit as follows: 



[bookmark: _Toc212687191]Table 6: POC/Presentation/Demonstration Weighting
	No.
	Technical Functionality Requirements (per environment)
	Weighting

	1.
	Creation of Risk Register
	6

	2.
	Audit Trail capability
	12

	3.
	Cloud-based solution
	12

	4.
	Reporting dashboards, extraction of reports, data analytics and AI
	10

	5.
	Ease of use and navigation
	2

	6.
	Web-based accessibility (Inclusive compatibility across browsers and devices)
	11

	7.
	Online and offline accessibility
	11

	8.
	User-driven development
	4

	9.
	System integration, inclusive of file import/export, data analytics and Third-Party API for Import/Export API
	12

	10.
	Document upload and storage for different file types (e.g visio, pdf, excel, word, jpeg, etc)
	2

	11
	Workshop mode
	3

	12
	Review and version control
	2

	13.
	Email notifications
	2

	14.
	Risk matrix and prioritisation
	3

	15.
	Risk appetite and tolerance dashboard
	2

	16.
	Role-based access control
	6

	TOTAL
	100



(f) Minimum threshold. These individual scores will be converted to a cumulative percentage and only those bidders that have met or exceeded the minimum threshold of 75% (cumulative) out of a total of 100% will proceed to the next evaluation stage.

[bookmark: _Toc212687192]Table 7:  POC/Presentation/Demonstration Requirements
	No
	Demonstration/POC Functional Requirements
	Substantiating evidence and evaluation criteria
(used to evaluate bid)
	Weighting
	Substantiation reference
(to be completed by bidder)

	1.
	Ease of use and navigation:	
The system should be intuitive and user-friendly to minimise learning curves and maximise usability.

Minimum Requirements:
The system can be intuitive and user-friendly to minimise learning curves and maximise usability.

 
	The Bidder must demonstrate by providing a Live Demonstration indicating how the system can be intuitive and user-friendly to minimise learning curves and maximise usability.

Evaluation criteria
0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.
3 = Meets Minimum Requirements: Demonstration shows that the system can be intuitive and user-friendly to minimise learning curves and maximise usability 
	2
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	2.
	Online and offline accessibility
The system should function offline and automatically synchronise data when reconnected online.

Minimum Requirements:
The system functions offline and automatically synchronise data when reconnected online.


	The bidder to provide a Live Demonstration which shows that the system functions offline and automatically synchronise data when reconnected online.

0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.

3= Meets Minimum Requirements: Demonstration provided shows that the system functions offline and automatically synchronise data when reconnected online.

	11
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	3.
	User-driven development	
The system should support ongoing development and enhancements by a dedicated development team, ensuring the system evolves with user needs.

Minimum Requirements:
The system supports ongoing development and enhancements by a dedicated development team, ensuring the system evolves with user needs.



	The bidder to provide Live Demonstration which shows that the system supports ongoing development and enhancements by a dedicated development team, ensuring the system evolves with user needs.

0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.
3 = Meets Minimum Requirements: Demonstration provided shows that the system supports ongoing development and enhancements by a dedicated development team, ensuring the system evolves with user needs.

	4
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	4.
	Email notifications:	
The system should send automated email notifications to risk and task/action owners regarding the implementation of mitigation plans by their target dates. Additionally, it should provide prompt notifications for overdue mitigation plans to ensure timely follow-up and action.

Minimum Requirement:
The system sends automated email notifications to risk and task/action owners regarding the implementation of mitigation plans by their target dates.
	The bidder to provide a Live Demonstration which shows that the system sends automated email notifications to risk and task/action owners regarding the implementation of mitigation plans by their target dates.

0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.

3 = Meets Minimum Requirements: Demonstration provided shows that the system sends automated email notifications to risk and task/action owners regarding the implementation of mitigation plans by their target dates.

	2
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	5.
	Creation of Risk Register
The system must support the creation of new risk registers, allowing for effective documentation, storage, and management of risk-related data.  

Minimum Requirement:
The system supports the creation of new risk registers, allowing for effective documentation, storage, and management of risk-related data.  


	The bidder to provide a live demonstration which shows that the system supports the creation of new risk registers, allowing for effective documentation, storage, and management of risk-related data.

0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.

3 = Meets Minimum Requirements: Demonstration provided shows that the system supports the creation of new risk registers, allowing for effective documentation, storage, and management of risk-related data.
	6
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	6.
	Audit Trail Capability	
The system must include full audit trail functionality to ensure transparency and accountability, tracking all changes made within the system, including user actions, modifications, and updates, with details on who made the changes and when.

Minimum Requirement:
The system includes full audit trail functionality to ensure transparency and accountability, tracking all changes made within the system, including user actions, modifications, and updates, with details on who made the changes and when.


	The bidder to provide a live demonstration which shows that the system includes full audit trail functionality to ensure transparency and accountability, tracking all changes made within the system, including user actions, modifications, and updates, with details on who made the changes and when.

0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.

3 = Meets Minimum Requirements: Demonstration provided shows that the system includes full audit trail functionality to ensure transparency and accountability, tracking all changes made within the system, including user actions, modifications, and updates, with details on who made the changes and when.

	12
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	7.
	Cloud-based solution
The system should be hosted on a secure cloud platform to provide scalability, accessibility, and reliability.

Minimum Requirements:
The system can be hosted on a secure cloud platform to provide scalability, accessibility, and reliability.

	The bidder to provide a live demonstration which shows that the system can be hosted on a secure cloud platform to provide scalability, accessibility, and reliability.


0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.

3 = Meets Minimum Requirements: Demonstration provided shows that the system can be hosted on a secure cloud platform to provide scalability, accessibility, and reliability.

	12
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	8.
	Reporting dashboards, extraction of reports, data analytics:
The system should provide interactive dashboards and detailed reporting capabilities to support data-driven decision-making.

Minimum Requirements:
The system provides interactive dashboards and detailed reporting capabilities to support data-driven decision-making.

	0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.
3 = Meets Minimum Requirements: Demonstration shows that the system provides interactive dashboards and detailed reporting capabilities to support data-driven decision-making.

	10
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	9.
	Web-based accessibility with compatibility across browsers and devices
The system should ensure secure, browser-based access to the system from any location. The system must support a variety of end-user devices and browser software to enhance accessibility and usability.

Minimum Requirement:
The system can ensure secure, browser-based access to the system from any location.

	The bidder to provide a live demonstration which shows that the system can ensure secure, browser-based access to the system from any location.

0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.

3 = Meets Minimum Requirements: Demonstration shows that the system can ensure secure, browser-based access to the system from any location.

	11
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	10.
	System integration including Third-Party API for Import/Export or general File Import/Export
The system should import and export documentation/files, support data analysis and AI analysis.  The system should interface/integrate with other applications (such as internal audit systems) including using APIs to facilitate the import and export of data. File formats include MS Office and other formats.


Minimum Requirements:

The bidder to submit a brochure that shows that the system can import and export documentation/files, support data analysis and AI analysis.  The system can interface/integrate with other applications (such as internal audit systems) including using APIs to facilitate the import and export of data. File formats include MS Office and other formats.

	The bidder to provide a live demonstration which shows that the system can import and export documentation/files, support data analysis and AI analysis.  The system can interface/integrate with other applications (such as internal audit systems) including using APIs to facilitate the import and export of data. File formats include MS Office and other formats.


0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.

3 = Meets Minimum Requirements: Demonstration provided shows that the system can import and export documentation/files, support data analysis and AI analysis.  The system can interface/integrate with other applications (such as internal audit systems) including using APIs to facilitate the import and export of data. File formats include MS Office and other formats.
	12
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	11.
	Document upload and storage
The system should allow uploading and secure storage of evidence, compliance training information, risk management plans, and reports and other documentation like Visio, PowerPoint, Excel, Word, Acrobat PDF, JPEG, etc, to facilitate integration with other documentation.

Minimum Requirement:
The system allows uploading and secure storage of evidence, compliance training information, risk management plans, and reports and other documentation like Visio, PowerPoint, Excel, Word, Acrobat PDF, JPEG, etc, to facilitate integration with other documentation.
	The bidder to provide a live demonstration which shows that the system allows uploading and secure storage of evidence, compliance training information, risk management plans, and reports and other documentation like Visio, PowerPoint, Excel, Word, Acrobat PDF, JPEG, etc, to facilitate integration with other documentation.


0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.

3 = Meets Minimum Requirements: Demonstration provided shows that the system allows uploading and secure storage of evidence, compliance training information, risk management plans, and reports and other documentation like Visio, PowerPoint, Excel, Word, Acrobat PDF, JPEG, etc, to facilitate integration with other documentation.

	2
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	12.
	Workshop Mode
The system should include a workshop mode to facilitate collaborative risk identification, analysis, and evaluation. This mode should allow multiple users to work together in real-time, share insights, and collectively assess and prioritise risks.

Minimum Requirement:
The system includes a workshop mode to facilitate collaborative risk identification, analysis, and evaluation. This mode should allow multiple users to work together in real-time, share insights, and collectively assess and prioritise risks.




	The bidder to provide a live demonstration which shows that the system includes a workshop mode to facilitate collaborative risk identification, analysis, and evaluation. This mode should allow multiple users to work together in real-time, share insights, and collectively assess and prioritise risks

0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.

3 = Meets Minimum Requirements: Demonstration provided shows that the system includes a workshop mode to facilitate collaborative risk identification, analysis, and evaluation.


	3
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	13.
	Review and version control
The system should provide tools for reviewing work and implementing version control, ensuring that an accurate history of changes is maintained.

Minimum Requirements:
The system can provide tools for reviewing work and implementing version control, ensuring that an accurate history of changes is maintained

	The bidder to provide a live demonstration which shows that the system can provide tools for reviewing work and implementing version control, ensuring that an accurate history of changes is maintained

0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.

3 = Meets Minimum Requirements: Demonstration shows that which shows that the system can provide tools for reviewing work and implementing version control, ensuring that an accurate history of changes is maintained

	2
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	14.
	Risk matrix and prioritisation
The system should include a risk matrix functionality to prioritise risks based on their likelihood and impact. It should also generate summaries for different risk categories, such as operational, strategic, and project risks, to assist in decision-making and resource allocation.

Minimum Requirements:
The system includes a risk matrix functionality to prioritise risks based on their likelihood and impact. It should also generate summaries for different risk categories, such as operational, strategic, and project risks, to assist in decision-making and resource allocation.



	The bidder to provide a live demonstration which shows that the system includes a risk matrix functionality to prioritise risks based on their likelihood and impact. It should also generate summaries for different risk categories, such as operational, strategic, and project risks, to assist in decision-making and resource allocation.


0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.

3 = Meets Minimum Requirements: Demonstration shows that the system includes a risk matrix functionality to prioritise risks based on their likelihood and impact. It should also generate summaries for different risk categories, such as operational, strategic, and project risks, to assist in decision-making and resource allocation.

	3
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	15.
	Risk appetite and tolerance dashboard
The system should provide dashboards that allow users to monitor and analyse risk appetite and tolerance levels, offering real-time insights into risk exposure and enabling informed decision-making.

Minimum Requirement:
The system provides dashboards that allow users to monitor and analyse risk appetite and tolerance levels, offering real-time insights into risk exposure and enabling informed decision-making.



	The bidder to provide a live demonstration which shows that the system provides dashboards that allow users to monitor and analyse risk appetite and tolerance levels, offering real-time insights into risk exposure and enabling informed decision-making.


0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.

3 = Meets Minimum Requirements: Demonstration provided shows that the system provides dashboards that allow users to monitor and analyse risk appetite and tolerance levels, offering real-time insights into risk exposure and enabling informed decision-making.

	2
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>

	16.
	Role-based access control
The system allows the assignment of access rights based on user roles, ensuring that each user has the appropriate level of access to data and functionality. 

Minimum Requirements:
The system allows the assignment of access rights based on user roles, ensuring that each user has the appropriate level of access to data and functionality. 

	The bidder to provide a Live Demonstration which shows that the system allows the assignment of access rights based on user roles, ensuring that each user has the appropriate level of access to data and functionality. 


0= Does not meet minimum requirement:  No demonstration or demonstration presented does not meet the minimum requirement.

3 = Meets Minimum Requirements: Demonstration provided shows that the system allows the assignment of access rights based on user roles, ensuring that each user has the appropriate level of access to data and functionality. 

	6
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 5.6>



[bookmark: _Toc212643959]Special Conditions of Contract Verification (Stage 5)
(a) The successful supplier will be bound by Government Procurement: General Conditions of Contract (GCC) as well as this Special Conditions of Contract (SCC), which will form part of the signed contract with the successful Supplier. However, SITA reserves the right to include or waive the condition in the signed contract.
(b) SITA reserves the right to:
(i) Negotiate the conditions; or
(ii) Automatically disqualify a bidder for not accepting these conditions; or
(c) In the event that the bidder qualifies the proposal with own conditions and does not specifically withdraw such own conditions when called upon to do so, SITA will invoke the rights reserved in accordance with subsection 4.3. (b) above.

[bookmark: _Toc212643960]  Special Conditions of Contract
  Contracting Conditions
(a) Formal Contract - The supplier must enter into a formal written contract (agreement) with SITA.
(b) Right to Audit - SITA reserves the right, before entering into a contract, to conduct or commission an external service provider to conduct a financial audit or probity to ascertain whether a qualifying bidder has the financial wherewithal or technical capability to provide the goods and services as required by this tender.
Delivery Address
The supplier must deliver the required products or services at as indicated in Section 2.2, Delivery Address.
Special Requirements
Risk Management Systems to incorporate Artificial Intelligence (AI) capabilities to enhance audit planning, risk assessment, anomaly detection, and continuous monitoring. 
Supplier Performance Reporting
Reports need to be provided on a monthly.
Certification, Expertise and Qualification
(a) The bidder certifies that:
(i) it has the necessary expertise, skill, qualifications and ability to undertake the work required in terms of the Statement of Work or Service Definition
(ii) it is committed to provide the Products or Services; and perform all obligations detailed herein without any interruption to the Customer it has been certified for the Products and Services require
Change monitoring and audit trail
The bidder must have Super users with capability to monitor and track changes made within the system, with access to a detailed audit trail that records who made each change and when it occurred, ensuring full accountability and transparency.
Local support services: 
The bidder must have a dedicated local support within KwaZulu-Natal through a helpdesk facility to address user issues promptly.
Logistical Conditions
(a) Hours of Work  
(i) Office hours are defined as business working hours of the customer and is Mondays to Fridays between 07:30 and 16:30
(ii) After hours of the customer during weekdays are from16:30 to 07:30
(iii) All mission critical sites will be managed on a 24 x 7 x 365 basis 
(b) Tools of Trade
(i) The bidder is expected to use its own resources (cell phone, laptops etc) to communicate with its own offices or outside of the SITA/Client buildings, including all tools and equipment to render the services effectively.
 Regulatory, Quality and Standards
Products used to deliver the goods /services must comply with Provincial Risk Management Framework.
Personnel Security Clearance 
a. Company security screening: The supplier may be required to undergo a company security screening conducted by the State Security Agency (SSA). Should the SSA find the supplier not suitable after the conduct of the security screening, the business relationship will be terminated. The following documentation will be required for the company security screening process to be conducted:
i. Copy of company registration documentation.
ii. Copy(ies) of identity documentation of Director(s), Member(s) or Trustee(s); 
iii. Copy of valid tax clearance certificate. 
b. Security suitability check for individuals: SITA may, at its own discretion and in line with its policies and procedures, require employees of the supplier to be subjected to a security suitability check before commencement of a project or delivering of a service. The security suitability check is conducted by SITA in order to ensure that individuals meet the minimum-security requirements and also to verify personal information. The supplier will be required to replace any employee(s) who is found to be not suitable after the conduct of the security screening. The following documentation will be required for the security suitability check:
i. Copy of identity document.
ii. Copy(ies) of qualification(s) if SITA requires verification thereof.
iii. Fingerprints – will be taken electronically.
iv. Signed consent form for the conduct of background checks. 
c. Security clearance: A security clearance, issued by either the SSA or Defence Intelligence (DI) is required if any employee of the supplier will have or may gain access to classified information throughout the duration of the project or in the process of delivering a service. The level of security clearance required – Confidential, Secret or Top Secret, will be determined at the sole discretion of SITA. The supplier will have to replace any employee who do not qualify for a security clearance or is found not suitable by the SSA or DI. The following documentation will be required for the security clearance process:
i. Completed Z204 or DD1057 security clearance application form.
ii.  Fingerprints.
iii. Personal documentation of the applicant, including but not limited to, identity document, passport, marriage certificate (if applicable), divorce order (if applicable), qualifications, salary advice and bank statements.         
Confidentiality and non-disclosure conditions
(a) The Supplier, including its management and staff, must before commencement of the Contract, sign a non-disclosure agreement regarding Confidential Information
(b) Confidential Information means any information or data, irrespective of the form or medium in which it may be stored, which is not in the public domain, and which becomes available or accessible to a Party as a consequence of this Contract, including information or data which is prohibited from disclosure by virtue of:
(i) the Promotion of Access to Information Act, 2000 (Act no. 2 of 2000).
(ii) being clearly marked "Confidential" and which is provided by one Party to another Party in terms of this Contract.
(iii) being information or data, which one Party provides to another Party or to which a Party has access because of Services provided in terms of this Contract and in which a Party would have a reasonable expectation of confidentiality.
(iv) being information provided by one Party to another Party in the course of contractual or other negotiations, which could reasonably be expected to prejudice the right of the non-disclosing Party.
(v) being information, the disclosure of which could reasonably be expected to endanger a life or physical security of a person.
(vi) being technical, scientific, commercial, financial and market-related information, know-how and trade secrets of a Party.
(vii) being financial, commercial, scientific or technical information, other than trade secrets, of a Party, the disclosure of which would be likely to cause harm to the commercial or financial interests of a non-disclosing Party; and
(viii) being information supplied by a Party in confidence, the disclosure of which could reasonably be expected either to put the Party at a disadvantage in contractual or other negotiations or to prejudice the Party in commercial competition; or
(ix) information the disclosure of which would be likely to prejudice or impair the safety and security of a building, structure or system, including, but not limited to, a computer or communication system; a means of transport; or any other property; or a person; methods, systems, plans or procedures for the protection of an individual in accordance with a witness protection scheme; the safety of the public or any part of the public; or the security of property; information the disclosure of which could reasonably be expected to cause prejudice to the defence of the Republic; security of the Republic; or international relations of the Republic; or plans, designs, drawings, functional and technical requirements and specifications of a Party, but must not include information which has been made automatically available, in terms of the Promotion of Access to Information Act, 2000; and information which a Party has a statutory or common law duty to disclose or in respect of which there is no reasonable expectation of privacy or confidentiality;
(c) Notwithstanding the provisions of this Contract, no Party is entitled to disclose Confidential Information, except where required to do so in terms of a law, without the prior written consent of any other Party having an interest in the disclosure.
(d) Where a Party discloses Confidential Information which materially damages or could materially damage another Party, the disclosing Party must submit all facts related to the disclosure in writing to the other Party, who must submit information related to such actual or potential material damage to be resolved as a dispute.
(e) Parties may not, except to the extent that a Party is legally required to make a public statement, make any public statement or issue a press release which could affect another Party, without first submitting a written copy of the proposed public statement or press release to the other Party and obtaining the other Party's prior written approval for such public statement or press release, which consent must not unreasonably be withheld.
Guarantee and warranties
(a) The supplier confirms that:
(i) The warranty of goods supplied under this contract remains valid for the duration of the contract after the goods were delivered, installed and commissioned with a sign off, including the clients signature
(ii) as at Commencement Date, it has the rights, title and interest in and to the Product or Services to deliver such Product or Services in terms of the Contract and that such rights are free from any encumbrances whatsoever.
(iii) the Product is in good working order, free from Defects in material and workmanship, and substantially conforms to the Specifications, for the duration of the Warranty period.
Intellectual Property Rights
(a) SITA retains all Intellectual Property Rights in and to SITA's Intellectual Property. As of the Effective Date, the Supplier is granted a non-exclusive license, for the continued duration of this Contract, to perform any lawful act including the right to use, copy, maintain, modify, enhance and create derivative works of SITA's Intellectual Property for the sole purpose of providing the Products or Services to SITA pursuant to this Contract; provided that the Supplier must not be permitted to use SITA's Intellectual Property for the benefit of any entities other than SITA without the written consent of SITA, which consent may be withheld in SITA's sole and absolute discretion. Except as otherwise requested or approved by SITA, which approval is in SITA's sole and absolute discretion, the Supplier must cease all use of SITA's Intellectual Property, at of the earliest of:
(i) termination or expiration date of this Contract. 
(ii) the date of completion of the Services; and 
(iii) the date of rendering of the last of the Deliverables
(b) If so required by SITA, the Supplier must certify in writing to SITA that it has either returned all SITA Intellectual Property to SITA or destroyed or deleted all other SITA Intellectual Property in its possession or under its control
(c) SITA, at all times, owns all Intellectual Property Rights in and to all Bespoke Intellectual Property. 
(d) Save for the license granted in terms of this Contract, the Supplier retains all Intellectual Property Rights in and to the Supplier’s pre-existing Intellectual Property that is used or supplied in connection with the Products or Services
(e) Provide SITA with the compliant Occupational Health and Safety File (required on site for period of installation and proof of compliance).
General
(a) The supplier will be bound by Government Procurement: General Conditions of Contract.
(b) (GCC) as well as this Special Conditions of Contract (SCC), which will form part of the signed contract with the Supplier. However, SITA reserves the right to include or waive the condition in the signed contract.
(c) SITA reserves the right to:
(i) Negotiate the conditions, or
(ii) Automatically disqualify a bidder for not accepting these conditions, or
(iii) Before entering into a contract, conduct or commission an external service provider to audit or conduct probity to ascertain whether a qualifying bidder has the technical capability to provide the goods and services as required by this tender.
Counter Conditions
Bidders’ attention is drawn to the fact that amendments to any of the Bid Conditions or setting of counter conditions by bidders may result in the invalidation of such bids.
Fronting
(a) The SITA supports the spirit of Broad Based Black Economic Empowerment and recognizes that real empowerment can only be achieved through individuals and businesses conducting themselves in accordance with the Constitution and in an honest, fair, equitable, transparent and legally compliant manner. Against this background the SITA will not condone any form of fronting.
(b) The SITA, in ensuring that bidders conduct themselves in an honest manner will, as part of the bid evaluation processes, conduct or initiate the necessary enquiries/investigations to determine the accuracy of the representation made in bid documents. Should any of the fronting indicators as contained in the Guidelines on Complex Structures and Transactions and Fronting, issued by the Department of Trade and Industry, be established during such enquiry/investigation, the onus will be on the bidder / contractor to prove that fronting does not exist. Failure to do so within a period of 14 days from date of notification may invalidate the bid / contract and may also result in the restriction of the bidder/contractor to conduct business with the public sector for a period not exceeding ten (10) years, in addition to any other remedies SITA may have against the bidder/contractor concerned.
Business Continuity and Disaster Recovery Plans
The bidder confirms that they have written business continuity and disaster recovery plans that define the roles, responsibilities and procedures necessary to ensure that the required services under this bid specification is in place and will be maintained continuously in the event of a disruption to the bidder’s operations, regardless of the cause of the disruption.
Supplier Due Diligence
SITA reserves the right to conduct supplier due diligence prior to final award or at any time during the Contract period and this may include pre-announced / non-announced site visits. During the due diligence process the information submitted by the bidder will be verified and any misrepresentation thereof may disqualify the bid or Contract in whole or parts thereof.
Preference Goal Requirements conditions
a) The Bidder’s commitment for the Preference Goal Requirements in this tender will be legally binding, and the Bidder needs to perform against their commitment for the duration of the contract which will form part of the Contractual Agreement.
b) The Bidder must sustain or improve the company’s BBBEE Level for the duration of the contact which will form part of the Contractual Agreement.
c) Performance of Preference Goal Requirements will be determined annually. Bidders must submit their Preference status report indicating progress against the Bidder’s Preferential commitments within 30 days of the yearly anniversary of the contract.
d) Bidders need to keep auditable substantive records / evidence and upon request by SITA/Department must be made available for audit and, or due diligence purposes.
e) SITA reserves the right to require from a Bidder, either before a bid is adjudicated or at any time subsequently, to substantiate any claim with regards to preferences, in any manner required by SITA.
f) SITA reserves the right to verify information / evidence provided by the Bidder.
g) SITA/Department reserves the right to introduce a penalty of 1% of the overall annual year spent by SITA/Department for the prior year if the Bidder fails to comply to paragraphs (a), (b) and (c) above.

[bookmark: _Toc106894479][bookmark: _Toc212643961]Declaration of compliance and acceptance SCC
I (we), the bidder hereby declare that I (we) accept ALL the Special Conditions of Contract as specified in par 4.3.2 above and shall comply with all stated obligations:

Name of Bidder:_____________________________	Signature: _________________________

Date:______________
[bookmark: _Toc135128897]
1.1 [bookmark: _Toc159325070][bookmark: _Toc168388657][bookmark: _Toc181792644][bookmark: _Toc207198475][bookmark: _Toc212643962]Price and Preference Points Evaluation (Stage 4)
[bookmark: _Toc146141700][bookmark: _Toc149766360][bookmark: _Toc159325071][bookmark: _Toc168388658][bookmark: _Toc181792645][bookmark: _Toc207198476][bookmark: _Toc212643963] Costing and Preference Evaluation
(a) [bookmark: _Hlk80033687]In terms of the SITA Preferential Procurement Policy (PPP), the following preference point system is applicable to all this bid:
The 80/20 system (80 Price, 20 Specific Goals) for requirements with a Rand value of up to R50 000 000 (all applicable taxes included)
(b) The Applicable Preference Point system for this tender is the 80/20 preference point system. 
(c) Points for this tender shall be awarded for: 
i. Price; and
ii. Preference points for specific goals.
(d) The maximum points for this tender will be allocated as follows, subject to par.2.
[bookmark: _Toc107394442][bookmark: _Toc212687193]Table 8:  Points allocation
	Description
	Points

	Price
	80

	Preference points for specific goals
	20

	Total points for Price and preference points for specific goals
	100


[bookmark: _Toc149766361]
[bookmark: _Toc159325072][bookmark: _Toc168388659][bookmark: _Toc181792646][bookmark: _Toc207198477][bookmark: _Toc212643964]Costing and Pricing Conditions
(1) South African Pricing – 
The total price must be VAT inclusive and be quoted in South African Rand (ZAR).
(2) Total Price
(i)	All quoted prices are the total price for the entire scope of required services and deliverables to be provided by the bidder.
(v) All additional costs as well as cost of delivery, labour, S&T, overtime, etc. must be included in this bid.
(vi) All services, accessories, upgrades and options required by the solution or specified by the client must be included in the quoted price. If not included, suppliers will be required to supply these accessories at no cost to the client.
(vii) SITA/Department reserves the right to negotiate pricing with the successful bidder prior to the award as well as envisaged quantities.
(viii) hese conditions will form part of the Contract between SITA and the bidder. However, SITA reserves the right to include or waive the condition in the Contract.
(ix) The bidder must complete the declaration of acceptance as per 4.4.3 below by marking with an “X” either “ACCEPT ALL”, or “DO NOT ACCEPT ALL”, failing which the declaration will be regarded as “DO NOT ACCEPT ALL” and the bid will be disqualified. 
(3) [bookmark: _Toc159325074]Bid Pricing Schedule
Bidders must complete the bid pricing schedule in the Excel spreadsheet format provided and upload this as part of their submission.


1.1.1 [bookmark: _Toc149766362][bookmark: _Toc159325075][bookmark: _Toc168388660][bookmark: _Toc181792647][bookmark: _Toc207198478][bookmark: _Toc212643965][bookmark: _Toc206491253]Bid Exchange Rate Conditions
The bidders must use the exchange rate provided below to enable SITA to compare the prices provided by using the same exchange rate:
	Foreign currency
	South African Rand (ZAR) exchange rate 

	1 US Dollar
	 R17.03 

	1 Euro
	 R19.87 

	1 Pound
	 R22.44 


Note (1):
This bid is subject to ROE.
1.1.2 Bid Pricing Schedule
Bidders must complete the bid pricing schedule in the Excel spreadsheet format provided and upload this as part of their submission

Declaration of Acceptance
	
	ACCEPT ALL
	DO NOT ACCEPT ALL

	1. The bidder declares to ACCEPT ALL the Costing and Pricing conditions as specified in section 4.4.2 above by indicating with an “X” in the “ACCEPT ALL” column, or
1. The bidder declares to NOT ACCEPT ALL the Costing and Pricing Conditions as specified in section 4.4.2 above by - 
1. Indicating with an “X” in the “DO NOT ACCEPT ALL” column, and.
1. Provide reason and proposal for each of the condition not accepted. 
	
	

	Comments by bidder:
Provide the condition reference, the reasons for not accepting the condition.




1.2 [bookmark: _Toc149766363][bookmark: _Toc159325076][bookmark: _Toc168388661][bookmark: _Toc181792648][bookmark: _Toc207198479][bookmark: _Toc212643966]Preference Requirements
1. The bidder must complete in full all the PREFERENCE requirements. 
1. Allocation of points per requirements: The point’s allocation of bidders’ responses to the requirements will be determined by the completeness, relevance, and accuracy of substantiating evidence. 
1. Points will be allocated for each PREFERENCE requirement as per the criteria set in each section in the table 9 below.
1. The bidder must provide a unique reference number (e.g. binder/folio, chapter, section, page) to locate substantiating evidence in the bid response. During evaluation, SITA reserves the right to treat substantiation evidence that cannot be in the bid response, as “NOT COMPLY”. The evidence needs to be attached to ANNEX A.
1. Preference Goal Requirements:
0. The applicable Preference Point system for this tender and points claimed is 80/20.
0. The specific Preferential Goal Requirements for this tender is indicated in table 9 below.
0. The Bidder must complete 80/20 preference point system and submit proof or documentation required in terms of this tender.
0. The Bidder must indicate their commitment to claim points for each of the preference points by signing at par 4.5 in the Invitation to Bid document.
0. Failure on the part of a bidder to submit proof or documentation required or to comply to paragraph (d) above in terms of this tender to claim preference points for the Preference Goal Requirements for this tender, will be interpreted to mean that preference points are not claimed.
0. The Bidder’s commitment for the Preference Goal Requirements in this tender will be legally binding, and the Bidder needs to perform against their commitment for the duration of the contract which will form part of the Contractual Agreement.
0. The Bidder must sustain or improve the company’s BBBEE Level for the duration of the contact which will form part of the Contractual Agreement.
0. Performance of Preference Goal Requirements will be determined annually. Bidders must submit their Preference status report to SITA indicating progress against the Bidder’s Preferential commitments within 30 days after each quarter from the commencement date of the contract.
0. Bidders need to keep auditable substantive records / evidence and upon request by SITA must be made available for audit and, or due diligence purposes.
0. SITA reserves the right to require from a Bidder, either before a bid is adjudicated or at any time subsequently, to substantiate any claim with regards to preferences, in any manner required by SITA.
0. SITA reserves the right to verify information / evidence provided by the Bidder.
0. SITA reserves the right to introduce a penalty of 1% of the overall annual year spent by SITA for the prior year if the Bidder fails to comply to paragraphs (f), (g) and (h) above.

[bookmark: _Toc145675373][bookmark: _Toc212687194]Table 9: Preferential Goal Requirements 80/20 Preference Points system
	Preference Goal Requirement #
	Preferential Goal Requirements
	Preferential Goal Requirements 

	
	Preferential Goal Requirements allocated for this tender
	Substantiating evidence and evidence reference to be completed by bidder. 
Evaluation per requirement: Each requirement indicated in the table below must be completed and points will be allocated based on the evidence required below 
	Evidence Reference

	
	B-BBEE Requirements
	 

	1)
	B-BBEE Requirements
Promotion of Transformational Objectives.
	Evidence:
The Bidder must provide a copy of the following relevant evidence for the Preferential Goal points which the Bidder qualifies for:
a) Columns A, B, C and D in table 10
Copy of relevant proof of the following to confirm the B-BBEE status of the contributor as defined in the Broad-Based Black Economic Empowerment Act:
(i) B-BBEE certificate (from a SANAS Accredited Agency/ the department.
or 
Sworn affidavit in the format provided by CIPC - Applicable to EMEs and QSEs only.
and/ or

b) Column D in table 10
Copy of South African Identification Document (ID); and/ or

c) Column E in table 10
Copy of Medical Certificate clearly indicating the disability in line with the B-BBEE status claimed as defined in the Broad-Based Black Economic Empowerment Act.

Note:
The CIPC (Companies and Intellectual Property Commission) registration documents will also be used as evidence to confirm compliance to the Preferential procurement requirements as part of the evaluation process.

Points allocation:
Points will be allocated for bidders that meets the requirements as indicated in table 10.
	<provide unique reference to locate the substantiating evidence in the bid response – Annex A, section 5.7>



[bookmark: _Toc212687195]Table 10: B-BBEE Points as part of the Preference Goal requirements (Preferential Goal Requirements for (80/20) system)
Note: Bidder to select the section for points they wish to claim (Mark as Y=Yes) in the table below.
	
	
	
	
	Ownership 
	
	
	

	
	Reference #
	Contributor Level as defined in the Broad-Based Black Economic Empowerment Act
	EME/QSEs
	Black Owned
(BO)
(51% or more)
	Black Woman Owned
(BWO)
(More than 30%)
	Youth Owned
	Owned by People living with disabilities
	Score
	Bidder to select the section for points they wish to claim
(Mark as Y= Yes)
	

	
	
	
	
	
	
	
	
	
	
	

	
	 
	 
	(A)
	(B)
	(C)
	(D)
	(E)
	(F)
	 
	

	
	1
	Level 1
	6
	4
	4
	4
	2
	20
	 
	

	
	2
	Level 1
	6
	4
	2
	2
	0
	14
	 
	

	
	3
	Level 1
	6
	4
	2
	0
	0
	12
	 
	

	
	4
	Level 1
	6
	4
	0
	0
	0
	10
	 
	

	
	5
	Level 2 and 3
	4
	2
	1
	1
	1
	9
	 
	

	
	6
	Level 2 and 3
	4
	2
	1
	1
	0
	8
	 
	

	
	7
	Level 2 and 3
	4
	2
	1
	0
	0
	7
	 
	

	
	8
	Level 2 and 3
	4
	2
	0
	0
	0
	6
	 
	

	
	9
	Level 4 and 5
	2
	1
	0,5
	0,5
	0,5
	4,5
	 
	

	
	10
	Level 4 and 5
	2
	0,5
	0,5
	0,5
	0
	3,5
	 
	

	
	11
	Level 4 and 5
	2
	0,5
	0,5
	0
	0
	3
	 
	

	
	12
	Level 4 and 5
	2
	0,5
	0
	0
	0
	2,5
	 
	

	
	13
	Level 6
	0
	 
	0
	0
	0
	0
	 
	

	
	14
	Level 7
	0
	 
	0
	0
	0
	0
	 
	

	
	15
	Level  8
	0
	 
	0
	0
	0
	0
	 
	

	
	16
	Non-Contributor
	0
	 
	0
	0
	0
	0
	 
	

	
	Total Maximum Score Allocation:
	20
	
	
	
	
	
	
	



[bookmark: _Toc212643967]Bidder substantiating evidence
[bookmark: _Toc212643968]Technical Mandatory Requirement Evidence
[bookmark: _Toc212643969]Bidder Certification / Affiliation Requirements
Attach a copy of valid documentation (certificate or letter) indicating that the bidder is an OSM/OEM accredited reseller or registered partner to provide Risk Management System.
The letter or certificate must have the following information.
a. The name of the registered bidder.
b. Date to which the letter or certificate was issued.
c. Letter must be in writing, dated, signed and on a letterhead of the entity that issued it.

NOTE (1): 
SITA/Department reserves the right to verify information provided.

[bookmark: _Toc212643970]Bidder Experience and Capability Requirements
(a) Complete table below, noting that:
Provide reference details and reference letter/s from two (2) customers to whom the installation, configuration, reporting, development including maintenance and support for Risk Management System Solution was delivered in the past five years from the publication date of this bid.
[bookmark: _Toc212687196]Table 11: References
	No
	Company Name
	Reference person name, contact details
	Project Scope of Work
	Project start and end date

	1
	<Company name>
		

	<Person Name>
<Tel>
<email>
	< Provide scope details of a project from a customer to whom the installation, configuration, reporting, development including maintenance and support for Risk Management System Solution was delivered in the past five years from the publication date of this bid.
	Start Date:
End Date:



NOTE (1): 
The Bidder must provide all the following information when completing Table 11:
a. Company name; and
b. Contact person, telephone and/or e-mail address; and
c. Project scope of Work; and
d. Project start and End date. 

NOTE (2): 
The reference letter/s should be on the referees’ company letterhead and include all of the following information:
a. Company Name; and
b. Contact person, telephone and/or e-mail address; and
c. Project scope of Work; and
d. Project start and End date. 

NOTE (3): 
Failure to complete Table 11 fully and to submit reference letters as indicated above will result in disqualification.
[bookmark: _Toc212643971]Special Conditions of Contract
The Bidder must accept ALL the Special Conditions of Contract by completing and signing the declaration of Acceptance in the Declaration of Compliance and Acceptance under the Special Conditions (Section 4.3.2).
NOTE (1): 
Failure to accept ALL the Special Conditions of Contract will result in disqualification.
[bookmark: _Toc212643972]SITA Certification Requirements
The bidder must fully complete and submit the MIOS Certification Requirements in Annex B. Further to this, the Bidder is required to submit additional information as follows:
a) In the case of a “YES” answer in Annex B, the independent certificate(s) to substantiate the declaration.  
Or 
b) In the case of a “N/A” answer in Annex B, sufficient motivation as to why the standard is not deemed applicable.
NOTE (1):
An empty declaration (no answer provided), or a "N/A" answer without sufficient motivation, will be regarded as a “NO” answer and will be considered non-compliant.
NOTE (2): 
SITA reserves the right to verify the information provided.
[bookmark: _Toc212643973]Technical Functionality Requirements Evidence
The Bidder needs to attach the required Evidence for the Technical Functional Requirements as indicated in section 4.2.3 here.
[bookmark: _Toc212643974][bookmark: _Toc212643975][bookmark: _Toc212643976][bookmark: _Toc212643977][bookmark: _Toc212643978][bookmark: _Toc212643979][bookmark: _Toc212643980][bookmark: _Toc212643981][bookmark: _Toc212643982][bookmark: _Toc212643983][bookmark: _Toc212643984][bookmark: _Toc212643985][bookmark: _Toc212643986][bookmark: _Toc212643987][bookmark: _Toc212643988][bookmark: _Toc212643989][bookmark: _Toc212643990][bookmark: _Toc212643991][bookmark: _Toc212643992][bookmark: _Toc212643993][bookmark: _Toc212643994][bookmark: _Toc212643995][bookmark: _Toc212643996][bookmark: _Toc212643997][bookmark: _Toc212643998][bookmark: _Toc212643999][bookmark: _Toc212644000][bookmark: _Toc212644001][bookmark: _Toc212644002][bookmark: _Toc212644003][bookmark: _Toc212644004][bookmark: _Toc212644005][bookmark: _Toc212644006][bookmark: _Toc212644007][bookmark: _Toc212644008][bookmark: _Toc212644009][bookmark: _Toc212644010][bookmark: _Toc212644011][bookmark: _Toc212644012]Presentation / Demonstration /Proof of Concept Requirement
The Bidder must demonstrate by providing a Live Demonstration indicating how the proposed product or system complies with each criterion.
[bookmark: _Toc212644013]Preference Points Preferential Goals Evidence
The Bidder must provide a copy of the following relevant evidence for the Preferential Goal points which the Bidder qualifies for:
Columns A, B, C and D in table 10
Copy of relevant proof (B-BBEE certificate or sworn affidavit) of B-BBEE status level of contributor as defined in the Broad-Based Black Economic Empowerment Act:
B-BBEE certificate (from a SANAS Accredited Agency).
or 
Sworn affidavit in the format provided by CIPC - Applicable to EMEs and QSEs only.
and/ or
Column D in tables 10
Copy of South African Identification Document (ID); 

and/ or

Column E in tables 10
Copy of Medical Certificate clearly indicating the disability in line with the B-BBEE status claimed as defined in the Broad-Based Black Economic Empowerment Act.

Note:
The CIPC (Companies and Intellectual Property Commission) registration documents will also be used as evidence to confirm compliance to the Preferential procurement requirements as part of the evaluation process.

Points allocation: Points will be allocated for bidders that meets the requirements as indicated in table 10 in section 4.6.














[bookmark: _Toc210378230][bookmark: _Toc212644014]MIOS Certification Requirements/Compliance
In terms of the State Information Technology Agency Act (as amended), the Agency (SITA) must certify that all ICT goods and services comply with approved interoperability (MIOS 6) and related security standards. These standards are available on the SITA website (http://www.sita.co.za under the Procurement I Standards menu selection). Enquiries: certification@sita.co.za.
In accordance with the SITA Act and applicable regulations, SITA hereby declares that the relevant approved standards are applicable.
1. The set of interoperability standards extracted from MIOS and listed in the table below applies to this tender/request and will be subject to the SITA Certification process. The bidder is required to ensure the following:
a) Declare, by a "YES", "NO", or "N/A" (Not Applicable) answer, the level of compliance with each standard as listed in the table; and
b) In the case of a YES answer, attach, if any, the independent certificate(s) to substantiate the declaration; and in the case of a N/A answer, provide sufficient motivation as to why the standard is not deemed applicable.
2. An empty declaration (no answer provided), or a "N/A" answer without sufficient motivation, will be regarded as a "NO" answer, and could be considered as non-compliant.
3. SITA Certification will assess the level of compliance and issue a certificate to that effect. Non-compliance with any of the listed standards will be regarded as NOT meeting the relevant requirements of the bid.
4. This list is only valid for the latest approved request documentation as received and held by the SITA Certification unit.
5. This list does NOT constitute a Compliance Certificate and ONLY indicates the relevant standards applicable to the system/solution.
Once implementation of the awarded solution is complete, please contact the ICT Certification unit at certification@sita.co.za to complete the ICT Certification process.

[bookmark: _Toc210378244]Interoperability Standards
	The solution must comply with the following minimum interoperability standards:
	Indicate YES/NO/NOT APPLICABLE (N/A)

	C020101 Hypertext Transfer Protocol (HTTP/1.1)
	RFC 7230
	

	C020102 Hypertext Transfer Protocol (HTTP/1.1)
	RFC 7231
	

	C020103 Hypertext Transfer Protocol (HTTP/1.1)
	RFC 7232
	

	C020104 Hypertext Transfer Protocol (HTTP/1.1)
	RFC 7233
	

	C020105 Hypertext Transfer Protocol (HTTP/1.1)
	RFC 7234
	

	C020106 Hypertext Transfer Protocol (HTTP/1.1)
	RFC 7235
	

	C020107 Hypertext Transfer Protocol (HTTP/1.1)
	RFC 7236
	

	C020108 Hypertext Transfer Protocol (HTTP/1.1)
	RFC 7237
	

	C020109 Upgrading to TLS within HTTP/1.1 (HTTPS)
	RFC 2817
	

	C020201 Simple Mail Transfer Protocol (SMTP)
	RFC 5321
	

	C020202 Internet Message Format (IMF)
	RFC 5322
	

	C020502 Lightweight Directory Access Protocol (LDAP)
	RFC 4510
	

	C020503 Lightweight Directory Access Protocol (LDAP)
	RFC 4511
	

	C020504 Lightweight Directory Access Protocol (LDAP)
	RFC 4512
	

	C020505 Lightweight Directory Access Protocol (LDAP)
	RFC 4513
	

	C020506 Lightweight Directory Access Protocol (LDAP)
	RFC 4514
	

	C020507 Lightweight Directory Access Protocol (LDAP)
	RFC 4515
	

	C020508 Lightweight Directory Access Protocol (LDAP)
	RFC 4516
	

	C020509 Lightweight Directory Access Protocol (LDAP)
	RFC 4517
	

	C020510 Lightweight Directory Access Protocol (LDAP)
	RFC 4518
	

	C020511 Lightweight Directory Access Protocol (LDAP)
	RFC 4519
	

	C050101 Hypertext Markup Language 5 (HTML v5)
	HTML 5
	

	C050202 Open Document Format for Office Applications (ODF)
	ISO 26300
	

	C050203 Comma-Separated Value (CSV)
	RFC 4180
	

	C050302 Portable Document Format (PDF v1.7)
	ISO 32000
	

	C050401 Structured Query Language (SQL) 2011
	ISO 9075
	

	C050601 JPEG - Digital Compression and Coding of continuous-tone still images
	ISO 10918-1
	

	C050602 JPEG - Digital Compression and Coding of continuous-tone still images
	ISO 10918-2
	

	C050603 JPEG - Digital Compression and Coding of continuous-tone still images
	ISO 10918-3
	

	C050604 JPEG - Digital Compression and Coding of continuous-tone still images
	ISO 10918-4
	

	C050605 JPEG - Digital Compression and Coding of continuous-tone still images
	ISO 10918-5
	

	C050606 JPEG - Digital Compression and Coding of continuous-tone still images
	ISO 10918-6
	

	C050607 Portable Network Graphics
	ISO 15948
	

	C050608 Tag Image File Format (.tif) (For images that will not tolerate information loss (TIFF 6.0)
	
TIFF 6.0
	

	C050801 JavaScript (ECMAScript Language Specification)
	ECMA 262
	



	Substantiate by describing how your solution complies with the interoperability standards or provide any available independent certificate/letter of compliance to the mentioned standards. Please be sure to explain implemented mitigations where non-compliance is present. Where the proposed solution does not include technologies pertaining to the quoted standards, please claim "Noncompliance due to technology non-applicability". In instances where standards are superseded/obsoleted/outdated please provide the name and number of the appropriate open standard utilised by the product.
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