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	Outcome-Based Physical Guarding Services for Eskom Facilities in the Highveld Zone

	

Delmas Sector



REQUEST FOR INFORMATION (RFI)
SCOPE OF WORK
Outcome-Based Physical Guarding Services for Eskom Facilities in the Highveld Zone – Delmas Sector
Eskom Holdings SOC Ltd invites qualified and experienced service providers to submit information for the provision of Outcome-Based Physical Guarding Services at Eskom facilities in the Highveld Zone – Delmas Sector. Following the RFI process, detailed proposals with costing will be required.
The tender aims to enhance security outcomes through the integration of advanced technology, innovation, and measurable performance metrics. The contract will focus on delivering physical guarding services, technology-driven solutions, and continuous improvement to ensure the safety and protection of Eskom’s assets, personnel, and operations.
As part of the scope, service providers must include a detailed plan for the construction or refurbishment of a control room to monitor and manage security operations. The control room will serve as the central hub for real-time surveillance, data analysis, and incident response. 
Key requirements for the control room include:
1. The installation of a state-of-the-art video wall to display real-time data, live feeds, and analytics from various security systems.
1. Integration of advanced monitoring and reporting systems to collect and transmit data from field operations, sensors, and other deployed technology.
1. Implementation of secure, high-speed communication networks to ensure seamless data flow between the control room and field operations.
1. Provision of automated reporting mechanisms to generate insights, trends, and alerts for proactive decision-making.
Service providers must outline their approach to constructing or refurbishing the control room, including the integration of technology, data reporting, and the construction of the video wall. Eskom seeks innovative and outcome-driven solutions that align with its commitment to operational excellence, security, and asset protection. Service providers are encouraged to demonstrate their capability to deliver measurable results, leverage technology, and ensure continuous improvement throughout the contract period. Interested parties are requested to submit their responses to this RFI, including their proposed approach to delivering the required services and meeting the outlined objectives. Further details and requirements will be provided during the subsequent Request for Proposal (RFP) process.

Key Requirements for RFI Submission:
1. Company Profile and Experience:
0. Provide an overview of your organization, including its history, size, and core competencies.
0. Demonstrate relevant experience in delivering similar services, particularly in high-security or critical infrastructure environments.
0. Include examples of past projects, highlighting success stories and measurable outcomes.
1. Technical Capability:
1. Describe your technical approach to delivering the required services, including any innovative methodologies or technologies you propose to use.
1. Provide details on your ability to meet Eskom’s specific requirements, such as incident management, regulatory compliance, and technology availability.
1. Compliance and Certifications:
2. List all relevant certifications, licenses, and accreditations (e.g., PSIRA, FCA, NKP, etc.).
2. Confirm your ability to comply with all regulatory and legislative requirements outlined in the RFI.
1. Value Proposition:
3. Clearly articulate the unique value your organisation brings to Eskom, including innovation, and reliability.
3. Highlight any competitive advantages, such as advanced technology, skilled personnel, or proven track record in similar projects.
1. Proposed Team and Resources:
4. Provide details of the team that will be assigned to the project, including their qualifications, experience, and roles.
4. Describe the resources (e.g., technology, equipment, and infrastructure) you will deploy to ensure successful service delivery.
1. Risk Management and Contingency Planning:
5. Outline your approach to identifying, mitigating, and managing risks associated with the project.
5. Provide examples of contingency plans you have implemented in previous projects to ensure continuity of service.
1. References:
6. Include at least three references from clients for whom you have delivered similar services, with contact details for verification.

SITES NAMELIST
The sites have been divided into Section A, Section B and Section C. Section A is the list of substations that needs protection. Section B is the lines and Transformers. Section C is the list of office set-up environments.
Delmas Sector 
	Section
	Sites

	Section A
(43 substations)
	Churchill Substation, Bravo 132Kv Substation, Kwaguqa Substation, Kromdraai 132Kv Substation, Kromdraai 22Kv Substation, Trans Alloys substation, Balmoral Substation, Smuts Ave Substation, Uitkyk2 substation, Grootpan Substation, Clewer Substation, HSV One Substation, HSV Two Substation, Paxton Substation, Doornpoort Substation, Wilge 132/22KV Substation, Kendal 22KV Substation, Largo B Substation, Ogies 22Kv Substation, Ventala 22Kv Substation, Delmas DS Substation, Delmas Munic Substation, Dryden Rural Substation, Sundra Rural substation, COHEN Substation, Delmas North Substation, Umbilo Substation, Eloff 44Kv Traction Substation, Enkeldebosch Substation, Klein Substation, Duvha Coll 132KV Substation, Kleinkopjie Substation, Bosch Substation, Old Clydesdale 22Kv Substation, Rietspruit Substation, Springbok One Substation, Landau 4 T-Off Substation, Landau 3 Substation, Greenside One substation, Brickor Tee Substation, Brickor Substation, Aberdeen Substation, Dwaarsfontein substation.

	Section B

	Eskom Feeders (lines) and Transformers in the Delmas Sector. Map attached.

	Section C
	Delmas CNC and 08 Smuts Avenue Office, Witbank.




Compliance with Eskom Standards
Adherence to Eskom Specifications: All services, technologies, and systems proposed must comply with Eskom’s technical standards and specifications, including but not limited to:
1. CCTV Surveillance: Compliance with Specification for CCTV Surveillance with Intruder Detection (240-91190304).
1. Access Control Systems: Compliance with Specification for Integrated Access Control System (IACS) for Eskom Sites (240-102220945).
1. Alarm Systems: Compliance with Specification for Integrated Security Alarm System for Protection of Eskom Installations and Its Subsidiaries (240-86738968).
1. Intrusion Detection Systems: Compliance with Standard for Intrusion Pre-Detection Systems Used at Eskom Sites (240-170000691).

Documentation: Bidders must provide evidence of compliance with Eskom standards, including technical specifications, certifications, and test reports. 
Value Proposition
1. Innovative Solutions: Bidders must propose innovative and cost-effective solutions that enhance security outcomes while reducing reliance on physical guarding.
1. Measurable Outcomes: Bidders must outline measurable outcomes, such as:
1. Reduction in physical guarding personnel.
1. Improved incident detection and response rates.
1. Cost savings through technology integration.
1. A detailed plan for the construction or refurbishment of a control room to monitor and manage security operations.

1. Continuous Improvement: Bidders must demonstrate a commitment to continuous improvement by proposing a technology roadmap that outlines how they will introduce and scale innovative solutions over the contract period.
· Evaluation Criteria and standards attached.
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