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[bookmark: _Toc167355807][bookmark: _Toc394775451][bookmark: _Toc394778358][bookmark: _Toc498843318][bookmark: _Toc505652265]INTRODUCTION
1. [bookmark: _Toc167355808]PURPOSE AND BACKGROUND
[bookmark: _Toc167355809]1.1	PURPOSE
The purpose of this Request for Information (RFI) is to invite suppliers (hereinafter referred to as “bidders”) to submit information on an Information Technology Service Management (ITSM) system for SITA and thereafter to request qualifying bidders to perform a Proof of Concept (POC) on the provided system.

In order to give an effective recommendation for the possible replacement of ITSM with alternative solutions a comprehensive study regarding functionality cost and interoperable has to be performed. The recommendations will be based on findings gathered through an open RFI process that includes all three capabilities mentioned. In order to provide recommendations and initiate a procurement process the RFI will contain an evaluation component and a POC.

[bookmark: _Toc167355810]1.2	BACKGROUND
The current Information Technology Service Management System (ITSM) - agreement (RFB 2106-2019) was established following the SITA procurement process in 2017. 
As part of governance and due process and a project to establish an integrated operations centre in SITA – SITA would like to poll the industry to assess and evaluate whether the current ITSM technology is still the most efficient and cost-effective solution. The primary criteria of this validation will be to evaluate the economic viability and efficiency of the solution. In addition, as a guideline, SITA will assess the functional performance of the solutions against the current Information Technology Service Management System dimensions as deployed in SITA, considering the future roadmap of enhancements as scoped within the existing technology stack.
[bookmark: _Toc167355811]1.3	COMPATIBILITY 
This system will be deployed on the Cloud Foundation Infrastructure as deployed by SITA. For this reason, it is essential to note the following:
(a) This platform does not allow the deployment of Red hat as the software is not supported on the underlying hardware platform; 
(b) Due to the fact that Red hat is not allowed, any solution which includes this as part of the platform will not be considered; and
(c) The proposed solution must be deployed on-premises and should not require internet connectivity to receive OEM and OEM/OSM appointed vendor support. The system should have the ability to be deployed and supported in a closed network.
(a) [bookmark: _Toc432779]The system must be maintained and supported in a secure VPN specifically built for the service management technologies, or
(b) [bookmark: _Toc432780]The system must be able to run on a private hosted cloud VM owned by SITA.

[bookmark: _Toc167355812]1.4	BUSINESS REQUIREMENTS
[bookmark: _Toc167355813]1.4.1	FUNCTI0NAL Product / Service / Solution Requirements

(a) [bookmark: _Toc136588506][bookmark: _Toc167355814]Incident Management:
System functionality that will drive the process to restore normal service operation as quickly as possible and minimize the adverse impact on business operations, ensuring that agreed levels of service quality are maintained.

(b) [bookmark: _Toc136588507][bookmark: _Toc167355815]Problem Management:
System functionality that will drive the process to prevent problems and resulting incidents from happening, eliminate recurring incidents, and minimize the impact of incidents that cannot be prevented. The Information Technology Infrastructure Library defines a problem as the cause of one or more incidents.

(c) [bookmark: _Toc136588508][bookmark: _Toc167355816]Change and Release Management:
System functionality is required that will drive the Change process. While Change Management is intended to be used with most minor, individual, and general changes, Release and Deployment Management is primarily aimed at being used with large sets of grouped changes (also known as a release).

(d) [bookmark: _Toc136588509][bookmark: _Toc167355817]Asset Management:
System functionality that will drive the process of developing, operating, maintaining, upgrading, and disposing of assets in the most cost-effective manner (including all costs, risks, and performance attributes).

(e) [bookmark: _Toc136588510][bookmark: _Toc167355818]Service Level Management:
System functionality is required to drive SLM (Service Level Management). Service Level Management (SLM) includes monitoring and service quality management based on defined quality indicators (SLA) that are among the primary key performance indicators (KPI) in the organization. Therefore, Service Level Management, the abbreviation SLM is usually used.

(f) [bookmark: _Toc136588511][bookmark: _Toc167355819]ITIL Process Management:
System functionality that will assist with ITIL and ITSM process modelling.

(g) [bookmark: _Toc136588512][bookmark: _Toc167355820]Configuration Management Database
System functionality is required that will drive the process of Configuration Management. Configuration Management (CM) is an Information Technology Infrastructure Library (ITIL) version 2 and an IT Service Management (ITSM) process that tracks all of the individual Configuration Items (CI) in an IT system which may be as simple as a single server, or as complex as the entire IT department.

(h) [bookmark: _Toc136588513][bookmark: _Toc167355821]Request Management
System functionality is required to configure Request fulfilment which is the process responsible for managing the life cycle of all user service requests. The purpose needed to fulfill a request will vary depending on what is requested.

(i) [bookmark: _Toc136588514][bookmark: _Toc167355822]Service Catalogue:
i System functionality is required for a Service Catalogue. The Service Catalogue is the only part of the ITIL Service Portfolio published to Customers and is used to support the sale and delivery of IT Services. The Service Catalogue includes information about deliverables, prices, contact points, ordering, and request Processes.
ii [bookmark: _Toc136588515][bookmark: _Toc167355823]Knowledge Management
iii System functionality is required for Knowledge management. Knowledge management is the systematic management of an organization's knowledge assets to create value and meet tactical & strategic requirements; it consists of the initiatives, processes, strategies, and systems that sustain and enhance the storage, assessment, sharing, refinement, and creation of Knowledge articles.

(j) [bookmark: _Toc136588516][bookmark: _Toc167355824]Self-service portal 
i The most important feature of this workflow automation tool for ITSM is its people-centric approach to empowering the users. The solution has a one-click user interface and is accessible on various browser-enabled devices based on Windows, Mac, Android, and iOS. It comes with a built-in starter catalogue to get the predefined service request definitions.
ii [bookmark: _Toc136588517][bookmark: _Toc167355825]Web and mobile access
iii The ITSM solution must provide a web-based interface with mobile access through a companion mobile application. The mobile app must allow users o ITSM to stay connect and to manage IT services on the go; providing access to key functionalities such as incident management, task assignments and approvals. The ITSM online solution must focus on improving the efficiency, collaboration and user experience for ITS service management processes.
iv [bookmark: _Toc136588518][bookmark: _Toc167355826]Integration
v As part of the Integrated Operations Centre requirement, the Service management system must fully integrate into Management and Reporting systems. The technologies involved include Netcool, Broadcom DX APM, UIP (Telephony), and Service Delivery Management (SDM) Reporting Platform.
vi 
vii The RFI document will include more detailed specifications on each of the disciplines mentioned above.
viii [bookmark: _Toc136588519][bookmark: _Toc167355827]Multi-tenant capability 
ix The ITSM solution should differentiate and segregate configuration items (CI’s), foundation data (people, sites, categorizations etc), incidents, changes, problem investigations between customers using the ITSM. 
x [bookmark: _Toc136588520][bookmark: _Toc167355828]Role level Access 

(k) Role Access:
The ITSM system should provide the standard Role level access, such as administrator, service desk agents, managers, technicians, and end-users. Each role must have assigned specific access rights and permission based on their responsibilities. Listed common role levels and their access privileges in the proposed ITSM system.
(a) Administrator:
1. Full access to the ITSM system, including configuration, customisation and administration;
2. Ability to create and manage user accounts, roles and permissions;
3. Access to system settings, workflows and integrations; and
4. Privileges to perform system backups, maintenance and upgrades.

(b) Service Desk Agent:
1. Access to the service desk interface to manage incidents, service requests, and change requests;
2. Ability to view, create, update, and resolve tickets assigned to their respective queue or group;
3. Permission to communicate with end-users and provide support through the ITSM system; and
4. Limited access to system configuration and administration settings.

(c) Manager/Supervisor:
1. Access to dashboard and reports for monitoring service desk performance, ticket metrics, and SLA compliance;
2. Ability to assign and prioritize tickets, manage ticket queues and reassign tickets to appropriate agents;
3. Permission to approve or reject change requests and escalate critical incidents; and
4. Limited access to system configuration settings.

(d) Technician/Line of Business owner:
1. Access to the ITSM system for performing technical tasks and resolving incidents or service requests;
2. Ability to view and update assigned tickets, add notes, and collaborate with other technicians;
3. Permission to access knowledge base articles, known error database, and asset management functionalities; and
4. Limited access to system configuration and administration settings.

(e) End-User:
1. Limited access to the ITSM system, typically through a self-service portal or user interface;
2. Ability to submit service requests, incidents, or change requests;
3. Permission to track the status of their tickets, communicate with service desk agents, and access self-help resources; and
4. Restricted access to system configuration and administration settings.
xi [bookmark: _Toc136588521][bookmark: _Toc167355829]ITSM System archiving

(l) Archiving:
Archiving capability is required on the ITSM system, this refers to the process of preserving the storing historical data, records, and information related to the ITS service operations. Archiving is essential for compliance, audit purposes, knowledge management and maintaining a historical record of IT activities. The following is required as part of the ITSM functionality for SITA:
(a) Alignment to SITA’s retention Policy;
(b) Data categorisation, incident, service requests, change records, knowledge article, and configuration items may require different retention periods;
(c) Archiving Frequency; such as monthly or based on specific triggers like a predefined data size threshold;
(d) Archiving Method; methods can include database backups, exporting data to a separate storage system or leveraging built-in arching features provided by the ITSM system;
(e) Data security; ensure that the archived data is securely stored and protect from unauthorised access by applying appropriate encryption, access controls and monitoring mechanisms to safeguard archived information; and
(f) Indexing; to aid in compliance audits, troubleshooting and knowledge management.

xii [bookmark: _Toc136588522][bookmark: _Toc167355830]SLA, OLA, Underpinning contract, Service Target



(m) SLAs, OLAs, Underpinning Contracts:
In an IT Service Management (ITSM) system, the functionality related to SLAs, OLAs, Underpinning Contracts, and Service Targets requires the following capabilities:
(a) Service Level Agreement (SLA) Management: The ITSM system must provide features to define, create, and manage SLAs. This includes capturing SLA details such as service scope, service level targets, performance metrics, escalation procedures, and any associated penalties or incentives. The system must allow for SLA monitoring, tracking, and reporting, providing real-time visibility into the performance against agreed-upon targets;
(b) Multiple Service Targets per incident: The ITSM system must be able to measure multiple service targets across SLA, OLA and UC, at the same time on a single incident.
(c) Operational Level Agreement (OLA) Management: The ITSM system must facilitate the creation and management of OLAs. This enable defining the internal relationships, dependencies, and responsibilities between different support groups or teams within the organisation. The system must allow for documenting the specific roles, interfaces, and processes that need to be coordinated for effective service delivery;
(d) Underpinning Contract (UC) Management: The ITSM system must incorporate this functionality to handle Underpinning Contracts with SITA’s external suppliers or OEM/OSM appointed vendors. It must allow for capturing contract details, terms, and conditions. The system must provide mechanisms to monitor and track the performance of the external parties against their contractual obligations. It must also facilitate communication and collaboration with the suppliers or OEM/OSM appointed vendors involved in delivering IT services;
(e) Service Target Monitoring: The ITSM system must include monitoring capabilities to track and measure service performance against defined Service Targets. It must collect and analyses relevant data, such as response times, resolution times, availability statistics, and other performance metrics. The system must generate reports and dashboards to provide visibility into service performance trends and helps identify areas where targets are not being met;
(f) Alerting and Escalation: The ITSM system must support alerting and escalation mechanisms tied to SLAs and Service Targets on three levels. 
(i) Operational alerts: It must automatically trigger notifications or alerts when SITA’s service performance breaches the predefined thresholds. 
(ii) Operational escalations: The system must facilitate the escalation of issues to higher levels of support or management when necessary to ensure timely resolution and adherence to SLAs.
(iii) Customer alerts: The system must be able to trigger notifications or alerts at specific point within the service delivery life-cycle to customers where required. These customers may or may not have an active ITSM profile.
(g) Reporting and Analytics: The ITSM system must offer reporting and analytics capabilities to generate SLA compliance reports, performance trend analysis, and other relevant insights. It must enable stakeholders to assess service performance, identify bottlenecks or areas of improvement, and make data-driven decisions to enhance service delivery. The system must have the facility for users to generate their own reports.
(h) Integration and Automation: The ITSM system must integrate with various of SITA’s monitoring tools, ticketing systems, and data sources to collect and consolidate performance data. It automates processes and workflows related to SLAs, OLAs, Underpinning Contracts, and Service Targets, reducing manual effort and ensuring consistency and accuracy in managing service agreements. This integration should be bi-directional and allow for auto resolution of incidents where applicable

2. NON-FUNCTIONAL REQUIREMENTS
2.1	PROOF OF CONCEPT (POC)
After the conclusion of the RFI qualifying bidders to perform a Proof of Concept (POC) on the information for the ITSM system.
2.2	MAINTENANCE AND SUPPORT 
Active maintenance (i.e. continuous upgrades to the latest version of the software) and on-site support will be expected of the supplier. Due to the system hosted in a closed LAN, no external access to the system will be available once implemented.
2.3	TRAINING
Should it be required, training must be provided to all proposed users of the implemented solution.
3. [bookmark: _Toc115770607][bookmark: _Toc105401371][bookmark: _Toc164070008][bookmark: _Toc167355831]Confidentiality
(a) The information contained in this document is of a confidential nature, and must only be used for purposes of responding to this RFI. This confidentiality clause extends to all respondent(s) or associates whom you may decide to involve in preparing a response to this RFI.
(b) For purposes of this process, the term “confidential information” shall include all technical and business information, including, without limiting the generality of the foregoing, all secret knowledge and information (including any and all financial, commercial, market, technical, functional and scientific information, and information relating to a party’s strategic objectives and planning and its past, present and future research and development), technical, functional and scientific requirements and specifications, data concerning business relationships, demonstrations, processes, machinery, know-how, architectural information, information contained in a party’s software and associated material and documentation, plans, designs and drawings and all material of whatever description, whether subject to or protected by copyright, patent or trademark, registered or un-registered, or otherwise disclosed or communicated before or after the date of this process.
(c) The receiving party shall not, during the period of validity of this process, or at any time thereafter, use or disclose, directly or indirectly, the confidential information of SITA or the client (even if received before the date of this process) to any person whether in the employment of the receiving party or not, who does not take part in the performance of this process.
(d) The receiving party shall take all such steps as may be reasonably necessary to prevent SITA and the client confidential information coming into the possession of unauthorised third parties. In protecting the receiving party’s confidential information, SITA and the client shall use the same degree of care, but no less than a reasonable degree of care, to prevent the unauthorised use or disclosure of the confidential information as the receiving party uses to protect its own confidential information.
(e) Any documentation, software or records relating to confidential information of SITA or the client, which comes into the possession of the receiving party during the period of validity of this process or at any time thereafter or which has so come into its possession before the period of validity of this process:
(i) Shall be deemed to form part of the confidential information of SITA or the client;
(ii) Shall be deemed to be the property of SITA or the client;
(iii) Shall not be copied, reproduced, published or circulated by the receiving party unless and to the extent that such copying is necessary for the performance of this process and all other processes as contemplated in; and
(iv) Shall be surrendered to SITA or the client on demand, and in any event on the termination of the investigations and negotiations, and the receiving party shall not retain any extracts.

[bookmark: _Toc115770608][bookmark: _Toc105401372][bookmark: _Toc516689560][bookmark: _Toc164070009][bookmark: _Toc167355832]3.1	Precedence of documents
(i) This RFI consists of a number of sections. Where there is a contradiction in terms between the clauses, phrases, words, stipulations or terms and herein referred to generally as stipulations in this RFI and the stipulations in any other document attached hereto, or the RFI submitted hereto, the relevant stipulations in this RFI shall take precedence.
(ii) Where this RFI is silent on any matter, the relevant stipulations addressing such matter and which appears in the SITA Procurement Policy and Procedures shall take precedence. RFI shall refrain from incorporating any additional stipulations in its RFI submitted in terms hereof other than in the form of a clearly marked recommendation that SITA may in its sole discretion elect to import or to ignore. Any such inclusion shall not be used for any purpose of interpretation unless it has been so imported or acknowledged by SITA.
(iii) It is acknowledged that all stipulations in the SITA Procurement Policy and Procedures are not equally applicable to all matters addressed in this RFI. It however remains the exclusive domain and election of SITA as to which of these stipulations are applicable and to what extent. The bidders are hereby acknowledging that the decision of SITA in this regard is final and binding. The onus to enquire and obtain clarity in this regard rests with the bidders. The bidders shall take care to restrict its enquiries in this regard to the most reasonable interpretations required to ensure the necessary consensus.
4. [bookmark: _Toc115770609][bookmark: _Toc164070010][bookmark: _Toc167355833]Briefing and information session
(i) A Non-compulsory virtual briefing session will be held on 1314 June 2024.  
(ii) Bidders who respond to this RFI may be requested to give an oral presentation.
5. [bookmark: _Toc115770610][bookmark: _Toc164070011][bookmark: _Toc167355834]Submission of documents
(i) Bidders shall submit RFI response in accordance with the prescribed manner of submissions as specified below.
(ii) RFI responses must be submitted electronically to SITA at Tenders@sita.co.za on or before 01 July 2024 not later than 11h00 South African Standard Time (UTC+2).
(iii) Respondents are requested to complete their responses in electronic format, in the spaces provided for answers within this document.
(iv) All additions to the information documents i.e. appendices, supporting documentation, photographs, technical specifications and other support documentation covering suggested solutions etc. shall be submitted as part of this RFI. No product information or company profiles will be considered.
(v) No information shall be accepted by SITA if submitted in any manner other than as prescribed above.
(vi) SITA will not be liable for any costs incurred by the respondents in the preparation of response to this RFI. The preparation of responses will be made without obligation to accept any of the suggestions included in any response, or to discuss the reasons why such suggestions were accepted or rejected.

6. Technical information
In the submission to the Request for Information (RFI), respondents are requested to provide detailed information, including a costing model and options, for the implementation of an IT Service Management (ITSM) solution.

The minimum threshold for a bidder to move to the POC stage is an achievement of 60% or more of the technical requirements listed below
[bookmark: _Toc167355835]6.1	BIDDER PROFILE AND FUNCTIONAL REQUIREMENTS
	Question
	Vendor Response 

	
	

	Company Name
	

	
	

	Primary Contact Number
	

	
	

	Primary Email Address 
	

	
	

	Business Background 
	

	
	

	OEM Company Country of Origin 
	

	
	

	Is your company solution included on Gartner’s Magic Quadrants?
	

	
	

	Are your ITSM solution delivered directly or through a 3rd party in South Africa? 
	

	
	

	Do you acknowledge that an on-site Proof of Concept will be required before a decision is made on the product?
	

	
	

	Is your product fully certified to run on Windows Server 2016 64bit?
	

	
	


	TECHNICAL FUNCTIONALITY REQUIREMENTS	Comment by Audrey Matlapeng: What is the threshold for the bidders to comply with the technical functionality requirements?
	Substantiating evidence of compliance
(used to evaluate bid)
	Evidence reference
(to be completed by bidder)

	1. BIDDER EXPERIENCE AND CAPABILITY REQUIREMENTS

	1.1 The bidder must have supplied, installed, configured and implemented an ITSM solution and performed maintenance and support to at least two (2) customer during the past five (5) years; AND the total number of software licenses for all customers must be at least 3 000.
	Provide two (2) letters of affirmation from Business or Government customers to whom the project or service was delivered. Each letter must be dated, signed and on a letterhead of the customer and indicate:
(a) The customer Company name and physical address;
(b) Customer contact person’s name, telephone number and email address;
(c) For a Business customer, the Company Registration Number as registered with Companies and Intellectual Property Commission (CIPC);
(d) Project scope of work;
(e) Product scope; 
(f) Project Start and End Date.

NOTE: SITA reserves the right to verify information provided.
Evaluation:
0=Non-compliant – (The bidder has not completed one customer and/or does not meet all requirements - scope, licenses and dates)
3=Compliant – (The bidder has partially completed one customer and meets all the requirements - scope, licenses and dates)
5=Exceeds Compliance - (The bidder has fully completed for more than one customer and meets all requirements - scope licenses and dates)

	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	2. BIDDER COMPLIANCE REQUIREMENTS

	2.1 The bidder and software need to comply with security standards around the protection of sensitive information similar to those addressed through the Protection of Personal Information Act.
	Provide proof that the resources mentioned are employed by the main bidder.

NOTE: SITA reserves the right to verify information provided.
Evaluation:
0=Non-compliant - (No proof provided that key employees are employed by main bidder)
3=Compliant - (Proof provided that some of the key employees are employed by main bidder)
5=Exceeds Compliance - (Satisfactory proof provided that key employees are employed by main bidder)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	PRODUCT OR SERVICE TECHNICAL REQUIREMENTS 

	3. CLOUD HOSTING

	3.1 The bidder must supply an ITSM solution that supports cloud hosting.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the technical requirements.

Evaluation:
0=Non-compliant - (The ITSM solution cannot be deployed on a physical server, a virtual machine or in the cloud)
3=Compliant - (The ITSM solution can only be deployed in some of these environments: a physical server, a virtual machine or in the cloud)
5=Exceeds Compliance - (The ITSM solution can be deployed on a physical server, a virtual machine or in the cloud)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	4. INCIDENT MANAGMENT

	The bidder must supply an IT Service management solution with the following capabilities.

	4.1 Can the solution facilitate the creation, modification and closure of Incident records?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot, facilitate the creation, modification and closure of Incident records.)
3=Compliant - (The ITSM solution can partly, facilitate the creation, modification and closure of Incident records.)
5=Exceeds Compliance – (The ITSM solution can fully facilitate the creation, modification and closure of Incident records.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.2 Can the solution support the input of free text for the recording of Incident descriptions and resolution activities?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot support the input of free text for the recording of Incident descriptions and resolution activities.)
3=Compliant - (The ITSM solution can partly support the input of free text for the recording of Incident descriptions and resolution activities.)
5=Exceeds Compliance - (The ITSM solution can fully support the input of free text for the recording of Incident descriptions and resolution activities.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.3 Can the solution provide role-based access to users who can open, modify and close Incident records?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot provide role-based access to users who can open, modify and close Incident records.)
3=Compliant - (The ITSM solution can partly provide role-based access to users who can open, modify and close Incident records.)
5=Exceeds Compliance - (The ITSM solution fully provide role-based access to users who can open, modify and close Incident records.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.4 Can the solution automate the rapid classification and recording of Incidents?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot automate rapid classification and recording of incidents.)
3=Compliant - (The ITSM solution can partly automate rapid classification and recording of incidents.)
5=Exceeds Compliance - (The ITSM solution can fully automate rapid classification and recording of incidents.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.5 Can the solution facilitate customizable thresholds for automated escalation?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate customizable thresholds for automated escalations.)
3=Compliant - (The ITSM solution can partly facilitate customizable thresholds for automated escalations.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate customizable thresholds for automated escalations.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.6 Can the solution enable priority, impact, and urgency indicators to be allocated to Incident records?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot enable priority, impact and urgency indicators to be allocated to incident records.)
3=Compliant - (The ITSM solution can partly enable priority, impact and urgency indicators to be allocated to incident records.)
5=Exceeds Compliance - (The ITSM solution can fully enable priority, impact and urgency indicators to be allocated to incident records.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.7 Can the solution support the automated routing (alerting) of Incidents to selected support staff or groups? For example, the Service Desk, Network Operations, etc. 
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot automate routing of incidents to selected support staff or groups.)
3=Compliant - (The ITSM solution can partly automate routing of incidents to selected support staff or groups.)
5=Exceeds Compliance - (The ITSM solution can fully automate routing of incidents to selected support staff or groups.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.8 Can the solution facilitate flexible report generation?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate flexible report generation.)
3=Compliant - (The ITSM solution can partly facilitate flexible report generation.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate flexible report generation.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.9 Can the solution facilitate the production of management reports from historical Incident records?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the production of management reports from historical incident records.)
3=Compliant - (The ITSM solution can partly facilitate the production of management reports from historical incident records.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the production of management reports from historical incident records.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.10 Can the solution facilitate the analysis of Incident and call data to identify trends? 
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the analysis of Incident and call data to identify trends.)
3=Compliant - (The ITSM solution can partly facilitate the analysis of Incident and call data to identify trends.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the analysis of Incident and call data to identify trends.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.11 Is the tool able to generate reports on outstanding (unresolved) Incidents?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution cannot generate reports on unresolved incidents.)
3=Compliant - (The ITSM Solution can partly generate reports on unresolved incidents.)
5=Exceeds Compliance - (The ITSM Solution can fully generate reports on unresolved incidents.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.12 Can the solution provide a secure historical audit log of all Incident updates and resolution activities?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot provide a secure historical audit log of all incident updates and resolution activities.)
3=Compliant - (The ITSM solution can partly provide a secure historical audit log of all incident updates and resolution activities.)
5=Exceeds Compliance - (The ITSM solution can fully provide a secure historical audit log of all incident updates and resolution activities.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.13 Can the solution facilitate Incident closures by utilizing customizable Incident closure codes?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate Incident closures by utilizing customizable Incident closure codes.)
3=Compliant (The ITSM solution can partly facilitate Incident closures by utilizing customizable Incident closure codes.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate Incident closures by utilizing customizable Incident closure codes.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.14 Can the solution provide search capabilities for closed Incidents?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot provide search capabilities for closed Incidents)
3=Compliant - (The ITSM solution can partly provide search capabilities for closed Incidents)
5=Exceeds Compliance - (The ITSM solution can fully provide search capabilities for closed Incidents).
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.15 Can the solution enable access requests and password resets to be performed via the incident management console?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot access requests and password reset via incident management console.)
3=Compliant - – (The ITSM solution can partly access requests and password reset via incident management console.)
5=Exceeds Compliance - – (The ITSM solution can fully access requests and password reset via incident management console.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.16 Can the solution facilitate master-slave relationships between incidents to indicate duplicate incidents?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - – (The ITSM solution cannot facilitate master-slave relationships between incidents to indicate duplicate incidents.)
3=Compliant - (The ITSM solution can partly facilitate master-slave relationships between incidents to indicate duplicate incidents.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate master-slave relationships between incidents to indicate duplicate incidents.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.17 Does the solution have a Contact field in addition to a Customer field?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not have an additional customer field.)
3=Compliant - (The ITSM solution does have an additional customer field.)
5=Exceeds Compliance - (The ITSM solution has two additional customer fields.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.18 Can the solution allow the quick selection of a customer?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot allow for quick selection of a customer.)
3=Compliant - (The ITSM solution can partly allow for quick selection of a customer.)
5=Exceeds Compliance - (The ITSM solution can allow for quick selection of a customer.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.19 Can the solution provide access to service level targets from Incident requests?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot provide access to service level targets from Incident requests.)
3=Compliant - (The ITSM solution can partly provide access to service level targets from Incident requests.)
5=Exceeds Compliance - (The ITSM solution can fully provide access to service level targets from Incident requests.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.20 Can the solution provide multi-tenancy technology to reach across business units, regions and languages with a single, unified solution?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot provide access to multi-tenancy technology to reach across business units, regions and languages with a single, unified solution.)
3=Compliant - (The ITSM solution can partly provide access to multi-tenancy technology to reach across business units, regions and languages with a single, unified solution.)
5=Exceeds Compliance - (The ITSM solution can fully provide access to multi-tenancy technology to reach across business units, regions and languages with a single, unified solution.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.21 Does the solution have business service awareness?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not have business service awareness.)
3=Compliant - (The ITSM solution does partly have business service awareness.)
5=Exceeds Compliance - (The ITSM solution does have business service awareness.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.22 Does the solution have "My Search" capability?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not have "My Search" capability.)
3=Compliant - (The ITSM solution partly have "My Search" capability.)
5=Exceeds Compliance - (The ITSM solution does have "My Search" capability.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.23 Does the solution have "Watch List" capability?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not have "Watch List" capability.)
3=Compliant - (The ITSM solution partly have a "Watch List" capability.)
5=Exceeds Compliance (The ITSM solution have a "Watch List" capability.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.24 Does the solution have best practice process flow capability down to work instructions?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not have best practice process flow capability down to work instructions.)
3=Compliant - (The ITSM solution partly have best practice process flow capability down to work instructions.)
5=Exceeds Compliance - (The ITSM solution have best practice process flow capability down to work instructions.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.25 Does the solution have mobile application?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not have the have a mobile application.)
3=Compliant - (The ITSM solution partly have a mobile application.)
5=Exceeds Compliance - (The ITSM solution have a mobile application.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.26 Are the mobile apps available both online and offline?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution are not available online and offline.)
3=Compliant - - (The ITSM solution are partially available online and offline.)
5=Exceeds Compliance - (The ITSM solution are fully available online and offline.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.27 Do the mobile apps enforce ITIL compliance?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution mobile apps does not enforce ITIL compliance.)
3=Compliant - (The ITSM solution mobile apps partially enforce ITIL compliance.)
5=Exceeds Compliance - (The ITSM solution mobile apps fully enforce ITIL compliance.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.28 Do the mobile apps provide smart menus to manage long lists of data, such as assets and employees?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution mobile apps does not provide smart menus to manage long lists of data, such as assets and employees.)
3=Compliant - (The ITSM solution mobile apps partially provide smart menus to manage long lists of data, such as assets and employees.)
5=Exceeds Compliance - (The ITSM solution mobile apps fully provide smart menus to manage long lists of data, such as assets and employees.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.29 Do the mobile apps receive alerts when new events occur?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution mobile apps does not receive alerts when new events occur.)
3=Compliant - (The ITSM solution mobile apps partly receive alerts when new events occur.)
5=Exceeds Compliance - (The ITSM solution mobile apps does receive alerts when new events occur.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.30 Do the mobile apps handle conflict resolution when multiple users access the same record in the field?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution mobile apps does handle conflict resolution when multiple users access the same record in the field.)
3=Compliant - (The ITSM solution mobile apps partly handle conflict resolution when multiple users access the same record in the field.)
5=Exceeds Compliance - (The ITSM solution mobile apps fully handle conflict resolution when multiple users access the same record in the field.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.31 Can the solution facilitate Incident matching? For example, listing all possible Problem matches keyed on the categorization tree. 
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate Incident matching.)
3=Compliant - (The ITSM solution cannot facilitate Incident matching.)
5=Exceeds Compliance - (The Discovery tool, which discovers hardware and software assets, is part of the same software suite.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.32 Can the solution enable and maintain the relationships between Incident, Known Error, and Problem records?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot enable and maintain the relationships between Incident, Known Error, and Problem records.)
3=Compliant - (The ITSM solution can partially enable and maintain the relationships between Incident, Known Error, and Problem records.)
5=Exceeds Compliance - (The ITSM solution can fully enable and maintain the relationships between Incident, Known Error, and Problem records.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.33 Does to tool facilitate the production of reports from Incident data that can be used by Problem Management to identify any degradations to Service(s) or unavailability?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the production of reports from Incident data that can be used by Problem Management to identify any degradations to Service(s) or unavailability.)
3=Compliant - (The ITSM solution can partially facilitate the production of reports from Incident data that can be used by Problem Management to identify any degradations to Service(s) or unavailability.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the production of reports from Incident data that can be used by Problem Management to identify any degradations to Service(s) or unavailability.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.34 Can the solution integrate with password management solutions to automatically track password changes performed through self-service?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot integrate with password management solutions to automatically track password changes performed through self-service.)
3=Compliant - (The ITSM solution can partially integrate with password management solutions to automatically track password changes performed through self-service.)
5=Exceeds Compliance - (The ITSM solution can fully integrate with password management solutions to automatically track password changes performed through self-service.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.35 Can the solution integrate with a Knowledge Management module?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot integrate with a Knowledge Management module.)
3=Compliant - (The ITSM solution can partially integrate with a Knowledge Management module.)
5=Exceeds Compliance - The ITSM solution can fully integrate with a Knowledge Management module.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.36 Can the solution facilitate access to the CMDB to navigate, modify and extract Incident related information?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate access to the CMDB to navigate, modify and extract Incident related information.)
3=Compliant - (The ITSM solution can partially facilitate access to the CMDB to navigate, modify and extract Incident related information.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate access to the CMDB to navigate, modify and extract Incident related information.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.37 Can the solution facilitate native access to Change Management information such as Change schedules and Change history?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not facilitate native access to Change Management information such as Change schedules and Change history.)
3=Compliant - (The ITSM solution partially facilitate native access to Change Management information such as Change schedules and Change history.)
5=Exceeds Compliance - (The ITSM solution fully facilitate native access to Change Management information such as Change schedules and Change history.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.38 Can the solution support an interface with the Change Management tool to determine whether scheduled Changes provide a solution to an existing Incident? 
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot support an interface with the Change Management tool to determine whether scheduled Changes provide a solution to an existing Incident.)
3=Compliant - The ITSM solution can partially support an interface with the Change Management tool to determine whether scheduled Changes provide a solution to an existing Incident.)
5=Exceeds Compliance – (The ITSM solution can fully support an interface with the Change Management tool to determine whether scheduled Changes provide a solution to an existing Incident.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.39 Can the solution facilitate the recording of categorization codes in terms of affected Service or CI type?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the recording of categorization codes in terms of affected Service or CI type.)
3=Compliant - (The ITSM solution can partially facilitate the recording of categorization codes in terms of affected Service or CI type.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the recording of categorization codes in terms of affected Service or CI type.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.40 Can the solution facilitate Incident Management to notify and assign high priority Incidents to multiple destinations?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate Incident Management to notify and assign high priority Incidents to multiple destinations.)
3=Compliant - (The ITSM solution can partially facilitate Incident Management to notify and assign high priority Incidents to multiple destinations.)
5=Exceeds Compliance – (The ITSM solution can fully facilitate Incident Management to notify and assign high priority Incidents to multiple destinations.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.41 Can the solution facilitate the dissemination of information to the user community? For example, an interface that allows users to check the status of requests or view outage information.  Or broadcast messages to IT support and end users?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot facilitate the dissemination of information to the user community? For example, an interface that allows users to check the status of requests or view outage information.  Or broadcast messages to IT support and end users.)
3=Compliant - (The ITSM solution can partially facilitate the dissemination of information to the user community? For example, an interface that allows users to check the status of requests or view outage information. Or broadcast messages to IT support and end users.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the dissemination of information to the user community? For example, an interface that allows users to check the status of requests or view outage information.  Or broadcast messages to IT support and end users.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.42 Can the solution facilitate the automatic prioritization, assignment, and escalation of Incidents based on the record categorization?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the automatic prioritization, assignment, and escalation of Incidents based on the record categorization.)
3=Compliant - (The ITSM solution can partially facilitate the automatic prioritization, assignment, and escalation of Incidents based on the record categorization.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the automatic prioritization, assignment, and escalation of Incidents based on the record categorization.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.43 Can the solution facilitate the automatic escalation of Incidents based on affected users and pre-determined time intervals or milestones?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the automatic escalation of Incidents based on affected users and pre-determined time intervals or milestones.)
3=Compliant - (The ITSM solution can partially facilitate the automatic escalation of Incidents based on affected users and pre-determined time intervals or milestones.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the automatic escalation of Incidents based on affected users and pre-determined time intervals or milestones.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	4.44 Can the solution facilitate the use of knowledge and or support scripts for Incident diagnosis and resolution?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the use of knowledge and or support scripts for Incident diagnosis and resolution.)
3=Compliant - The ITSM solution can partially facilitate the use of knowledge and or support scripts for Incident diagnosis and resolution.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the use of knowledge and or support scripts for Incident diagnosis and resolution.)
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 6.1>

	5. PROBLEM MANAGEMENT

	The bidder must supply an IT Service management solution with the following capabilities:

	5.1 Can the solution facilitate the creation, modification, and closure of Problem records? 
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot facilitate creation, modification, and closure of Problem records.)
3=Compliant - (The ITSM solution can partially facilitate creation, modification, and closure of Problem records.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate creation, modification, and closure of Problem records.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.2 Can the solution support the ability to distinguish between an Incident, Problem, and Known Error?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution doesn’t support the ability to distinguish between an Incident, Problem, and Known Error.)
3=Compliant - (The ITSM Solution partially support the ability to distinguish between an Incident, Problem, and Known Error.)
5=Exceeds Compliance - (The ITSM Solution fully support the ability to distinguish between an Incident, Problem, and Known Error.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.3 Can the solution facilitate the matching of Incidents to Problems and Known Errors?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not facilitate the matching of Incidents to Problems and Known Errors.)
3=Compliant - (The ITSM Solution partially facilitate the matching of Incidents to Problems and Known Errors.)
5=Exceeds Compliance - (The ITSM Solution fully facilitate the matching of Incidents to Problems and Known Errors.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.4 Can the solution support the ability to route and assign Problem records to pre-defined support staff or groups?
	(f) Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not support the ability to route and assign Problem records to pre-defined support staff or groups.)
3=Compliant - (The ITSM Solution partially support the ability to route and assign Problem records to pre-defined support staff or groups.)
5=Exceeds Compliance - (The ITSM Solution fully support the ability to route and assign Problem records to pre-defined support staff or groups.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.5 Can the solution enable impact and urgency codes to be assigned to Problem records?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not support the ability to route and assign Problem records to pre-defined support staff or groups.)
3=Compliant - (The ITSM Solution partially support the ability to route and assign Problem records to pre-defined support staff or groups.)
5=Exceeds Compliance - (The ITSM Solution fully support the ability to route and assign Problem records to pre-defined support staff or groups.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.6 Can the solution facilitate progress tracking and monitoring of Problems? For example, tracking ownership and responsibility for resolving the Problem.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not facilitate progress tracking and monitoring of Problems.)
3=Compliant - (The ITSM Solution partially facilitate progress tracking and monitoring of Problems.)
5=Exceeds Compliance - (The ITSM Solution fully facilitate progress tracking and monitoring of Problems.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.7 Can the solution provide historical data on Problems and Known Errors for use by support staff during the investigation process?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant – (The ITSM Solution does not provide historical data on Problems and Known Errors for use by support staff during the investigation process.)
3=Compliant - (The ITSM Solution partially provide historical data on Problems and Known Errors for use by support staff during the investigation process.)
5=Exceeds Compliance - (The ITSM Solution fully provide historical data on Problems and Known Errors for use by support staff during the investigation process.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.8 Can the solution facilitate the generation of customizable management reports? For example, can the tool facilitate trend analysis reports to identify potential Problems before they occur?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not facilitate the generation of customizable management reports.)
3=Compliant - (The ITSM Solution partially facilitate the generation of customizable management reports.)
5=Exceeds Compliance - (The ITSM Solution fully facilitate the generation of customizable management reports.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.9 Can the solution facilitate the entry of free text for the recording of Problem descriptions and resolution activities?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not facilitate the entry of free text for the recording of Problem descriptions and resolution activities.)
3=Compliant - (The ITSM Solution partially facilitate the entry of free text for the recording of Problem descriptions and resolution activities.)
5=Exceeds Compliance - (The ITSM Solution fully facilitate the entry of free text for the recording of Problem descriptions and resolution activities.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.10 Can the solution provide a secure historical audit log of all Incident updates and resolution activities?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not provide a secure historical audit log of all Incident updates and resolution activities.)
3=Compliant - (The ITSM Solution partially provide a secure historical audit log of all Incident updates and resolution activities.)
5=Exceeds Compliance - (The ITSM Solution fully provide a secure historical audit log of all Incident updates and resolution activities.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.11 Can the solution facilitate Incident closures by utilizing customizable Incident closure codes?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not facilitate Incident closures by utilizing customizable Incident closure codes.)
3=Compliant - (The ITSM Solution partially facilitate Incident closures by utilizing customizable Incident closure codes.)
5=Exceeds Compliance - (The ITSM Solution fully facilitate Incident closures by utilizing customizable Incident closure codes.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.12 Can the solution provide multi-tenancy technology to reach across business units, regions and languages with a single, unified solution?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not provide multi-tenancy technology to reach across business units, regions and languages with a single, unified solution.)
3=Compliant - (The ITSM Solution partially provide multi-tenancy technology to reach across business units, regions and languages with a single, unified solution.)
5=Exceeds Compliance – (The ITSM Solution fully provide multi-tenancy technology to reach across business units, regions and languages with a single, unified solution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.13 Does the solution have best practice process flow capability down to work instructions?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not have best practice process flow capability down to work instructions.)
3=Compliant - (The ITSM Solution partially have best practice process flow capability down to work instructions.)
5=Exceeds Compliance - (The ITSM Solution fully have best practice process flow capability down to work instructions.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.14 Does the solution have business service awareness?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not have business service awareness.)
3=Compliant - (The ITSM Solution partially have business service awareness.)
5=Exceeds Compliance - (The ITSM Solution have business service awareness.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.15 Can the solution make relevant problems accessible to end users?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution cannot make relevant problems accessible to end users.)
3=Compliant - (The ITSM Solution can partially make relevant problems accessible to end users.)
5=Exceeds Compliance - (The ITSM Solution can fully make relevant problems accessible to end users.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.16 Does the solution have native access to Change Management information such as Change schedules and Change history?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not have native access to Change Management information such as Change schedules and Change history.)
3=Compliant – (The ITSM Solution partially have native access to Change Management information such as Change schedules and Change history.)
5=Exceeds Compliance - The ITSM Solution have full native access to Change Management information such as Change schedules and Change history.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.17 Can the solution facilitate the association and maintenance of the relationships between Known Error records and RFCs?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not facilitate the association and maintenance of the relationships between Known Error records and RFCs.)
3=Compliant - (The ITSM Solution partially facilitate the association and maintenance of the relationships between Known Error records and RFCs.)
5=Exceeds Compliance - The ITSM Solution fully facilitate the association and maintenance of the relationships between Known Error records and RFCs.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.18 Can the solution facilitate secure and controlled access to the CMDB to navigate, modify, and extract Problem Management related information? For example, the use of historical CI audit logs. 
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not facilitate secure and controlled access to the CMDB to navigate, modify, and extract Problem Management related information.)
3=Compliant - (The ITSM Solution partially facilitate secure and controlled access to the CMDB to navigate, modify, and extract Problem Management related information.)
5=Exceeds Compliance - (The ITSM Solution fully facilitate secure and controlled access to the CMDB to navigate, modify, and extract Problem Management related information.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.19 Can the solution differentiate between the criticality of CIs to assist Problem Management staff in classifying Problem records?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution cannot differentiate between the criticality of CIs to assist Problem Management staff in classifying Problem records.)
3=Compliant - (The ITSM Solution can partially differentiate between the criticality of CIs to assist Problem Management staff in classifying Problem records.)
5=Exceeds Compliance - (The ITSM Solution can fully differentiate between the criticality of CIs to assist Problem Management staff in classifying Problem records.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.20 Does access to CMDB data require any type of integration, or is the CMDB built on the same platform as Problem Management?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution require integration to CMDB data and is not build on the same platform as Problem Management.)
3=Compliant - (The ITSM Solution partially require integration to CMDB data and is not build on the same platform as Problem Management.)
5=Exceeds Compliance – (The CMDB is built on the same platform as Problem management and need no integration.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.21 Can the solution facilitate links with the CMDB to enable the updating of Problem records with Configuration information? (Including CI components, relationships, and dependencies).
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution cannot facilitate links with the CMDB to enable the updating of Problem records with Configuration information.)
3=Compliant - (The ITSM Solution can partially facilitate links with the CMDB to enable the updating of Problem records with Configuration information.)
5=Exceeds Compliance - (The ITSM Solution can fully facilitate links with the CMDB to enable the updating of Problem records with Configuration information.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.22 Can the solution facilitate the association and maintenance of the relationships between Incident and Problem records?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution cannot facilitate the association and maintenance of the relationships between Incident and Problem records.)
3=Compliant - (The ITSM Solution can partilly facilitate the association and maintenance of the relationships between Incident and Problem records.)
5=Exceeds Compliance - (The ITSM Solution can fully facilitate the association and maintenance of the relationships between Incident and Problem records.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.23 Can the solution facilitate the automation of escalation procedures from Incident Management to Problem Management?  For example, contact staff, department, and actions required?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution cannot facilitate the automation of escalation procedures from Incident Management to Problem Management.)
3=Compliant - (The ITSM Solution can partially facilitate the automation of escalation procedures from Incident Management to Problem Management.)
5=Exceeds Compliance - (The ITSM Solution can fully facilitate the automation of escalation procedures from Incident Management to Problem Management).
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.24 Can the solution enable the Problem Management team to communicate status and progress reports, as well as temporary solutions and workarounds to the Service Desk staff? 
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution cannot enable the Problem Management team to communicate status and progress reports, as well as temporary solutions and workarounds to the Service Desk staff.)
3=Compliant - (The ITSM Solution can partially enable the Problem Management team to communicate status and progress reports, as well as temporary solutions and workarounds to the Service Desk staff.)
5=Exceeds Compliance - (The ITSM Solution can fully enable the Problem Management team to communicate status and progress reports, as well as temporary solutions and workarounds to the Service Desk staff.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.25 Is the tool able to increase the severity or impact rating of a Problem according to the number of associated Incidents and/or the number of End Users affected?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution cannot increase the severity or impact rating of a Problem according to the number of associated Incidents and/or the number of End Users affected.)
3=Compliant - (The ITSM Solution can partially increase the severity or impact rating of a Problem according to the number of associated Incidents and/or the number of End Users affected.)
5=Exceeds Compliance - (The ITSM Solution can fully increase the severity or impact rating of a Problem according to the number of associated Incidents and/or the number of End Users affected.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	5.26 Can the solution facilitate the dissemination of information to the user community? For example, an interface that allows users to check the status of requests or view outage information.  Or broadcast messages to IT support and end users?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the functional requirements.
Evaluation:
0=Non-compliant - (The ITSM Solution does not facilitate the dissemination of information to the user community.)
3=Compliant - (The ITSM Solution partially facilitate the dissemination of information to the user community.)
5=Exceeds Compliance - (The ITSM Solution fully facilitate the dissemination of information to the user community.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6. CHANGE AND RELEASE MANAGEMENT 

	The bidder must supply an IT Service management solution with the following capabilities:

	6.1 Describe the functionality of the ITSM solution, Asset Management module including hardware inventory, warranty periods, maintenance agreement management, hardware lifecycle and end of lease management.
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (No description of the functionality of the ITSM Solution Asset Management module, including hardware inventory, warranty periods, maintenance agreement management, hardware lifecycle and end of lease management provided.)
3=Compliant - (Insufficient description of the functionality of the ITSM Solution Asset Management module, including hardware inventory, warranty periods, maintenance agreement management, hardware lifecycle and end of lease management provided.)
5=Exceeds Compliance – (Sufficient description of the functionality of the ITSM Solution Asset Management module, including hardware inventory, warranty periods, maintenance agreement management, hardware lifecycle and end of lease management provided.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.2 Please describe the products ability to link assets to customers, users, owners, etc.
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant – (No description provided of the ITSM Solution ability to link assets to customers, users, owners.)
3=Compliant – (Insufficient description off the of the ITSM Solution ability to link assets to customers, users, owners.)
5=Exceeds Compliance – (Sufficient description of the of the ITSM Solution ability to link assets to customers, users, owners.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.3 Describe how device ownership changes are managed within this module.
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (No description provided of how the ITSM solution device ownership changes are managed within the module.)
3=Compliant - (Insufficient description provided of how the ITSM solution device ownership changes are managed within the module)
5=Exceeds Compliance - (Sufficient description provided of how the ITSM solution device ownership changes are managed within the module)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.4 Does the solution provide built-in mobile asset and RFID scanning?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot provide build in mobile asset and RFID scanning.)
3=Compliant - (The ITSM solution can partially provide build in mobile asset and RFID scanning)
5=Exceeds Compliance - (The ITSM solution can fully provide build in mobile asset and RFID scanning)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.5 Does the solution have support mobile signature capture and attachments?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot support mobile signature capture and attachments.)
3=Compliant - (The ITSM solution can partially support mobile signature capture and attachments)
5=Exceeds Compliance - The ITSM solution can fully support mobile signature capture and attachments.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.6 Does the solution have allowed mobile users to correlate incidents and change requests with specific assets?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot allow mobile users to correlate incidents and change requests with specific assets.)
3=Compliant - (The ITSM solution can partially allow mobile users to correlate incidents and change requests with specific assets.)
5=Exceeds Compliance - (The ITSM solution can fully allow mobile users to correlate incidents and change requests with specific assets.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.7 Does the mobile solution work offline?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM mobile solution cannot work offline.)
3=Compliant - (The ITSM solution mobile solution can partially work offline.)
5=Exceeds Compliance - (The ITSM solution can fully work offline.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.8 Does the solution have support automated asset discovery?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant – (The ITSM solution cannot support automated assets discovery.)
3=Compliant - (The ITSM solution can partially support automated assets discovery.)
5=Exceeds Compliance - (The ITSM solution can fully support automated assets discovery.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.9 Does the solution have support discovery of virtual assets?  If so, how does it do so?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot support discovery of virtual assets.)
3=Compliant - (The ITSM solution can partially support discovery of virtual assets.)
5=Exceeds Compliance – (The ITSM solution can fully support discovery of virtual assets.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.10 Does the solution have support agentless discovery of IP-connected devices?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot support agentless discovery of IP-connected devices)
3=Compliant - (The ITSM solution can partially support agentless discovery of IP-connected devices.)
5=Exceeds Compliance - (The ITSM solution can fully support agentless discovery of IP-connected devices)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.11 Can the ITSM solution automatically monitor and track usage of software resources?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot support automatic monitoring and track usage of software resources)
3=Compliant - (The ITSM solution can partially automatic monitoring and track usage of software resources.)
5=Exceeds Compliance - (The ITSM solution can automatically monitor and track usage of software resources.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.12 Does the solution have support a full ITIL perspective of asset lifecycle management, including CI's before and after the asset is live in the operational environment? 
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (Insufficient description provided of ITSM solution ITIL perspective of asset lifecycle management, including CI's before and after the asset is live in the operational environment)
3=Compliant - (Sufficient description provided of ITSM solution ITIL perspective of asset lifecycle management, including CI's before and after the asset is live in the operational environment.)
5=Exceeds Compliance - (Detailed description provided of ITSM solution ITIL perspective of asset lifecycle management, including CI's before and after the asset is live in the operational environment.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.13 How does the product provide procurement management for IT items including PO/Invoice handling
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (Insufficient description provided of the ITSM solutions procurement management capability for IT Items including PO/Invoice handling.)
3=Compliant - (Sufficient description provided of ITSM solution procurement management capability for IT Items including PO/Invoice handling.)
5=Exceeds Compliance - (Detailed description provided of ITSM solution procurement management capability for IT Items including PO/Invoice handling.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.14 Describe the functionality of the ITSM solutions, Asset Management module including software inventory, license management and maintenance agreement management.
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (Insufficient description provided of the ITSM solutions asset Management module including software inventory, license management and maintenance agreement management.)
3=Compliant - (Sufficient description provided of ITSM solution asset Management module including software inventory, license management and maintenance agreement management.)
5=Exceeds Compliance - (Detailed description provided of ITSM solution asset Management module including software inventory, license management and maintenance agreement management.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.15 Does the solution have monitor software license compliance?  How?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solutions does not have software license compliance.)
3=Compliant - (The ITSM solution partially have software license compliance.)
5=Exceeds Compliance - (The ITSM solutions have full software license compliance.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.16 How are license entitlements/inventory matched to deployed licenses? How can we tailor matching criteria?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (Insufficient description provided of the ITSM solutions license entitlements/inventory matched to deployed licenses.)
3=Compliant - (Sufficient description provided of ITSM solutions license entitlements/inventory matched to deployed licenses.)
5=Exceeds Compliance - (Detailed description provided of ITSM solutions license entitlements/inventory matched to deployed licenses.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.17 Does the solution come with license definitions out-of-the-box?  Can definitions be added? 
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solutions does not come with license definitions out-of-the-box.)
3=Compliant - (The ITSM solutions partially comes with license definitions out-of-the-box.)
5=Exceeds Compliance – (The ITSM solutions comes with license definitions out-of-the-box.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.18 Does the solution provide an ITIL Definitive Media Library for purposes of normalizing software titles and descriptions?  Is it regularly updated?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (Insufficient description provided of the ITSM solutions ITIL Definitive Media Library for purposes of normalizing software titles and descriptions.)
3=Compliant - (Sufficient description provided of ITSM solutions ITIL Definitive Media Library for purposes of normalizing software titles and descriptions)
5=Exceeds Compliance - (Detailed description provided of ITSM solutions ITIL Definitive Media Library for purposes of normalizing software titles and descriptions.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.19 Describe support for allocation of software entitlements.
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (Insufficient description provided of the ITSM solutions support for allocation of software entitlements.)
3=Compliant - (Sufficient description provided of ITSM solutions support for allocation of software entitlements.)
5=Exceeds Compliance - (Detailed description provided of ITSM solutions support for allocation of software entitlements.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.20 Does the solution have automated harvesting (removal) of unused/underutilized software?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solutions does not have automated harvesting (removal) of unused/underutilized software.)
3=Compliant - (The ITSM solutions partially have automated harvesting (removal) of unused/underutilized software.)
5=Exceeds Compliance - (The ITSM solutions comes with automated harvesting (removal) of unused/underutilized software.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.21 How does the solution have report on software compliance?  Does it report on FAST, SIIA, and BSA?  Is a compliance dashboard provided?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (Insufficient description provided of the ITSM solutions ability to report on software compliance.)
3=Compliant - (Sufficient description provided of the ITSM solutions ability to report on software compliance.)
5=Exceeds Compliance - (Detailed description provided of the ITSM solutions ability to report on software compliance.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.22 How does the product manage lease, license, maintenance and warranty contracts
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (Insufficient description provided of the ITSM solutions ability to manage lease, license, maintenance and warranty contracts.)
3=Compliant - (Sufficient description provided of the ITSM solutions ability to manage lease, license, maintenance and warranty contracts.)
5=Exceeds Compliance - (Detailed description provided of the ITSM solutions ability to manage lease, license, maintenance and warranty contracts.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.23 How does the product store copies of contracts include an archive of versions for negotiation support
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (Insufficient description provided of the ITSM solutions ability to store copies of contracts including an archive of versions for negotiation support.)
3=Compliant - (Sufficient description provided of the ITSM solutions ability to store copies of contracts including an archive of versions for negotiation support.)
5=Exceeds Compliance - (Detailed description provided of the ITSM solutions ability to store copies of contracts including an archive of versions for negotiation support.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.24 How does the solution have help manage vendor lifecycle processes and related activities - evaluation, procurement, maintenance and end-of-life of assets, vendor relationships and optimization of the vendor portfolio?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (Insufficient description provided of the ITSM solutions ability to help manage vendor lifecycle processes and related activities - evaluation, procurement, maintenance and end-of-life of assets, vendor relationships and optimization of the vendor portfolio.)
3=Compliant - (Sufficient description provided of the ITSM solutions ability to help manage vendor lifecycle processes and related activities - evaluation, procurement, maintenance and end-of-life of assets, vendor relationships and optimization of the vendor portfolio.)
5=Exceeds Compliance - (Detailed description provided of the ITSM solutions ability to help manage vendor lifecycle processes and related activities - evaluation, procurement, maintenance and end-of-life of assets, vendor relationships and optimization of the vendor portfolio.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.25 Does the solution have support vendor performance score cards?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (Insufficient description provided of the ITSM solutions support vendor performance score cards.
3=Compliant - (Sufficient description provided of the ITSM solutions support vendor performance score cards.)
5=Exceeds Compliance - (Detailed description provided of the ITSM solutions support vendor performance score cards.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.26 Can different scorecards be applied to different types or classes of vendors
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solutions cannot apply different scorecards to different types or classes of vendors.)
3=Compliant - (The ITSM solutions can partially apply different scorecards to different types or classes of vendors.)
5=Exceeds Compliance - (The ITSM solutions can apply different scorecards to different types or classes of vendors.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.27 Does the scorecard support scoring of different categories of performance?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solutions cannot support scoring of different categories of performance.)
3=Compliant - (The ITSM solutions can partially support scoring of different categories of performance.)
5=Exceeds Compliance - (The ITSM solution can fully support scoring of different categories of performance.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.28 Does the scorecard support tracking and reporting of performance over time with periodic surveys
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solutions cannot track and report performance over time with periodic surveys.)
3=Compliant - (The ITSM solutions can partially track and report performance over time with periodic surveys.)
5=Exceeds Compliance - (The ITSM can fully track and report performance over time with periodic surveys.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.29 Does the solution allow distribution of surveys to multiple stakeholders? Does it permit distribution of different subsets of questions based on the stakeholder role?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (Insufficient description provided of the ITSM solutions capability to allow distribution of surveys to multiple stakeholders including distribution of different subsets of questions based on the stakeholder role.)
3=Compliant - (Sufficient description provided of the ITSM solutions capability to allow distribution of surveys to multiple stakeholders including distribution of different subsets of questions based on the stakeholder role.)
5=Exceeds Compliance - (Detailed description provided of the ITSM solutions capability to allow distribution of surveys to multiple stakeholders including distribution of different subsets of questions based on the stakeholder role.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.30 Can the solution support management of vendor portfolios, whose membership is automatically based on key criteria - for example magnitude of total spends, technology, provider type (services vs. asset).  Does the solution have portfolio analytics?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM cannot support management of vendor portfolios, whose membership is automatically based on key criteria.)
3=Compliant - (The ITSM solution can partially support management of vendor portfolios, whose membership is automatically based on key criteria.)
5=Exceeds Compliance - (The ITSM solution can fully support management of vendor portfolios, whose membership is automatically based on key criteria.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.31 Does the solution provide an interactive/drillable summary screen that centralizes all critical information for a given vendor including:  assets planned, purchased and retired services, associated contracts and terms, related projects, and total planned and actual vendor spending?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solutions cannot provide an interactive/drillable summary screen that centralizes all critical information for a given vendor including assets planned, purchased and retired services, associated contracts and terms, related projects, and total planned and actual vendor spending.)
3=Compliant - (The ITSM solution can partially provide an interactive/drillable summary screen that centralizes all critical information for a given vendor including assets planned, purchased and retired services, associated contracts and terms, related projects, and total planned and actual vendor spending.)
5=Exceeds Compliance - (The ITSM solution can fully provide an interactive/drillable summary screen that centralizes all critical information for a given vendor including assets planned, purchased and retired services, associated contracts and terms, related projects, and total planned and actual vendor spending.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.32 Does the solution provide vendor-level financial data and analysis, including cost summary and drill down by spending type expenditure type (capital, expense, depreciation), by fiscal period, by GL account, and cost centre?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation: 
0=Non-compliant - (The ITSM solution cannot provide vendor-level financial data and analysis, including cost summary and drill down by spending type expenditure type (capital, expense, depreciation), by fiscal period, by GL account, and cost centre.)
3=Compliant - (The ITSM solutions can partially provide vendor-level financial data and analysis, including cost summary and drill down by spending type expenditure type (capital, expense, depreciation), by fiscal period, by GL account, and cost centre.)
5=Exceeds Compliance - (The ITSM solution can fully provide vendor-level financial data and analysis, including cost summary and drill down by spending type expenditure type (capital, expense, depreciation), by fiscal period, by GL account, and cost centre.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.33 Can vendors and associated assets and contracts be linked to business processes, applications, projects, and services supported?  Is this linkage based on a single data model to support consistency of information?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot link vendors and associated assets and contracts to business processes, applications, projects and services supported.)
3=Compliant - (The ITSM solution can partially link vendors and associated assets and contracts to business processes, applications, projects and services supported.)
5=Exceeds Compliance - (The ITSM solution can fully link vendors and associated assets and contracts to business processes, applications, projects and services supported.)

	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.34 Supports tracking of vendor relationship metadata across assets, vendor-provided services and associated contracts?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot support tracking of vendor relationship metadata across assets, vendor-provided services and associated contracts.)
3=Compliant - (The ITSM solution can partially support tracking of vendor relationship metadata across assets, vendor-provided services and associated contracts.)
5=Exceeds Compliance - (The ITSM solution can fully support tracking of vendor relationship metadata across assets, vendor-provided services and associated contracts.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.35 Does the solution govern processes / workflow for vendor evaluations, such as RFI and RFP processes?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot govern processes / workflow for vendor evaluations, such as RFI and RFP processes.)
3=Compliant - (The ITSM solution can partially govern processes / workflow for vendor evaluations, such as RFI and RFP processes.)
5=Exceeds Compliance - (The ITSM solution can fully govern processes / workflow for vendor evaluations, such as RFI and RFP processes.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.36 Does the solution have supported both budget/planned costs and actual costs associated with vendor and asset spending?  Does the product provide variance analysis?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot support both budget/planned costs and actual costs associated with vendor and asset spending.)
3=Compliant - (The ITSM solution can partially support both budget/planned costs and actual costs associated with vendor and asset spending.)
5=Exceeds Compliance - (The ITSM solution can fully support both budget/planned costs and actual costs associated with vendor and asset spending.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.37 Does the solution have support management of depreciation?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot support management of depreciation.)
3=Compliant - (The ITSM solution can partially support management of depreciation.)
5=Exceeds Compliance - (The ITSM solution can fully support management of depreciation.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.38 Does the solution have support tracking of vendor consulting and contractor costs?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot support tracking of vendor consulting and contractor costs.)
3=Compliant - (The ITSM solution can partially support tracking of vendor consulting and contractor costs.)
5=Exceeds Compliance - (The ITSM solution can fully support tracking of vendor consulting and contractor costs.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.39 Can asset data be federated into a CMDB?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot federate data into the CMDB.)
3=Compliant - (The ITSM solution can partially federate data into the CMDB.)
5=Exceeds Compliance - (The ITSM solution can fully federate data into the CMDB.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.40 Does the product work with client management solutions?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot work with client management solutions.)
3=Compliant - (The ITSM solution can partially work with client management solutions.)
5=Exceeds Compliance - (The ITSM solution can fully work with client management solutions.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	6.41  Does the solution integrate with project and project portfolio solutions?
	Provide product documentation of system interface standards, compatibility standards, application programme interface standards or data exchange standards indicating how it complies with the integration requirement.
Evaluation:
0=Non-compliant - (The ITSM solution cannot integrate with project and project portfolio solutions.)
3=Compliant - (The ITSM solution can partially integrate with project and project portfolio solutions.)
5=Exceeds Compliance - (The ITSM solution can fully integrate with project and project portfolio solutions.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7. SERVICE LEVEL MANAGEMENT

	The bidder must supply an IT Service management solution with the following capabilities:

	7.1 Can the solution facilitate the recording of Service descriptions and cataloguing of Services?  For example: Ability to define catalogue/list of Services, Ability to define default Service element attributes (describing quality levels that can be monitored and reported against).
	(b) Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the recording of Service descriptions and cataloguing of Services.)
3=Compliant - (The ITSM solution can partially facilitate the recording of Service descriptions and cataloguing of Services.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the recording of Service descriptions and cataloguing of Services.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.2 Can the solution facilitate the input of Service Level targets in terms of operational requirements?  For example: Ability to record specific quantity and quality levels to be monitored.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the input of Service Level targets in terms of operational requirements.)
3=Compliant - (The ITSM solution can partially facilitate the input of Service Level targets in terms of operational requirements.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the input of Service Level targets in terms of operational requirements.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.3 Can the solution manage the scheduling of the review cycle and life span of an SLA?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot manage the scheduling of the review cycle and life span of an SLA.)
3=Compliant - (The ITSM solution can partially manage the scheduling of the review cycle and life span of an SLA.)
5=Exceeds Compliance - (The ITSM solution can fully manage the scheduling of the review cycle and life span of an SLA.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.4 Can the solution facilitate the development and monitoring of Underpinning Contracts with third party vendors as well as internal Operational Level Agreements
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot manage the scheduling of the review cycle and life span of an SLA.)
3=Compliant - (The ITSM solution can partially manage the scheduling of the review cycle and life span of an SLA.)
5=Exceeds Compliance - (The ITSM solution can fully manage the scheduling of the review cycle and life span of an SLA.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.5 Can the solution automate Service delivery threshold monitoring against defined Service Level Agreements?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot automate Service delivery threshold monitoring against defined Service Level Agreements.)
3=Compliant - (The ITSM solution can partially automate Service delivery threshold monitoring against defined Service Level Agreements.)
5=Exceeds Compliance - (The ITSM solution can fully automate Service delivery threshold monitoring against defined Service Level Agreements.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.6 Can the solution provide any service target templates and the ability for users to create custom templates?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot provide any service target templates and the ability for users to create custom templates.)
3=Compliant - (The ITSM solution can partially provide any service target templates and the ability for users to create custom templates.)
5=Exceeds Compliance - (The ITSM solution can fully provide any service target templates and the ability for users to create custom templates.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.7 Can the solution facilitate reporting against SLA requirements?  For example, reports of Service achievements against SLAs, reports of reasons for Service Level Agreement breaches and report of Service exceptions against SLAs.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate reporting against SLA requirements.)
3=Compliant - (The ITSM solution can partially facilitate reporting against SLA requirements.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate reporting against SLA requirements.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.8 Can the solution enable SLA measurement across distributed support centres operating in different time zones?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot enable SLA measurement across distributed support centres operating in different time zones.)
3=Compliant - (The ITSM solution can partially enable SLA measurement across distributed support centres operating in different time zones.)
5=Exceeds Compliance - (The ITSM solution can fully enable SLA measurement across distributed support centres operating in different time zones.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.9 Is the tool able to calculate monetary impact costs, penalties and rewards to agreement compliance and service target goals?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot calculate monetary impact costs, penalties and rewards to agreement compliance and service target goals.)
3=Compliant - (The ITSM solution can partially calculate monetary impact costs, penalties and rewards to agreement compliance and service target goals.)
5=Exceeds Compliance - (The ITSM solution can fully calculate monetary impact costs, penalties and rewards to agreement compliance and service target goals.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.10 Can the solution monitor service support metrics and IT operations metrics?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot monitor service support metrics and IT operations metrics.)
3=Compliant - (The ITSM solution can partially monitor service support metrics and IT operations metrics.)
5=Exceeds Compliance - (The ITSM solution can fully monitor service support metrics and IT operations metrics.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.11 Can the solution provide Incident Management access to SLA information regarding IT support? For example, response and resolutions targets per Service or client.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot provide Incident Management access to SLA information regarding IT support.)
3=Compliant - (The ITSM solution can partially provide Incident Management access to SLA information regarding IT support.)
5=Exceeds Compliance - (The ITSM solution can fully provide Incident Management access to SLA information regarding IT support.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.12 Can the solution provide SLA information to Problem Management?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot provide SLA information to Problem Management.)
3=Compliant - (The ITSM solution can partially provide SLA information to Problem Management.)
5=Exceeds Compliance - (The ITSM solution can fully provide SLA information to Problem Management.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.13 Can the solution provide SLA access to Change and Release Management?  For example, access to Service Level Agreement details, implementation windows, Change blackout periods, and Availability requirements?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot provide SLA access to Change and Release Management.)
3=Compliant - (The ITSM solution can partially provide SLA access to Change and Release Management.)
5=Exceeds Compliance - (The ITSM solution can fully provide SLA access to Change and Release Management.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.14 Can the solution facilitate the linkage of CI impact attributes such as critical CI’s or VIP’s to Service Level Agreements?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the linkage of CI impact attributes such as critical CI’s or VIP’s to Service Level Agreements.)
3=Compliant - (The ITSM solution can partially facilitate the linkage of CI impact attributes such as critical CI’s or VIP’s to Service Level Agreements.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the linkage of CI impact attributes such as critical CI’s or VIP’s to Service Level Agreements.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.15 Can the solution provide SLA access to Asset Management?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot provide SLA access to Asset Management.)
3=Compliant - (The ITSM solution can partially provide SLA access to Asset Management.)
5=Exceeds Compliance - (The ITSM solution can fully provide SLA access to Asset Management.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.16 Can the solution facilitate the capturing of data from many sources to give a coordinated picture of end-to-end Service delivery? For example, the ability to extract from System reporting sources availability and performance statistics.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the capturing of data from many sources to give a coordinated picture of end-to-end Service delivery.)
3=Compliant - (The ITSM solution can partially facilitate the capturing of data from many sources to give a coordinated picture of end-to-end Service delivery.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the capturing of data from many sources to give a coordinated picture of end-to-end Service delivery.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.17 Can the solution facilitate the production of real time graphical Service summaries, including identification of threshold breaches?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the production of real time graphical Service summaries, including identification of threshold breaches.)
3=Compliant - (The ITSM solution can partially facilitate the production of real time graphical Service summaries, including identification of threshold breaches.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the production of real time graphical Service summaries, including identification of threshold breaches.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	7.18 Can the solution facilitate the customization of reports to a specific audience?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the customization of reports to a specific audience.)
3=Compliant - (The ITSM solution can partially facilitate the customization of reports to a specific audience.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the customization of reports to a specific audience.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8. CONFIGURATION MANAGEMENT DATABASE

	The bidder must supply an IT Service management solution with the following capabilities

	8.1 Describe the products data model.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (No description of the ITSM Solution data model.)
3=Compliant – (Sufficient description of the ITSM data model.)
5=Exceeds Compliance – (Detailed description the ITSM Solution data model.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.2 What capabilities are available for customization or modification of the data model?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot provide customization or modification of the data model.)
3=Compliant - (The ITSM solution can partially provide customization or modification of the data model.)
5=Exceeds Compliance - (The ITSM solution can fully provide customization or modification of the data model.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.3 What capabilities does the product have to reconciling data between automated discovery tools and the CMDB?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot provide reconciling data between automated discovery tools and the CMDB.)
3=Compliant - (The ITSM solution can partially provide reconciling data between automated discovery tools and the CMDB.)
5=Exceeds Compliance - (The ITSM solution can fully provide reconciling data between automated discovery tools and the CMDB.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.4 Is the information in the CMDB reconciled with other existing sources such as Asset databases? How?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot reconcile with other existing sources such as Asset databases.)
3=Compliant - (The ITSM solution can partially reconcile with other existing sources such as Asset databases.)
5=Exceeds Compliance - (The ITSM solution can fully reconcile with other existing sources such as Asset databases.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.5 How is the information maintained over time? How do external processes impact/update the database (i.e. change and configuration management)?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot update the database (i.e. change and configuration management.))
3=Compliant - (The ITSM solution can partially update the database (i.e. change and configuration management.))
5=Exceeds Compliance - (The ITSM solution can fully update the database (i.e. change and configuration management.))
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.6 Does the database keep a history of changes or just a series of snapshots, and how many?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not keep a history of changes or just a series of snapshots.)
3=Compliant - (The ITSM solution can partially keep a history of changes or just a series of snapshots.)
5=Exceeds Compliance - (The ITSM solution can fully keep a history of changes or just a series of snapshots.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.7 Describe the approach to, and tools for, event driven actions or processes which could include rules failures, changes at multiple levels of granularity, etc.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (No description of the ITSM Solution tools for, event driven actions or processes which could include rules failures, changes at multiple levels of granularity.)
3=Compliant – (Sufficient description of the ITSM Solution tools for, event driven actions or processes which could include rules failures, changes at multiple levels of granularity.)
5=Exceeds Compliance – (Detailed description the ITSM Solution tools for, event driven actions or processes which could include rules failures, changes at multiple levels of granularity.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.8 What integration methods does the product support?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not support any integration methods.)
3=Compliant - (The ITSM solution does has limited support of integration methods.)
5=Exceeds Compliance - (The ITSM solution has wide support of integration methods.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.9 Can the CMDB be integrated with other databases under a common access method? Explain how?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution CMDB cannot integrate with other databases under a common access method.)
3=Compliant - (The ITSM solution CMDB can partially integrate with other databases under a common access method.)
5=Exceeds Compliance - (The ITSM solution CMDB can fully integrate with other databases under a common access method.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.10 Is the product integrated by other disciplines such as: Incident management, service level management, asset management, or is it built on a common shared platform?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot be integrated by Incident, Service level management and asset management is and built on a common shared platform.)
3=Compliant - (The ITSM solution can partially be integrated by Incident, Service level management and asset management is and built on a common shared platform.)
5=Exceeds Compliance - (The ITSM solution can fully be integrated by Incident, Service level management and asset management is and built on a common shared platform.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.11 What type of visualization is available? Is there map visualization software? 
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not have a visualization map.)
3=Compliant - (The ITSM solution partially have a visualization map.)
5=Exceeds Compliance - (The ITSM has a full visualization map with map visualization software.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.12 Is, or will, the CMDB-application integration used for:
· Change and configuration management?
· Event monitoring?
· Performance management?
· Service level management?
· Capacity planning?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution CMDB application integration cannot be used for Change and configuration management, Event monitoring, Performance management, Service level management?)
3=Compliant - (The ITSM solution CMDB application integration can partially be used for Change and configuration management, Event monitoring, Performance management, Service level management?)
5=Exceeds Compliance - (The ITSM solution CMDB application integration can fully be used for Change and configuration management, Event monitoring, Performance management, Service level management?)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.13 Does the CMDB include any Service Model creation capability?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution CMDB does not include any service Model creation capability.)
3=Compliant - (The ITSM solution CMDB does partially include a service Model creation capability.)
5=Exceeds Compliance - The ITSM solution CMDB includes a service Model creation capability.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.14 Does the CMDB include any What If scenario/Impact Simulation capability?  If so, is it leverage able from other applications or processes for planning purposes like Change Impact Management?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not include any “what if” scenario/impact simulation capability.)
3=Compliant - (The ITSM solution partially include any “what if” scenario/impact simulation capability.).)
5=Exceeds Compliance – (The ITSM solution not includes any “what if” scenario/impact simulation capability.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.15 What Discovery and Dependency Mapping capabilities are available?  How are they related/integrated with the CMDB?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not have a discovery and dependency mapping capabilities.)
3=Compliant - (The ITSM solution partially have a discovery and dependency mapping capabilities.)
5=Exceeds Compliance - (The ITSM solution have full discovery and dependency mapping capabilities.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.16 How does the Discovery and Dependency Mapping solution keep pace with rapid configuration and dependency changes due to movement of Virtual Machines?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution Discovery and Dependency Mapping solution does not keep pace with rapid configuration and dependency changes.)
3=Compliant - (The ITSM solution Discovery and Dependency Mapping solution partially keep pace with rapid configuration and dependency changes.)
5=Exceeds Compliance - (The ITSM solution Discovery and Dependency Mapping solution keep full pace with rapid configuration and dependency changes.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.17 Can the solution facilitate the registration and management of an organization’s Configuration Items (CIs)?  For example, hardware, Software, Contracts/ SLAs.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the registration and management of an organizations CI’s.)
3=Compliant - (The ITSM solution can partially facilitate the registration and management of an organizations CI’s.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the registration and management of an organizations CI’s.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.18 Can the solution facilitate the recording of CI attributes?  For example, serial number, version, and location attribute.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the recording of CI attributes.)
3=Compliant - (The ITSM solution can partially facilitate the recording of CI attributes.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the recording of CI attributes.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.19 Can the solution facilitate the establishment of relationships between CIs? For example, parent / child, peer-to-peer, upstream / downstream relationships.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the establishment of relationships between CIs.)
3=Compliant - (The ITSM solution can partially facilitate the establishment of relationships between CIs.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the establishment of relationships between CIs.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.20 Can the solution support customizable CI lifecycle status management?   For example, planned, ordered, under development, in test, implementation, production, in repair/ maintenance.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot customize CI lifecycle status management.)
3=Compliant - (The ITSM solution can partially customize CI lifecycle status management.)
5=Exceeds Compliance - (The ITSM solution can fully customize CI lifecycle status management.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.21 Can the solution facilitate only authorized access to the CMDB for read, write, and modify activities?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate only authorized access to the CMDB.)
3=Compliant - (The ITSM solution can partially facilitate only authorized access to the CMDB.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate only authorized access to the CMDB.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.22 Can the solution facilitate the recording of CI baseline information? For example, reverting to a previous version of CI Configuration in the event that a Change fails.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the recording of CI baseline information.)
3=Compliant - (The ITSM solution can partially facilitate the recording of CI baseline information.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the recording of CI baseline information.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.23 Can the solution provide flexible management reports regarding CI inventory, asset and financial information to facilitate Configuration audits?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot provide flexible management reports regarding CI inventory, asset and financial information to facilitate Configuration audits.)
3=Compliant - (The ITSM solution can partially provide flexible management reports regarding CI inventory, asset and financial information to facilitate Configuration audits.)
5=Exceeds Compliance - (The ITSM solution can fully provide flexible management reports regarding CI inventory, asset and financial information to facilitate Configuration audits.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.24 Can the solution facilitate the integration of CMDB data with Incident records?  Is the CMDB separate from Incident Management, or built on the same platform?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the integration of CMDB data with Incident records.)
3=Compliant - (The ITSM solution can partially facilitate the integration of CMDB data with Incident records.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the integration of CMDB data with Incident records.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.25 Can the solution facilitate Incident Management in providing criticality and impact indicators of failed CIs for classification of Incident records?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate Incident Management in providing criticality and impact indicators of failed CIs for classification of Incident records.)
3=Compliant - (The ITSM solution can partially facilitate Incident Management in providing criticality and impact indicators of failed CIs for classification of Incident records.)
5=Exceeds Compliance - (The ITSM solution facilitate Incident Management in providing criticality and impact indicators of failed CIs for classification of Incident records.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.26 Can the solution facilitate the integration of CMDB data within Problem Management records? Is the CMDB separate from Problem Management, or built on the same platform?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the integration of CMDB data within Problem Management records.)
3=Compliant - (The ITSM solution can partially facilitate the integration of CMDB data within Problem Management records.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the integration of CMDB data within Problem Management records.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.27 Does the CMDB facilitate proactive Problem Management by identifying infrastructure components that are problematic or unstable? For example, does CI status accounting provide information about weak or maintenance prone Configuration Items?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution CMDB cannot facilitate proactive Problem Management by identifying infrastructure components that are problematic or unstable.)
3=Compliant - (The ITSM solution CMDB can partially facilitate proactive Problem Management by identifying infrastructure components that are problematic or unstable.)
5=Exceeds Compliance - (The ITSM solution CMDB can fully facilitate proactive Problem Management by identifying infrastructure components that are problematic or unstable.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.28 Can the solution facilitate the integration of CMDB data within the Change Management records? Is the CMDB separate from Change Management, or built on the same platform?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the integration of CMDB data within the Change Management records.)
3=Compliant - (The ITSM solution can partially facilitate the integration of CMDB data within the Change Management records.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the integration of CMDB data within the Change Management records.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.29 Can the solution facilitate the assessment and approval of Change requests by providing information on affected CIs?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the assessment and approval of Change requests by providing information on affected CIs.)
3=Compliant - (The ITSM solution can partially facilitate the assessment and approval of Change requests by providing information on affected CIs.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the assessment and approval of Change requests by providing information on affected CIs.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.30 Can the solution facilitate the identification of different RFCs that pertain to the same CI’s?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the identification of different RFC’s that pertain to the same CI’s.)
3=Compliant - (The ITSM solution can partially facilitate the identification of different RFC’s that pertain to the same CI’s.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the identification of different RFC’s that pertain to the same CI’s.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.31 Can the solution facilitate the recording of CI status Changes when Changes are proposed or authorized Changes are implemented? For example:  Nature of Change, future status, scheduled date of Change
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the recording of CI status Changes when Changes are proposed or authorized Changes are implemented.)
3=Compliant - (The ITSM solution can partially facilitate the recording of CI status Changes when Changes are proposed or authorized Changes are implemented.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the recording of CI status Changes when Changes are proposed or authorized Changes are implemented.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.32 Can the solution facilitate the simulation of proposed changes when Changes are proposed?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot facilitate the simulation of proposed changes when Changes are proposed.)
3=Compliant - (The ITSM solution can partially facilitate the simulation of proposed changes when Changes are proposed.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the simulation of proposed changes when Changes are proposed.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.33 Can the solution facilitate scheduled Configuration audits?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset discovery requirements.
Evaluation:
0=Non-compliant - - (The ITSM solution cannot facilitate scheduled Configuration audits.)
3=Compliant - (The ITSM solution can partially facilitate scheduled Configuration audits.)
5=Exceeds Compliance - (The ITSM solution can fully schedule Configuration audits.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.34 Can Configuration Management information be used to automate the updating of the live environment? For example, integration with software Release packages for software or virus definition updates.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset discovery requirements.
Evaluation:
0=Non-compliant - - (The ITSM solution Configuration Management information cannot be used to automate the updating of the live environment.)
3=Compliant - (The ITSM solution Configuration Management information can partially be used to automate the updating of the live environment.)
5=Exceeds Compliance - (The ITSM solution Configuration Management information can fully be used to automate the updating of the live environment.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	8.35 Can the solution facilitate the automated re-establishment of parent and child relationships when CIs are added, deleted, or updated?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset discovery requirements.
Evaluation:
0=Non-compliant - - (The ITSM solution cannot facilitate the automated re-establishment of parent and child relationships when CIs are added, deleted, or updated.)
3=Compliant - (The ITSM solution can partially facilitate the automated re-establishment of parent and child relationships when CIs are added, deleted, or updated.)
5=Exceeds Compliance - (The ITSM solution can fully facilitate the automated re-establishment of parent and child relationships when CIs are added, deleted, or updated.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9. ITIL PROCESS MANAGEMENT

	The bidder must supply an IT Service management solution with the following capabilities:

	9.1 Do you have an integrated ITIL and ITSM process modelling technology available? 
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset discovery requirements.
Evaluation:
0=Non-compliant - - (The ITSM solution does not have an integrated ITIL and ITSM process modelling technology.)
3=Compliant - (The ITSM solution partially have an integrated ITIL and ITSM process modelling technology.)
5=Exceeds Compliance - (The ITSM solution have an integrated ITIL and ITSM process modelling technology.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.2 How does the ITSM solution (IT Service Management) solution align with ITIL best practices for process management?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset discovery requirements.
Evaluation:
0=Non-compliant - - (The ITSM solution does not have an integrated ITIL and ITSM process modelling technology.)
3=Compliant - (The ITSM solution partially have an integrated ITIL and ITSM process modelling technology.)
5=Exceeds Compliance - (The ITSM solution have an integrated ITIL and ITSM process modelling technology.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.3 Can you provide examples of how ITIL processes are implemented within the system?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant - (No example provided of how ITIL processes are implemented)
3=Compliant - (A Limited example provided of how ITIL processes are implemented)
5=Exceeds Compliance - (A Full example provided of how ITIL processes are implemented)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.4 Describe the process mapping and design capabilities of the ITSM solution. How can organizations model their existing processes or design new ones?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant - (No description provided of the process mapping and design capabilities modelling.)
3=Compliant - (A Limited description provided of the process mapping and design capabilities modelling.)
5=Exceeds Compliance - (A full description provided of the process mapping and design capabilities modelling.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.5 Can processes be customized to align with an organization's specific needs and requirements?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution processes cannot be customized to align with an organization's specific needs and requirements.)
3=Compliant - – (The ITSM solution processes can partially be customized to align with an organization's specific needs and requirements.)
5=Exceeds Compliance - – (The ITSM solution processes can fully be customized to align with an organization's specific needs and requirements.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.6 Explain how the solution supports ITIL incident management processes, including incident logging, categorization, prioritization, and resolution.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not support ITIL incident management processes, including incident logging, categorization, prioritization, and resolution.)
3=Compliant - – (The ITSM solution partially support ITIL incident management processes, including incident logging, categorization, prioritization, and resolution.)
5=Exceeds Compliance - – (The ITSM solution fully support ITIL incident management processes, including incident logging, categorization, prioritization, and resolution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.7 Can it automate incident routing and escalation based on predefined criteria?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot automate incident routing and escalation based on predefined criteria.)
3=Compliant - – (The ITSM solution can partially automate incident routing and escalation based on predefined criteria.)
5=Exceeds Compliance - – (The ITSM solution can fully automate incident routing and escalation based on predefined criteria.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.8 Describe the features and workflows in the system for ITIL problem management, including root cause analysis and known error management.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of the features and workflows in the ITSM solution for ITIL problem management.)
3=Compliant - – (A limited description provided of the features and workflows in the ITSM solution for ITIL problem management.)
5=Exceeds Compliance - – (A full description provided of the features and workflows in the ITSM solution for ITIL problem management.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A section 6.1>

	9.9 How does the solution facilitate problem identification and resolution?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot facilitate problem identification and resolution.)
3=Compliant - – (The ITSM solution can partially facilitate problem identification and resolution.)
5=Exceeds Compliance - – The ITSM solution can fully facilitate problem identification and resolution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.10 How does the ITSM solution support ITIL change management processes, including change request submission, evaluation, approval, and implementation?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not support ITIL change management processes, including change request submission, evaluation, approval, and implementation.)
3=Compliant - – (The ITSM solution partially support ITIL change management processes, including change request submission, evaluation, approval, and implementation.)
5=Exceeds Compliance - – (The ITSM solution fully support ITIL change management processes, including change request submission, evaluation, approval, and implementation.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.11 Can it enforce change controls and manage change-related documentation?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot enforce change controls and manage change-related documentation.)
3=Compliant - – (The ITSM solution can partially enforce change controls and manage change-related documentation.)
5=Exceeds Compliance - – (The ITSM solution can fully enforce change controls and manage change-related documentation.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.12 Can it automate request routing and approval workflows?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot automate request routing and approval workflows.)
3=Compliant - – (The ITSM solution can partially automate request routing and approval workflows.)
5=Exceeds Compliance - – (The ITSM solution can fully automate request routing and approval workflows.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.13 Describe how the system supports ITIL service level management, including SLA (Service Level Agreement) creation, monitoring, and reporting.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not support ITIL service level management, including SLA (Service Level Agreement) creation, monitoring, and reporting.)
3=Compliant - – (The ITSM solution partially support ITIL service level management, including SLA (Service Level Agreement) creation, monitoring, and reporting.)
5=Exceeds Compliance - – (The ITSM solution fully support ITIL service level management, including SLA (Service Level Agreement) creation, monitoring, and reporting.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.14 Can the solution generate SLA performance reports and dashboards?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not generate SLA performance reports and dashboards.)
3=Compliant - – (The ITSM solution partially generate SLA performance reports and dashboards.)
5=Exceeds Compliance - – (The ITSM solution fully generate SLA performance reports and dashboards.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.15 How does the solution facilitate the activities of a Change Advisory Board (CAB) for reviewing and approving changes?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot facilitate the activities of a Change Advisory Board (CAB) for reviewing and approving changes.)
3=Compliant - – (The ITSM solution can partially facilitate the activities of a Change Advisory Board (CAB) for reviewing and approving changes.)
5=Exceeds Compliance - – (The ITSM solution can fully facilitate the activities of a Change Advisory Board (CAB) for reviewing and approving changes.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.16 Can CAB meetings and decisions be documented within the system?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot document CAB meeting decisions.)
3=Compliant - – (The ITSM solution can partially document CAB meeting decisions.)
5=Exceeds Compliance - – The ITSM solution can fully document CAB meeting decisions.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.17 Can it automate release scheduling and rollback procedures?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot automate release scheduling and rollback procedures.)
3=Compliant - – (The ITSM solution can partially automate release scheduling and rollback procedures.)
5=Exceeds Compliance - – (The ITSM solution processes can fully automate release scheduling and rollback procedures.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.18 Describe how the solution integrates with ITIL configuration management processes, including CI (Configuration Item) identification, tracking, and relationship mapping.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of how the ITMS solution integrates with ITIL configuration management.)
3=Compliant - – (A Limited description provided of how the ITMS solution integrates with ITIL configuration management.)
5=Exceeds Compliance - – (A full description provided of how the ITMS solution integrates with ITIL configuration management.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.19 Explain how the system supports ITIL knowledge management, including knowledge base creation, maintenance, and access.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot support ITIL knowledge management, including knowledge base creation, maintenance, and access.)
3=Compliant - – (The ITSM solution can partially support ITIL knowledge management, including knowledge base creation, maintenance, and access.)
5=Exceeds Compliance - – (The ITSM solution can fully support ITIL knowledge management, including knowledge base creation, maintenance, and access)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.20 Can it provide self-service knowledge resources for users and support teams?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not provide self-service knowledge resources for users and support teams.)
3=Compliant - – (The ITSM solution partially provide self-service knowledge resources for users and support teams.)
5=Exceeds Compliance - – (The ITSM solution fully provide self-service knowledge resources for users and support teams.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	9.21 How does the ITSM solution facilitate CSI initiatives in accordance with ITIL, including performance measurement, analysis, and service improvement planning?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot facilitate CSI initiatives in accordance with ITIL, including performance measurement, analysis, and service improvement planning.)
3=Compliant - – (The ITSM solution can partially facilitate CSI initiatives in accordance with ITIL, including performance measurement, analysis, and service improvement planning.)
5=Exceeds Compliance - – (The ITSM solution can fully facilitate CSI initiatives in accordance with ITIL, including performance measurement, analysis, and service improvement.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10. KNOWLEDGE MANAGEMENT

	The bidder must supply an IT Service management solution with the following capabilities:

	10.1 Does the ITSM solution permit linking between documents, both inside the knowledgebase and in external locations. Can report on relationships of existing links, and broken links?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not permit linking between documents, both inside the knowledgebase and in external locations.)
3=Compliant - – (The ITSM solution can partially permit linking between documents, both inside the knowledgebase and in external locations.)
5=Exceeds Compliance - – (The ITSM solution fully permit linking between documents, both inside the knowledgebase and in external locations.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.2 Does the Knowledge Management (KM) tool provide reports showing system usage, volume and effectiveness of user contribution?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not permit the KM tool to provide reports showing system usage, volume and effectiveness of user contribution.)
3=Compliant - – (The ITSM solution can partially permit the KM tool to provide reports showing system usage, volume and effectiveness of user contribution.)
5=Exceeds Compliance - – (The ITSM solution fully permit the KM tool to provide reports showing system usage, volume and effectiveness of user contribution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.3 Does the KM tool provide tools to distribute knowledge without leaving the application (print, e-mail, copy/paste, and fax)?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not permit the KM tool to provide to distribute knowledge without leaving the application.)
3=Compliant - (The ITSM solution partially permit the KM tool to provide to distribute knowledge without leaving the application.)
5=Exceeds Compliance - (The ITSM solution fully permit the KM tool to provide to distribute knowledge without leaving the application.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.4 Provides tools to support authoring, including workflow and version control for the content review and promotion process?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not permit tools to support authoring, including workflow and version control for the content review and promotion process.)
3=Compliant – (The ITSM solution partially permit tools to support authoring, including workflow and version control for the content review and promotion process.)
5=Exceeds Compliance - (The ITSM solution fully permit tools to support authoring, including workflow and version control for the content review and promotion process.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.5 Scalable in terms of large volumes of data and users without impact to performance?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not allow scalability in terms of large volumes of data and users without impact to performance.)
3=Compliant – (The ITSM solution partially allow scalability in terms of large volumes of data and users without impact to performance.)
5=Exceeds Compliance - (The ITSM solution fully allow scalability in terms of large volumes of data and users without impact to performance.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.6 Uses a standard mainstream database structure as a repository for all knowledge document formats?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not use a standard mainstream database structure as a repository for all knowledge document formats.)
3=Compliant – (The ITSM solution partially use a standard mainstream database structure as a repository for all knowledge document formats.)
5=Exceeds Compliance - (The ITSM solution fully use a standard mainstream database structure as a repository for all knowledge document formats.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.7 Can be configured to support different user groups (separate security, databases, document formats, reporting etc.)?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot be configured to support different user groups (separate security, databases, document formats, reporting.)
3=Compliant – (The ITSM solution can partially be configured to support different user groups (separate security, databases, document formats, reporting.)
5=Exceeds Compliance - (The ITSM solution can fully be configured to support different user groups (separate security, databases, document formats, reporting.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.8 Capable of searching data sources other than its own databases (web, various network file formats) and presenting a unified view of the results?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution is not capable of searching data sources other than its own databases (web, various network file formats) and presenting a unified view of the results.)
3=Compliant – – (The ITSM solution is partially capable of searching data sources other than its own databases (web, various network file formats) and presenting a unified view of the results.)
5=Exceeds Compliance – (The ITSM solution is fully capable of searching data sources other than its own databases (web, various network file formats) and presenting a unified view of the results.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.9 Supports self-service via the Internet / company Intranet?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot supports self-service via the Internet / company Intranet.)
3=Compliant – (The ITSM solution partially permit tools to support authoring, including workflow and version control for the content review and promotion process.)
5=Exceeds Compliance - (The ITSM solution fully permit tools to support authoring, including workflow and version control for the content review and promotion process.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.10 Allows embedding graphics/pictures?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not allows embedding graphics/pictures.)
3=Compliant – (The ITSM solution partially allows embedding graphics/pictures.)
5=Exceeds Compliance - (The ITSM solution fully allows embedding graphics/pictures.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.11 Performs spell check?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not perform spell check.)
3=Compliant – (The ITSM solution partially perform spell check.)
5=Exceeds Compliance - (The ITSM solution fully perform spell check.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.12 Provides templates (data entry forms) for manual document creation?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not provide templates (data entry forms) for manual document creation.)
3=Compliant – (The ITSM solution partially provide templates (data entry forms) for manual document creation.
5=Exceeds Compliance - (The ITSM solution provides templates (data entry forms) for manual document creation.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.13 Contains an automated workflow component for document creation, review and promotion. Accommodates different processes for different document types, user groups? Customizable?  Configurable from GUI?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not contains an automated workflow component for document creation, review and promotion.)
3=Compliant – (The ITSM solution partially contains an automated workflow component for document creation, review and promotion.)
5=Exceeds Compliance - (The ITSM solution contains an automated workflow component for document creation, review and promotion.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.14 Provides version control, for both official documents and documents in the development/review process?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not provide version control, for both official documents and documents in the development/review process.)
3=Compliant – (The ITSM solution partially provides version control, for both official documents and documents in the development/review process.)
5=Exceeds Compliance - (The ITSM solution fully provides version control, for both official documents and documents in the development/review process.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.15 Tracks and shows modification history?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not track and shows modification history.)
3=Compliant – (The ITSM solution does partially tracks and shows modification history.)
5=Exceeds Compliance - (The ITSM solution fully tracks and shows modification history.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.16 Industry Best Practices standards - knowledge centred support (KCS)
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not follow Industry Best Practices standards - knowledge centred support (KCS).)
3=Compliant – (The ITSM solution partially follows Industry Best Practices standards - knowledge centred support (KCS).)
5=Exceeds Compliance - (The ITSM solution full follows Industry Best Practices standards - knowledge centred support (KCS).)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.17 Has a customizable thesaurus of synonyms/acronyms/ words to ignore while searching?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not have a customizable thesaurus of synonyms/acronyms/ words to ignore while searching.)
3=Compliant – (The ITSM solution partially has a customizable thesaurus of synonyms/acronyms/ words to ignore while searching.)
5=Exceeds Compliance - (The ITSM solution has a customizable thesaurus of synonyms/acronyms/ words to ignore while searching.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.18 Have algorithms for determining relevancy?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not have an algorithm for determining relevancy.)
3=Compliant – (The ITSM solution partially have an algorithm for determining relevancy.)
5=Exceeds Compliance - (The ITSM solution have algorithm for determining relevancy.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.19 The ITSM solution performs Boolean-logic queries?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not perform Boolean-logic queries.)
3=Compliant – (The ITSM solution partially does perform Boolean-logic queries.).)
5=Exceeds Compliance - (The ITSM solution does perform Boolean-logic queries.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.20 The ITSM solution performs natural language queries?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not perform natural language queries.)
3=Compliant – (The ITSM solution partially perform natural language queries.)
5=Exceeds Compliance - (The ITSM solution fully perform natural language queries.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.21 The ITSM solution raises visibility of most relevant/most used solutions?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not raise visibility of most relevant/most used solutions.)
3=Compliant – (The ITSM solution partially raises visibility of most relevant/most used solutions.)
5=Exceeds Compliance - (The ITSM solution fully raises visibility of most relevant/most used solutions.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.22 The ITSM solution has a web search capability?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not have a web search capability.)
3=Compliant – (The ITSM solution partially has a have a web search capability.)
5=Exceeds Compliance - (The ITSM solution have a web search capability.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.23 The ITSM solution provides the tools for users to develop custom queries?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not provide the tools for users to develop customer queries.)
3=Compliant – (The ITSM solution partially provides the tools for users to develop customer queries.)
5=Exceeds Compliance - (The ITSM solution fully provides the tools for users to develop customer queries.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	10.24 The ITSM tool interacts with user in defining the search criteria?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not interacts with user in defining the search criteria.)
3=Compliant – (The ITSM solution partially interacts with users in defining the search criteria.)
5=Exceeds Compliance - (The ITSM solution fully interacts with user in defining the search criteria.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11. SELF SERVICE PORTAL

	Please provide a detailed description of the ITSM Self-Service platform, highlighting its key features and functionalities.

	11.1 Describe the user interface and user experience of the self-service portal. How is it designed to be intuitive and user-friendly?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of the ITSM solution self-service portal user interface.)
3=Compliant – (A limited description provided of the ITSM solution self-service portal user interface.)
5=Exceeds Compliance - (A detailed description provided of the ITSM solution self-service portal user interface.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.2 How does the self-service platform ensure accessibility for users with disabilities in compliance with accessibility standards (e.g., Web Content Accessibility Guidelines (WCAG))?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of how the ITSM solution self-service portal ensure accessibility for users with disabilities in compliance with accessibility standards.)
3=Compliant – (A limited description provided of how the ITSM solution self-service portal ensure accessibility for users with disabilities in compliance with accessibility standards.)
5=Exceeds Compliance - (A detailed description provided of how the ITSM solution self-service portal ensure accessibility for users with disabilities in compliance with accessibility standards.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.3 Explain how the self-service solution integrates with our existing ITSM Service Catalogue or other ITSM tools (e.g., incident management, change management).
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of how the ITSM the self-service solution integrates with the existing ITSM Service Catalogue or other ITSM tools.)
3=Compliant – (A limited description provided of how the ITSM the self-service solution integrates with the existing ITSM Service Catalogue or other ITSM tools.)
5=Exceeds Compliance - (A detailed description provided of how the ITSM the self-service solution integrates with the existing ITSM Service Catalogue or other ITSM tools.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.4 Can the self-service portal be customized to reflect our organization's branding and specific service offerings?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The self-service portal cannot be customized to reflect the organisations branding and specific service offerings.)
3=Compliant – (The self-service portal can partially be customized to reflect the organisations branding and specific service offerings.)
5=Exceeds Compliance - (The self-service portal can fully be customized to reflect the organisations branding and specific service offerings.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.5 Detail the authentication methods supported by the self-service platform (e.g., single sign-on, multi-factor authentication).
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No detail provided of the authentication methods supported by the self-service platform.)
3=Compliant – (Limited detail provided of the authentication methods supported by the self-service platform.)
5=Exceeds Compliance – (A detailed description provided of the authentication methods supported by the self-service platform.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.6 Describe the security measures in place to protect sensitive information and user data within the self-service portal.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of the ITSM solution security measures in place to protect sensitive information and user data within the self-service portal.)
3=Compliant – (Limited description provided of the ITSM solution security measures in place to protect sensitive information and user data within the self-service portal.)
5=Exceeds Compliance - (Detailed description provided of the ITSM solution security measures in place to protect sensitive information and user data within the self-service portal.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.7 Explain how users can submit service requests or incidents through the self-service portal. What types of requests are supported?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of how users can submit service requests or incidents through the self-service portal.)
3=Compliant – (A limited description provided of how users can submit service requests or incidents through the self-service portal.)
5=Exceeds Compliance - (A detailed description provided of how users can submit service requests or incidents through the self-service portal.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.8 Does the self-service solution provide access to a knowledge base or FAQs to help users find answers to common issues?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The self-service portal solution does not provide access to a knowledge base or FAQ to help users find answers to the common issue.)
3=Compliant – (The self-service portal solution partially provides access to a knowledge base or FAQ to help users find answers to the common issue.).)
5=Exceeds Compliance - (The self-service portal solution provides access to a knowledge base or FAQ to help users find answers to the common issue.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.9 Describe any automation and workflow capabilities that streamline service request handling and resolution.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of the ITSM solution self-service portal automation and workflow capabilities that streamline service request handling and resolution.)
3=Compliant – (A limited description provided of the ITSM solution self-service portal automation and workflow capabilities that streamline service request handling and resolution.)
5=Exceeds Compliance - (A detailed description provided of the ITSM solution self-service portal automation and workflow capabilities that streamline service request handling and resolution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.10 Does the self-service platform offer virtual agents or chatbots to assist users with their requests and inquiries?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The self-service portal does not offer virtual agents or chatbots to assist users with their requests and inquiries.)
3=Compliant – (The self-service portal partially offers virtual agents or chatbots to assist users with their requests and inquiries.)
5=Exceeds Compliance – (The self-service portal offers virtual agents or chatbots to assist users with their requests and inquiries.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.11 Can users access live chat support from within the self-service portal, and how is this facilitated?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of the ITSM solution self-service portal user access to live chat support from within the self-service portal, and how is this facilitated.)
3=Compliant – (A limited description provided of the ITSM solution self-service portal user access to live chat support from within the self-service portal, and how is this facilitated.)
5=Exceeds Compliance – (A detailed description provided of the ITSM solution self-service portal user access to live chat support from within the self-service portal, and how is this facilitated.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.12 How does the solution ensure a responsive design for users accessing the self-service portal on mobile devices or different screen sizes?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of how the self-service solution ensure a responsive design for users accessing the self-service portal on mobile devices or different screen sizes.)
3=Compliant – (A limited description provided of how the self-service solution ensure a responsive design for users accessing the self-service portal on mobile devices or different screen sizes.)
5=Exceeds Compliance -(A detailed description provided of how the self-service solution ensure a responsive design for users accessing the self-service portal on mobile devices or different screen sizes.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.13 Explain how the self-service platform provides usage analytics and reporting capabilities to monitor user interactions and trends.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of how the self-service platform provides usage analytics and reporting capabilities to monitor user interactions and trends.)
3=Compliant – (A limited description provided of how the self-service platform provides usage analytics and reporting capabilities to monitor user interactions and trends.)
5=Exceeds Compliance - (A detailed description provided of how the self-service platform provides usage analytics and reporting capabilities to monitor user interactions and trends.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.14 Can custom reports be generated to track specific metrics or performance indicators related to self-service adoption and effectiveness?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of how custom reports can be generated to track specific metrics or performance indicators related to self-service adoption and effectiveness.)
3=Compliant – (A limited description provided of how custom reports can be generated to track specific metrics or performance indicators related to self-service adoption and effectiveness.)
5=Exceeds Compliance - (A detailed description provided of how custom reports can be generated to track specific metrics or performance indicators related to self-service adoption and effectiveness.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.15 How does the solution accommodate the growth of the organization and increasing user demands over time?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of how the self-service solution accommodate the growth of the organization and increasing user demands over time.)
3=Compliant – (A limited description provided of how the self-service solution accommodate the growth of our organization and increasing user demands over time.)
5=Exceeds Compliance - (A detailed description provided of how the self-service solution accommodate the growth of our organization and increasing user demands over time.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	11.16 Explain the approach to providing software upgrades and updates to ensure the self-service platform remains current.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of the approach to provide software upgrades to ensure the self-service portal remains current.)
3=Compliant – (A limited description provided of the approach to provide software upgrades to ensure the self-service portal remains current.).)
5=Exceeds Compliance - (A detailed description provided of the approach to provide software upgrades to ensure the self-service portal remains current.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	12. WEB AND MOBILE ACCESS

	The bidder must supply an IT Service management solution with the following capabilities:

	12.1 Describe in which way the solution is people-centric approach to empowering the users?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of how the web and mobile solutions are people centric.)
3=Compliant – A limited description provided of how the web and mobile solutions are people centric.)
5=Exceeds Compliance - (A detailed description provided of how the web and mobile solutions are people centric.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	12.2 Does the solution have a one-click user interface, and it is accessible on various browser-enabled devices based on Windows, Mac, Android, and iOS.?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The web and mobile solution does not have a one-click interface.)
3=Compliant – (The web and mobile solution have a one-click interface, but is not accessible on all various browser enabled devices based on Windows, Mac, Android, and iOS.)
5=Exceeds Compliance - (The web and mobile solution have a one-click interface, and accessible on all various browser enabled devices based on Windows, Mac, Android, and iOS.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	12.3 Does it come with a built-in starter catalogue to get the predefined service request definitions?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The web and mobile solution does not come with a built-in starter catalogue to get the predefined service request definitions.)
3=Compliant – (The web and mobile solution comes with a limited built-in starter catalogue to get the predefined service request definitions.)
5=Exceeds Compliance - (The web and mobile solution does come with a built-in starter catalogue to get the predefined service request definitions.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	12.4 Describe flexibility of visualization and degree of interactivity of displayed data. Are data views based on roles?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of the flexibility of visualization and degree of interactivity of displayed data.)
3=Compliant – (A limited description provided of the flexibility of visualization and degree of interactivity of displayed data.)
5=Exceeds Compliance – (A detailed description provided of the flexibility of visualization and degree of interactivity of displayed data.
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	12.5 What is required to integrate with data sources? How does this vary across vendors and data formats?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of what is required to integrate with data sources.)
3=Compliant – (A limited description provided of what is required to integrate with data sources.)
5=Exceeds Compliance - (A detailed description provided of what is required to integrate with data sources.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	12.6 Describe the solution that provides both scheduled and ad-hoc reporting key of Business Service metrics
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of how the ITSM solution provide both scheduled and ad-hoc reporting key of Business Service metrics.)
3=Compliant – (A limited description provided of how the ITSM solution provide both scheduled and ad-hoc reporting key of Business Service metrics.)
5=Exceeds Compliance – (A detailed description provided of how the ITSM solution provide both scheduled and ad-hoc reporting key of Business Service metrics.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	12.7 Does the solution provide reports based on industry best practices?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not provide reports based on industry best practice.)
3=Compliant – (The ITSM solution partially provides reports based on industry best practice.)
5=Exceeds Compliance – (The ITSM solution provides reports based on industry best practice.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	12.8 Describe flexibility of reporting. How are reports designed and distributed?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of the flexibility of reporting, and how reports are designed and distributed.)
3=Compliant – (A limited description provided of the flexibility of reporting, and how reports are designed and distributed.)
5=Exceeds Compliance - (A detailed description provided of the flexibility of reporting, and how reports are designed and distributed.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	12.9 Is the reporting/analytics solution built on a true Business Intelligence platform that enables integration of technical and business data? 
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution reporting/analytics are not built on a BI platform that enables integration of technical and business.)
3=Compliant – (The ITSM solution reporting/analytics are partially built on a BI platform that enables integration of technical and business.)
5=Exceeds Compliance - (The ITSM solution reporting/analytics are built on a BI platform that enables integration of technical and business.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	12.10 Does the solution provide users to search on any field and be able to export the data to any available format?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not provide users to search on any field and be able to export the data to any available format.)
3=Compliant – (The ITSM solution partially provide users to search on any field and be able to export the data to any available format.)
5=Exceeds Compliance - (The ITSM solution fully provide users to search on any field and be able to export the data to any available format.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	13. INTEGRATION
	
	

	The bidder must supply an IT Service management solution with the following capabilities

	13.1 What is the approach to ITSM solution integration? Explain the methodology and best practices you follow.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of the ITSM solution integration methodology and best practice.)
3=Compliant – (A limited description provided of the ITSM solution integration methodology and best practice.)
5=Exceeds Compliance - (A detailed description provided of the ITSM solution integration methodology and best practice.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	13.2 How do you ensure data accuracy and integrity during integration processes?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided of ITSM solution data accuracy and integrity the during integration processes is ensured.)
3=Compliant – (A limited description provided of ITSM solution data accuracy and integrity the during integration processes is ensured.)
5=Exceeds Compliance - (A detailed description provided of ITSM solution data accuracy and integrity the during integration processes is ensured.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	13.3 Provide a detailed breakdown of the scope of work for the ITSM integration project
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No breakdown of the scope of work for the ITSM solution integration project provided.)
3=Compliant – (A limited breakdown of the scope of work for the ITSM solution integration project.)
5=Exceeds Compliance - (A detailed breakdown of the scope of work for the ITSM solution integration project.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	13.4 How do you ensure compliance with relevant data protection regulations and industry standards?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No detail provided on how The ITSM solution ensures compliance with relevant data protection regulations and industry standards.)
3=Compliant – (Limited detail provided on how The ITSM solution ensures compliance with relevant data protection regulations and industry standards.)
5=Exceeds Compliance - (Detail provided on how The ITSM solution ensures compliance with relevant data protection regulations and industry standards.))
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	13.5 Describe the integration testing processes. How do you ensure that integrated systems function correctly?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No description provided on integration testing processes for the ITSM solution.)
3=Compliant – (A limited description provided on integration testing processes for the ITSM solution.)
5=Exceeds Compliance - (Description provided on integration testing processes for the ITSM solution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	13.6 How will you handle and rectify any issues identified during testing?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No detail provided on how identified issues are handled and rectified during testing.)
3=Compliant – (Limited detail l provided on how identified issues are handled and rectified during testing.)
5=Exceeds Compliance - (Detail provided on how identified issues are handled and rectified during testing.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	13.7 How does the solution address scalability and performance requirements for our organization's ITSM environment?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset inventory requirements.
Evaluation:
0=Non-compliant – (No detail provided how the ITSM solution address scalability and performance requirements for the ITSM environment.)
3=Compliant – (Limited detail provided how the ITSM solution address scalability and performance requirements for the ITSM environment.)
5=Exceeds Compliance - (Detail provided how the ITSM solution address scalability and performance requirements for the ITSM environment.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14. ROLE LEVEL ACCESS

	The bidder must supply an IT Service management solution with the following capabilities:

	14.1 What access control model or framework does the solution use for role-level access management?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not use an access control model or framework for role-level access management.)
3=Compliant - (The ITSM solution partially use an access control model or framework for role-level access management.)
5=Exceeds Compliance - (The ITSM solution use an access control model or framework for role-level access management.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.2 Can you provide an overview of how role-based access control (RBAC) is implemented in the system?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant - (No overview of how role-based access control is implemented in the ITSM solution.)
3=Compliant - (A limited overview of how role-based access control is implemented in the ITSM solution.)
5=Exceeds Compliance - (An overview of how role-based access control is implemented in the ITSM solution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.3 Describe the process for defining and managing user roles within the system.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant - (No description provided on the process for defining and managing users’ roles on the ITSM solution.)
3=Compliant - (A limited description provided on the process for defining and managing users’ roles on the ITSM solution.)
5=Exceeds Compliance - (A description provided on the process for defining and managing users’ roles on the ITSM solution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.4 How are roles assigned to users or groups within the system?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant - (No description provided on how roles are assigned to users or groups within the ITSM solution.)
3=Compliant - (A limited description provided on how roles are assigned to users or groups within the ITSM solution.)
5=Exceeds Compliance – (A detailed description provided on how roles are assigned to users or groups within the ITSM solution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.5 Is role assignment automated, or does it require manual intervention?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution role assignment is not automated requires manual intervention.)
3=Compliant - (The ITSM solution role assignment is partly automated requires manual intervention.)
5=Exceeds Compliance – (The ITSM solution role assignment is fully automated requires no manual intervention.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.6 Explain how permissions can be inherited or overridden at different levels (e.g., organization, department, project).
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution permissions are not inherited or overridden at different levels.)
3=Compliant - (The ITSM solution permissions are partially inherited or overridden at different levels.)
5=Exceeds Compliance – (The ITSM solution permissions are inherited or overridden at different levels.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.7 Can roles be assigned to specific resources or objects within the system?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution roles cannot be assigned to specific resources or objects within the system.)
3=Compliant - (The ITSM solution roles can partially be assigned to specific resources or objects within the system.)
5=Exceeds Compliance – (The ITSM solution roles can fully be assigned to specific resources or objects within the system.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.8 Can you define and enforce access policies based on user roles (e.g., read-only access for certain roles)?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot define and enforce access policies based on user roles.)
3=Compliant - (The ITSM solution can partially define and enforce access policies based on user roles.)
5=Exceeds Compliance – (The ITSM solution can define and enforce access policies based on user roles.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.9 How does the system handle conflicts between role-based policies?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot handle conflicts between role-based policies.)
3=Compliant - (The ITSM solution can partially handle conflicts between role-based policies.)
5=Exceeds Compliance – (The ITSM solution can fully handle conflicts between role-based policies.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.10 Describe how the system logs role-based access changes and access attempts.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot log role-based access changes and access attempts.)
3=Compliant - (The ITSM solution can partially log role-based access changes and access attempts.)
5=Exceeds Compliance – (The ITSM solution can log role-based access changes and access attempts.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.11 Can administrators view audit logs to track role changes and access history?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution administrator view audits logs cannot track role changes and access history.)
3=Compliant - (The ITSM solution administrator view audits logs and can partially track role changes and access history.)
5=Exceeds Compliance – (The ITSM solution administrator view audits logs can fully track role changes and access history.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.12 If applicable, how does the system support role-level access control in multi-tenant environments?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot support role-level access control in multi-tenant environment.)
3=Compliant - (The ITSM solution partially support role-level access control in multi-tenant environment.)
5=Exceeds Compliance – (The ITSM solution fully support role-level access control in multi-tenant environment.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.13  Can tenants have their own custom roles and permissions?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution tenants does not have their own custom roles and permissions.)
3=Compliant - (The ITSM solution tenants partially have their own custom roles and permissions.)
5=Exceeds Compliance – (The ITSM solution tenants does have their own custom roles and permissions.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.14 Is there a mechanism to provide emergency or temporary access to specific roles or users in exceptional situations?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not provide emergency or temporary access to specific roles or users.)
3=Compliant - (The ITSM solution partially provide emergency or temporary access to specific roles or users.)
5=Exceeds Compliance – (The ITSM solution fully provide emergency or temporary access to specific roles or users.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.15 How does the system handle role deprovisioning for users who no longer require specific access rights?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not handle role deprovisioning for users who no longer require specific access rights.)
3=Compliant - (The ITSM solution partially handle role deprovisioning for users who no longer require specific access rights.)
5=Exceeds Compliance – (The ITSM solution fully handle role deprovisioning for users who no longer require specific access rights.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.16 Are there automated workflows for role removal?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not have automated workflows for role removal.)
3=Compliant - (The ITSM solution partially have automated workflows for role removal.)
5=Exceeds Compliance – (The ITSM solution fully have automated workflows for role removal.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	14.17 Can the system generate reports on role assignments, access permissions, and access history for compliance and auditing purposes?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot generate reports on role assignments access permissions and access history for compliance and auditing purposes.)
3=Compliant - (The ITSM solution partially generate reports on role assignments access permissions and access history for compliance and auditing purposes.)
5=Exceeds Compliance – (The ITSM solution fully generate reports on role assignments access permissions and access history for compliance and auditing purposes.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15. ITSM SYSTEM ARCHIVING

	The bidder must supply an IT Service management solution with the following capabilities:

	15.1 Please provide an overview of the ITSM archiving solution, including the key features and capabilities it offers.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (No information provided on the overview of the ITSM solution archiving.)
3=Compliant - (Limited information provided on the overview of the ITSM solution archiving.)
5=Exceeds Compliance – (Detailed information provided on the overview of the ITSM solution archiving.
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.2 How does the archiving solution align with ITSM best practices and regulatory requirements?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The archiving solution does not align with ITSM best practice and regulatory requirements.)
3=Compliant - (The archiving solution partially align with ITSM best practice and regulatory requirements.)
5=Exceeds Compliance – (The archiving solution fully align with ITSM best practice and regulatory requirements.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.3 Can the solution enforce customizable data retention policies to ensure compliance with legal and regulatory requirements?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot enforce customizable data retention policies to ensure compliance with legal and regulatory requirements.)
3=Compliant - (The ITSM solution partially enforce customizable data retention policies to ensure compliance with legal and regulatory requirements.)
5=Exceeds Compliance – (The ITSM solution fully enforce customizable data retention policies to ensure compliance with legal and regulatory requirements.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.4 How does the system handle the automatic deletion of data that has reached the end of its retention period?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot handle the automatic deletion of data that has reach the end of its retention period.)
3=Compliant - (The ITSM solution partially handles the automatic deletion of data that has reach the end of its retention period.)
5=Exceeds Compliance – (The ITSM solution fully handles the automatic deletion of data that has reach the end of its retention period.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.5 What types of data and records can be archived using the solution (e.g., incidents, service requests, change records, knowledge articles)?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot archive data e.g. incidents, service requests, change records, knowledge articles.)
3=Compliant - (The ITSM solution partially archive data e.g. incidents, service requests, change records, knowledge articles.)
5=Exceeds Compliance – (The ITSM solution cannot archive data e.g. incidents, service requests, change records, knowledge articles.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.6 Can archived data include attachments and related metadata?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot archive data such as attachments and related metadata.)
3=Compliant - (The ITSM solution partially archive data such as attachments and related metadata.)
5=Exceeds Compliance – (The ITSM solution fully archive data such as attachments and related metadata.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.7 Explain how archived data can be accessed and retrieved by authorized users or administrators when needed.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (No information provided on how archived data can be accessed and retrieved by authorized users or administrators)
3=Compliant - (Limited information provided on how archived data can be accessed and retrieved by authorized users or administrators)
5=Exceeds Compliance – (Detailed information provided on how archived data can be accessed and retrieved by authorized users or administrators)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.8 Are there search and retrieval tools available for archived data?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (No search and retrieval tool available on the ITSM solutions archived data.)
3=Compliant - (Limited search and retrieval capabilities available on the tool on the ITSM solution archived data.)
5=Exceeds Compliance – (Full search and retrieval capabilities available on the tool on the ITSM solution archived data.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.9 Describe the security measures in place to protect archived data, including encryption and access controls.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (No description provided on the security measures in place to protect archived data, including encryption and access controls.)
3=Compliant - (A limited description provided on the security measures in place to protect archived data, including encryption and access controls.)
5=Exceeds Compliance – (A detailed description provided on the security measures in place to protect archived data, including encryption and access controls.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.10 How does the solution ensure the integrity and confidentiality of archived information?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot ensure the integrity and confidentiality of archived information.) 
3=Compliant - (A limited description provided on the security measures in place to protect archived data, including encryption and access controls.)
5=Exceeds Compliance – (A detailed description provided on the security measures in place to protect archived data, including encryption and access controls.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.11 How does the solution preserve the original format and structure of archived data to maintain data integrity and compliance?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot preserve the original format and structure of archived data to maintain data integrity and compliance.)
3=Compliant - (The ITSM solution partially preserve the original format and structure of archived data to maintain data integrity and compliance.)
5=Exceeds Compliance – (The ITSM solution fully preserve the original format and structure of archived data to maintain data integrity and compliance.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.12 Can archived data be exported or converted to standard formats for long-term preservation?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution archived data cannot be exported or converted to standard formats for long-term preservation.)
3=Compliant - (The ITSM solution archived data can partially be exported or converted to standard formats for long-term preservation.)
5=Exceeds Compliance – (The ITSM solution archived data can fully be exported or converted to standard formats for long-term preservation.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.13 . Explain how the archiving solution handles the scalability and performance requirements of large ITSM datasets.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot handle scalability and performance requirements of large ITSM datasets.)
3=Compliant – (The ITSM solution partially handle scalability and performance requirements of large ITSM datasets.)
5=Exceeds Compliance – (The ITSM solution can handle scalability and performance requirements of large ITSM datasets.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.14 Can it efficiently archive and retrieve data from high-volume ITSM systems?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot archive and retrieve data from high-volume ITSM systems.)
3=Compliant - (The ITSM solution can partially archive and retrieve data from high-volume ITSM systems.)
5=Exceeds Compliance – (The ITSM solution can fully archive and retrieve data from high-volume ITSM systems.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.15 Does the solution provide audit trails and logs for all archiving activities and access attempts?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not provide audit trails and logs for all archiving activities and access attempts.)
3=Compliant - (The ITSM solution partially provides audit trails and logs for all archiving activities and access attempts.)
5=Exceeds Compliance – (The ITSM solution provides audit trails and logs for all archiving activities and access attempts.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.16 Can administrators monitor and review these logs for compliance and auditing purposes?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution administrators cannot monitor and review these logs for compliance and auditing purposes.)
3=Compliant - (The ITSM solution administrators can partially monitor and review these logs for compliance and auditing purposes.)
5=Exceeds Compliance – (The ITSM solution administrators can monitor and review these logs for compliance and auditing purposes.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.17 Describe the process for permanently deleting archived data when it reaches the end of its retention period or is no longer needed.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (No description provided of the process for permanently deleting archived data when it reaches the end of its retention period or is no longer needed.)
3=Compliant - (A limited description provided of the process for permanently deleting archived data when it reaches the end of its retention period or is no longer needed.)
5=Exceeds Compliance – (A detailed description provided of the process for permanently deleting archived data when it reaches the end of its retention period or is no longer needed.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.18 How does the archiving solution integrate with existing ITSM platforms and tools (e.g., ITSM software, ticketing systems)?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (No information provided on how the ITSM solution archiving integrate with the existing ITSM platforms and tools.)
3=Compliant - (Limited information provided on how the ITSM solution archiving integrate with the existing ITSM platforms and tools.)
5=Exceeds Compliance – (Detailed information provided on how the ITSM solution archiving integrate with the existing ITSM platforms and tools.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.19 Provide a migration plan for transitioning data from our current ITSM system to the archiving solution.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (No migration plan provided for transitioning data from our current ITSM system to the archiving solution.)
3=Compliant - (A limited migration plan provided for transitioning data from our current ITSM system to the archiving solution.)
5=Exceeds Compliance – (A detailed migration plan provided for transitioning data from our current ITSM system to the archiving solution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	15.20 How will historical data be preserved and migrated?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (No detail provided on how historical data be preserved and migrated.)
3=Compliant - (Limited detail provided on how historical data be preserved and migrated.)
5=Exceeds Compliance – (A detailed description provided on how historical data be preserved and migrated.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16. SLA, OLA, UNDERPINNING CONTRACT, SERVICE TARGET

	The bidder must supply an IT Service management solution with the following capabilities:

	16.1 How does the ITSM solution facilitate the creation and management of SLAs, including defining SLA parameters and criteria?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (No detail provided on how the ITSM solution facilitate the creation and management of SLAs, including defining SLA parameters and criteria.)
3=Compliant - (Limited detail provided on how the ITSM solution facilitate the creation and management of SLAs, including defining SLA parameters and criteria.)
5=Exceeds Compliance – (A detailed description provided on how the ITSM solution facilitate the creation and management of SLAs, including defining SLA parameters and criteria.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.2 Can the solution handle multiple SLAs for different services or service components?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot handle multiple SLAs for different services or service components.)
3=Compliant - (The ITSM solution can partially handle multiple SLAs for different services or service components.)
5=Exceeds Compliance – (The ITSM solution can fully handle multiple SLAs for different services or service components.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.3 Describe the mechanisms the solution provides for real-time monitoring of SLA compliance and performance.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (No description provided on the mechanisms the ITSM solution provides for real-time monitoring of SLA compliance and performance.)
3=Compliant - (A limited description provided on the mechanisms the ITSM solution provides for real-time monitoring of SLA compliance and performance.)
5=Exceeds Compliance – (A detailed description provided on the mechanisms the ITSM solution provides for real-time monitoring of SLA compliance and performance.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.4 Can the system generate reports and dashboards to track SLA performance over time?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot generate reports and dashboards to track SLA performance over time.)
3=Compliant - (The ITSM solution can partially generate reports and dashboards to track SLA performance over time.)
5=Exceeds Compliance – (The ITSM solution can generate reports and dashboards to track SLA performance over time.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.5 Explain how the ITSM solution supports the definition and management of OLAs that support SLAs.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (No description provided on how the ITSM solution supports the definition and management of OLAs that support SLAs.)
3=Compliant - (A limited description provided on how the ITSM solution supports the definition and management of OLAs that support SLAs.)
5=Exceeds Compliance – (A limited description provided on how the ITSM solution supports the definition and management of OLAs that support SLAs.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.6 Can OLAs be linked to specific services and service components?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the asset reconciliation requirements.
Evaluation:
0=Non-compliant – (The ITSM solution cannot link OLAs to specific services and service components.)
3=Compliant - (The ITSM solution can partially link OLAs to specific services and service components.)
5=Exceeds Compliance – (The ITSM solution can fully link OLAs to specific services and service components.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.7 How does the solution facilitate the management of underpinning contracts with third-party vendors or suppliers?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot manage underpinning contracts with third-party vendors or suppliers.)
3=Compliant - (The ITSM solution partially manage underpinning contracts with third-party vendors or suppliers.)
5=Exceeds Compliance - (The ITSM solution fully manage underpinning contracts with third-party vendors or suppliers.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.8 Can the ITSM solution define and track contractual commitments and obligations within the system?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot define and track contractual commitments and obligations within the system.)
3=Compliant - (The ITSM solution partially define and track contractual commitments and obligations within the system.)
5=Exceeds Compliance - (The ITSM solution fully define and track contractual commitments and obligations within the system.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.9 Can ITSM solution configure and maintain service targets, including response times, resolution times, and availability targets for various services?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot configure and maintain service targets, including response times, resolution times, and availability targets for various services.)
3=Compliant - (The ITSM solution partially configure and maintain service targets, including response times, resolution times, and availability targets for various services.)
5=Exceeds Compliance - (The ITSM solution fully configure and maintain service targets, including response times, resolution times, and availability targets for various services.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.10 Is there a flexible framework for setting and adjusting service targets based on changing business needs?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution does not have a flexible framework for setting and adjusting service targets based on changing business needs.)
3=Compliant - (The ITSM solution partially has a flexible framework for setting and adjusting service targets based on changing business needs.)
5=Exceeds Compliance - (The ITSM solution has a flexible framework for setting and adjusting service targets based on changing business needs.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.11 Describe how the solution automates and manages escalation procedures when SLAs or service targets are at risk of being breached.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot automate and manage escalation procedures when SLAs or service targets are at risk of being breached.)
3=Compliant - (The ITSM solution can partially automate and manage escalation procedures when SLAs or service targets are at risk of being breached.)
5=Exceeds Compliance - (The ITSM solution fully automate and manage escalation procedures when SLAs or service targets are at risk of being breached.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.12 Can escalations be customized based on specific criteria and severity levels?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot customize escalations based on specific criteria and severity levels.)
3=Compliant - (The ITSM solution can partially customize escalations based on specific criteria and severity levels.)
5=Exceeds Compliance - (The ITSM solution are fully customizable for escalations based on specific criteria and severity levels.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.13 Explain how the ITSM solution uses performance analytics to proactively identify SLA breaches and areas for improvement.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot use performance analytics to proactively identify SLA breaches and areas for improvement.)
3=Compliant - The ITSM solution can partially use performance analytics to proactively identify SLA breaches and areas for improvement.)
5=Exceeds Compliance - (The ITSM solution uses performance analytics to proactively identify SLA breaches and areas for improvement.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.14 Can the ITSM solution provide insights and recommendations for optimizing service delivery?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot provide insights and recommendations for optimizing service delivery.)
3=Compliant – (The ITSM solution can partially provide insights and recommendations for optimizing service delivery.)
5=Exceeds Compliance - (The ITSM solution fully provides insights and recommendations for optimizing service delivery.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.15 Can the ITSM solution generate SLA documents, including SLA reports, agreements, and documentation for customers and stakeholders?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot generate SLA documents, including SLA reports, agreements, and documentation for customers and stakeholders.)
3=Compliant – (The ITSM solution can partially generate SLA documents, including SLA reports, agreements, and documentation for customers and stakeholders.)
5=Exceeds Compliance - (The ITSM solution fully generate SLA documents, including SLA reports, agreements, and documentation for customers and stakeholders.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.16 How does the ITSM solution support communication of SLA terms and performance to relevant parties?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot support communication of SLA terms and performance to relevant parties.)
3=Compliant – (The ITSM solution partially support communication of SLA terms and performance to relevant parties.)
5=Exceeds Compliance - (The ITSM solution fully support communication of SLA terms and performance to relevant parties.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.17 How does the ITSM solution track and document SLA compliance, including recording breaches, root cause analysis, and remediation actions?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot track and document SLA compliance, including recording breaches, root cause analysis, and remediation actions.)
3=Compliant – (The ITSM solution partially track and document SLA compliance, including recording breaches, root cause analysis, and remediation actions.)
5=Exceeds Compliance - (The ITSM solution fully track and document SLA compliance, including recording breaches, root cause analysis, and remediation actions.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.18 Can it generate historical records of SLA performance for auditing and reporting purposes?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot generate historical records of SLA performance for auditing and reporting purposes.)
3=Compliant – (The ITSM solution partially generate historical records of SLA performance for auditing and reporting purposes.)
5=Exceeds Compliance - (The ITSM solution fully generate historical records of SLA performance for auditing and reporting purposes.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.19 Explain how the ITSM solution supports regular service level reviews with customers and stakeholders
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot supports regular service level reviews with customers and stakeholders.)
3=Compliant – (The ITSM solution partially supports regular service level reviews with customers and stakeholders.)
5=Exceeds Compliance - (The ITSM solution fully supports regular service level reviews with customers and stakeholders.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.20 Can these reviews be scheduled, documented, and tracked within the system?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot review schedule, document, and tracked within the system.)
3=Compliant – (The ITSM solution partially review schedule, document, and tracked within the system.)
5=Exceeds Compliance - (The ITSM solution fully review schedule, document, and tracked within the system.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.21 Does ITSM solution automate the calculation and application of service credits or penalties in cases of SLA breaches?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot automate the calculation and application of service credits or penalties in cases of SLA breaches.)
3=Compliant – (The ITSM solution partially automate the calculation and application of service credits or penalties in cases of SLA breaches.)
5=Exceeds Compliance - (The ITSM solution fully automate the calculation and application of service credits or penalties in cases of SLA breaches.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.22 How are service credits or penalties managed within the system?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot service credits or penalties managed within the system.)
3=Compliant – (The ITSM solution partially service credits or penalties managed within the system.)
5=Exceeds Compliance - (The ITSM solution fully service credits or penalties managed within the system.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.23 How does the ITSM solution integrate SLA management with other ITSM processes, such as incident management, problem management, and change management?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot integrate SLA management with other ITSM processes, such as incident management, problem management, and change management.)
3=Compliant – (The ITSM solution partially integrate SLA management with other ITSM processes, such as incident management, problem management, and change management.)
5=Exceeds Compliance - (The ITSM solution fully integrate SLA management with other ITSM processes, such as incident management, problem management, and change management.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	16.24 Can it trigger automated actions based on SLA-related events?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution cannot trigger automated actions based on SLA-related events.)
3=Compliant – (The ITSM solution partially trigger automated actions based on SLA-related events.)
5=Exceeds Compliance - (The ITSM solution fully trigger automated actions based on SLA-related events.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	17. LICENSING PRINCIPALS

	The bidder must supply an IT Service management solution with the following capabilities:

	18.1 What is the licensing model for the ITSM solution? (e.g., per user, per device, per module)
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (No information provided on the licensing model for the ITSM solution.)
3=Compliant – (Limited information provided on the licensing model for the ITSM solution.)
5=Exceeds Compliance - (Detailed information provided on the licensing model for the ITSM solution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.2 Can you provide a breakdown of the different licensing options available?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (No information provided on the breakdown of the different licensing options available for the ITSM solution.)
3=Compliant – (Limited information provided on the breakdown of the different licensing options available for the ITSM solution.)
5=Exceeds Compliance - (Detailed information provided on the breakdown of the different licensing options available for the ITSM solution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.3 How are users defined in the ITSM solution licensing model? Are there different categories for end-users, administrators, and other roles?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution users cannot be defined in the licensing model into different categories for end-users, administrators, and other roles.)
3=Compliant – (The ITSM solution users can partially be defined in the licensing model into different categories for end-users, administrators, and other roles.)
5=Exceeds Compliance - – (The ITSM solution users can fully be defined in the licensing model into different categories for end-users, administrators, and other roles.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.4 Can user roles and access permissions be customized within the licensing framework?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution users’ roles and access permissions cannot be customized within the licensing framework.)
3=Compliant – (The ITSM solution users’ roles and access permissions can partially be customized within the licensing framework.)
5=Exceeds Compliance - (The ITSM solution users’ roles and access permissions can fully be customized within the licensing framework.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.5 How does the ITSM solution licensing accommodate scalability as the organization grows or changes?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solutions licensing cannot accommodate scalability as the organization grows or changes.)
3=Compliant – (The ITSM solutions licensing partially accommodate scalability as the organization grows or changes.)
5=Exceeds Compliance - (The ITSM solutions licensing fully accommodate scalability as the organization grows or changes.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.6 Do you offer concurrent licensing options that allow multiple users to share a set number of licenses?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solutions does not offer concurrent licensing options that allow multiple users to share a set number of licenses.)
3=Compliant – (The ITSM solutions partially offers concurrent licensing options that allow multiple users to share a set number of licenses.)
5=Exceeds Compliance - (The ITSM solutions fully offers concurrent licensing options that allow multiple users to share a set number of licenses.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.7 How is license usage tracked and managed in concurrent licensing?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solutions concurrent licensing cannot be tracked and managed.)
3=Compliant – (The ITSM solutions concurrent licensing can partially be tracked and managed.)
5=Exceeds Compliance - (The ITSM solutions concurrent licensing can fully be tracked and managed.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.8 Can organizations choose to license only the modules they need?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The organization cannot choose to only use the ITSM solutions licenses of the modules they need/use.)
3=Compliant – (The organization can partially choose to only use the ITSM solutions licenses of the modules they need/use.)
5=Exceeds Compliance - (The organization can choose to only use the ITSM solutions licenses of the modules they need/use.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.9 . Does the ITSM solution licensing model include provisions for mobile or remote access to the ITSM solution?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (The ITSM solution licensing model does not include provisions for mobile or remote access to the ITSM solution.)
3=Compliant – (The ITSM solution licensing model partially include provisions for mobile or remote access to the ITSM solution.)
5=Exceeds Compliance - (The ITSM solution licensing model fully include provisions for mobile or remote access to the ITSM solution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.10 . If the ITSM solution integrates with third-party tools or services, are there separate licensing requirements for those integrations?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (Sperate licensing requirements are needed for integrations from the ITSM solution to third-party tools or services.)
3=Compliant – (Sperate licensing requirements are partially needed for integrations from the ITSM solution to third-party tools or services.)
5=Exceeds Compliance - (Sperate licensing requirements are not needed for integrations from the ITSM solution to third-party tools or services.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.11 How are licensing costs handled for integrated components?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (No detail provided on how the ITSM solution licensing costs handled for integrated components.)
3=Compliant – (Limited detail provided on how the ITSM solution licensing costs handled for integrated components.)
5=Exceeds Compliance - (Detail provided on how the ITSM solution licensing costs handled for integrated components.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.12 Explain how license enforcement and compliance are managed within the ITSM solution.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant - (No detail provided on how the ITSM solution licensing enforcement and compliance are managed within the ITSM solution.)
3=Compliant – (Limited detail provided on how the ITSM solution licensing enforcement and compliance are managed within the ITSM solution.)
5=Exceeds Compliance - (Full detail provided on how the ITSM solution licensing enforcement and compliance are managed within the ITSM solution.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.13 Are there built-in mechanisms for monitoring license usage and preventing over usages?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not have a built-in mechanism for monitoring license usage and preventing over usage.)
3=Compliant – (The ITSM solution does have a partial built-in mechanism for monitoring license usage and preventing over usage.)
5=Exceeds Compliance - (The ITSM solution does have a built-in mechanism for monitoring license usage and preventing over usage.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.14 Can licenses be transferred between users or re-assigned if personnel changes occur?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant – (The ITSM solution licenses cannot be transferred between users or re-assigned if personnel changes occur.)
3=Compliant – (The ITSM solution licenses can partially be transferred between users or re-assigned if personnel changes occur.)
5=Exceeds Compliance - (The ITSM solution licenses can be transferred between users or re-assigned if personnel changes occur.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.15 Is there a process for transferring licenses between different departments or business units?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant – (The ITSM solution does not have a process for transferring licenses between different departments or business units.)
3=Compliant – (The ITSM solution partially have a process for transferring licenses between different departments or business units.)
5=Exceeds Compliance - (The ITSM solution have a process for transferring licenses between different departments or business units.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.16 How are license renewals handled, and is there an option for long-term or multi-year licensing agreements?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant – (The ITSM solution license renewals does not allow for the option for long-term or multi-year licensing agreement.)
3=Compliant – (The ITSM solution license renewals partially allow for the option for long-term or multi-year licensing agreement.)
5=Exceeds Compliance - (The ITSM solution license renewals does allow for the option for long-term or multi-year licensing agreement.)
	<provide unique reference to locate substantiating evidence in the bid response -Annex A, section 6.1>

	18.17 Is there flexibility in pricing based on the number of licenses or the duration of the agreement?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant – (There is no flexibility in pricing based on the number of licenses or the duration of the agreement.)
3=Compliant – (There is partial flexibility in pricing based on the number of licenses or the duration of the agreement.)
5=Exceeds Compliance - (There is full flexibility in pricing based on the number of licenses or the duration of the agreement.)
	<provide unique reference to locate substantiating evidence in the bid response -Annex A, section 6.1>

	18.18 Are there special licensing considerations or options for testing and development environments?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant – (There are no special consideration or options for test and development environments.)
3=Compliant – (There are limited special consideration or options for test and development environments.)
5=Exceeds Compliance - (There are special consideration or options for test and development environments.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.19 Do you conduct periodic license compliance audits, and how are they carried out?
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant – (There are no. periodic license compliance audit conducted.)
3=Compliant – (There are limited. periodic license compliance audit conducted.)
5=Exceeds Compliance - (There are full periodic license compliance audit conducted.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>

	18.20 Describe the support services related to licensing, including support channels and response times.
	Provide the product specification brochure or architecture documentation indicating how the proposed product or solution complies with the software license discovery requirements.
Evaluation:
0=Non-compliant – (No description provided on the support services related to licensing, including support channels and response times.)
3=Compliant – (A limited description provided on the support services related to licensing, including support channels and response times.)
5=Exceeds Compliance - (A detailed description provided on the support services related to licensing, including support channels and response times.)
	<provide unique reference to locate substantiating evidence in the bid response – Annex A, section 6.1>



7. [bookmark: _Toc167355836]Non-functional requirements

	Question
	Vendor Response 

	
	

	Does your licensing model include active maintenance (i.e. continuous upgrades to the latest version of the software) and on-site support for the duration of the contract?
	

	
	

	Will you provide training to users of the system, should it be required?
	

	
	



8. [bookmark: _Toc167355837]Solution licencing and implementation pricing

	Question
	Comments
	Estimated cost in ZAR (VAT incl) 

	
	
	

	Implementation cost
	
	

	
	
	

	Hardware cost (if applicable)
	
	

	
	
	

	Licencing cost for 3 years
	
	

	
	
	

	Annual Software Maintenance and Support
	
	

	
	
	

	Any additional cost (please specify in Comments field)
	
	



9. [bookmark: _Toc115770611][bookmark: _Toc164070013][bookmark: _Toc167355838][bookmark: _Toc483373637]Contact details
The following contact details are applicable:
1. For general enquiries contact audrey.matlapeng@sita.co.za
1. For technical enquiries contact audrey.matlapeng@sita.co.za 
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