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[bookmark: _Hlk204956932]Annexure 1: Bid Specification 
	RFB No:
	112010 - RFA 3187-2025

	[bookmark: _Hlk146028628]Description
	Request for the establishment of a panel of services providers from Industry, Research Institutions and Academia for the provision of ICT research advisory, consultancy and subscription services for a period of three (3) years.

	Publication Date
	26 January 2026

	Compulsory Briefing Session 

	Meeting link:  Join the meeting now 
Meeting ID: 362 130 050 391 82 
Passcode: rG3zX6BW 
Date: 02 February 2026
Time: 10:00 am to 12:00 pm

	Closing Date for questions / queries
	13 February 2026

	Bid Response 
	SITA – ERP Oracle Portal on the link as follows: Login

Step-by-step guide to navigate and respond to SITA transactions through the SITA Oracle-ERP: https://www.sita.co.za/content/erp-isupplier-ecatalogue-guidelines

	RFB Closing Details and Time
	Date:  20 February 2026
Time: 11:00 (South African Time)

	RFB Validity Period
	200 Days from the Closing Date 
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[bookmark: _Toc212034473][bookmark: _Toc394775451][bookmark: _Toc394778358][bookmark: _Toc498843318][bookmark: _Toc505652265]Introduction
[bookmark: _Toc212034474]Purpose 
[bookmark: _Hlk205308946]The purpose of this RFA is to invite Suppliers (hereinafter referred to as “bidders”) to submit bids for the “Establishment of a Panel of Service Providers from Industry, Research Institutions and Academia for the Provision of Information and Communication Technology (ICT) Research Advisory, Consultancy and Subscription Services to the State Information Technology Agency (SITA) for a period of thirty-six (36) months”. 
[bookmark: _Toc212034475]Background
[bookmark: _Hlk47469441][bookmark: _Hlk131499044]The SITA Research and Innovation Department endeavours to leverage the symbiotic relationship shared between Academia and Industry and establish a panel of preferred suppliers of these entities to support SITA’s related strategic initiatives.

The business requirement is to enter partnerships with Industry (research and consulting firms, technology innovation and research institutes and civil society/organisations), Research institutions and Academia (Higher Education Institutions) to:

(a) Develop and provide research-based high-impact information on the ICT industry both locally and globally. The department intends to be at the forefront in generating competitive and intelligent ICT information, which can help the decision-making processes of both SITA and its clients;
(b) Provide access to both primary and secondary research information from the most reliable and skilled ICT research conducted by some of the major Research Institutions to extend the decision support base; 
(c) Develop competitive ICT trends based on investigative and critical analysis of emerging technology trends globally and locally with a view to understanding which technologies will have a high impact on delivering public services;
(d) Increase capacity on consulting and advisory services to ensure that international and national best practices are implemented on matters of e-Government, digitalisation and Broadband connectivity to ensure growth in the SITA offering to Government Departments;
(e) Increase capacity in Innovation and Research to embark on possible innovation, research, and development initiatives to ensure that SITA stays sustainable in the long term; and
(f) Increase the capacity for Architectural services to provide high-quality services to enable the Government to deliver efficient and convenient services using ICT.

The collaboration with Industry, Research institutions and Academia will support research and innovation initiatives in strategic areas aimed to:

(a) Stimulate and foster innovation - pursue technological innovation and accelerate commercialisation;
(b) Leverage from existing resources to collaborate, co-invest and co-create to nurture ICT innovation;
(c) Engage in translational research to create prototypes, develop them into products and services that meet client needs;
(d) Transfer of knowledge and skills;
(e) Conduct fundamental research on the best practices worldwide in ICT products and services;
(f) Conduct applied research, experimental and exploratory, to develop new ICT products and services; 
(g) Focus on innovations that improve service delivery within Government Departments;
(h) Commission research from established research firms;
(i) Collaborate with ICT Advisory Councils; and
(j) Provide Thought-Leadership in ICT.

The initiative to have a panel of preferred service providers will ultimately serve as a mechanism through which diverse partners (Academia, Research institutions and Industry) with mutual interests can collaborate with SITA towards achieving a common goal whilst strengthening the department’s capacity and capabilities.

[bookmark: _Toc212034476]Scope of Bid
The Bid addresses two services, namely ICT Research Advisory and Consulting Services and ICT (including Telecommunications) Research Subscription Services.
[bookmark: _Ref195791653][bookmark: _Toc212034477]Scope of Work for ICT Research Advisory and Consulting Services
(1) [bookmark: _Hlk131499113]The business requirement is to establish a panel to satisfy the immediate and future research requirements on the following subject areas/topics:

(a) ICT Products, Solutions and/or Services. It refers to any products, solutions and services relating to all communication technologies, including the infrastructure, hardware (incl. cell phones), software, and middleware, which enable users to access, retrieve, store, transmit, and manipulate information in a digital form;
(b) ICT Trends. It is being mindful of the technology that is popular / recently becoming popular and is readily accepted in the market or industry;
(c) ICT Governance. It is Legislation governing ICT, Policies governing ICT, ICT Frameworks, ICT Methodologies, ICT Standards and ICT Techniques;
(d) Enterprise Architecture. It is the practice of analysing, designing, planning and implementing enterprise analysis to successfully execute on business strategies. EA helps businesses structure IT projects and policies to achieve desired business results and to stay on top of industry trends and disruptions using architecture principles and practices;
(e) ICT Benchmarking and Best Practices. It is the practice of comparing own ICT Capability and performance metrics to the ICT industry’s best and good practices from other companies. Dimensions typically measured are quality, time and cost;
(f) [bookmark: _Hlk46845271]Digital Transformation. It is the use of new, fast and frequently changing digital technologies to solve problems. It is about transforming processes that were non-digital or manual into digital processes. One aspect of digital transformation is the concept of 'going paperless';
(g) Fourth Industrial Revolution (4IR). It is a way of describing the blurring of boundaries between the physical, digital, and biological worlds. It’s a fusion of advances in artificial intelligence (AI), robotics, the Internet of Things (IoT), 3D printing, genetic engineering, quantum computing, and other technologies;
(h) Cloud Computing. There are three main types of cloud computing services, called the cloud computing stack, because they build on top of one another, i.e. infrastructure-as-a-service (IaaS), platform-as-a-service (PaaS) and software-as-a-service (SaaS);
(i) Business Intelligence. It is a set of processes, architectures, and technologies that convert raw data into meaningful information that drives business actions. It is a suite of software and services to transform data into actionable intelligence and knowledge;
(j) Information and Knowledge Management. It is the process of creating, sharing, using and managing the information and knowledge of an organisation. It refers to a multidisciplinary approach to achieving organisational objectives by making the best use of information and knowledge; 
(k) Open Innovation. It is the use of purposive inflows and outflows of knowledge to accelerate internal innovation and expand the markets for external use of innovation, respectively; and
(l) Cyber and information security. Cybersecurity is the practice of defending computers, servers, mobile devices, electronic systems, networks, and data from malicious attacks. In contrast, information security is intended to protect data from any form of threat, regardless of whether it is analogue or digital.

[bookmark: _Ref195791600][bookmark: _Toc212034478]Scope of Work for ICT Research Subscription Services
1. [bookmark: _Hlk45719135][bookmark: _Hlk45718969]Subscription services (services that allow subscribers to access a wide range of specialised content that covers research on various aspects of ICT and Telecommunications, covering one or more of the following subject areas/topics:
2. ICT Products, Solutions and/or Services. It refers to any products, solutions and services relating to all communication technologies, including the infrastructure, hardware (incl. cell phones), software, and middleware, which enable users to access, retrieve, store, transmit, and manipulate information in a digital form;
2. ICT Trends. It is being mindful of the technology that is popular / recently becoming popular and is readily accepted in the market or industry;
2. ICT Governance. It is Legislation governing ICT, Policies governing ICT, ICT Frameworks, ICT Methodologies, ICT Standards and ICT Techniques;
2. Enterprise Architecture. It is the practice of analysing, designing, planning and implementing enterprise analysis to successfully execute on business strategies. EA helps businesses structure IT projects and policies to achieve desired business results and to stay on top of industry trends and disruptions using architecture principles and practices;
2. ICT Benchmarking and Best Practices. It is the practice of comparing own ICT Capability and performance metrics to the ICT industry’s best and good practices from other companies. Dimensions typically measured are quality, time and cost;
2. Digital Transformation. It is the use of new, fast and frequently changing digital technologies to solve problems. It is about transforming processes that were non-digital or manual into digital processes. One aspect of digital transformation is the concept of 'going paperless';
2. Fourth Industrial Revolution (4IR). It is a way of describing the blurring of boundaries between the physical, digital, and biological worlds. It’s a fusion of advances in artificial intelligence (AI), robotics, the Internet of Things (IoT), 3D printing, genetic engineering, quantum computing, and other technologies;
2. Cloud Computing. There are three main types of cloud computing services, called the cloud computing stack, because they build on top of one another, i.e. infrastructure-as-a-service (IaaS), platform-as-a-service (PaaS) and software-as-a-service (SaaS);
2. Business Intelligence. It is a set of processes, architectures, and technologies that convert raw data into meaningful information that drives business actions. It is a suite of software and services to transform data into actionable intelligence and knowledge;
2. Information and Knowledge Management. It is the process of creating, sharing, using and managing the information and knowledge of an organisation. It refers to a multidisciplinary approach to achieving organisational objectives by making the best use of information and knowledge; 
2. Open Innovation. It is the use of purposive inflows and outflows of knowledge to accelerate internal innovation, and expand the markets for external use of innovation, respectively; and
2. Cyber and information security. Cybersecurity is the practice of defending computers, servers, mobile devices, electronic systems, networks, and data from malicious attacks. In contrast, information security is intended to protect data from any form of threat, regardless of whether it is analogue or digital.
1. Subscription services can include subscription to ICT and Telecommunications Analysts Firms from either an end user or service provider perspective.
1. Subscription services can include subscriptions to advisory services regarding ICT strategy and planning, major ICT trends in various industries (with an emphasis on the public sector). With support mechanisms such as diagnostics and other resources, including templates, tools, and workshops addressing various ICT and Telecommunications topics.

[bookmark: _Toc212034479]Service Requirement Overview
[bookmark: _Toc212034480]Competency requirements
(1) The following competencies will be required:
(a) ICT strategic consultancy, analysis and interpretation;
(b) Research;
(c) Business analysis and interpretation;
(d) Project management;
(e) Inter-governmental skills related to core research and ICT-specific skills;
(f) Ability to use knowledge and skills to advise or develop solutions to ICT challenges;
(g) Analysis and evaluation of arguments and evidence relevant to ICT;
(h) Knowledge and experience of research methodologies and frameworks:
(i) Generation of ideas/products/methods/approaches and perspectives;
(ii) Extensive knowledge of diverse research methodologies, including qualitative, quantitative, and mixed methods approaches; 
(iii) Statistical analysis and techniques, and 
(iv) Technical and report writing capabilities to communicate research findings effectively and to synthesise complex data into actionable reports.

NB: Technical competencies do not apply to the ICT Research Subscription Service.
[bookmark: _Toc212034481]General research requirements
1. The research may include any of the following types of requests:
5. Technology market research and trends reports in specific ICT domains;
5. Augmenting departmental research capacity, capability and providing business intelligence for decision-making purposes;
5. Support in digital transformation initiatives relevant to government; and
5. Open Innovation including Intellectual Property (IP) management, ownership and protection.
1. Examples of ICT services that may be relevant for the engagements are: 
0. [bookmark: _Hlk46840670]Application software development;
0. Web design and development;
0. Mobile applications and API development, and platform;
0. Application Management Support and Maintenance Database development/management;
0. Infrastructure and telecommunication support.
0. Content management, search and optimisation; 
0. Technical writing support; and 
0. Technical leadership in leading technologies.
[bookmark: _Toc212034482]Domains for building collaboration between Industry and Academia
(1)  The table below outlines requirements, which include but are not limited to building collaboration between Industry and Academia.
Table 1: Areas of collaboration
	Industry
	Academia

	(a) Research Advisory and Consulting Services:
(i) Best practices, current, emergent and leading-edge technologies and trends, including 5th Industrial Revolution key themes; 
(ii) ICT Products and Services: digital transformation platforms and 4IR technologies, and applications in government;
(iii) Exploring potential applications for the government to address pain points by developing proof of concept (POC) and advancing it to implementation in their environments;
(iv) Business Analysis;
(v) Data Governance advisory to establish frameworks ensuring data quality, privacy, and compliance with regulations;
(vi) Independent ICT advisory, dealing with specific business challenges using international best practices, frameworks, and standards;
(b) Co-creation of knowledge by industry based on open source and open data;
(c) Performance measurement, developing metrics, and evaluation to assess the effectiveness of ICT solutions deployed in government;
(d) Access to created and published ICT research reports on specific market categories/industries (non-subscription-based model);
(e) Support of standards, framework, policy and strategy development aligning with SITA and government requirements;
(f) Subscription-based information including metrics and analysis of a given technology market, usage of information technology by government and industry in general, benchmarking initiatives, surveys, ICT strategy and planning, various ICT topics, resources such as templates/tools; ICT plan development, supporting customers in developing ICT plans, ensuring alignment between organisations’ strategic business direction and ICT investment plan;
(g) Bulletins and summaries of ICT industry issues, technology analysis and research;
(h) Question-and-answer-based technology market research consultations;
(i) Newsletters about information technology analysis and research;
(j) Events sponsored by the Service Providers about technology analysis and trends;
(k) Access to forums or other platforms that facilitate collaboration and communication with IT peers and Industry Experts; 
(l) Assist with conceptualisation and commercialisation of products, services and other potential IP assets; and
(m) Assist with financial modelling and justification, such as Total Cost of Ownership (TCO) analysis, and the development of Return on Investment (ROI) calculators and tools and assisting with post-implementation ROI reviews to optimise pricing strategies if the projected ROI was not achieved.
	(a) Research Advisory and Consulting to support the development and roll-out of e-Government;
(b) Documentation and review of the technology stacks for the development and roll-out of e-Government;
(c) Applied and Fundamental research on ICT topic of interest;
(d) Co-creation of knowledge by academia -based on open source and open data standards;
(e) Co-creation of knowledge by academia -based on 4IR technologies;
(f) Design validation and re-engineering to support the development and roll-out of the e-Government Framework (adopted or tailored);
(g) e-Government Guidelines and Methodologies (adopted or tailored);
(h) Investigate Cloud Infrastructure and platforms;
(i) Support Idea or hackathons and innovation challenges and code fest, and innovation awards;
(j) Business Process Model and Templates for e-Government;
(k) e-Government Blueprints based on standards;
(l) Consulting and advisory services to support the development and roll-out of Broadband connectivity.
(m) Design validation and re-engineering to support the development and roll-out, guidelines and Methodologies (adopted or tailored); 
(n) Business Process Model and templates and Blueprints based on standards, e.g. MIOS;
(o) Documentation and review of the technology stacks for the development and roll-out connectivity;
(p) Conduct research into mobile platforms and 4IR technologies;
(q) Holistic approach to EA planning, frameworks and modelling;
(r) Research and collaborate on scalable products and services that can be rapidly deployed to clients;
(s) Collaboration concerning the development of appropriate and relevant national research and technology expertise and capacity building.
(t) 4IR Blueprints based on standards, e.g. cloud, blockchain etc.
(u) Learn a systematic framework for evaluating, experimenting with and prototyping ideas; and 
(v) Develop defence mechanisms beyond Intellectual Property Protection.




0. [bookmark: _Ref196216426][bookmark: _Toc212034483]Delivery address
The goods or services must be supplied or provided at the following physical address:
	No
	Physical Address
	GPS Coordinates (optional)

	1
	SITA Head Office, 459 Tsitsa Street, Erasmuskloof, Pretoria, 0105
	25°49'11.5"S 28°16'02.5"E



[bookmark: _Toc212034484]Bid Evaluation Stages
The bid evaluation process consists of the stages indicated in the table below. A bidder must qualify for each stage to be eligible to proceed to the next stage of the evaluation. The stages are:

[bookmark: _Toc131028171]Table 2: Bid Evaluation Stages
	Stage
	Description
	Applicable for this bid YES/NO

	Stage 1	
	Mandatory Administrative responsiveness
	YES

	Stage 2 
	Technical Mandatory responsiveness 
	YES

	Stage 3
	Special Conditions of Contract verification
	YES



Notice of outcome of the RFA process:
Bidders that are pre-qualified will be informed of the success of their bid to pre-qualify as an accredited service provider for the Panel of Service Providers from Industry, Research Institutions and Academia for the Provision of ICT Research Advisory, Consultancy and Subscription Services to SITA for a Period of three (03) years, effective from date of appointment.

[bookmark: _Toc212034485]Mandatory Administrative responsiveness (Stage 1)
[bookmark: _Toc212034486]Attendance of briefing session
(a) A Compulsory Virtual briefing session will be held. The bidder must sign the briefing session attendance register using the same information (bidder company name, bidder representative person name and contact details) as submitted in the bidder’s response document.
[bookmark: _Toc212034487]Registered Supplier
(a) Only responses from bidders who are registered as a Supplier on National Treasury’s Central Supplier Database (CSD) in terms of National Treasury’s Instruction Note 4A of 2016/17 will be considered for award on this RFA.
(b) In the case of joint ventures or consortiums the bidder must demonstrate that at least one of the parties to the bid response attended the briefing session.
[bookmark: _Toc212034488]Approval Process
The Bidder must complete the following process steps, for which the Bidder requires accreditation for evaluation and possible inclusion in the term contract: 
Step 1: Technical General Mandatory Requirements: Table 4
(a)       Bidder Service Offer (Service 1 & 2)
[bookmark: _Hlk205307756]           (b)        Bidder Experience and Capability Requirements (Entity for Service 1 & 2)
           (c)        Special Conditions of Contract       
[bookmark: _Toc205311732][bookmark: _Toc205311888][bookmark: _Toc205312043][bookmark: _Toc205312209][bookmark: _Toc205312632][bookmark: _Toc205312795][bookmark: _Toc205312958][bookmark: _Toc205311733][bookmark: _Toc205311889][bookmark: _Toc205312044][bookmark: _Toc205312210][bookmark: _Toc205312633][bookmark: _Toc205312796][bookmark: _Toc205312959][bookmark: _Toc205311734][bookmark: _Toc205311890][bookmark: _Toc205312045][bookmark: _Toc205312211][bookmark: _Toc205312634][bookmark: _Toc205312797][bookmark: _Toc205312960][bookmark: _Toc205311735][bookmark: _Toc205311891][bookmark: _Toc205312046][bookmark: _Toc205312212][bookmark: _Toc205312635][bookmark: _Toc205312798][bookmark: _Toc205312961][bookmark: _Toc205311736][bookmark: _Toc205311892][bookmark: _Toc205312047][bookmark: _Toc205312213][bookmark: _Toc205312636][bookmark: _Toc205312799][bookmark: _Toc205312962][bookmark: _Toc205311737][bookmark: _Toc205311893][bookmark: _Toc205312048][bookmark: _Toc205312214][bookmark: _Toc205312637][bookmark: _Toc205312800][bookmark: _Toc205312963][bookmark: _Toc35507115][bookmark: _Toc212034489]Bidder’s Services
The bidder is allowed to bid for one or more of the following services:
Table 3: Bidder’s Service(s) Category
	Service #
	Service Name

	(1) 
	ICT Research Advisory and Consulting Services

	(2) 
	ICT (including Telecommunications) Research Subscription Services



[bookmark: _Toc212034490]Technical Mandatory Responsiveness (Stage 2)
[bookmark: _Toc212034491]Instruction and evaluation criteria
(a) The Bidder must comply with ALL the requirements as per the Technical Mandatory Requirements (section 3.3.2) below by providing substantiating evidence in the form of documentation or information, failing which it will be regarded as “NOT COMPLY”.
(b) The Bidder must provide a unique reference number (e.g. binder/portfolio, chapter, section, page) to locate substantiating evidence in the bid response. 
(c) The Bidder must comply with ALL the TECHNICAL MANDATORY REQUIREMENTS in order for the bid response to proceed to the next stage of the evaluation.
(d) Bidders may submit bids focusing only on the category and subject areas they are able to deliver and need not respond to all the proposed ICT Research Advisory and Consulting Services and ICT Research Subscription Services.
(e) [bookmark: _Hlk209020028]Bidders need to complete all the SBD documents, which need to be submitted as stated in the Invitation to Bid Document.
[bookmark: _Toc205311741][bookmark: _Toc205311897][bookmark: _Toc205312052][bookmark: _Toc205312218][bookmark: _Toc205312641][bookmark: _Toc205312804][bookmark: _Toc205312967][bookmark: _Toc205311742][bookmark: _Toc205311898][bookmark: _Toc205312053][bookmark: _Toc205312219][bookmark: _Toc205312642][bookmark: _Toc205312805][bookmark: _Toc205312968][bookmark: _Toc205311743][bookmark: _Toc205311899][bookmark: _Toc205312054][bookmark: _Toc205312220][bookmark: _Toc205312643][bookmark: _Toc205312806][bookmark: _Toc205312969][bookmark: _Toc205311744][bookmark: _Toc205311900][bookmark: _Toc205312055][bookmark: _Toc205312221][bookmark: _Toc205312644][bookmark: _Toc205312807][bookmark: _Toc205312970][bookmark: _Toc212034492]Technical Mandatory Requirements 
[bookmark: _Ref196210498]Table 4: Bidder’s Service(s) Category Specific Requirements
	[bookmark: _Hlk210294874][bookmark: _Hlk209020389]Mandatory Requirements
	Substantiating evidence of compliance (used to evaluate bid)
	Evidence reference (to be completed by bidder)

	1. Bidder Service Offer (Service 1 & 2)

	The Bidder must indicate the following offering(s) they wish to respond to: 
1. [bookmark: _Hlk195097244]ICT Research Advisory and Consulting Services;
and/ or
2. [bookmark: _Hlk195097922]ICT (incl. Telecommunication) Research Subscription   Services;

	The Bidder must complete section 4.1.1 (a) in ANNEX A by selecting (tick) the Bidder Service(s) Category they wish to respond to in section 4.4, Table 5. 
Note (1): 
SITA reserves the right to verify the information provided.
Note (2):
Indicate (using an “X”) the Bidder’s Service (s) Category for the service, or services the Bidder wishes to respond to.
Note 3:
If the Bidder did not select/tick any Service, or Services for the Bidder’s Service Category, it will be regarded that the Bidder does not wish to respond to the respective category and will not be considered for further evaluation for that specific service requirement.
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, par 4.1.1 (a) and section 4.4, Table 5>

	2. Bidder Experience and Capability Requirements (Entity Service 1 & 2)

	(a) The bidder must have the capability to provide the ICT Research Advisory and Consulting Services required.
(b) The bidder must have a minimum of five (5) years of experience providing ICT Research Advisory and Consulting Services.
(c) The bidder must have experience in executing research assignments that cover a wide range of subject areas, as indicated in the description in section 2.1.

	· [bookmark: _Hlk210247597]Indicate subject areas/topics Bidder specialises in for ICT Research Advisory and Consulting Services, complete Annex B, section 5.1, Table 6.
· Provide past work evidence for at least two projects done in the last five years, such as assignment details consisting of client details, subject area(s)/ topic(s), duration of assignment and number of resources (e.g. research associates: PhD: 3, Postgraduates: 4, Analysts: 3).
Work evidence must include references from the clients who commissioned the ICT research advisory and consultancy services. 
Provide evidence in different subject areas as indicated in the description in section 2.1.
Provide evidence of both qualitative and quantitative research methodologies.

Note (1): 
SITA reserves the right to verify information provided.
Note (2): 
Failure to complete Table 6 fully will result in disqualification.


	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, par 4.2.1 (a) and Annex B, section 5.1, Table 6>

	(d) [bookmark: _Hlk210294911]The Bidder must provide CVs of the Research Team that was assigned to the projects, included as part of the evidence of work submitted.
	[bookmark: _Hlk210248799]Provide CVs of the Research Team that was assigned to the projects, included as part of the evidence of work submitted.
NOTE (1):  
Failure to comply fully with the requirements as indicated above will result in disqualification.
NOTE (2):
SITA reserves the right to verify information provided.
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, par 4.2.1 (a) >


	(a) The bidder must have the capability to deliver the ICT (incl. Telecommunications) research subscription services required.
(b) The bidder must have a minimum of five (5) years of experience providing ICT research subscription services.
(c) The bidder must have 
provided ICT research subscription services that cover a wide range of subject areas indicated in the description in section 2.2.

	· [bookmark: _Hlk210248436]Indicate subject areas/topics Bidder specialises in for ICT (incl. Telecommunications) research subscription services, complete Annex B, section 5.2, Table 7.
· Provide past work evidence for at least two projects done in the last five years, consisting of client details, subscription subject area(s) and number of resources (e.g. research associates: PhD: 3, Postgraduates: 4, Analysts: 3).
Work evidence must include references from the clients.
· Provide evidence in different subject areas as indicated in the description in section 2.2. 
· Provide evidence of both qualitative and quantitative research methodologies.
Note (1): 
SITA reserves the right to verify information provided.
Note (2): 
Failure to complete Table 7 fully will result in disqualification.


	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, par 4.2.1 (b) and Annex B, section 5.2, Table 7>

	(d) The Bidder must provide CVs of the Research Team that was assigned to the project, included as part of the evidence of work submitted.
	[bookmark: _Hlk210248829]Provide CVs of the Research Team that was assigned to the project, included as part of the evidence of work submitted.
NOTE (1):  
Failure to comply fully to the requirements as indicated above will result in disqualification.
NOTE (2):
SITA reserves the right to verify information provided.
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, par 4.2.1 (b)>


	3. Special Conditions of Contract

	Bidder must accept ALL the Special Conditions of contract.
	[bookmark: _Toc85498816][bookmark: _Toc88649142]The Bidder must accept ALL the Special Conditions of Contract by completing and signing the declaration of Acceptance in Declaration of compliance and acceptance under the Special Conditions (Section 3.4.2).
Note (1): 
Failure to accept ALL the Special Conditions of Contract will result in disqualification.
	<provide unique reference to locate substantiating evidence in the bid response – see Annex A, section 4.3>



[bookmark: _Toc205311746][bookmark: _Toc205311902][bookmark: _Toc205312057][bookmark: _Toc205312223][bookmark: _Toc205312646][bookmark: _Toc205312809][bookmark: _Toc205312972][bookmark: _Toc205311747][bookmark: _Toc205311903][bookmark: _Toc205312058][bookmark: _Toc205312224][bookmark: _Toc205312647][bookmark: _Toc205312810][bookmark: _Toc205312973][bookmark: _Toc205311748][bookmark: _Toc205311904][bookmark: _Toc205312059][bookmark: _Toc205312225][bookmark: _Toc205312648][bookmark: _Toc205312811][bookmark: _Toc205312974][bookmark: _Toc205311749][bookmark: _Toc205311905][bookmark: _Toc205312060][bookmark: _Toc205312226][bookmark: _Toc205312649][bookmark: _Toc205312812][bookmark: _Toc205312975][bookmark: _Toc205311753][bookmark: _Toc205311909][bookmark: _Toc205312064][bookmark: _Toc205312230][bookmark: _Toc205312653][bookmark: _Toc205312816][bookmark: _Toc205312979][bookmark: _Toc205311756][bookmark: _Toc205311912][bookmark: _Toc205312067][bookmark: _Toc205312233][bookmark: _Toc205312656][bookmark: _Toc205312819][bookmark: _Toc205312982][bookmark: _Toc205311799][bookmark: _Toc205311955][bookmark: _Toc205312110][bookmark: _Toc205312276][bookmark: _Toc205312699][bookmark: _Toc205312862][bookmark: _Toc205313025][bookmark: _Toc205311800][bookmark: _Toc205311956][bookmark: _Toc205312111][bookmark: _Toc205312277][bookmark: _Toc205312700][bookmark: _Toc205312863][bookmark: _Toc205313026][bookmark: _Toc205311801][bookmark: _Toc205311957][bookmark: _Toc205312112][bookmark: _Toc205312278][bookmark: _Toc205312701][bookmark: _Toc205312864][bookmark: _Toc205313027][bookmark: _Toc205311802][bookmark: _Toc205311958][bookmark: _Toc205312113][bookmark: _Toc205312279][bookmark: _Toc205312702][bookmark: _Toc205312865][bookmark: _Toc205313028][bookmark: _Toc205311803][bookmark: _Toc205311959][bookmark: _Toc205312114][bookmark: _Toc205312280][bookmark: _Toc205312703][bookmark: _Toc205312866][bookmark: _Toc205313029][bookmark: _Toc205311810][bookmark: _Toc205311966][bookmark: _Toc205312121][bookmark: _Toc205312287][bookmark: _Toc205312710][bookmark: _Toc205312873][bookmark: _Toc205313036][bookmark: _Toc205311857][bookmark: _Toc205312013][bookmark: _Toc205312168][bookmark: _Toc205312334][bookmark: _Toc205312757][bookmark: _Toc205312920][bookmark: _Toc205313083][bookmark: _Toc205311858][bookmark: _Toc205312014][bookmark: _Toc205312169][bookmark: _Toc205312335][bookmark: _Toc205312758][bookmark: _Toc205312921][bookmark: _Toc205313084][bookmark: _Toc212034493]Special Conditions of Contract Verification (Stage 3)
(a) The successful supplier will be bound by Government Procurement: General Conditions of Contract (GCC) as well as this Special Conditions of Contract (SCC), which will form part of the signed contract with the successful Supplier. However, SITA reserves the right to include or waive the condition in the signed contract.
(b) SITA reserves the right to:
(i) Negotiate the conditions; or
(ii) Automatically disqualify a bidder for not accepting these conditions;
(iii) Award to multiple bidders; or
(iv) Reserve the right to award.
(c) In the event that the bidder qualifies the proposal with own conditions and does not specifically withdraw such own conditions when called upon to do so, SITA will invoke the rights reserved in accordance with subsection 3.3 (b) above.

[bookmark: _Toc212034494]Special Conditions of Contract 
Contracting Conditions
(a) Formal Contract - The supplier must enter into a formal written contract (agreement) with SITA.
(b) Right to Audit - SITA reserves the right, before entering into a contract, to conduct or commission an external service provider to conduct a financial audit or probity to ascertain whether a qualifying bidder has the financial wherewithal or technical capability to provide the goods and services as required by this tender.

Governance
(a) The service provider accepts to comply with all SITA’s governance requirements as well as participate in governance activities and bodies as required, and the cost thereof is inclusive in the quoted price.
(b) The service provider accepts to participate in any and all audits and investigations, including data audits, and resolve any finding(s) related to the Contractor’s scope of work as contracted, and the cost thereof is inclusive in the quoted price.

Compliance
If the service provider disregards or breaches contractual obligations, it may result in the termination of the contract.

Quality Assurance
The service provider accepts that any deliverables produced in terms of the contract must be subjected to quality assurance and control, as well as acceptance sign off by SITA.

Delivery Address
(a) The supplier must deliver the required products or services as indicated in section 2.4. Delivery Address.
Services and Performance Metrics
(a) To be confirmed at the engagement level. 
Supplier Performance Reporting
(a) To be confirmed at the engagement level. 
Certification, Expertise and Qualification
(a) The Supplier represents that, 
(i) it has the necessary expertise, skill, qualifications and ability to undertake the work required in terms of the Statement of Work or Service Definition and;
(ii) it is committed to provide the Products or Services; and
(iii) Perform all obligations detailed herein without any interruption to the Customer.
(b) [bookmark: _Toc448483301][bookmark: _Toc448483304]The Supplier must provide the service in a good and workmanlike manner and in accordance with the SITA Internal Audit and Risks methodology as well as standards and practices prescript by relevant professional bodies.
(c) The Supplier must perform the Services in the most cost-effective manner consistent with the level of quality and performance as defined in the Statement of Work or Service Definition.

[bookmark: _Hlk195036753]Logistical Conditions
(a) Hours of work: SITA's normal business hours are 08:00 – 16:30, Monday to Friday, Public Holidays excluded.
(b) Client environment: In the event that SITA grants the Supplier permission to access SITA's Environment including hardware, software, internet facilities, data, telecommunication facilities and/or network facilities remotely, the Supplier must adhere to SITA's relevant policies and procedures (which policy and procedures are available to the Supplier on request) or in the absence of such policy and procedures, in terms of, best industry practice.
(c) Tools of Trade. The bidder is expected to use its own resources (cell phone, laptops, etc) to communicate with its own offices or outside of the SITA/Client buildings, including all tools and equipment to render the services effectively.
Skills transfer and training
(a) The Supplier shall provide skills transfer to both management and technical staff within SITA and relevant government departments to build and strengthen their capacity to efficiently manage, interpret, and apply ICT research and advisory. This training will encompass key areas including project and program management, research methodologies, data management and analysis, and effective utilisation of ICT research and advisory services.
ICT Research Undertakings and Subscription
(a) The Supplier whose portfolio predominantly features international research initiatives is encouraged to also include national research studies specifically addressing the South African context, particularly those designed for government and the public sector. Inclusion of such locally relevant research may be considered an advantage.
Regulatory, Quality and Standards
(a) To be confirmed at the engagement level.

Company and Personnel Security Clearance Requirements
(a) Company security screening: The supplier may be required to undergo a company security screening conducted by the State Security Agency (SSA). Should the SSA find the supplier not suitable after the conduct of the security screening, the business relationship will be terminated. The following documentation will be required for the company security screening process to be conducted:
(i) Copy of company registration documentation.
(ii) Copy(ies) of identity documentation of Director(s), Member(s) or Trustee(s); 
(iii) Copy of a valid tax clearance certificate. 
(b) Security suitability check for individuals: SITA may, at its own discretion and in line with its policies and procedures, require employees of the supplier to be subjected to a security suitability check before commencement of a project or delivery of a service. The security suitability check is conducted by SITA in order to ensure that individuals meet the minimum security requirements and also to verify personal information. The supplier will be required to replace any employee(s) who is found to be unsuitable after the conduct of the security screening. The following documentation will be required for the security suitability check:
(i) Copy of identity document;
(ii) Copy(ies) of qualification(s) if SITA requires verification thereof;
(iii) Fingerprints – will be taken electronically;
(iv) Signed consent form for the conduct of background checks. 
(c) Security clearance: A security clearance, issued by either the SSA or Defence Intelligence (DI), is required if any employee of the supplier will have or may gain access to classified information throughout the duration of the project or in the process of delivering a service. The level of security clearance required – Confidential, Secret or Top Secret, will be determined at the sole discretion of SITA. The supplier will have to replace any employee who does not qualify for a security clearance or is found not suitable by the SSA or DI. The following documentation will be required for the security clearance process:
(i) Completed Z204 or DD1057 security clearance application form.
(ii) Fingerprints;
(iii) Personal documentation of the applicant, including but not limited to, identity document, passport, marriage certificate (if applicable), divorce order (if applicable), qualifications, salary advice and bank statements.         
Confidentiality and non -disclosure conditions
(a) The Supplier, including its management and staff, must, before commencement of the Contract, sign a non-disclosure agreement regarding Confidential Information.
(b) Confidential Information means any information or data, irrespective of the form or medium in which it may be stored, which is not in the public domain and which becomes available or accessible to a Party as a consequence of this Contract, including information or data which is prohibited from disclosure by virtue of:
(i) the Promotion of Access to Information Act, 2000 (Act no. 2 of 2000);
(ii) being clearly marked "Confidential" and which is provided by one Party to another Party in terms of this Contract;
(iii) being information or data, which one Party provides to another Party or to which a Party has access because of Services provided in terms of this Contract and in which a Party would have a reasonable expectation of confidentiality;
(iv) being information provided by one Party to another Party in the course of contractual or other negotiations, which could reasonably be expected to prejudice the right of the non-disclosing Party;
(v) being information, the disclosure of which could reasonably be expected to endanger a life or physical security of a person;
(vi) being technical, scientific, commercial, financial and market-related information, know-how and trade secrets of a Party;
(vii) being financial, commercial, scientific or technical information, other than trade secrets, of a Party, the disclosure of which would be likely to cause harm to the commercial or financial interests of a non-disclosing Party; and
(viii) being information supplied by a Party in confidence, the disclosure of which could reasonably be expected either to put the Party at a disadvantage in contractual or other negotiations or to prejudice the Party in commercial competition; or
(ix) information the disclosure of which would be likely to prejudice or impair the safety and security of a building, structure or system, including, but not limited to, a computer or communication system; a means of transport; or any other property; or a person; methods, systems, plans or procedures for the protection of an individual in accordance with a witness protection scheme; the safety of the public or any part of the public; or the security of property; information the disclosure of which could reasonably be expected to cause prejudice to the defence of the Republic; security of the Republic; or international relations of the Republic; or plans, designs, drawings, functional and technical requirements and specifications of a Party, but must not include information which has been made automatically available, in terms of the Promotion of Access to Information Act, 2000; and information which a Party has a statutory or common law duty to disclose or in respect of which there is no reasonable expectation of privacy or confidentiality;
(c) Notwithstanding the provisions of this Contract, no Party is entitled to disclose Confidential Information, except where required to do so in terms of a law, without the prior written consent of any other Party having an interest in the disclosure;
(d) Where a Party discloses Confidential Information which materially damages or could materially damage another Party, the disclosing Party must submit all facts related to the disclosure in writing to the other Party, who must submit information related to such actual or potential material damage to be resolved as a dispute;
(e) Parties may not, except to the extent that a Party is legally required to make a public statement, make any public statement or issue a press release which could affect another Party, without first submitting a written copy of the proposed public statement or press release to the other Party and obtaining the other Party's prior written approval for such public statement or press release, which consent must not unreasonably be withheld.

Intellectual Property Rights
(a) SITA retains all Intellectual Property Rights in and to SITA's Intellectual Property. As of the Effective Date, the Supplier is granted a non-exclusive license, for the continued duration of this Contract, to perform any lawful act including the right to use, copy, maintain, modify, enhance and create derivative works of SITA's Intellectual Property for the sole purpose of providing the Products or Services to SITA pursuant to this Contract; provided that the Supplier must not be permitted to use SITA's Intellectual Property for the benefit of any entities other than SITA without the written consent of SITA, which consent may be withheld in SITA's sole and absolute discretion. Except as otherwise requested or approved by SITA, which approval is in SITA's sole and absolute discretion, the Supplier must cease all use of SITA's Intellectual Property, at of the earliest of:
(i) termination or expiration date of this Contract; 
(ii) the date of completion of the Services; and 
(iii) the date of rendering of the last of the Deliverables
(b) If so required by SITA, the Supplier must certify in writing to SITA that it has either returned all SITA Intellectual Property to SITA or destroyed or deleted all other SITA Intellectual Property in its possession or under its control
(c) SITA, at all times, owns all Intellectual Property Rights in and to all Bespoke Intellectual Property. 
(d) Save for the license granted in terms of this Contract, the Supplier retains all Intellectual Property Rights in and to the Supplier’s pre-existing Intellectual Property that is used or supplied in connection with the Products or Services

General
(a) The supplier will be bound by the Government Procurement: General Conditions of Contract.
(b) (GCC) as well as this Special Conditions of Contract (SCC), which will form part of the signed contract with the Supplier. However, SITA reserves the right to include or waive the condition in the signed contract.
(c) SITA reserves the right to:
(i) Negotiate the conditions, or
(ii) Automatically disqualify a bidder for not accepting these conditions, or
(iii) Before entering into a contract, conduct or commission an external service provider to audit or conduct probity to ascertain whether a qualifying bidder has the technical capability to provide the goods and services as required by this tender.

Counter Conditions
(a) Bidders’ attention is drawn to the fact that amendments to any of the Bid Conditions or setting of counter conditions by bidders may result in the invalidation of such bids.

Fronting
(a) The SITA supports the spirit of Broad Based Black Economic Empowerment and recognizes that real empowerment can only be achieved through individuals and businesses conducting themselves in accordance with the Constitution and in an honest, fair, equitable, transparent and legally compliant manner. Against this background, the SITA will not condone any form of fronting.
(b) The SITA, in ensuring that bidders conduct themselves in an honest manner will, as part of the bid evaluation processes, conduct or initiate the necessary enquiries/investigations to determine the accuracy of the representation made in bid documents. Should any of the fronting indicators as contained in the Guidelines on Complex Structures and Transactions and Fronting, issued by the Department of Trade and Industry, be established during such enquiry/investigation, the onus will be on the bidder/contractor to prove that fronting does not exist. Failure to do so within a period of 14 days from the date of notification may invalidate the bid/contract and may also result in the restriction of the bidder/contractor to conduct business with the public sector for a period not exceeding ten (10) years, in addition to any other remedies SITA may have against the bidder/contractor concerned.

Supplier Due Diligence 
(a) SITA reserves the right to conduct supplier due diligence prior to final award or at any time during the Contract period, and this may include pre-announced / non-announced site visits. During the due diligence process, the information submitted by the bidder will be verified, and any misrepresentation thereof may disqualify the bid or Contract in whole or parts thereof.

Business Continuity and Disaster Recovery Plans 
(a) The bidder confirms that they have written business continuity and disaster recovery plans that define the roles, responsibilities and procedures necessary to ensure that the required services under this bid specification are in place and will be maintained continuously in the event of a disruption to the bidder’s operations, regardless of the cause of the disruption.

Engagement Model (Rules of Engagement)
(a) Reference Engagement model document will be made available during the engagement process to successful bidders which is Accredited for this RFA.
(b) A Memorandum of Understanding (MoU) will be signed with successful bidders to be placed on the Master Service Agreement (MSA) with SITA that will thereafter follow due process in terms of the engagement model;
(c) [bookmark: _Hlk89334511]The engagement process could entail direct sourcing, competitive quotations and/ or rotation of suppliers depending on ranking through the Acquisition process;
(d) SITA reserves the right to refresh/ review/ onboard the panel of providers at any given point to allow the inclusion of more service providers and relevant cloud offerings, unless there are insufficient coverage or brands; 
(e) Specific requirements will be provided during the engagement process;
(f) SITA reserve the right to include a Rate Card in the future, which will include, but not limited to the following:
(i) Bidders to indicate their best price at the time of engagement, however, not exceeding the maximum rate indicated in the Rate Card when introduced; and
(ii) Bidders who exceed their tendered maximum rate indicated in the Rate Card will be disqualified during the engagement process.
(g) Specific Preference Goal Requirements will be provided during the engagement process in line with the SITA Preferential Procurement Policy. 

Preference Goal Requirements conditions
The following Preference Goal Conditions will apply for transactions during the engagement process, however is not limited to these conditions. The specific details will be provided during the engagement process:
(a) The Bidder’s commitment for the Preference Goal Requirements in this tender will be legally binding and the Bidder must perform against their commitment for the duration of the contract which will form part of the Contractual Agreement;
(b) The Bidder must sustain, or improve the company’s BBBEE Level for the duration of the contact which will form part of the Contractual Agreement;
(c) Performance of Preference Goal Requirements and status reporting will be determined during the engagement process for the acquisition of these services. 
(d) Bidders must keep auditable substantive records/evidence and, upon request by SITA must be made available for audit and, or due diligence purposes;
(e) SITA reserves the right to require from a Bidder, either before a bid is adjudicated or at any time subsequently, to substantiate any claim with regard to preferences, in any manner required by SITA;
(f) SITA reserves the right to verify information/evidence provided by the Bidder; and
(g) SITA reserves the right to introduce a penalty, which will be determined during the engagement process for the acquisition of these services, if Bidder fails to comply with paragraphs (a), (b) and (c) above.
[bookmark: _Toc106894479][bookmark: _Toc212034495]Declaration of compliance and acceptance SCC
I (we), the bidder, hereby declare that I (we) accept ALL the Special Conditions of Contract as specified in par 3.4.1 above and shall comply with all stated obligations:

Name of Bidder:_____________________________	Signature: _________________________

Date:______________

[bookmark: _Toc212034496]Bidder substantiating evidence
[bookmark: _Toc212034497]Technical Mandatory Requirement Evidence
[bookmark: _Toc212034498]Technical Mandatory Requirements
[bookmark: _Toc212034499](a) Bidder Service Offer (Service 1&2)
Bidders must indicate the Bidder’s Service(s) Category they wish to respond to by completing Table 5  in section 4.4 Bidder’s Service(s) Categories.
		Note (1): 
SITA reserves the right to verify the information provided.
Note (2):
Indicate (using an “X”) the Bidder’s Service (s) Category for the service, or services the
Bidder wishes to respond to.
Note 3:
[bookmark: _Hlk205406698]If the Bidder did not select/tick any Service, or Services for the Bidder’s Service Category it will be regarded that the Bidder do not wish to respond to the respective category and will not be considered for further evaluation for that specific service requirement.
[bookmark: _Toc205312343][bookmark: _Toc205312766][bookmark: _Toc205312929][bookmark: _Toc205313092][bookmark: _Toc205312344][bookmark: _Toc205312767][bookmark: _Toc205312930][bookmark: _Toc205313093][bookmark: _Toc205312345][bookmark: _Toc205312768][bookmark: _Toc205312931][bookmark: _Toc205313094][bookmark: _Toc205312346][bookmark: _Toc205312769][bookmark: _Toc205312932][bookmark: _Toc205313095][bookmark: _Toc205312347][bookmark: _Toc205312770][bookmark: _Toc205312933][bookmark: _Toc205313096][bookmark: _Toc205312348][bookmark: _Toc205312771][bookmark: _Toc205312934][bookmark: _Toc205313097][bookmark: _Toc205312349][bookmark: _Toc205312772][bookmark: _Toc205312935][bookmark: _Toc205313098][bookmark: _Toc212034500] 	Bidder Experience and Capability Requirements (Entity Service 1 & 2) 
[bookmark: _Toc212034501][bookmark: _Hlk195098612] (a)	ICT Research Advisory and Consulting Services 
Mandatory Requirements
The bidder must have the capability to provide the ICT Research Advisory and Consulting Services required.
The bidder must have a minimum of five (5) years of experience providing ICT Research Advisory and Consulting Services.
The bidder must have experience in executing research assignments that cover a wide range of subject areas, as indicated in the description in section 2.1.
The Bidder must provide CVs of the Research Team that was assigned to the project, included as part of the evidence of work submitted.

Substantiating evidence of compliance (used to evaluate bid)
Indicate subject areas/topics Bidder specialises in for ICT Research Advisory and Consulting Services in section 5.1, Table 6.
Provide past work evidence for at least two projects done in the last five years, such as assignment details consisting of customer details, subject area(s)/ topics, duration of assignment and number of resources (e.g. research associates: PhD: 3, Postgraduates: 4, Analysts: 3). 
Work evidence must include references from the clients who commissioned the ICT research advisory and consultancy services. 
Provide evidence in different subject areas as indicated in the description in section 2.1. 
Provide evidence of both qualitative and quantitative research methodologies.
Provide the CVs of the research teams that were assigned to the projects, as part of the evidence of work submitted.

4.2.1 (b)	ICT Research Subscription Services 
Mandatory Requirements
The bidder must have the capability to deliver the ICT (incl. Telecommunications) research subscription services required.
The bidder must have a minimum of five (5) years of experience providing ICT research subscription services.
The bidder must have provided ICT research subscription services that cover a wide range of subject areas indicated in the description in section 2.2.
The Bidder must provide CVs of the Research Teams that were assigned to the projects, as part of the evidence of work submitted.

Substantiating evidence of compliance (used to evaluate bid)
Indicate subject areas/topics Bidder specialises in for ICT (incl. Telecommunication) Research Subscription Services, in section 5.2, Table 7.
Provide past work evidence for at least two projects done in the last five years, consisting of customer details, subscription subject area(s) and number of resources (e.g. research associates: PhD: 3, Postgraduates: 4, Analysts: 3). 
Work evidence must include references from the clients.
Provide evidence in different subject areas as indicated in the description in section 2.2. 
Provide evidence of both qualitative and quantitative research methodologies.
	Provide the CVs of the research teams that were assigned to the projects, as part of the evidence of work submitted.

[bookmark: _Toc212034502][bookmark: _Toc205312353][bookmark: _Toc205312777][bookmark: _Toc205312940][bookmark: _Toc205313103]Special Conditions of Contract
The Bidder must Accept all the Special Conditions of Contract by completing and signing the declaration of Acceptance in Declaration of compliance and acceptance under the Special Conditions (Section 3.4.2).
NOTE (1): 
[bookmark: _Toc148904968][bookmark: _Toc177076566]Failure to accept ALL the Special Conditions of Contract will result in disqualification.

[bookmark: _Toc212034503]Bidder’s Service(s) Category Requirements Table 5
[bookmark: _Ref196217958]Table 5: Bidder's substantiating evidence
	No
	



[bookmark: _Hlk209008070]Bidder’s Service(s) Category

	(A)
Bidder Product Offer
	(B)
Bidder Experience and Capability Requirements (Entity)

	
	
	Bidder’s Service (s) Category for the service, or services the Bidder wish to respond to:
(X = Yes)
	Company name
	Reference Person Name, Tel and/or email
	Project Scope of work 
	Project Start and End-date

	1
	ICT Research Advisory and Consulting Services 
	
	<Company name>
	<Person Name>
<Tel>
<email>
	< Provide reference from a customer to whom ICT Research Advisory and Consulting Services was provided> 
	Start Date:
End Date:

	2
	ICT (incl. Telecommunication) Research Subscription Services 
	
	<Company name>
	<Person Name>
<Tel>
<email>
	< Provide reference from a customer to whom ICT Research Subscription Services was provided> 
	Start Date:
End Date:
















[bookmark: _Toc212034504]Bidder substantiating evidence
[bookmark: _Toc212034505]Service(s) category subject areas/topics bidder specialises in
[bookmark: _Toc212034506] 	ICT Research Advisory and Consulting Services subject areas/topics
The Bidder who indicated “X” for Bidder’s Service(s) Category 1: ICT Research Advisory and Consulting Services, in Table 5 must indicate the subject areas/topics, in Table 6 below, that the bidder specialises in. Note: Failing to specify any subject areas or topics will result in disqualification.
As a Bidder, I hereby confirm specialisation in the following subject areas/topics:
[bookmark: _Ref209011552]Table 6: ICT Research Advisory and Consulting Services subject areas/topics
	Ref
	Subject Area / Topic
	 Specialise in (Mark with and “X”)

	
	EXAMPLE
	X

	(a) 
	ICT trends
	

	(b) 
	ICT Products, Solutions and/or Services
	

	(c) 
	Business Intelligence
	

	(d) 
	Digital Transformation
	

	(e) 
	Fourth Industrial Revolution (4IR)
	

	(f) 
	Open Innovation
	

	(g) 
	Cloud Computing
	

	(h) 
	Enterprise Architecture
	

	(i) 
	Information and Knowledge Management
	

	(j) 
	ICT Governance
	

	(k) 
	ICT Benchmarking and Best Practices
	

	(l) 
	Cyber and information security
	



<Duly authorised signature>
<Position>
<Date>






[bookmark: _Toc212034507] ICT (incl. Telecommunication) Research Subscription Services subject areas/topics
The Bidder who indicated “X” for Bidder’s Service(s) Category 2: ICT (incl. Telecommunication) Research Subscription Services, in Table 5, must indicate the subject areas/topics, in Table 7 below, that the bidder specialises in. Note: Failing to specify any subject areas or topics will result in disqualification.
As a Bidder, I hereby confirm specialisation in the following subject areas/topics:
[bookmark: _Ref209011623]Table 7: ICT (incl. Telecommunication) Research Subscription Services subject areas/topics
	Ref
	Subject Area / Topic
	Specialise in (Mark with and “X”)

	
	EXAMPLE
	X

	(a) 
	ICT trends
	

	(b) 
	ICT Products, Solutions and/or Services
	

	(c) 
	Business Intelligence
	

	(d) 
	Digital Transformation
	

	(e) 
	Fourth Industrial Revolution (4IR)
	

	(f) 
	Open Innovation
	

	(g) 
	Cloud Computing
	

	(h) 
	Enterprise Architecture
	

	(i) 
	Information and Knowledge Management
	

	(j) 
	ICT Governance
	

	(k) 
	ICT Benchmarking and Best Practices
	

	(l) 
	Cyber and information security
	




<Duly authorised signature>
<Position>
<Date>
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